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Communications is an issue in every disaster faced in history.  Managers employ many systems, beyond interoperability issues, and some of these systems are effective while others are not.  The importance of learning whether or not systems currently in place are adequate is important because if they are not, changes need to be made.  (Erickson, 2006) Emergency Managers need to know the most effective ways of communicating before, during and after an incident, and they need to know what systems work, and what ones don’t.  If Emergency Managers can learn from lessons of the past, and apply them to current and future communication technologies, they will learn how to better communicate in times of need.
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INTRODUCTION


Throughout history, mankind has had to handle all types of disasters.  These disasters ranged in scope from being laid off from a job, to drought, hurricanes, tornadoes, terrorism and bad economies.  It is said that a real emergency exists to those who are impacted by something negative in their lives; that anything could be an emergency to anyone.  Emergency situations happen all the time.  Some, like natural disasters and terrorist attacks can be quite costly both in lives and infrastructure.  Others have long lasting economical and public health consequences associated with them.  While it is not easy to pick up and move someone’s home in the face of a hurricane, or put down sand bags around a home in the face of a flood, it may still be possible to get the people to leave the area before they have to try and brave the storm, or know what resources exist to help them if they have no other way to turn.  The problem, however, is that in an ever changing world, some systems are being forgotten, and not used.  Some people have grown to not listen to the warnings, and like in Hurricane Katrina, chose to ride out a storm they thought was just another hurricane coming their way.  (FEMA, 2006) The problem is that communication before, during and after an incident, while many systems are in place, can be a hindrance or hold back a response and recovery effort if not used effectively.  To quote Sir Philip Trousdell, a former soldier:

“If you can’t communicate I don’t think you should be in the leadership business.  
You need to be able to articulate clearly and unambiguously to the people who 
are going to implement the decision, so that they have no doubts about what’s 
going on.  And then you need to start wearing out the shoe leather, 
going round 
all the levels of your organization, explaining where they fit in, what their bit is in 
this great scheme that you’ve dreamt up, so that they not only understand what’s 
required but have the chance to ask you questions”.


Another problem that exists for planning purposes is that when many agencies think about communication the term “interoperability” comes to mind.  This is great for determining how to work with other outside agencies during a major incident, but what it fails to address is proper relations with the media and proper use of emergency alerting systems in the community to effectively communicate problems, instructions and information to the rest of the people who may be impacted by the situation.


Technology is ever changing, and with the change in technology, there are new ways to communicate.  Social media is found on many internet websites and used by businesses with the phrase “follow us” attached to it.  Text messaging to cellular communication devices has made it possible for breaking news and weather updates to be sent to a large number of people within minutes of the lead agency finding out.  There is a great deal of websites with a wealth of information on preparedness and response functions at the fingertips of people who have access to the internet.  These are just a couple of examples of communications being seen today, and there are others. So are these systems adequate enough for the elderly who refuse to conform to the technology, or stable enough in the face of possible solar flares doing damage to such communications systems?  Even if they are, will people listen to the warning messages being distributed or will they ignore them as seen during Hurricane Katrina?  Will this ability to communicate so easily and quickly allow for faster information flow during the response to a disaster, or will it bog down communications lines like what was seen by even responding agencies during the terrorist attacks of September 11th?

Emergency Managers and those responsible for managing incidents that will require not only communications in their agency, but with other agencies and the public as well, need to take a hard look at the problems faced in past disasters to learn what works and what does not. (Fink, 2002) They need to take the time to ask the questions like why so many people stayed behind during Hurricane Katrina, and did not listen to warnings.  Or did they even get the warnings?  Or did the warnings come too late?  This will help to plan for effective communications before and during an incident.  After an incident, there needs to be a plan to continue to provide information on what happened, why it happened, and how the future will play out. (Mitroff, 2001)


The reality is there are many forms of communication that exists and there have been effective uses of it and there have been failures in communications. Communication is not always thought of clearly even to those trained in it.  Take an average group of emergency dispatchers and ask them what the first step is in the first aid process for getting help.  Many will tell you to call 911 because that is what people have been told for years.  But what happens when those dispatchers pick up the phone and call 911 in their place of work, and they get the person sitting next to them?  One of the most recent failures in communications was shown clearly to the entire United States when a family of a lost coal miner in West Virginia got on national news saying that no one (the company involved or emergency responders) had even tried to make contact with them about the situation.  Communications has been an issue for years in responding to incidents.  This incident, as well as many others should serve as a starting point to view what is out there for communications, what works, what does not, why and how Emergency Managers should adapt to provide the most effective, and accurate communications possible during an incident.
HISTORY


If one takes the time to look into the past, there is a wealth of communication devices used.  For centuries, Armies around the world, would use messengers, and “send” for help.  These messengers would carry information and requests for help, and would end up riding long days, and hundreds of miles to gather as many troops as possible to a battle field that could be several days ride away from where the army was at.  And even if they could get there quickly, most were not standing by waiting for the word to come in, delaying a response even more.  Many people are familiar with a marathon, and that it is a long run, however what many tend to not realize is that this came from the Greek messenger Marathon, who ran that same distance people run today just to deliver an urgent message.

This practice carried on for years.  When explorers would seek out treasures and lands in the new world, leaders in Europe would have to wait for the return of someone from the explorer’s party or send someone over to find out what was going on.  This communication could take months to travel across the Atlantic Ocean and back.  Once settled in the new world, colonies continued the practice of messengers to send messages to each other.  During the American Revolution, Paul Revere had a new method to communicate.  It was well known that the British were coming to control what had been established in the new world, and the settlers were not having any more of the tyrant that had driven them so far from their old homes.  He sat in a building above all others, and would shine a light; one if the British were coming by land and two if by water.  

In 1803 a fire broke out on the east coast.  During the blaze, the town of Portsmouth lost 132 buildings. (Bumgarner, 2008)  During the response to the incident, the fire chief sent for other help from other fire departments (today what is seen through mutual aid agreements).  It took days for the message of help to be received and returned.  In the end other agencies responded but it was no help, the city had burned to the ground.  This is considered to be the first documented case in the United States of assistance from other agencies, not responsible for the incident itself, to come to the aid of another in need.  This was the start of creating modern day mutual aid agreements.  After that, communication seemed to develop quickly, relatively speaking, over the last one hundred and fifty years.  The invention of the telephone, distribution of newspapers, letter carriers, and airplanes all helped to speed up how quickly a message could be delivered.  By World War I, communications devices existed in the field so that messengers did not have to run all the messages to the units.  Units near each other could communicate by field radio, which again developed rapidly through the years.  Today the battle field and disaster strewn areas have changed.  Mobile communication devices are driven into a location, carried on the hip of the responder, and communications with places can be established, even from half way around the world.

Media developed over the years as well.  The Vietnam War was the first time that the battlefield was brought into the homes of viewers in the United States.  With only a few days of delay, viewers quite possibly could see loved ones engaged in battle and injured before the word of casualty even reached home.  Today, it has come much faster by the use of satellites.  Embedded with military units, the invasion of Iraq in 2003 was brought to the television screen nearly live to those who had access to it.  Those watching did not always know if the cameras were cut off because they had to be or if the position they were filming from had been attacked.  There was very little control over what was said or shown; dead enemy combatants would usually accompany a family’s meal time in the evening.  


In Chase’s article (1980) it is shown that by the 1970s, the development of FIRESCOPE (Firefighting Resources of Southern California Organize for Potential Emergencies) brought about the first look at a standardized incident command system.  From September 22 through October 4 in 1970, over a dozen wildfires burned millions of acres and destroyed hundreds of homes and other structures.  Many issues came forward from the work done together with local, state and federal agencies such as a lack of a centralized place to collect information from, making coordination and communications difficult at times.  There was also a lack of uniformity in the area of terminology and organizational structures.  With this, came the creation of FIRESCOPE.  “The basic operational concept of the FIRESCOPE system calls for timely commitment of adequate multiagency resources, operating under common procedures and organizational structure to all incidents which exceed or threaten to exceed, the capability of any single fire protection agency.”  (Chase, 1980, p. 2) The model developed is very similar to what is seen through NIMS today.


Even today when it is nationally known to be a problem, people and agencies still fill the air with complaints of conforming to something that will help them communicate better.  While fire agencies have, for several years now, determined there is a need for a command system that can handle more than just their agency, there is still some resistance to change.  In the article “Blue Card Firefighting” the argument is made that “…it’s sheer lunacy, born of institutional arrogance, for the federal bureaucrats to insist that local fire departments change their command systems in anticipation of a potential visit from the feds 24 hours into the Big One.”  (Manning, 2003, p. 10)  The article discusses the use of FIRESCOPE in many different wild land fire incidents, and then the use of a Fire Command System (FCS) in other fire related incidents.  Manning (2003) argues that these systems, and other systems developed by local agencies are more appropriate, because incidents when they occur are going to be local and it will be the local response efforts that will make the biggest impact.


Lessons from companies should be taken into account, for their actions and their ability to communicate them.  When Johnson and Johnson faced a crisis when their Tylenol had become laced with poison, they took extraordinary steps to safe guard the public against further damage, and started thinking outside of the box.  Ordering recall after recall, and inspecting each of their plants, Johnson and Johnson quickly found themselves losing billions of dollars just trying to keep the public safe, and find the source of the problem.  They also did not back away from the problem, nor did they ignore everyone when they were in the middle of a crisis.  According to Mitroff (2001) the company kept a log of all inquiries so that they could get back to the group asking when they knew they had an answer to something.  When the company found out that in fact trace amounts of poison were found in a factory after they had told the media they had not found any, they recalled a press conference and told the truth.  While the actions of this company ended up costing it billions in the end, it was well worth it.  The company kept face, and while it had no formal training in how to manage a crisis, it managed it and worked the company out of the problem.  (Mitroff, 2001).  “So by all means avoid involving your business in a crisis.  But once you are in one, accept it, manage it, and try to keep your vision focused on the long term”.  (Augustine, 2000, p. 31)


History is strung full of various communications methods and developments that have sped up communication and brought more information to people faster than they ever had.  However, even with that, events in the last ten years in the United States still show that there are ups and downs in communications both between the responders themselves and the public around the country.  To better understand this, a review of the events of the terrorist attacks of September 11, 2001 and the devastating weather in the Gulf of Mexico region known as Hurricane Katrina are in order to show how even in the last ten years, two incidents of national significance have had their ups and downs with communication.
SEPTEMBER 11TH, 2001

Terrorist attacks can come in any form, at any time, and at any physical point of a terrorist’s choosing.  This was brought clearly to light, and forever etched into the memories of those who would be old enough to remember the events of September 11, 2001.  It hit the country at different times throughout the morning.  Those on the east coast became aware of the attacks during their morning commute to work, however, as for many; it unfolded right in front of their own eyes.  On the west coast, people getting up for work and turning on the morning news, woke up to the towers collapsing; already having been ravaged by airliners slamming into them.  Those with relatives and friends on the east coast would make calls to them.  E-mails would start, and people would be “glued” to their televisions the rest of the day.  Very few people would carry out a normal day without the interruption of learning what was happening, or what the outcome was of their coworkers.


The morning started with terrorists boarding planes on the east coast bound for various locations.  It has later been learned that these terrorists had been living in the United States for many years, and that they had been training for their mission that day, without anyone taking notice to the training or how they responded to training.  (Questions were asked by these terrorists of their flight instructors of the impacts on an aircraft crashing into a building, and appeared to have taken a very deep interest in the answers).  Modern technology made the coordination of the attack easier.  The go ahead signal was given in a cell phone conversation that would be placed from one plane to another and the calls would last less than sixty seconds in length each. (Noll, 2003)  


Once the attacks started, the United States saw a huge increase in wireless communications, mostly through the use of cellular devices.  Cell phone calls placed to families, friends and emergency dispatchers on the ground were some of the first signs that any hijacking had even taken place. (Noll, 2003) Callers detailed to those whom they had called the details of the attacks, who was hurt, who had been killed, and that the hijackers were trying to force their way into the cockpits of the aircraft.  From there, calls on the ground increased as loved ones relayed information to other emergency centers and flight control centers at the request of those calling them.  Terrorists on board United Airlines Flight 93 told the passengers to call home and say good bye to loved ones, to which some of the passengers did just that.  Others, working with the terrorists from the ground, made bomb threats to important communication centers such as air traffic control centers, and dispatch centers to try to confuse them as to what was really taking place around them.  (Noll, 2003)

According to records, there was a massive spike in wireless communication after the first airplane hit the towers in New York City. (Noll, 2003) This is attributed to two things; people calling that the plane had hit the building, and those inside the building calling for help.  Those passengers in other planes who were made aware of the attacks, made phone calls in flight to get more information as to what was going on.  Many times official warnings on the aircraft and on the ground were ignored and the advice and opinions of those involved in the incidents was listened to.  In one such case, it ended up providing enough information for the passengers of the airliner to stop it from reaching its intended target. Leaving the phone line open, an operator on the ground was able to hear the words “Let’s roll” signaling the start of a fight to take back the airplane from the hijackers who had taken it over with box cutters and knives.


People inside the buildings that were attacked, mainly in the World Trade Center, were making calls to emergency dispatchers and to family members trying to determine what had gone wrong.  Many ignored the initial call to evacuate and get out of the buildings as they did not believe that anything bad had happened that was going to have any kind of impact on them (Ripley, 2009).  Many of those who chose to evacuate found themselves confused and unable to locate the appropriate exit.  Research into this particular issue after the attacks showed that many companies inside the towers had not adequately posted the evacuation routes and had failed to train their employees in how to properly evacuate the buildings, thinking that something like this would never happen.  People trying to reach those who were supposed to be in the towers found it difficult to get through.  Communications infrastructure had failed in the New York City area and up and down the eastern coast because of the overwhelming use of a service that was not designed to handle such a large call volume on it.  Some who were trying to get help would find that the failure of the communications infrastructure that had been built around them had no impact, as they were too shook up to even dial the numbers on their phone after having seen people leap to their deaths from so many stories above the ground.  


Noll (2003) discusses that many responders found that they had to use messengers or runners to go between rescue units in order to communicate, as the communication devices in and around Ground Zero had been completely taken out.  However, a positive side to communications came in the aftermath of the attacks.  Many people with cell phones, once they were able to get service and make calls out, were able to guide the responders to their locations in the rubble.  Others were located due to their phones being active and cell phone companies being able to triangulate their location.  The Federal Government sent out a Wireless Emergency Response Team to assist in these operations, helping to save many lives that day and in the days that followed. (Noll, 2003) Remarkably, even with a plane sticking out of the side of the Pentagon, military communications infrastructure seemed to be unimpacted by the issues being faced by everyone else around the country.


Those not in the area of “Ground Zero” or at the Pentagon or of the crash site in Pennsylvania, received much of their information from the media.  Live news coverage of the attacks that day came in live on people’s television screens.  Those who had said good bye to their neighbors, who were boarding the second flight to impact the towers that day, would see them die before their very eyes on the television screen.  Images of people jumping for their lives and subsequently losing them when they were shown impacting the ground in New York City were streamed in live.  The media that day became the “Untethered Human Voice” (Noll, 2003) with no one to stop or guide what was shown or when it was shown that day.  And because the media was so close in proximity to the location of the attacks that morning, they were on site before those running late for work were even leaving their homes.  This created a loop for the media to jump into, of locating their own “facts” and presenting them to the world without anyone giving any explanation as to what was happening, what had happened or how the country was responding to it.  For the most part, according to Noll (2003), the reporters acted like normal Americans that day, searching for the words to describe what was happening and what they were feeling.  By the next day they had returned to being the same old salty reporters they were before, and seeking out the headlines, and not always accurately depicting all of what was happening.


September 11, 2001 is a day that is forever ingrained in the minds of many citizens of the United States, in part, because it is the worst terrorist attack ever carried out on American soil.  But in large part, this tragic day will be left etched in minds due to communications of that day.  Noll (2003) discusses that the media played a huge role in the communications of the events that day.  “Victims crave information about the ever changing status of the disaster.  In the absence of specific information, rumors emerge to fill this human need.  Uncontrolled rumors disrupt community organization and reduce the credibility of all sources, including knowledgeable ones.  The media play an important role in reducing the frustration and confusion of the victims by providing reliable, official information when available”. (Farberow, et al, 1978, p. 2)  Within two hours, 90% of citizens on the East coast knew about the first attack.  Live news feeds fed the second plane hitting the World Trade Center to homes of millions on the West Coast as some were waking up to start their day.  Many times, as Noll discusses, the media will rush to the scene of an attack or a disaster and start putting out the information they can get quickly, what they are seeing and what people near them on the street are saying about what has happened.  “Unintentionally, the words of a journalist or family member paraphrasing a call can be taken as the exact words of a victim”. (Dutton and Nainoa, 2003, p. 70)


Other studies were carried out to determine how communication flowed that deadly day.  A survey of a small number of people (a little over one hundred) shows that communication by the media flowed quickly.  The attacks started that morning with the departure of United Airlines Flight 175 from Boston that was on its way to Los Angeles, at 0758 Eastern Standard Time.  The survey, conducted in Albuquerque, New Mexico, shows that 100% of the people surveyed knew about the attacks by that evening and that 70% of those people knew within two hours of the plane taking off, which means they knew about the first plane impacting the World Trade Center just minutes after it happened.  Communication by the media proved to be much uncontrolled on September 11th and the communication infrastructure proved to be too weak to handle such an emergency situation.  

The aftermath of September 11th has left many questions in the minds of those still alive today in the United States.  Questions of why this happened, how did the government not know about this, or not take the signs something was going to happen more seriously?  Even more recently, in a publication of Homeland Security Today (2010) the question was discussed as to whether the United States is at war or not.  War in the United States is something that takes an act of Congress to do, something not seen in this country since the entrance of the country into World War II in December of 1941.  Certainly this country is in combat and in a prolonged state of it on someone else’s soil, and the legal answer is no, the country is not at war but the debate rages on.  What has taken place has not been clearly communicated to the people of the country.  States of Emergency have been declared and issued by former President George W. Bush in 2001 and it was renewed by President Barack Obama in 2009.  Yet as the leaders of the country get up to talk about the current state of affairs in the foreign countries where men and women are dying to defeat the evil that attacked the United States, it is referenced as the country being at war.  This clearly shows that some have learned nothing from communications problems of the past, and could be giving some a false sense of the situation at hand.

HURRICANE KATRINA, AUGUST 2005


Hurricane Katrina came with a devastating force that left thousands dead, and many more thousands without homes.  Wide spread flooding, high winds, and manmade infrastructure that failed, dealt a devastating blow to the Gulf Coast region.  With that destruction went important communications abilities in the region, which left responders unable to properly coordinate their efforts.  In Louisiana, the 800 MHz radio system went down and took days to repair.  According to the report, “The Federal Response to Hurricane Katrina – Lessons Learned” the Orleans Emergency Operations Center had to close due to flooding.  In other areas, 911 centers went down or were impossible to get to, leaving inadequate emergency communication in the region.  The chain of events leading up to the hurricane making land fall, help attribute to the communications problems during and after the storm passed.

August 26, 2005 saw little physical action.  The hurricane had briefly reduced to a tropical storm.  However, by the afternoon of the 26th, this tropical storm had charged back up to a category 2 hurricane and was changing direction.  The eye of the storm was expected to pass just east of New Orleans.  Coordination began throughout several states, with the suggestion of activating emergency evacuation plans for the coastal communities.  Directions on highways would be reversed and the Louisiana State Troopers were notified that they were to assist with this effort.  With over two days worth of warning, it was determined that several thousand people should be able to evacuate.  Several Emergency Operations Centers (EOCs) started opening up in Louisiana and several other states.  This was to start the morning of August 27.


August 27, 2005 brought about a turn of events that was unexpected.  It became apparent to local and state governments that most people were mostly unaware or did not realize the severity of the storm they were facing.  Coastal communities in this area had become so used to having hurricanes come and go that they were just prepared to weather another one out, not realizing the devastating power behind this hurricane.  The governments started taking additional steps to notify the public and get a voluntary evacuation started.  The massive evacuation was going to require a large sheltering effort for the now homeless, soon to be, victims of the storm.  Mississippi started by having the Red Cross open shelters in schools and churches, and in Louisiana special needs shelters started to slowly emerge.  But even with this effort, there were still nearly 100,000 people who had no ability to evacuate from the New Orleans area.  The Federal Emergency Management Agency (FEMA) was starting to pre-position supplies and personnel in the area in preparation for assisting local and state governments with their response to the storm.


By August 28, 2005, thousands had evacuated and several thousands more were preparing to do so.  The highways were becoming full of people leaving.  The Super Dome in New Orleans that had originally been designated a special needs shelter only, was now allowing others in, growing the population of the stadium from the 400-500 people that were already in there, to several thousand more.  The road ways began to become difficult to pass, and airports were seeing airlines close up shop and cancel flights as the now category 5 winds were starting to hit the coast line.  President Bush made a phone call to Governor Blanco, the governor of Louisiana, and urged that she order mandatory evacuations of the New Orleans area.  (Townsend, 2006)  The request for Federal assistance at all levels increased as the day went on. Public Safety officials were required to slow operations, and some police officers were forced off the streets and sought shelter in nearby hospitals.


Not only was it difficult to establish a coordinated response effort, but local officials had a difficult time establishing an incident command system to work from.  “Without an incident command structure, it was difficult for local leaders to guide the local response efforts, much less command them. Members of the Hammond (Louisiana) Fire Department reported receiving a lot of ‘I don’t know’ from [local] government officials’; another Louisiana firefighter stated, the command structure broke down—we were literally left to our own devices.’” (Townsend, 2006, p. 37)  Another impact on the incident command system was the fact that many managers and responders had become victims themselves in the incident.  Without a clear command system, there was no way, in the initial days of the incident, for officials to manage or command a coordinated effort in the wake of the storm.


Search and rescue efforts were also hampered by a lack of communication and coordination.  Those 911 centers not impacted to the point they could not function, were overwhelmed with desperate calls for help.  But even with that, according to the report, in the wake of Hurricane Katrina was launched the largest search and rescue operation in United States history.  Members of FEMA USAR teams, Coast Guard, DOD assets and others came from around the country to save thousands of lives.  With different variations of SAR, and normally only using them one at a time, the big lesson learned here was to find a way to incorporate all of them at once, and work together which means a need for more effective communication.


This brings to light a special variation in communication, and that is the coordination of requesting and utilizing the United States Armed Forces.  The military can be an effective asset in the movement of supplies, reestablishing communications links and providing man power.  Many military resources were used in the response to Hurricane Katrina.  Title 10 (active duty) resources were requested through USNORTHCOM, while Title 32 (national guard) resources were requested through already established Emergency Management Assistance Compact Systems (EMACS) that existed in the area.  However, one down side from using military forces comes from their limited ability for law enforcement functions.  Guard forces were pulled from the super dome due to security concerns of possible riots.  Due to posse Comitatus, military personnel can not engage in direct law enforcement functions, which mean they could not be the ones patrolling the streets.  But this created a problem in communication, because it was not clearly communicated to anyone outside of the military, until they started leaving the Super Dome, leaving little to no time to make arrangements for any security in the facility.


Of note were those of the United States Coast Guard.  In their response to the storm, the US Coast Guard rescued over 33,000 people.  At least half of them were rescued by air and the other half were rescued by boat.  In the first three days that the Coast Guard was on scene, they rescued some 3,500 people.  In addition to this, the Federal Government created a Joint Task Force that called up over 24,000 active duty military personnel.  “Not since World War II have we witnessed such a large mobilization of land, sea and air forces for a single event.”  (Reynolds, Unknown, p. 27)  The fact that the Air Force was able to mobilize so many airlift aircraft without missing a beat is outstanding.  In the aftermath of the destruction left by Hurricane Katrina we witnessed one the largest efforts of local, state and federal agencies responding to a single event in the history of the United States.  The United States Air Force, with Guard and Reserve components helped to make this happen, right down to the Airman fresh out of basic.


“Active duty military and National Guard personnel provided critical emergency response and security support to the Gulf Coast during the height of the crisis.” (Townsend, 2006, p. 42)  At the height of military operations under Joint Task Force Katrina, there were just fewer than 15,000 active duty personnel involved in the recovery effort.  While the military found some of the same problems as did all the other agencies, they were still able to assist in important operations to include sandbagging, search and rescue, and distribution.  


Even with the amount of help and aid sent to the region, Hurricane Katrina brought about many damaging problems in the gulf coast region.  The local and state resources became overwhelmed with responding to it, officials could not gain control of the situation, and search and rescue efforts were larger than normal.  Law enforcement is faced with many of these challenges day in and day out.  Police officers quickly found themselves working out of their normal comfort zone; working in a disaster setting that was not caused by some criminal act, is not within their normal daily operations.  But that having been said what follows in the wake of a disaster does become their problem.  Burglary, theft, rioting, looting, and plain upset people causing disturbances trying to get help are all a disruption to the peace and order that law enforcement tries to enforce.  In the wake of Hurricane Katrina, these problems would cause problems for those the government was trying to help, and getting help to the victims of the crimes, was just as slow as getting help to victims of the storm because of the issues with communications.

Due to security concerns, many operations in the Gulf Coast region were delayed, to include search and rescue, the movement of supplies by the federal government, and keeping workers inside the super dome to help those who had been stranded there.  Law enforcement was called away from performing lifesaving functions such as search and rescue, to handle the violent crimes that were taking place.  There were many requests to the federal government for more law enforcement officers, and the Department of Homeland Security provided them, along with other agencies.  “The number of Federal law enforcement officers continued to grow as the Department of Agriculture (USDA), Department of Interior, the Department of Treasury, the Department of Veterans’ Affairs, the Environmental Protection Agency (EPA), and the U.S. Postal Inspection Service deployed personnel to the Gulf Coast” (Townsend, 2006, p. 41).  The problem faced with this, was that federal officers had to be deputized in order to enforce state and local laws.  This delayed their response and was one that was not foreseen, that could have been and could have been communicated better.  Victims waiting days for help had no way of knowing if help was on the way to them, or if they were expected to ride things out on their own.  Those suffering from crime many times had no way to tell authorities, nor did they know how to communicate to them.  No one told them they had been called away to help with things that, to those watching, viewed as more critical to life safety.

For the years following the devastating blow of Hurricane Katrina, the federal government has been ridiculed for its response (or lack thereof as perceived by many) in the aftermath of the storm.  There were several limiting factors to this, one of which being communications abilities were taken out by the storm.  With no way to call in or out, the federal government had no idea initially how bad it was, and what help was needed.  Coupled with this, is that federal aid is not dispatched out right.  “…the Federal response is predicated on an incident being handled at the lowest jurisdictional level possible” (Townsend, 2006, p. 42).  


In response to the requests, a National Joint Information Center was created and a Joint Field Office was opened (however opened late compared to when the Federal Government would normally open one) to assist local and state agencies in the response to the hurricane.  Prior to landfall, FEMA did place resources in the area; however the movement of these were slowed by security concerns and a break down in communications networks.  While it is perceived nothing was done by the Federal government, much was in fact done, and done well considering the situation.  

Law enforcement faced unique challenges in the wake of Hurricane Katrina.  Within the first 23 minutes of the storm making landfall, the lower 9th ward of New Orleans received 600 911 calls.  (Congressional Report, 2007) For the victims in many cases, this was a pointless call, as the police department’s policy for handling emergencies in a storm is to not go out when sustained winds are 55 miles per hour or greater.  35 out of the 91 911 centers in the path of the hurricane were taken out, and it took a few days to get most of them back up and running again.  Even with that, floods blocked access for some employees to reach them.  Most of the communications failures, however, were due to the significant loss of power throughout the region.  One of the after action points of Katrina was that the new technology had lead to some of the failures.  Because there was so much new technology, many sites were established throughout the region to help supply these services, and thus left more areas to be hit.
THE ISSUE

This research paper from here on out, will discuss issues that have come from recent disasters in communications.  Lessons learned should be used for future planning and a look at how things should work, and what is being done is in order.

Federal Government Communication



Efforts have to be made at all levels if communication is going to be effective, and if it is going to flow in such a way that it makes a positive impact.  There are many different forums for this communication to come from.  Take for example areas of intelligence gathering and communication when it comes to counter terrorism:

Federal Bureau of Investigations – The FBI works to “provide useful and timely information and analysis to the intelligence and law enforcement communities”. (FBI, 2009)  They use this information not only for the pursuit of investigations and the capture of criminal offenders; they also use this information to increase awareness for community safety and resilience.  They work with other response partners to gather and disseminate needed intelligence to create effective strategical and tactical response to threats and attacks.

Central Intelligence Agency – The CIA does much of its work abroad, in areas such as Afghanistan and Pakistan.  It works to gather information collected from many areas around the world, to create raids and attacks on terrorist organizations overseas in an attempt to stop them before the act even happens.  Information gained overseas that is collected by the CIA that could impact the home front is sent back state side and is disseminated appropriately.  They developed liaisons to work with groups close to terrorists, such al Qaida, to get information from close to the source.  In 2003, the CIA created the Terrorist Threat Integration Center to help intelligence gathering and dissemination in the United States.  The CIA also serves as the primary agency to alert the President to known threats.  (CIA, 2007)

National Counter Terrorism Center – While not an agency itself, it is a collection point for others that is “Breaking the older mold of national government organizations, this NCTC should be a center for joint operational planning and joint intelligence, staffed by personnel from the various agencies.” (NCTC final report, p. 403, 2004)  Designated by law, the NCTC serves as an information dissemination location to get information out to those who need it.  The NCTC “serves as the primary organization in the United States Government (USG) for integrating and analyzing all intelligence pertaining to counter terrorism (except for information pertaining exclusively to domestic terrorism)”. (NCTC, 2009)

Department of Defense – The DOD provides a significant portion of the nation’s intelligence gathering for the government, due to its worldwide missions, and capabilities.  They also have the intelligence needed to respond to NBC type attacks, and remain the nation’s top agency for handling this, making them a key player in the intelligence community for such attacks.

Department of Homeland Security – The DHS maintains an office specifically for the gathering and dissemination of intelligence.  The Office of Intelligence and Analysis (I&A) is a member of the national Intelligence Community (IC) and ensures that information related to homeland security threats is collected, analyzed, and disseminated to the full spectrum of homeland security customers in the Department, at state, local, and tribal levels, in the private sector, and in the IC”. (DHS, 2010)  This division collects the intelligence gathered from other departments under DHS, such as the Coast Guard and Transportation Security Administration.  


While all of these agencies serve larger needs and goals, one thing is certain and that is that all of these agencies work together to collect analyze and disseminate intelligence related to terrorist activities to all of their stake holders in a timely and easy to understand manner.  In order for an all hazards approach to work, this same form of ever flowing information must exist in other areas as well, not just in counter terrorism.  After the negative response to the federal response to Hurricane Katrina, and seeing that lessons learned from September 11th were not incorporated, the federal government made some changes to the Federal Emergency Management Agency (FEMA) to help realign things and make the communication flow better.  It started with the passage of the Post Katrina Emergency Management Reform Act of 2006.  In the past the tradition of handling emergencies and disasters has been held to the state and local level jurisdictions to handle.  Local and State level response agencies have a better understanding of the needs of their local area and the needs of the people that they serve.  “The Federal government’s supporting role respects these practical points and the sovereignty of the States as well as the power of governors to direct activities and coordinate efforts within their States.” (Townsend, 2006, p. 11). While the passage of this act did not change this view, it did clear up the lines that had been drawn in the sand by the government.  This act required many changes to FEMA that started with ensuring that FEMA established a process to ensure federal pre-negotiated contracts were coordinated with state and local response and recovery plans.  It also encouraged the government, at all levels, to pursue and secure contracts for things such as goods and services well ahead of the need for them.  This requires pre-incident communication with many governmental and nongovernmental agencies.  It also enhanced the FEMA regional offices located in ten locations throughout the United States.  The passage of this act, allows for regional offices to make more local decisions when they are needed, rather than passing all requests on to the federal level, back in Washington DC for an answer and assistance. (Congressional Hearing, 2007)  This helped to bring the federal government closer to the state and local governments whose view was that “Washington” was in control of situations, rather than someone closer to them and understood the situation better.
Creation of the Incident Command System

As addressed by the paper “NIMS and the Incident Command System”, published by the Federal Emergency Management Agency:

“There will be instances in which successful domestic incident management operations depend on the involvement of emergency responders from multiple jurisdictions, as well as personnel and equipment from other states and the federal government.  These instances require effective and efficient coordination across abroad spectrum of organizations and activities”


In 2003 the federal government found a way to answer this dilemma and created the National Incident Management System (NIMS).  NIMS was created by Homeland Security Presidential Directive – 5 (HSPD – 5)  and provides the frame work for all responders (federal, state, local, nongovernmental, volunteer, etc.) to come together and work side by side in a disaster or any other type of incident.  NIMS was implemented in March 2004.  “The NIMS represents a core set of doctrine, principles, terminology, and organizational processes to enable effective, efficient and collaborative incident management at all levels.”  (FEMA, 2004, p. 2)  Central to the NIMS, is the Incident Command System (ICS).  While clearly not a new concept, ICS is now the basis for managing an incident effectively.


The Incident Command System “is a standardized management tool for meeting the demands of small or large emergency or nonemergency situations” and “represents ‘best practices’ and has become the standard for emergency management across the country”.  (EMI, 2005, p. 2-5)  It can be used to plan just about any type of activity from the management of a terrorist attack, to managing a natural disaster to planning 4th of July activities for a community.  In its simplest form the ICS is set up in a modular system consisting of the Incident Commander, the Command Staff and the General Staff.  This simple form was designed to address issues such as common terminology.  Common terminology has allowed for responders to know exactly where they fit into the big picture of the response.  With this they know who their supervisor is for the incident, even it is not their normal supervisor.  Common terms are used for various positions within ICS, so that no matter where a responder comes from, they know exactly where they go, what they are doing and who it is that they answer to.  These clearly defined lines of communication have helped to ease the burden of on-scene communications and remove the trouble of conflicting terminology.

Importance of Pre Planning

The passage of the Post Katrina Emergency Management Reform Act of 2006 also created a push for written plans at all levels.  Very simply put, emergency response plans are everywhere in many, many different shapes, sizes and formats.  They can be as simple as a plan on how a family will react when their stove catches fire, to as complex as a response plan for a state wide earthquake of serious magnitude.  At a minimum, federally mandated plans will have certain sections that will detail enough information for an understanding but will then leave enough flexibility for the on scene incident commander to flex and build as the incident changes.  It is important that in these plans, there is enough flexibility for on scene personnel to make necessary decisions in the field at the time.  It is understood, that while emergency response plans are pre plans as to how an incident will be responded to and handled, how communication will take place between agencies and the public, and  there is no one single format out there that will properly prepare for or cause a perfect response to every incident in the world.  (Erickson, 2006)  


There are typically several parts to an emergency response plan.  It starts out with an introduction.  In the introduction there is a statement of objectives that should be accomplished, and these objectives should fall in line with the normal, everyday operation of the entity, agency or Private Corporation creating the plan.  There also must be clear statements of recognition by higher powers to commit to these objectives.  Emergency response requires proper leadership and management, and how this will take place is outlined in a section that talks about authority and responsibility.  This will define who will do what, when it will be done, and who they are responsible to answer to for the actions.  There will also be a section that talks about the distribution of the plan.  It is important that the plan receive appropriate distribution, but it is just as important to document where and who has a copy of the plan.  Something as simple as an inventory of all personnel, equipment and supplies creates a section that details emergency equipment and supplies.  It is important to know how much of something there is, how to get it and how quickly it can get to the scene if something were to happen.  This includes on site and off site resources immediately available to the incident commander either through mutual aid agreements or actual assets that belong to the agency.


Other elements of the emergency action plan include an assessment of hazards.  There will also be various plans to handle procedures for potential and actual emergencies and an outline of evacuation procedures.  There will be a section that will detail how to return to normal operations and with that, an explanation, in some cases, of what the indicators are that operations can return to “normal”.  Probably one of the most important sections is that explaining the training and qualifications of personnel who are expected to respond during an incident.


While actual plans will vary from jurisdiction to jurisdiction or corporation to corporation, the reality is they all have some basic elements to them that can be found in just about any plan.  A plan is important at every level, because even the janitor wants to get out if it goes bad.  In the end “…it is management’s job to see that all employees understand what they are doing and why and are willing to query what they do not understand”.  (Kletz, 2009, p. 488)  If not everyone is trained on the plan, then it becomes useless when it is needed most.  And above all, as realized in congressional hearings after Hurricane Katrina hit, it is important that through the creation of these plans that everyone communicate before an incident, so that they will know who each other is before disaster strikes.
Technology

When the history books are written about what modern society thinks of the future, it will more likely than not be riddled with disasters of many kinds, just like man kind’s past is now.  There is no escaping it; if the earth does not bring it to man, then most certainly man has proven time and time again that they can bring it on themselves.  While it is agreed upon that most crisis’ are unavoidable, there are steps that can and should be taken to ensure proper communication takes place before, during and after an incident, to help mitigate the number of lives lost or the amount of damage that is done in an area.  New technologies have put mounds of information in the hands of the public with merely the click of a mouse or a couple of taps of the screen of their cell phone.  It is harnessing this technology, and finding a way for one message to reach as many people as possible, that will be the key to saving lives.  It is called effective communication.


Research and history have both shown the emergency manager and other governmental agencies that had a community been given proper and timely warning of a situation that was about to take place, many lives could have been saved.  As of 2009 there are over 250 million wireless customers throughout the United States of America.  This includes pagers, cellular phones, and wireless internet and other phone services.  Even with this, many smaller communities, especially in the Great Plains area, are still living with Cold War Era alerting systems to let the communities know that danger is approaching, and if that is not enough often times the fire departments and police departments will find themselves driving up and down the streets of communities using loud speakers, lights and sirens and hope that the community figures out there is a problem and that they need to prepare for it.  Unfortunately, in many cases, there are no plans to modernize these already failing emergency alerting systems.  This has also hampered interoperability with systems.  Many state and local governments have their own alerting systems and many of these have worked fine for them for years.  But what this has done is to create a patch work of alerting systems that are not compatible with each other and do not work from state to state or from one community to another.


Systems have been developed by the Federal government in an attempt to try and create some type of interoperability with alert systems, so that one system can be used by all concerned.  The creation is known as IPAWS or the Integrated Public Alert and Warning System.  Many critics, including the governments that this system was designed to help, argue that the system is too slow to get messages out to the people and have therefore moved on to working on their own systems and left the federal government to play with their own system.


The idea, in a perfect world, would be that an alert would go out to everyone, as quickly as possible well ahead of any kind of danger.  Reality shows that this is not the case, and probably will never happen.  Early warning systems such as sirens have proven hard to hear over a modern day young driver’s stereo system blasting as they speed down the road way, and that is if the alerting systems even work at all.  Survivability of emergency alerting systems have come into question and municipalities are finding all over that this old and outdated technology is now starting to fail and not physically work.  This is caused by either a mechanical breakdown in the system itself (a speaker stops working, a wire became corroded, etc) or from the emergency itself knocking out the ability of the system to work (tornado takes out speakers, high winds knock out lines before the message is sent, etc).  Messages going out over the airways of television stations and radio stations are difficult to hear if the system for receiving the messages is not turned on.  Hard of hearing, people with mental disabilities, and those who just do not want to conform to this “new world” technology may not receive an emergency message, because the systems designed to reach them are not on hand, or the messages are not delivered in a way that they will receive it, and/or understand it.  Even with the new technology, much of it is what is known as subscriber based.  Many people today do not want everyone and anyone to get a hold of their cell phone numbers and for many good reasons.  However this is hampering the ability to use the new technology and get information out quickly.  If someone does not take the time to subscribe to an emergency alerting system, then they many not receive the text message being sent to them to save their lives.  And then there is always the fact that the public has to be convinced time and time again that subscribing to something like this could save their lives one day and that it is not a waste of time or the government going off the deep end about some perceived little storm.


An older idea that has been visited time and time again as a way of alerting people and disseminating information during an emergency is the use of the reverse 911 system.  This system is designed to call back numbers in a community and allow for a prerecorded message to be played giving critical information.  Many jurisdictions use this now, or a system similar to it, when they are doing a K9 track on a subject in a specific neighborhood, or want to get information out quickly about where members of the community can go to collect sand bags during a major storm that is causing flooding.  There are several problems, however, that exist with the use of reverse 911.  First and foremost, it is only designed to call back to someone’s home phone, or land line number.  In today’s society there are many homes that are without this technology, as their cell phone serves as their only means of telephonic communication in the home.  The other major issue with reverse 911 is that it only handles public, home phone lines.  Those wishing to have their information private through the phone companies will be unable to receive the call, because the system will not see their telephone number and will not know to call it.  


The bottom line in all of this is that there is no one national standard, nor is there one alerting system that is going to notify everyone, every time there is an emergency situation.  Not only is there not one system that can do this, there is also a lack of buy in from the citizens into the new systems.  If people do not want to use them, or sign up for their services they will not, and many times they find that it is too costly or an inconvenience for them, especially when they see that nothing ever happens where they live.  Even local media that is privately owned and not governed by normal emergency alerting system regulations has to be convinced of the importance of implementing these systems into their regular broadcasts.  “The process of forming perceptions in any social circumstances is an ongoing activity”. (Mileti, 1991, p.137)  The future is going to depend on several things.  It will require that public and private partnerships be developed and strengthened so that they work together in a time of need and are able to help each other to get emergency information out to the citizens of communities that are or about to be impacted by the emergency situation.  Public education is probably the largest key to success out of all this.  Government and non government agencies, private companies and individual families need to take the time to be educated on what to do in an emergency, the signs to look for and where to go to get information that they need when a disaster is pending on the horizon.  While there may be no national set standard for emergency alerting systems, local and state governments must take the time to educate the public on what systems are available in their area, how to get them, and why it is important to listen to them and not just turn them off when they think it is another test.  Advancements in how the alerts are delivered will also be important to the success of communicating the message when the time comes.  Video messages completed in American Sign Language (ASL) have been developed in some areas that have a hard of hearing population.  Other areas deliver the same message twice, or even more times, once in English and then in other languages that are prominent in the region.  The reality is that the old emergency systems are being ignored, yet it is becoming extremely costly to try and catch them up with modern technology.  It is also becoming harder to get the public to buy into the alerting systems, because it is not just something that will happen when the time comes, they will have to register in some form in order to get the information that they will need.  One source of alerting, has its own ups and downs when working with it, but has been around for years.  That constant resource is the media.
Control of the media

The media plays an important role in providing information to the victims and others around the disaster.  The role of the media in any disaster is best defined by a document from the U.S. Department of Health, Education and Welfare, which states:


“The media play a very important role in disasters.  Before the disaster, they 
announce the possibility of its occurrence, give early warnings and instructions 
on evacuation, and provide information on the prevention of injuries and loss or 
destruction of property.  After the disaster, they may serve as invaluable 
information centers for the locations of victims, rumor control, announcements 
and instructions for the community, availability of community resources, and as a 
tangible source of hope for reconstruction and restoration of the community”. 
(1978, p.1)


Media works best when they are informed about situations.  This all starts during the planning phase.  Any good emergency manager or planner will include the media in the pre planning for incidents that could occur in their area, to help establish ahead of time things such as which person the media will need to direct questions to, or where a joint information center may be located.  Then press releases need to be issued and constant communication kept with the media outlets, even when not in times of disaster, to help keep positive relations.  For corporations, especially car dealers, this will help, because information about potential recalls can go out earlier.  Emergency managers should establish positive media relations from the onset, so that when a crisis does happen, the media will be more willing to work with them.  A Public Information Officer should be established that will work with the media, give them information to work with, and establish regular times to meet with them during a crisis situation.  This will allow the media to feed the interest of the public and pass on needed information to them, without everyone feeling “left in the dark”.  The media can, however, be a hindrance to operations as well.  Physically, they can arrive on scene before an incident plan is well established, get in the way, and cross into areas that need to be controlled for evidence, such as sites of terrorist activity.  If the media is not kept informed, they will be left to fill their air time on what they see, what they assume is going on, and what the public is telling them.  The media has a bad habit of turning one person’s tragic story into the story of everyone involved.  In the oil spills mentioned by Button (1999), he shows that the media was out to get as many stories as they could from people working at higher levels to say how horrible the disaster was, but then were quick to blame the company when it turned out it was not so bad, and say they were given bad information.  This shows an imperative need for a point of contact for media outlets so that they do not grab higher executives or a random person off the street to control the whole story.


According to Erickson (2006) it is important that an emergency operations plan be created and that every stake holder understands it.  When it comes to corporate crisis or major disasters, the media becomes a stake holder.  It is important for the plan to include points of contact and a plan for handling the media during times of crisis so not only does the organization know what is expected of the media, but also for the media to know as well.  This plan, and the inclusion of the media in it, allows for that point of contact (say a PIO) to work with the media ahead of time and learn how they need information and when, that way when a crisis happens, as Fink (2002) discusses, the people responsible for handling the media will know the ends and outs and what forms of media best to communicate with.  “News conferences, news releases, interviews, teleconferencing, and so on should be viewed as ways to communicate to mass markets”. (Fink, 2002, p.99)  


Many contacts will be made both before and during any incident.  It is important to retain those contacts made during the management of the situation.  While it may appear that the crisis has passed, it is important to realize there could be fall out in the future.  Fink (2002) calls this the “chronic phase”, and it is as important to plan for while in a crisis as it is to plan for a crisis to take place in the first place.  Other companies that are associated with the original company going into crisis will no doubt be brought in by association.  Fink says the best way to handle this is to make a chronology of events as they unfold.  This way, down the road, should the question come up; the company can explain what happened, when it happened and the steps taken to handle the crisis.  This goes back to good, open communications with the media from the onset of the corporation being born.  But sometimes the media is not enough, and better communication must be established with the families.

Communicating with family and friends

“The success of any incident response will depend on how well the families were cared for” (Jensen, 2000, 157).  In order to understand this, a look at the Tsunami in the Indian Ocean region is in order.  In 2004, a tsunami that started in the Indian Ocean would teach the world that lesson, before Katrina would even happen; that a mass fatality incident could happen anywhere, and that the response to one is very difficult, and it is important to learn from the lessons made responding to the disaster.


The word Tsunami takes its origin from Japan where tsu means “harbor” and nami means “wave”.  Tsunami’s are also known as tidal waves, (although they have nothing to do with the tides themselves) and can be caused by either an undersea volcanic eruption or by an undersea quake, or earthquake below the ocean’s surface.  The region that was impacted in December of 2004, when the world saw one of the worst tsunamis in human history, partially belonged to what is known around the world as the “Ring of Fire”. This area is known for geological hazards.  “The geological hazards both originating in Thailand and from neighboring countries include earthquakes, tsunamis, volcanic hazards, landslides, and land subsidence”.  (Meprasert, 2006, p.22)  Deep below the Indian Ocean floor struck a 9.0 magnitude earthquake, the strongest earthquake recorded in the last 40 years, and the fourth strongest to occur in the last century.  This quake created what is known as the Indian Ocean Tsunami of 2004 but is also better known as the Great Sumatra-Andaman Earthquake of 26 December 2004.  The earthquake itself ruptured over 16,000 kilometers of the fault boundary.  Soon after the quake ended, a massive tsunami started slamming the shores all the way from Sumatra to Sri Lanka. Before the devastating power of the tsunami, 75% of the people in the region had at least one living parent and over half of the adults were married. In the wake of destruction the world would find hundreds of thousands of people dead and over five million left homeless for years to come.  In Indonesia alone, the area considered to be hit hardest, it left over 200,000 people dead.  It also left 35,000 children orphaned.  The destructive wave that hit in Sumatra was measured to be 350 times the power of the atomic bomb dropped on Hiroshima by the United States to help end the Second World War in the Pacific Theatre.  The tsunami had displaced children, hindered the ability to create sanitized water for distribution, destroyed basic medical care that was in the region and destroyed the very lively hood of the people living along the coast lines and surrounding inland areas that surrounded the Indian Ocean.


As a result, there was an effort by the UNICEF to work with non-governmental partners in the region, to provide psychosocial response and help to the impacted region to try and help the survivors who had lost so much.  What they found was that many of the women who survived would talk to anyone willing to listen, often sobbing while telling their stories, in a way of looking for help and venting the grief that they were feeling.  Psychological needs are important to address, as they have long lasting impacts.  “We could, because it didn’t happen to us, neatly dismiss it as a natural disaster or God’s will.  We could sigh sadly and say, ‘Well, these things happen’.  So they do, so they do, but when they do, our human duty, it seems to me, is to understand as best we can the nature of the suffering endured, and to support the survivors as they build a new future for themselves”.  (Morpurgo, 2005, p.5)


People became separated from their loved ones.  Many were separated from their families, or had no families left to return to at all.  In fact, many families lost upwards of ten people from them during and in the wake of the tsunami.  Many people were lost and separated from their loved ones, and did not know where to find them.  Most turned to the temporary morgues that had been established in the area.  Treating family, friends, and remains with upmost respect and caring for the needs of families are instrumental in the response and successful operation of a temporary morgue.  When establishing a site, many things need to be taken into consideration, as discussed by Jensen (2000).  Such things include meeting OSHA standards (which did not exist in this area), proximity to the incident site, sufficient space to accommodate the morgue stations, good ventilation and lighting, electricity, potable water, waste and water disposal and the accessibility of need vehicles and persons to the temporary morgue.  But this was simply not the case in an area where all of that was lost.  In the impacted areas, bodies were cleaned up as best as possible, pictures taken and then posted outside of the building for people to view in hopes of identifying those who were deceased.  Many of these temporary locations very quickly became over run, for the number of deceased being brought in, was more than could be handled.  Bodies lined what was left of sidewalks and roads in front of barely standing structures, in plain view for all who would pass by to see.  People surrounded these areas in hopes of finding their loved ones, comforted only by the few loved ones that survived to go to these locations with them.  Even more difficult was that of the tourists who were in the area at the time of the tsunami.  The force of the wave killed many of them too, and knocked out communications in the area.  It was not a simple task of picking up a phone, calling someone at home and letting them know they were fine, it was not even an option.  By December 28th, the Sri Lanka Ministry of Social Welfare had imposed laws regarding the dead.  Many were simply put into a grave, a picture taken of them with a note as to where they were being placed, and then the grave closed up.  The plan was that some time down the road, the bodies would be identified and proper notification could be made.  Family assistance centers were a long time coming in the region, leaving many to wonder if their loved ones had been buried in mass and if they would have to find out later down the road about it.


Children seemed to be one of the groups that suffered the most from the tsunami.  In the aftermath and recovery from the tsunami, some 1.5 million children started to get sick with illnesses relating to the new environment in which they were thrown.  Children who survived the ordeal, but had no family to turn to, were forced to live in camps together, with unknown adults supervising them.  With little to hope for these children were often excited at the idea that one day they may return to school.  Security of these children started to become a major concern to those in the area.  The idea was simple, with school providing more than merely an education to children, to return them to school, would keep them in one place and provide some type of security for the children, or at least a sense of security for them.  There was also a move to develop programs to help the children for the future.  Hygiene education, life skills and other programs were created to help children and some were designed in such a way that they could easily (the children) teach these skills to each other.  There were simply more children there than could be watched by the few adults around.   Security of the devastated area was almost nonexistent.  The area was scoured by those who survived for any remaining supplies, food, and good water.  Families also searched for belongings of their loved ones, in hopes of finding something that would remind them of their ancestry.  As people looked for belongings and supplies, more had to be brought in to help.  All of these issues, added complications to effective communications between the incident location, survivors, and families outside of the impact zone.

CONCLUSION


Someone once said that people learn from their mistakes.  People can learn a great deal from the past and what has happened before they got there.  With this, lessons have been learned to include that “the theory of the past should not be discarded.” (MacEntire, 2004, p. 8).  It is imperative that those involved in incidents learn from what happened.  Probably the largest example of this in the modern world is that of the actions (or in actions in some cases) taken up to and during the impact of Hurricane Katrina.  But the past is riddled with disaster and communications disasters within them.  Arguments say that if people had been notified sooner, many more lives could have been saved.  Other such disasters have happened and those lessons must be brought to the fore front of emergency and disaster management and planning if there is to ever be a fix to problems in communication.  While some would say that there is no way to prevent them from happening, the answer is out there somewhere and it is incumbent on everyone to start looking for that answer.   People need to realize that not all disasters are the same, and that a “similar” disaster is relative in nature.  Various issues have different meanings to different people.  The public will not see an interoperability issue as the same problem as the last disaster where they had no idea what was going on. Studies done on past incidents need to be passed on from person to person and not left to disappear off of someone’s hard drive or fade away on a shelf in an office somewhere.  

Communications is a vast and growing field.  Miller (2007) discusses in her research aspects of communication from the Virginia Tech shooting that helps to show there are more issues in communication that need to be addressed:

“The Panel noted three types of concerns in their review: Structural, 
management by the University and State government, and actions on the ground 
(Davies, 2008).  According to the Panel a lack of funding, thus a lack of 
resources has left “the mental-health system of Virginia and probably most other 
states entirely inadequate to provide the services needed to prevent incidents of 
this sort” (Davies, p. 10).  Ambiguity and “inconsistencies between federal and 
state gun laws” leaves holes that allow mentally defective individuals and those 
with criminal records to purchase guns (Davies, p. 11).  


The purpose of this research was to show several things.  First it shows that interoperability with radios and agencies is not the only communications related issue in any kind of incident.  Second it showed that there are problems past and present no matter what disaster was chosen to look at.  Thirdly, it looked at some of the ways things should be working, such as the use of the media.  While it is difficult to address every issue that is out there as it relates to communications and disaster, there are some ways that agencies and private companies can take steps to ensure that this problem does not become the huge issue that it has been seen as in the past.  Managers need to create emergency operations plans that include the various aspects of communication and in creating those plans, they need to include all stake holders and learn who each other is so that they can effectively communicate with each other in the time of need.  During the incident, managers need to insure their people; the public, victims and others are kept properly informed of situations going on and what they need to do to take care of them.  After an incident, communication needs to carry on in many different ways because there could be long term impacts of the disaster that need to be addressed.  At the federal level, some of this is being addressed.  The National Emergency Communications Plan is constantly being worked on for interoperability at all levels, including local, state and federal.  The hope is that this will serve as a road map for fixing some of the issues of the past. (Congressional Hearing, 2008)  Funding will always be an issue in fixing communications issues, but it is imperative that stakeholders and other critical telecommunications functions are included in the planning processes.  Better continuity of operations planning is needed for the operations to be successful, because very rarely will the best laid plan survive the first impact of a major disaster.

Another instrument in the modern use of technology is that of the internet.  Internet communications has many positive aspects to it.  The use of electronic mailing systems have allowed for messages and letters to be passed to massive amounts of people at one time, without the delay of the postal service, and without the use of much paper.  Social media or social networking sites such as Facebook have allowed Emergency Managers to establish pages that are filled with information and as that information becomes available, the information is “posted” on a “friend’s” screen.  This allows for people to stay up to date on information and the happenings of agencies without having to always visit the individual web pages every day.  Other uses of the internet have allowed for remote sensor information either from the ocean floor or active volcanoes, (to only name a couple) to not only stream live into the operations centers that monitor the information, but then to turn around have it in a place where the public can gain access to it.  The internet has created an information gathering point and communications portal that knows no geographical boundaries. (Weber, 1998) For Emergency Managers it now allows easy access to millions of research documents that could aid them in preparing their plans and creating public presentations on disaster preparedness.  But there are several downsides to the use of the internet as well.  If the computer that houses the information being searched for is down for some reason, then the information is no longer accessible.  Criminals have found gathering personal identifying information easier, and there is a spike in identity theft nationwide, mostly attributed to the amount of online shopping that is taking place.  And in the end if the power is not on, or someone is not logged into their email at the time an alert goes out, then they will not receive it.


If those responsible for planning and response operations would take the time to work out these issues, it may not completely eliminate them, but it will help to mitigate negative impacts.  Information recently released on the Gulf Coast Oil Spill indicates that British Petroleum and the Coast Guard were wrong in their figures of how much oil was leaking out; that BP knew that there was more going out than they were saying, and that now the impact will be much larger than expected.  This is just another sign of bad, not honest communication by a larger company, and the media is feeding off of it.  The public is becoming upset because they are realizing what is going on and are worried about the economical and environmental impact this is going to have on the United States.  Responders are learning that their job will take years to complete, and they will have to battle this problem through others, including current flooding in the area and upcoming Hurricane seasons.  A simple omission of a fact has created a problem in effective communication.  Now what does that have to do with radio interoperability?
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