Session No. 20
Course: The Political and Policy Basis of Emergency Management

Session: Terrorism and Emergency Management




Time: 2 Hours

Objectives

By the end of this session, students should be able to:

20.1 
Explain the major political and policy implications of the 9/11 terror attacks on the United States.

20.2
Relate the key emergency management findings of the 9/11 Commission Report.

20.3 
From a political and policy vantage point, recall the major laws and policies that helped create and establish the Department of Homeland Security.

20.4 
Discuss and list the federal departments and organizations engaged in homeland security work.

20.5 
Summarize what happened to FEMA and emergency management after 9/11/01 and until Hurricane Katrina in 2005.

20.6 
Outline homeland security grant programs most relevant to Federal, State, and local emergency managers.
20.7
Furnish an overview of the political and policy issues associated with the National Response Plan, the National Response Framework, and the National Incident Management System.

20.8 
Review the role of the U.S. Coast Guard in emergency management, an agency in the Department of Homeland Security since 2003.

20.9
Discuss the major changes in homeland security policy since Hurricane Katrina in 2005.

20.10
Lay out the emergency management-relevant changes in homeland security policy being made in the first year of the President Obama Administration.

Scope

The 9/11 terror attacks on the World Trade Center and the Pentagon in 2001, produced a “sea change” in the nation’s emergency management. In a great many respects emergency managers were recruited to help fight the “War on Terrorism” and to prepare for the consequences of a wide range of possible terrorist attacks.  Some claim that the emphasis emergency managers have been required to give terrorism since 2002 has distorted the conventional all-hazards system of emergency management. Others respond with the claim that homeland security programs and funding have benefited emergency management and managers at all levels, particularly in State and local emergency management.
Addressing homeland security properly requires at least a semester, not simply a single class session. However, omitting terrorism from a course on emergency management’s politics and policy risks ignoring the proverbial “400-pound Gorilla.” Some of the deficiencies of this session are made up by what the civil military session covers in this course. Also, all of the sessions regarding emergency management’s relationships with the President and other elected executives, with Congress and other legislatures, with public budgeting, and with intergovernmental relations have incorporated points about homeland security policy (its prime mission being addressing terrorism). Some of this session may therefore be redundant of other sessions. Nevertheless, terrorism deserves its own exclusive session because the policy and politics of terrorism interweave and interlock the politics and policy of emergency management.
Owing to space limitations and to the fact that other books and instructor guides go into much more detail about the National Response Plan (NRP), the National Response Framework (NRF), and the National Incident Management System (NIMS), this session cannot be the vehicle one uses to educate or train emergency managers on the contents or applications of the NRP, the NRF, or NIMS.
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Requirements

Ask students what they remember about the terror attacks of 9/11/01. Remember, that many first year college students in 2010 were only nine years old at the time of the attacks. The memory of 9/11 will perhaps not be as vivid for them as for older students.
Documentary and news video of the 9/11 attacks abounds and some of it is available free over the Web. The trick is to select video that tells the story of 9/11 but that does not overwhelm emergency management in the process. The 9/11 Commission Report’s passages on what happened at the World Trade Center in regard to emergency responders would be useful to place on library or Web-based course management sites. Be sure to note that FEMA was hugely active in late-stage response, as well as short- and long-term recovery in this disaster. Documentaries may overlook this.
Before beginning presentation or lectures, be sure to ask the class if anyone was directly affected by the 9/11 disaster. This instructor is often surprised to learn that one of more of his students has been personally affected by the event, having lost a friend, relative, or associate. Some recount how they or relatives were displaced from their residences by the disaster. Some knew military personnel who were lost or injured in the attack on the Pentagon.  It may also be possible that a student knew someone who was a passenger on one of the lost commercial aircraft. 
The point is that the instructor must be aware of the sensitivity of the subject for students who have lost friends or relatives in the 9/11 attacks.
Remarks



Some students may have been drawn to the course because they assumed it would “only” address terrorism and the 9/11 attacks. The instructor must make it clear, from the first session forward, that the course cannot address in detail matters of U.S. foreign policy, war fighting policy abroad, immigration, customs, border control, or military or state security matters. Sometimes students new to the field of emergency management or disaster policy assume the course will be exclusively about the “hunt for terrorists at home and abroad.”

Session #12 addresses the American Fire Services. The heroism and tragic losses of the New York Fire Department, Police Department, and other services on September 11, 2001 will be easily remembered by most adult Americans. Many also recall the equally heroic and capable response of the Arlington, Virginia Fire Department, and related services, to the Pentagon attack damage site. The era of homeland security has tasked the Fire Services, emergency managers, and law enforcement people with many new jobs and responsibilities. They are expected to train and prepare for terrorist attacks, including an attack involving a weapon of mass destruction. Do not overlook the importance of the Fire Services and law enforcement in this session.
Objective 20.1
Explain the major political and policy implications of the 9/11 terror attacks on the United States.
The 9/11 terror attacks involved the hijacking of four commercial jetliners by terrorists who used them, or attempted to use them, in a suicide attack. One plane struck the north tower of the New York World Trade Center and within minutes a second hit the south tower. A third hijacked plane was flown into the side of the Pentagon Building of the Defense Department in Arlington, Virginia. A fourth plane, United Airlines Flight 93 was also hijacked, but heroic passengers fought the terrorists to regain control of the plane. Though terrorists piloting Flight 93 brought the plane down, killing all on board, the passengers succeeded in thwarting a fourth suicide attack on another Washington, D.C. target.

Though 25 people remain officially missing, the total number of confirmed dead stand at:

· 2749 at the World Trade Center

· 184 at the Pentagon

· 40 at the crash site of Flight 93 in Shanksville, Pennsylvania.

The nation had been entering a recession at the time of the terror attacks. The economic losses and implications of the event were far ranging.  Commercial aviation feared unending and extensive lawsuits, as well as a tremendous fall off in passengers. The insurance industry had to gear up for the claims to be paid out to policyholders on life, business property, and business continuity insurance policies. Especially troublesome for insurers was their decision to invalidate the terrorism indemnification coverage of every U.S. property and homeowner insurance policyholder. New York City and New York State sought help to cover damaged buildings infrastructure each owned. Thousands became unemployed owing to the loss of the WTC.
 
FEMA paid out billions of Federal dollars to cover expenses of the initial response to the attack (including $1.7 billion for debris removal), to cover compensation for losses to victims, much dispensed under the programs of the Presidential declaration of major disaster that went to the State of New York, with most passed through to New York City.

Changes in Terrorism Management since 9/11

Different domains of public policy were drawn into emergency management. Many Federal organizations that had had little to do with emergency management before 9/11 were asked to join in doing work that involved emergency management. For example, the State Department, various intelligence agencies, the active duty military (particularly through creation of a Northern Command [NORTHCOM] assigned to protect the U.S. at its borders and internally against terrorist threats and terrorist attacks), law enforcement, federal agencies assigned to research and protect against the spread of disease [relevant owing to their ability to detect, thwart, and establish counter measures for bioterror attacks], and a host of others now had duties that overlapped or were tangential to emergency management. 

The Anthrax laced letter attacks weeks after 9/11 raised the specter that terrorists might broadly attack the nation and its leaders through dissemination of biological or chemical agents that would threaten people’s health or survival. Though the letters eventually stopped and years later the FBI insists it was about to arrest the individual responsible (who preempted the arrest through suicide), the Federal Government drew a host of medical, health, and pharmaceutical officials into efforts to improve screening for biological and chemical agents in the air and water. Massive new technologies were employed to screen mail moving through U.S. Post Offices or into major government complexes. Vaccines were improved. Push-packs of medications for anthrax and other types of agents were developed in quantity and plans for their distribution were worked out. Though emergency managers play a role in bioterror and pandemic flu areas now, this was not part of their portfolio as early as the late 1980’s.

Conversely, emergency managers at all levels of government discovered that their portfolio of assignments mushroomed. They were asked to make self-transformations that were profound. Once FEMA was folded into the Department of Homeland Security, for a time pieces of Federal emergency management jurisdiction were removed from FEMA and parceled out to other agencies within DHS. “The goal of emergency management. . . (was to) reduce the future impacts,” of terror attacks, “in terms of loss of life, injuries, property damage and economic disruption. . . .”

Policy before 9/11

FEMA had long experience dealing with civil defense and military authorities. FEMA played a key role in maintaining and operating the Continuity of Government (COG) program. COG, though controversial for decades, worked effectively on and after 9/11 as the Secret Service, FEMA, and other agencies aided in moving and protecting the President in the hours after the attacks, all the time maintaining his communications needs. 
As an all-hazards agency, FEMA had addressed terrorism before. The agency won high marks for its work in responding to and aiding in the recovery from the Oklahoma City Federal Office Building terror bombing (by domestic terrorist Timothy McVey and accomplices) in 1995.
 This terror attack killed 178 people, totally destroyed a Federal building, and caused extensive damage to downtown Oklahoma City. It was one of the first terrorist incidents to involve both FEMA people and Federal Bureau of Investigation (FBI) officials. It put emergency managers solidly in the business of managing the consequences of terrorism.
 
This event was preceded by the World Trade Center (WTC) bombing of early 1993 in which Islamic fundamentalist terrorists, determined later to have been led by Osama bin Laden, used a truck bomb to blow a 5-storey deep crater in a parking ramp beneath the WTC complex.
 The terrorists had hoped that the blast would bring down one or both of the 110-storey high Twin Towers. Six people perished and some 1,042 were injured (most suffering smoke inhalation). The New York Fire Department conducted a generally admirable emergency response to that event and the FBI and other police agencies brilliantly tracked down, captured, and arrested almost all of the perpetrators.

The Gilmore Commission and the ensuing Nunn-Lugar-Domenici Act of 1995
 and its subsequent amendments conceded that major U.S. cities might be the targets of attack by terrorists, some of them possibly employing weapons of mass destruction.
  During Reagan the Presidency of the mid-1980’s, the Meese Report made it clear to FEMA officials that they were to join other Federal agencies in preparing for the possibility of terrorist attack on the U.S. homeland. 
The first WTC bombing and the Oklahoma City terror bombing generated a robust response by the Clinton administration. In 1995, the Clinton White House produced Presidential Decision Directive (PDD) 39, a dictum which assigned the FBI the lead role in domestic crisis management and which gave FEMA major responsibilities in terrorism consequence management.
The Clinton administration added more:

· 1998 PDD 62: called for a more systematic approach to fighting terrorism 

· 1998: PDD 63 recognized the importance of critical infrastructure protection in order to reduce infrastructure’s vulnerability to terror attack
· 1998: PDD 67 Beefing up perpetuation of Constitutional Government and Continuity of Government Operations (COOP) before, during, and after terror attack.
Among the very major implications of the response of public policymakers to the 9/11 attacks was a massive increase in Federal funding dedicated to emergency management, much of it dedicated to first responder training and equipment, planning and exercises, and for development of new technology.

Major emergency management relevant policy ramifications of the 9/11 attacks include:
1. First responder practices and protocols were revised
2. Preparation for acts of terrorism was assigned high priority

3. Funding for the war on terrorism increased dramatically

4. The Department of Homeland Security was created

5. Nation’s system of emergency management shifted to being part of a war on terrorism.

Objective 20.2
Relate the key emergency management findings of the 9/11 Commission Report.
President GW Bush appointed the National Commission on Terrorist Attacks upon the United States (the 9/11 Commission) spent more than two years producing its report. The group was composed of 10 Commissioners, five were Republican and five were Democrats.

Among the 9/11 Commission’s findings were:

Caustic criticism of the nation’s inability to recognize that such an attack was possible before it transpired, criticism of both the Clinton and GW Bush administrations for not making terrorism a policy priority (particularly give early attacks inside the U.S. and a succession of attacks by terrorists on America military and civilian people, and criticism of the Federal Government’s system of intelligence gathering.
 The Report highlighted the need to improve inter-agency information sharing, shore up domestic military defense (particularly air defense), better screen people and materials moving into and around the country, improve authentification of personal identity documents, and reform the nation’s system of immigration and border control. 
The Report also lamented that the FDNY and New York’s building regulators were denied opportunities to execute proven fire prevention measures including improved building codes requiring more use of fire retardant construction materials, fire safety sprinkler systems, and more. The World Trade Center was a property built and owned by the Port Authority of New York and New Jersey, itself a special district government largely exempt from the fire safety and building regulations of New York City. However, the Port Authority had voluntarily complied with many New York City fire and building regulations and it had made many significant safety and evacuation improvements in the structure after the WTC was attacked by bombers with a powerful explosive device in 1993. [These improvements facilitated evacuation of the WTC in the 2001 attacks but did not prevent other vulnerabilities in the structures.]
The Report listed problems emergency responders had in addressing in particular the WTC disaster. The 9/11 Commission hoped interoperable communications, and inter-agency communications could be improved. However, emergency responders themselves were spared criticism. 

Harrald provides an excellent encapsulated summary of the Pentagon attack and the Arlington Fire Department’s highly praised response to that event. New York City commissioned a consulting firm to analyze City agency response to the WTC 9/11 disaster.
 The McKinsey Report catalogued what went right and wrong in the response, however, the Report also presented a series of criticisms of the FDNY response to the WTC disaster on 9/11. The McKinsey Report was attacked by New York’s firefighters and produced for a time a firestorm of political controversy.
· Incident command system and unified command

· Mutual aid

· Communications improvements

· Importance of emergency operations centers

· Better management in dispatching personnel 
Objective 20.3
From a political and policy vantage point, recall the major laws and policies that helped create and establish the Department of Homeland Security.
Two major laws were enacted in the months after the 9/11 attacks. The first was the USA PATRIOT Act enacted in mid-October 2001. Few textbooks on emergency management mention the PATRIOT ACT. The acronym for the measure is, Uniting and Strengthening America by Providing Appropriate Tools Required to Intercept and Obstruct Terrorism Act of 2001 (Public Law Pub.L. 107-56). Among major provisions of the law were measures to prevent money-laundering that funded alleged terrorist organizations, permission for roving wiretaps by the FBI [aimed at facilitating eavesdropping via telephone, cell phone, or mobile phone without need to obtain a judge approved order for each single wiretap, as before.], government freedom to surveil general telephone and Internet (email) transmissions, and grants were provided to first responders to assist them with responding to and preventing terrorism. 
The reason some of this is worth mention is because it introduced the homeland security era of greater “people surveillance” for the purpose of identifying and impeding terrorists “before” they commit their attacks inside the U.S. It also introduced “homeland security” tasks and duties into emergency management, something highly augmented in subsequent Federal laws, programs, and budget measures.
The Homeland Security Act of 2002
The second law, one much more central to emergency management, was the Homeland Security Act of 2002. This law called for the formation of the U.S. Department of Homeland Security (DHS), a new Cabinet level Federal department which would draw together some 22 existing Federal agencies, offices, administrations, etc. With some 179,000 government employees, DHS would become the third largest Federal department in terms of total personnel.

Mission of Department of Homeland Security

· Protect U.S. from further terrorist attacks

· Reduce nation’s vulnerability to terrorism

· Minimize damage from potential terrorist attacks and natural disasters
The Homeland Security Act of 2002 took dead aim at the threat of terrorism, something the 9/11 Commission Report had claimed was not a national priority before the attacks. An unintended consequence of the Act was a diminution of preparedness and mitigation of natural disasters. The Act transferred FEMA into the Department of Homeland Security, ending FEMA’s 24 years as an independent Federal agency. On top of this, the organizers of DHS pulled “preparedness” out of FEMA in an effort to align as much Federal disaster related preparedness as possible around national preparedness for terror attack.

Another extremely important affect of the Homeland Security Act of 2002 was that it changed the system of emergency management’s inter-governmental relations. State and local emergency management, as well as other State and local agencies assumed to have homeland security roles, were provided lavish new allotments of Federal funds. However, these were issued with many conditions that had the effect of forcing conformity with Federal policies, plans, and procedures.
Critical homeland security mission areas included intelligence and warning, border and transportation security, domestic counterterrorism, protecting critical infrastructure, defending against catastrophic terrorism, and emergency preparedness and response. All-hazards emergency management remained but with the clear inference that terrorism hazard needs and demands would consistently trump the needs of all non-terror hazards. 
To a degree the new law and its implementers de-emphasized all-hazards emergency management. This was done by asking emergency managers to prepare for specific types of incidents with specific types of plans and activities. It was also undermined by giving terrorism primacy over virtually all other forms of hazard.

Objective 20.4
Discuss and list the federal departments and organizations engaged homeland security work.

Agencies folded into the new Dept. of Homeland Security

· FEMA

· Transportation Security Adm.

· U.S. Coast Guard

· Immigration and Naturalization Service and Border Control

· U.S. Customs Service

· Plus 17 others, including Secret Service, Federal Protective Service, etc.

What FEMA lost in 2003 when it was folded into the new DHS organization:

· The Federal Response Plan, in which FEMA had a lead coordinating role, was replaced by national INCIDENT RESPONSE PLAN in which FEMA no longer has lead coordinating role. [By 2003 DHS had in process in National Response Plan, and again FEMA was not assigned lead role in development of the plan, it went to the TSA.]
· FEMA, was ensconced within the Emergency Preparedness and Response Directorate of DHS, was to no longer train first responders for terrorist events of any kind, though EP&RD would be responsible for coordinating federal agency response to acts of terrorism.

· FEMA Director would no longer report directly to the president when governors request presidential declarations of major disaster of emergency. Secretary of DHS was to have this authority instead.

· DHS Office of State and Local Government Coordination was outside FEMA as was the Office of Domestic Preparedness (ODP) (the one-stop shopping site state and local governments must go to in order to receive DHS grants of all types). ODP was in the Border and Transportation Security Directorate of DHS.

Current Major Components of DHS in 2009 include:

1. Customs and Border Protection (CBP)

2. Transportation Security Administration (TSA)

3. Immigration and Customs Enforcement (ICE)

4. Citizenship and Immigrations Services (CIS)

5. Federal Emergency Management Agency (FEMA) (previously Emergency Preparedness and Response)
6. U.S. Secret Service

7. U.S. Coast Guard (USCG)
Objective 20.5
Summarize what happened to FEMA and emergency management after 9/11/01 and until Hurricane Katrina in 2005.
For State and local emergency management, the period from 9/11/01 through September 2005, was uncertain, tumultuous, and financially rewarding. Many States and local governments attempted reorganizations and reforms that would allow them to either emulate features of the new DHS, or that would make them more facile in seeking and winning Federal grants from a host of new and well funded Federal anti-terrorism programs. 
Because FEMA was allowed to manage only a small share of these programs, many State and local officials saw little need or justification to invest their own emergency management agencies with lead responsibility for securing Federal anti-terrorism program funds. However, it is also true the State and local emergency management enjoyed a “several orders of magnitude” increase in annual Federal funding, most of it predicated on building national preparedness for future terrorist attacks. 
Moreover, even DHS did not have monopoly control of all Federal anti-terrorism programs. Vast pools of funds were dispensed to State and local governments through anti-terrorism programs and agencies of the Departments of Justice, Health and Human Services, and Defense.

State offices of homeland security have been placed in each of the following types of organizations:

1. Governor’s Office

2. Military/Adjutant General’s Office

3. Emergency Management Agency

4. Public Safety Agency

5. Law Enforcement Agency

6. Lt. Governor’s Office

7. Land Commissioner’s Office

Local governments say they need these purposes fulfilled to ensure their proper participation in the war on terrorism:
· Input as stakeholders into the development of strategies and funding.

· Sustained funding for local homeland security needs.

· Assurance of an identified base level of preparedness expected for all communities.

· Direction of homeland security funding to the most critical needs and high threat areas.

· Expedite assistance for homeland security, public health, public safety, and all-hazards emergency preparedness.

· Cost reimbursement for expenses localities incur in high threat periods.

· Protection of critical infrastructure, including water supplies.

· Training and education of elected and appointed officials that helps them prepare for and respond to acts of terrorism.

Objective 20.6
Outline homeland security grant programs most relevant to Federal, State, and local emergency managers.
FEMA asked to allocate $3.5 billion to state and local government emergency management organizations. FEMA’s usual allocation of funds to the states before 2001 was about $175 million a year total.
  Owing to homeland security terrorism preparedness amounts allocated are now many billions of dollars each year since 2001.

What it buys: 
· equipment, 
· training, 
· planning, 
· exercises, and,

· new technologies.  

Objective 20.7 
Furnish an overview of the political and policy issues associated with the National Response Plan, the National Response Framework, and the National Incident Management System.
In the days after the 9/11 attacks, President GW Bush issued Executive Order (EO) 13228, first Homeland Security Presidential Directive (HSPD 1). It incorporated several measures:
· It established a White House Office of Homeland Security 

· It set forth a Homeland Security Council 

· It mandated improved coordination of Federal agencies in matters of terrorism.
The profusion of Homeland Security Presidential Directives issues by the Bush administration is both remarkable and overwhelming. The Directives were one of the chief ways that the President made prevention and preparation for terrorist attack the supreme policy of his administration. Some of the HSPDs had a solid foundation in Federal law approved by Congress. However, some HSPDs or parts of HSPDs represented creative and controversial applications or extensions of presidential authority. President Bush defended his administration from critics who alleged that he had gone too far by insisting that the threat posed by al Qaeda and other terrorists posed a clear and present danger to the United States that required bold and arguably extreme measures. 

Not every HSPD is notable and not every HSPD directly or indirectly affects emergency management. Nonetheless, it is necessary to introduce a few of HSPDs that are relevant to emergency management.

HSPD 5: Management of Domestic Incidents (2003):
· Federal agencies need to take specific steps for planning and incident management 

· Set forth a single, comprehensive national approach to domestic incident management 

· Repealed President Clinton’s PDD 39, which had given FEMA the lead role in terrorism consequence management.

· Mandates creation of the National Response Plan (NRP) and the National Incident Management System (NIMS)

· NIMS and NRP embody significant compliance requirements such that State and local emergency plans must reflect those of the Federal government, this because it would facilitate their use of federal resources when they need them.
HSPD 7: Critical Infrastructure Identification, Prioritization, and Protection (2003)
· Identify and prioritize United States critical infrastructure and key resources 

· Provide protection for them so as to deter terrorists and to facilitate their reconstitution should they be attacked (target capability). Calls for a National Strategy for the Physical Protection of Critical Infrastructure and Key Assets 
· Identify and assure protection of assets

· Call for a collaborative environment for federal, state, and local governments and private sector to protect critical infrastructure.
· Concedes that the private sector must play a key role.
HSPD 8: National Preparedness (2003)

· National domestic all-hazards preparedness goal 

· Defines “first responder” to include emergency managers

· Access to federal preparedness grants and information 

· Rapidly set in place equipment, training, and exercise standards 

· Produce annual status report of national preparedness

National Response Plan (NRP) is skeletally composed of:
· Base plan

· Appendices

· Emergency Support Functions (ESFs)

· Support Annexes

· Incident Annexes

National Incident Management System (NIMS)
· NIMS’ Chapter III – “Preparedness cycle” that includes:

· planning;

· training;

· equipping;

· exercising;

· evaluating; and

· taking action to correct or mitigate 

Groups working to implement NIMS must be multi-jurisdictional in nature.
Since 9/11, U.S. homeland security policy makers have engaged in massive government planning efforts aimed fundamentally at a broad pool of federal, state, and local disaster responders. President Bush and federal agency officials have steered much of homeland security policy. Congress has provided them new authority and regular infusions of funding for purposes set forth in law and policy. Homeland security policy manifests itself as a colossal intergovernmental, multi-agency, multi-mission enterprise fueled by widely distributed, but often highly conditional, federal program grants to State and local governments. Planning in homeland security is more than simply reorganization or realignment of existing functions; it is a formal embodiment of the federal government’s official response to the 9/11/01 terror attacks. 
Development of a National Response Plan was mandated in the Homeland Security Act of 2002 and Homeland Security Presidential Directive #5 (HSPD-5); the NRP was to embody a single comprehensive national approach, advance coordination of structures and administrative mechanisms, provide for direction for incorporation of existing plans with emphasis on concurrent implementation of existing plans, and set forth a consistent approach to reporting incidents, providing assessments and making recommendations to the President, DHS Secretary and Homeland Security Council.

A basic premise of the NRP is that incidents should be handled at the lowest governmental level possible.  DHS becomes involved through the routine reporting and monitoring of threats and incidents, and/or when notified of an incident or potential incident of the severity, magnitude, complexity and/or threat to homeland security that it is considered an Incident of National Significance (be aware that the National Response Framework discontinues use of the term Incident of Nation Significance opting instead to simply refer to “incidents).  
DHS establishes multi-agency structures at the headquarters, regional and field level to coordinate efforts and provide support to the on-scene incident command structures.  Other federal agencies carry out their incident management and emergency response authorities within this overarching framework.

The NRP and NIMS requires that local emergency managers acquire additional training in the Incident Command System (ICS), participate in exercises, and earn certifications. Local officials must also put together Mutual Aid Agreements, and modify their standard operating procedures.  The NRP is built on existing systems and provides greater clarity on the roles and responsibilities of federal departments and agencies in support of, and in coordination with, State, local, tribal and private sector partners. 

The goal was too preserve and mirror the existing structure of State emergency operations plans as much as possible.  There are only three new Emergency Support Functions (ESFs) and some modifications to a few of the existing ESFs.  The new structures in the plan -- the Homeland Security Operations Center (HSOC), the Joint Field Office, and the Interagency Incident Management Group, primarily involve the Federal partners.  
The NRP and NIMS came to State and local government as a kind of  unfunded mandate. However, many lucrative Federal homeland security grant programs to follow made participation in, and conformity with, the NRP and NIMS conditions of grant application eligibility.
The National Incident Management System

The National Incident Management System (NIMS) was developed by the Department of Homeland Security and issued March 1, 2004.  The NIMS was a product of DHS’ collaboration with state and local government officials and representatives from a wide range of public safety organizations. NIMS incorporates many existing best practices into a comprehensive national approach to domestic incident management, applicable at all jurisdictional levels and across all functional disciplines.  NIMS’ aim is to help responders at all jurisdictional levels and across all disciplines to work together more effectively and efficiently.
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Source: Source: U.S. Department of Homeland Security, “National Response Framework,” page 48, January 2008, at http://www.fema.gov/pdf/emergency/nrf/nrf-core.pdf   Last accessed 10 August 2009.
National Response Framework

In 2007, the Department of Homeland Security updated, revised, and re-named the National Response Plan. It is at this writing referred to as the National Response Framework. 

The new National Response Framework is composed of seven layers, depicted below.

The following documents provide more detailed information to assist practitioners in implementing the Framework: 
• Emergency Support Function Annexes group Federal resources and capabilities into functional areas that are most frequently needed in a national response (e.g., Transportation, Firefighting, Mass Care).
• Support Annexes describe essential supporting aspects that are common to all incidents (e.g., Financial Management, Volunteer and Donations Management, Private-Sector Coordination). 
• Incident Annexes address the unique aspects of how we respond to seven broad incident categories (e.g., Biological, Nuclear/Radiological, Cyber, Mass Evacuation). 
• Partner Guides provide ready references describing key roles and actions for local, tribal, State, Federal, and private-sector response partners.

The National Incident Management System (NIMS) is a companion document that provides standard command and management structures that apply to response activities. This system seeks to provide a consistent, nationwide template to enable Federal, State, tribal, and local governments, the private sector, and NGOs to work together to prepare for, prevent, respond to, recover from, and mitigate the effects of incidents regardless of cause, size, location, or complexity. This consistency provides the basis for using NIMS for all incidents, ranging from daily occurrences to incidents requiring a coordinated Federal response. These documents are available at the NRF Resource Center, http://www.fema.gov/NRF.
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Source: U.S. Department of Homeland Security, “National Response Framework,” page 4, January 2008, at http://www.fema.gov/pdf/emergency/nrf/nrf-core.pdf  Last accessed 10 August 2009. 
The schematic below demonstrates in simplified, graphic form how Department of Homeland Security and FEMA officials expect the planning and preparedness process to work.
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Source: Sylves, 2008, p. 149.
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Source, Sylves, 2008, p. 155.

According the DHS, a great deal has been accomplished in developing a rigorous national preparedness architecture that enables all levels of government to successfully plan for response operations. These efforts have yielded the National Preparedness Guidelines; the National Infrastructure Protection Plan (NIPP) and 17 sector-specific plans to protect critical infrastructure; the National Incident Management System (NIMS); National Continuity policies and directives; a coordinated National Exercise Schedule; and support through an extensive portfolio of grant programs.
A national focus on preparedness is imperative to develop the capabilities that empower the Framework and response planning. The National Preparedness Guidelines and the NIPP focus on preparedness activities conducted in the absence of a specific threat or hazard. The Framework uses these programs and investments to build the capacity to respond to all manner and magnitude of threats and hazards.
The National Preparedness Guidelines are comprised of four critical elements:

1. The National Preparedness Vision provides a concise statement of the core preparedness goal for the Nation.

2. The National Planning Scenarios are planning tools that represent a minimum number of credible scenarios (today 15) depicting the range of potential terrorist attacks and natural disasters and related impacts facing our Nation. They form a basis for coordinated Federal planning, training, and exercises.

3. The Universal Task List is a menu of unique tasks that link strategies to prevention, protection, response, and recovery tasks for the major events represented by the National Planning Scenarios. It provides a common vocabulary of critical tasks that support development of essential capabilities among organizations at all levels. The List was used to assist in creating the Target Capabilities List.

4. The Target Capabilities List defines specific capabilities that all levels of government should possess in order to respond effectively to incidents.

The National Planning Scenarios are the focus of Federal planning efforts. They represent examples of the gravest dangers facing the United States and have been accorded the highest priority for Federal planning. Using a shared set of scenarios provides a common yardstick for determining how to achieve expected planning results. Homeland Security Presidential Directive 8, “National Preparedness,” Annex I (National Planning), describes use of the National Planning Scenarios. The 15 scenarios have been grouped into 8 key scenario sets that reflect common characteristics in order to integrate planning for like events, and to conduct cross-cutting capability development. 
The scenarios will be updated and amended on a biennial basis using risk-based analysis to ascertain the most likely or most dangerous threats to the homeland. Building on the principles described within the Framework, the Federal planning structure calls for three levels of Federal plans for each National Planning Scenario: 
• A Strategic Guidance Statement and Strategic Plan that together define the broad national strategic objectives; delineate authorities, roles, and responsibilities; determine required capabilities; and develop performance and effectiveness measures essential to prevent, protect against, respond to, and recover from domestic incidents. 
• A National-Level Interagency Concept Plan (CONPLAN) that describes the concept of operations for integrating and synchronizing Federal capabilities to accomplish critical tasks, and describes how Federal capabilities will be integrated into and support regional, State, and local plans to meet the objectives described in the Strategic Plan. 
• Federal Department and Agency Operations Plans (OPLANs) developed by and for each Federal department or agency describing detailed resource, personnel, and asset allocations necessary to support the concept of operations detailed in the CONPLAN.

Objective 20.8
Review the role of the U.S. Coast Guard in emergency management, an agency in the Department of Homeland Security since 2003.

The U.S. Coast Guard is a premier Federal emergency response organization, and has been so long before FEMA was created in 1979. 
“The United States Coast Guard (USCG) is a military branch of the United States involved in maritime law, mariner assistance, and search and rescue, among other duties of coast guards elsewhere. One of the seven uniformed services of the United States and the smallest armed service of the United States, its stated mission is to protect the public, the environment, and the United States economic and security interests in any maritime region in which those interests may be at risk, including international waters and America’s coasts, ports, and inland waterways.

USCG has a broad and important role in homeland security, law enforcement, search and rescue, marine environmental pollution response, and the maintenance of river, intra-coastal and offshore aids to navigation (ATON). It also lays claim to being the United States’ oldest continuous seagoing service. The United States Coast Guard has about 40,150 men and women on active duty.

The legal basis for the Coast Guard is Title 14 of the United States Code, which states: “The Coast Guard as established January 28, 1915, shall be a military service and a branch of the armed forces of the United States at all times.” Upon the declaration of war or when the President directs, the Coast Guard operates under the authority of the Department of the Navy. The Coast Guard later moved to the Department of Transportation in 1967, and on February 25, 2003 it became part of the Department of Homeland Security.

By law, the Coast Guard in brief has eleven missions:

Ports, waterways, and coastal security

Drug interdiction

Aids to navigation

Search and rescue

Living marine resources

Marine safety

Defense readiness

Migrant interdiction

Marine environmental protection

Ice operations

Other law enforcement

The Coast Guard conducted an immense number of search and rescue operations throughout the Hurricane Katrina disaster zone using small ships and helicopters.
 The USCG is credited with rescuing more than 33,000 people during and after the storm.
 Also very notable is that Coast Guard Commandant, Admiral Thad Allen was for a time appointed by President GW Bush to be Deputy to the FEMA Administrator. He assumed full control of the on site Federal disaster response, when he was appointed by President GW Bush to replace FEMA Administrator Michael Brown in this role. Admiral Allen held the post more than four months and asked to be relieved of this duty in late January 2006.
 He returned to his post as Coast Guard Commandant.
USCG is also a key agency in oil and hazardous chemical spill response and recovery operations on the water, along the shoreline, and on any land contributing to the spill’s migration into waterways. This will be addressed further in session #22 regarding hazardous materials emergency management.
The USCG contributes to all four phases of disaster management: mitigation, preparedness, response, and recovery. Through inspections, licensing, training, public education, and direct application of law enforcement authority (largely because the USCG exercises Federal jurisdiction along all public waterways, along coastlines, and on the open sea or ocean), USCG engages in many forms of disaster mitigation and prevention. USCG has authority to inspect ship cargoes and containers entering U.S. waters and ports. This duty could interdict shipments of terror weapons and the inspection activity itself serves as a terrorism deterrent. USCG plays a role in blocking illegal immigration into the nation whether entry is by water or private aircraft. The drug interdiction mission of the USCG also directly or indirectly serves or complements its homeland security/anti-terrorism duties.
The USCG warrants mention in many other sessions beside this one and the hazardous materials session. Part of the politics and policy surrounding the Coast Guard involve:

· Ship modernization and technology acquisition.

· Provision for adequate pay and working conditions for its members and civilian employees.

· Provision for pension and health benefits of retired Coast Guard personnel.
· Serving the interests of its thousands of auxiliary and reservist members.

· Budget competition especially given that it is a military agency organizationally outside the well funded Department of Defense.
· The USCG challenge is to coordinate, harmonize, and complete so many different missions simultaneously with relatively few people and resources given the range of duties and the colossal amount of coastal and open ocean areas to cover.
Objective 20.9
Discuss the major changes in homeland security policy since Hurricane Katrina in 2005.

Haddow, Bullock, and Coppola contend that the nation’s experience after Hurricane Katrina, particularly in regard to the slow and deficient Federal, State, and local response, was evidence of several things.
· Changes made to FEMA and intergovernmental emergency management since 9/11 had failed to adequately address non-terror disaster management, most particularly for very major natural disasters.

· FEMA’s mission had become too diluted such that it was no longer a capable disaster response organization.

· Federal, State, and local people and resources had been steered too much into preparedness for a terror attack.

· The Bush administration, and in many ways Congress, tolerated weak or inexperienced FEMA leadership.
Miskel furnishes somewhat different reasons for the nation’s terrorism vs. natural disaster management problems:

· The National Response Plan was relatively new, largely untested on the State and local levels, and in some States and localities the NRP had not been studied, “trained up,” or fully accepted.

· There were problems of presidential leadership in the Katrina case, but so too governors and the Mayor of New Orleans had to share culpability for their actions before, during and after the disaster.

· The U.S., like every nation, is not supremely well prepared to handle a catastrophe of the magnitude and complexity of Hurricane Katrina. Miskel calls the failure of levees around New Orleans a “catastrophe within a catastrophe.”
 
· Were Katrina the equivalent of a Hurricane Charlie or Hurricane Wilma, that is were it of smaller scale and less destructive power, and had it not hit New Orleans, it may have been addressable as a major disaster and not a catastrophe.

The Post Katrina Emergency Management Reform Act of 2006, examined in other sessions, is relevant to the subject of terror disaster because it essentially called for the reconstitution of FEMA in a form similar to the one it had when it was an independent agency.  Most importantly, FEMA was given back preparedness duties in the form of a new Preparedness Division. This is not to say that National Preparedness for terror attacks was transferred in total to FEMA or discontinued. A National Protection and Programs Undersecretary-led unit of DHS continues and is separate from FEMA. Equally significant is that the Act turned the Office of Training and Grants back to FEMA, thus giving FEMA a much higher profile at the State and local levels of government.
Objective 20.10   
Lay out the emergency management-relevant changes in homeland security policy being made in the first year of the President Obama Administration.

The Obama administration is executing homeland security and counterterrorism policy in a substantially different framework than the Bush Administration. Multilateralism rather than unilateralism and efforts to work within U.S. and international law, rather than rise above it, are Obama administration priorities. President Obama is not replicating President GW Bush's sweeping, holistic approach to terrorism, nor using the rhetoric of a "global war on terror." In practice, his foreign policy approaches are unlikely to homogenize distinct regional conflicts as versions of the same "terrorism."

Though the Obama administration has promised to review the constitutionality of various provisions of the PATRIOT Act, President Obama has not proposed its complete dissolution. “Many find his selection of Eric Holder (as U.S. Attorney General) reassuring, since Holder has spoken out against excesses,” of the Act.

One area of homeland security likely to draw attention in the Obama administration is developing systems to manage the Department of Homeland Security’s huge acquisitions and contracting needs, which were critiqued in a November 2008 GAO report. Long term shifts in national priorities could include a reduction in the resources expended in the name of homeland security, or allocations could shift away from technological solutions to presumed problems toward more analysis, in the interest of understanding and assessing national security needs.

In its first Presidential budget request to Congress, the Obama administration called for a 25% reduction in the DHS FY2010 total budget. However, most Federal emergency management programs did not suffer budget cuts and many were recommended for increases beyond the rate of inflation.
President Obama has in some ways telegraphed his priorities for DHS when he appointed Arizona Governor Janet Napolitano as his Secretary of Homeland Security. Napolitano comes from a border state and is expected to give major priority to both border security and to improving the nation’s immigration policy. 

President Obama’s appointment of State of Florida top emergency manager Craig Fugate, a former firefighter and respected & experienced emergency manager, to be FEMA Administrator in some ways signals a return to giving emergency management its due. It may also be considered his fulfillment of a campaign promise to appoint only experienced emergency managers to run FEMA. 
Supplemental

Considerations

This is a difficult session for several reasons. First, the impact or terrorism on the practice, field, and organization of emergency management has been profound and this applies at all levels of government. 

Second, terrorism has been given such priority that it seems at times to have swallowed up emergency management. More than this, terrorism has introduced what were before separate and often distinct policy domains into emergency management.  Emergency managers now need to work closely with a host of law enforcement, intelligence, military, public health, and national security people and organizations.  Many, many of these people know little about emergency management, although some mistakenly assume they do. Conversely, for Federal emergency managers working with these people has required accommodation, additional education, and re-training. 
Third, the new policy domains introduced into emergency management by terrorism bring as baggage their own politics, interest groups, political constituencies, and aligned sets of legislators. Emergency managers must survive within a new universe of political interests and forces, many of which are in constant competition.

Fourth, a profusion of 15 different attack scenarios has become the basis for evaluating whether State and local emergency management is “prepared” for disaster and capable of meeting their obligations under the National Response Framework and the National Incident Management System.  

This session did not go into reviews or summaries of the following programs because doing so would balloon the size of this guide to unwieldy proportions:

· Urban Area Security Initiative

· Law Enforcement Terrorism Prevention Program

· State Homeland Security Grant Program

· Emergency Management Performance Grant Program

Several of these are addressed in other sessions. What is most important is the design and content of the NRF and NIMS because they lay the trackage upon which each of these other grant programs must run.  

Because so much of the architecture of NRF and NIMS flows from Presidential Homeland Security Directives of the former GW Bush administration, current and future presidential administrations may choose to invalidate or refashion these Directives, as long as they are not backed by a standing Federal law requiring the same purpose. In other words, the Obama administration and future ones could undo or refashion portions of the NRF and NIMS as they so choose. 
The Bush administration found ways to broaden Stafford Act major disaster and emergency declaration authority so that it came to include any incident or event the president believed may be a target of terrorists.
 In the same way terrorism concerns came to bloat and distort emergency management, terrorism policy changes flowing from the Bush White House were used to tremendously inflate the president’s disaster declaration powers to include anything the president conceived might pose a terror risk.
 However, it is also true that every president since Truman has found ways to broadly interpret presidential disaster declaration authority to meet exigencies and political problems of their era.  President GW Bush may have stretched the definition of “disaster and emergency” to a near breaking point owing to his concerns about terrorism, but Presidents from Eisenhower through Clinton added their own share of elasticity to this authority for their own respective reasons.
No less important are the Federal, State, and local leaders who participate in the implementation of NRF and NIMS. Those people are not without political influence and they may use it in various ways to change NRF and NIMS to better meet their needs, or new national needs.
The success or failure of the NRF and NIMS depends on many things. How well have NRF and NIMS requirements have been mastered by the people who must operate within their strictures? How well will the NRF and NIMS work when the U.S. is attacked by terrorists again? How much distortion is it causing in State and local emergency management, firefighting, and law enforcement? Will downturns in funding for homeland security grant programs undermine the effectiveness of the NRF and NIMS, perhaps revealing only a thin commitment of emergency managers to their perpetuation?
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