Issue Paper #1
Can We Use the Incident Command System as a Framework for Our Emergency Response Organization?
Question: Can we use the Incident Command System (ICS) as a framework for our emergency response organization?

Background:  During the 1970’s, states in the western United States, such as California, were suffering from a series of massive wildfires.  Commanders on the ground and those in emergency management positions began to notice severe deficiencies in the way large disasters, such as wildfires, were being managed.  Varying terminology and communication standards between the various departments on scene, the inability for commanders to adjust to the ever changing situations, and poor action planning were just a few of the areas identified as issues that needed to be addressed (Bigley 4).  
As an example of what on scene and emergency managers were up against, in one incident the initial dispatch started out with 65 people, 7 engine companies, 2 helicopters, and support vehicles.  Within a day, that number had swelled to 839 engines, 44 aerial units, nearly 500 fire agencies from twelve states, and 7,000 personnel responded to the incident (Bigley 7).  With this amount of manpower, varying jurisdictions and agencies responding, and sheer scale of the event, it became obvious that a new single standard management style need to be created for such events.  An interagency task force was created encompassing local, state, and federal assets.  The effort became known as the Fire Fighting Resources of Southern California Organized for Potential Emergencies (FIRESCOPE) (Stumpf).  After many months of deliberation and planning, the task force developed a single standard emergency management system that we know today as ICS.  
The system developed was flexible enough that it could meet the needs of any size or type of incident, it could be used on a day to day basis, it was cost effective to implement, and it created one standard with terms and concepts that were understood by all involved allowing varying agencies to meld into one structure on scene of an incident.  Yet, the system was defined enough in that it spelled out the various roles in the structure and what each position was responsible for and it had a single line of authority.  
The structure of ICS includes an incident commander (IC) responsible for the overall management of the incident; an operations section, a planning section, a logistics section, and a finance section that report directly to the IC (Bigley 5).  These sections can be broken down further as deemed necessary according to the incident.  Additional areas can also be added such as safety, public information, etc. as necessary depending on the incident and the needs of the IC.  The purpose of these various sections is to limit the span of control which ensures that each manager is responsible for no more than 5 to 7 individuals.  This allows for an effective use of resources and manpower (Newsom).  
In 2004, the US Department of Homeland Security released the National Incident Management System (NIMS) and the National Response Plan (NRP) and officially endorsed ICS as the standard to be used by all local, state, tribal, and federal agencies relating to emergency management (HSPD-5).  What grew out of the needs of local and state agencies in the 1970’s to fight wildfires has developed into the standard all hazards management structure used by emergency agencies around the country.  Can a system that was developed for use by emergency response organizations be brought into the business world to be used by business continuity planners?  
Discussion: The management structure of ICS has been developed, tested, and refined.  It has been proven to work in large complex situations such as 9-11, as well as, the small daily incidents that occur around this country and are handled by local first responders.  As stated earlier it is the standard required by the federal government in order to receive federal funds and for years it has been the standard by which the California Governors Office of Emergency Services operates throughout the state (Laye 23).  Its simple structure allows for great flexibility on the scene of an incident to expand or contract based on the ongoing needs of the incident.  It can be utilized on daily basis to handle small incidents as well as the larger more complex incidents that may affect a businesses operation.  Many businesses spend a great deal of time developing business continuity and recovery plans, yet they spend very little time on the actual execution of the plans and how they will structure their response.  This can result in chaos, increased recovery costs, redundancy of assignments, etc.  ICS has already been developed, tested, and proven and provides businesses with the needed structure, rules, procedures, policies and operational management needed to go hand in hand with the plans they have developed.  Businesses would not have to spend the time, energy, and resources in creating a whole new structure.  
With all that said, there are some concerns surrounding the use of ICS in the business environment.  Businesses may have to invest in training their staff in ICS, so they may have a better understanding of what ICS can do and how it works.  There would be a learning curve that employers would need to overcome to bring their staff up to the training standards seen in the first responder and emergency management committee on ICS.  ICS has a hierarchical structure where there is an incident commander, who directs and receives information from the section leads, who in turn direct their staff.  This structure may be a foreign concept to some business types.  Many smaller businesses, family run operations, and even large technology companies, may not use this type of structure in their day to day operations.  Either as a business style or simply due to the size of their staff they may organize their company in an unconventional manner.  It may be difficult for these types of organizations to set up a structure similar to ICS because they themselves are structured differently in their daily operations (Laye 24).  
Recommendation:  I believe the ICS framework should be adapted and used by emergency response teams with business organizations.  Its simplicity, flexibility, scalability, and wide use make it an ideal system to be used.  ICS also allows for a clear and concise line of communication during an incident that would allow a business using this system to keep their clients, employees, and others informed of the incident and recovery operations.  It is the most widely used management structure used during disasters and can easily be adapted for use by business.  Training on ICS is readily available through the Federal Emergency Management Agency (FEMA).  Once learned, the common terminology and structure would allow emergency planners with a business to more easily communicate with their local emergency response agencies.  The system is already developed and has been tested for over 30 years in the United States and proven to work on any type or size of incident.  Business leaders would not need to spend time developing their own structure.  It is a cost effective structure and with the free training available through the government businesses would not need to spend money to train their emergency response teams.  As John Laye states in his book Avoiding Disaster How to Keep Your Business Going When Catastrophe Strikes, with a few additions to the existing ICS structure, it could be adapted to the business world.  Mr. Laye recommends the addition of a human resource section and information technology section to handle areas that are specific to the business world.  With the push in the emergency management world; and local, state, and federal governments to standardize their emergency management structures in accordance with NIMS/ICS it only makes sense that the business world follow suit to ensure that we are all speaking the same language and acting in same manner when disasters strike.
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