September 16, 2008 Emergency Management Higher Education Program Report
(1)  Critical Infrastructure Protection and Cyber Security: 
Government Accountability Office.  Critical Infrastructure Protection:  DHS Needs to Fully Address Lessons Learned from Its First Cyber Storm Exercise.  Washington, DC:  GAO Report to Congressional Requesters (GAO-09-825), September 2008, 39 pages.  Accessed at:  http://www.gao.gov/new.items/d08825.pdf 
Excerpt from “What GAO Found” 

As a result of its first Cyber Storm exercise, in February 2006, DHS identified eight lessons that had significant impact across sectors, agencies, and exercise participants. These lessons involved improving (1) the interagency coordination groups; (2) contingency planning, risk assessment, and roles and responsibilities; (3) integration of incidents across infrastructures; (4) access to information; (5) coordination of response activities; (6) strategic communications and public relations; (7) processes, tools, and technology; and (8) the exercise program. 

While DHS has demonstrated progress in addressing the lessons it learned from its first Cyber Storm exercise, more remains to be done to fully address the lessons. In the months following its first exercise, DHS identified 66 activities that address one or more of the lessons, including hosting meetings with key cyber response officials from foreign, federal, and state governments and private industry, and refining their operating procedures. To date, DHS has completed a majority of these activities (see table). However, key activities have not yet been completed. Specifically, DHS identified 16 activities as ongoing and 7 activities as planned for the future. Further, while DHS has identified completion dates for its planned activities, it has not identified completion dates for its ongoing activities. Until DHS schedules and completes its remaining activities, the agency risks conducting subsequent exercises that repeat the lessons learned during the first exercise. 

Testimony based upon the above-noted report was presented today in Congress – the prepared statement is noted below: 

Government Accountability Office.  Critical Infrastructure Protection:  DHS Needs to Better Address Its Cybersecurity Responsibilities (Testimony, David Powner, Director, Information Technology Management Issues Before the Subcommittee on Emerging Threats, Cybersecurity, and Science and Technology, Committee on Homeland Security, House of Representatives).  Washington, DC:  GAO-08-1157T, September 16, 2007, 19 pages.  Accessed at:  http://www.gao.gov/new.items/d081157t.pdf 
(2)  Critical Infrastructure Protection and Information Technology – GAO Report: 
Government Accountability Office.  Information Technology:  Federal Laws, Regulations, and Mandatory Standards for Securing Private Sector Information Technology Systems and Data in Critical Infrastructure Sectors.  Washington, DC:  GAO Letter Report to Congressional requesters, September 16, 2008, 72 pages.  Accessed at:  http://homeland.house.gov/SiteDocuments/20080916142141-88605.pdf 
Excerpt:  

our objectives were to (1) identify, for each critical infrastructure sector, the federal laws, regulations, and mandatory standards that pertain to securing that sector’s privately owned IT systems and data and (2) identify enforcement mechanisms for each of the above laws, regulations, and mandatory standards. To accomplish these objectives, we solicited information from the federal agencies responsible for overseeing each critical infrastructure sector to identify the applicable requirements, as well as the mechanisms and authorities available to the government to enforce compliance with these requirements. 

(3)  Cyber Security, Analysis and Warning – GAO Report: 
Government Accountability Office.  Cyber Analysis and Warning:  DHS Faces Challenges in Establishing a Comprehensive National Capability (GAO Report to the Subcommittee on Emerging Threats, Cybersecurity, and Science and Technology, Committee on Homeland Security, House of Representatives).  Washington, DC:  GAO -08-568) July 2008, 67 pages.  Accessed at:  http://www.businessweek.com/pdfs/2008/0916_cyberanalysis_and_warning.pdf 
Excerpts: 

Cyber analysis and warning capabilities are critical to thwarting computer-based (cyber) threats and attacks. The Department of Homeland Security (DHS) established the United States Computer Emergency Readiness Team (US-CERT) to, among other things, coordinate the nation’s efforts to prepare for, prevent, and respond to cyber threats to systems and communications networks. GAO’s objectives were to (1) identify key attributes of cyber analysis and warning capabilities, (2) compare these attributes with US-CERT’s current capabilities to identify whether there are gaps, and (3) identify US-CERT’s challenges to developing and implementing key attributes and a successful national cyber analysis and warning capability. To address these objectives, GAO identified and analyzed related documents, observed operations at numerous entities, and interviewed responsible officials and experts. 
GAO is making 10 recommendations to the Secretary of Homeland Security to implement key attributes and address challenges. DHS concurred with 9 recommendations. It took exception to GAO’s recommendation to ensure distinct and transparent lines of authority and responsibilities between its organizations, stating it had done this in a concept-of-operations document. However, this document is still in draft, and DHS has not established a date for it to be finalized and implemented. 

(4)  Cybersecurity – Wait There’s More – Congressional Hearing Statements and Feed: 
House Committee on Homeland Security.  “Cybersecurity Recommendations for the Next Administration.”  Washington, DC:  Subcommittee on Emerging Threats, Cybersecurity, and Science and Technology, September 16, 2008.  Recorded video feed, and prepared statements of committee Chairmen and panelists accessible at:  http://homeland.house.gov/Hearings/index.asp?ID=166 

(5)  DHS -- Homeland Security Advisory Council Report: 
Homeland Security Advisory Council.  Top Ten Challenges Facing the Next Secretary of Homeland Security.  Washington, DC:  DHS HSAC, September 11, 2008, 24 pages.  Accessed at:  http://www.dhs.gov/xlibrary/assets/hsac_dhs_top_10_challenges_report.pdf 

From the Executive Summary on the top 10 key challenges: 

1.      Homeland security is more than just a single cabinet Department. 

2.      Quickly get an inventory of the Department’s commitments and deadlines and work with Congress to achieve a rational system of oversight. 

3.      Continue to improve intelligence and information sharing. 

4.      Build a cadre of homeland security leadership through a unified national system of training and education 

5.      Build the strong research and development, procurement and acquisition process necessary to support the Department’s various missions. 

6.      The work of strengthening our Nation’s disaster response capabilities is not complete. 

7.      Lead the building of a resilient America. 

8.      Find the right balance between secure borders and open doors to travelers, students, and commerce. 

9.      Improve risk management and risk communications for homeland security. 

10.  Sustainability of our Nation’s homeland security efforts. 

Prior to listing these top ten challenges, the HSAC wrote that “The ability to successfully establish and maintain meaningful partnerships at all levels of government and society for the purpose of securing the homeland may be the greatest ongoing challenge facing the next Secretary, as well as his or her successors.” 

(6)  DHS -- Robert Stephan’s Top Ten List for next Ast. Sec. for Infrastructure Protection: 
From presentation at recent Chamber of Commerce forum on critical infrastructure: 

• Before making broad changes, be sure to analyze, investigate and vet the issue. 

“When you come in, don’t assume that everything the old guys did was wrong and immediately take steps to change it because the partnership is highly fragile, in some degree very sensitive to things and it took a heck of a long time to build it,” Stephan said. “Don’t do anything rash that right off the get go . . . would endanger the partnership. Learn from the partnership, talk to them about why they did certain things and then make your changes. And you better have them on board when you’re going to consider those changes whatever they might be.” 
• State, local and private stakeholders aren’t the enemy. 

“They’re security and preparedness partners and they, in fact, are on the front lines of this business.  . . .  Where the rubber meets the road is at the state and local and private sector facility level. And all of us together face . . . multiple common adversaries — some terrorist related, others not,” Stephan said. 
• Initially, you won’t be the smartest person in the room. 
“There will be many others in that room that will lay claim to that title,” Stephan said. “You should have fun sitting back and watching them duke it out. At the end of that process, you will emerge as the smartest person in that room. That’s just the way I’ve seen it.” 
• Remember to apply common sense to potential solutions. 

“Don’t forget . . . even when your people are telling you that the issue at hand is very technically complex and you just don’t understand all the nuances,” Stephan said. “Well, guess what? If it can’t withstand the common sense test, you probably shouldn’t be doing it, no matter how technically complicated it is. It’s got to pass the common sense test.” 
• Do the right thing. 

“Always do what is right — no matter how sharp the criticism you might receive, no matter how many special interests or no matter how many folks that might see things a different way,” Stephan said. “They’ll throw a lot of complaints and criticism your way, but just assume the moral high ground. Do what is right and others will follow. They will follow your example. If you let go of the moral high ground once, you’ll never get it back.” 
• Remember we’re not in normal times. 

“The 21st century is not normal times,” Stephan said. “You see the devastation. You see what’s at risk in terms of natural disasters, man made hazards, international terrorism. . . . So normal times, you can’t go back in a time machine and get to them. We have to internalize the lessons learned from September 11 and the Hurricane Katrina events and just move beyond them.” 
• The country’s fate hangs in the balance. 

“The fate of the United States, its people and its infrastructures really hang in the balance today like never before because of all the interconnected nature of these infrastructures that we’re talking about here, the aggressiveness of our adversaries, whether they’re Mother Nature or Osama bin Laden — very unforgiving,” Stephan said…. 
(7)  DHS – Stewart Baker Commentary on Richard Clarke Recent Newspaper Article: 
Department of Homeland Security.  “Yes We Are Safer.”  DHS Leadership Journal commentary by Stewart Baker, Assistant Secretary for Policy, September16, 2008. Accessed at: http://www.dhs.gov/journal/leadership/ 

Last week, the nation marked the seventh anniversary of the 9/11 attacks in solemn fashion, focusing on memorials and reflection, rather than on point scoring. Too bad Richard Clarke couldn’t manage to do the same. 

Clarke, the official in charge of antiterrorism efforts before 9/11, commemorated the anniversary of the attacks by publishing a finger-pointing screed in U.S. News and World Report. 

Clarke’s argument went something like the following: Here we are, seven years after 9/11. We haven’t been attacked. But we could be. Al Qaeda still exists, Bin Laden remains at large, and terrorists still commit terrorism. We’re backsliding, and no safer now then we were then. On the home front, our borders are still porous, we’re still not screening people, and security grants are too much about pork and not enough about real risk. 

Clarke is mostly wrong…. 
There’s no question that Dick Clarke contributed to strengthening our national security, but his recent assertions are not only incorrect, they disrespect the work of many national security professionals he once called colleagues. That is indeed unfortunate. 

(8)  DHS – Strategic Plan for Fiscal Years 2008-2013 – Released Today: 
Department of Homeland Security.  One Team, One Mission, Securing Our Homeland:  U.S. Department of Homeland Security Strategic Plan, Fiscal Years 2008–2013.  Wash., DC:  DHS, Sep. 12, 2008, 44 p.  At:  http://www.dhs.gov/xlibrary/assets/DHS_StratPlan_FINAL_spread.pdf 

From DHS Secretary Michael Chertoff’s email distributing this report to DHS employees today: 

I am proud to present to you the Department of Homeland Security Fiscal Year 2008-2013 Strategic Plan. This Plan details our Department’s Goals and Objectives based on the overarching direction stated in the National Strategy for Homeland Security. With this Plan, we will build on the progress we have made as One Team, One Mission, Securing the Homeland, and define the successes we seek to achieve in the future. This Plan reflects the Department’s varied missions while charting a course to strengthen the Nation’s security. 

This new Plan is purposely focused on our priorities. You will see certain themes reinforced in the Plan that mark shifts in emphasis from our previous strategic plan. This focusing of our strategic priorities reflects our successes in accomplishing our previous Goals, as well as the changing global environment that we face. In particular, this Plan highlights the following: 

        A risk-informed approach to homeland security 

        An affirmation of the “all-hazards” nature of our mission 

        An emphasis on countering weapons of mass destruction 

        A focus on intelligence and information sharing 

        An increase in partnerships and outreach effectiveness 

        An enhancement in harmonization and unification of Department systems and processes 

        An improvement in Departmental governance and performance 

(9)  Disaster Insurance, Reinsurance, and Loan Program Congressional Proposals Paper: 
Shapiro, Robert J. and Aparna Mathur.  The Economic Effects of Proposals for Federal 

Natural Catastrophe Reinsurance and New Loan Programs:  Who Pays and Who Benefits?  Sonecon, LLC, August 2008, 33 pages.  Accessed at:  http://www.smartnatcat.org/files/Report%20on%20the%20Effects%20of%20Proposed%20Hurricane%20Legislation%20-%20Shapiro%20-%20Final.pdf 
Excerpt from Executive Summary: 

Congress is considering proposals to create new federal reinsurance and loan programs for states with natural catastrophe funds. Our analysis of the terms and costs of these proposals finds that they would impose very large costs on taxpayers in most states and unnecessarily displace private insurance and reinsurance arrangements which have worked well. 

• These new proposals include: 

                        Legislation passed by the House that would direct the treasury to provide
  loans to state “qualified reinsurance programs” for natural disasters,
  especially hurricanes. 

                        
                        Legislation passed by the House to create a Federal Natural Disaster
  Reinsurance Fund to provide direct federal reinsurance to states for most  

  of a state’s insured losses. 

                        
                        Legislation passed by the House, and rejected by the Senate, to expand
  the National Flood Insurance Program to cover damage from winds in
  hurricanes. 

                        
• We estimate that the losses which would be covered by the federal government under these proposals, if a hurricane season comparable to 2005 occurred again, would reach $140 billion to $161 billion in 2009, $197 billion to $230 billion in 2013, and $278 billion to $332 billion in 2017, depending on the approach used to set premiums for state programs. 
(10)  Flood Preparedness and Prevention Guide for Businesses from UK: 
Business Link.  Protect Your Business From Flooding.  United Kingdom Government.  Accessed September 14, 2008 at:  http://www.businesslink.gov.uk/bdotg/action/layer?topicId=1075437245&furlname=flooding&furlparam=flooding&ref=http%3A//www.continuitycentral.com/news04145.html&domain=businesslink.gov.uk 

From Introduction: 

Flooding can be a business disaster. As well as damage to premises or equipment, you may lose stock and supplies. You may also find that you cannot trade while the damage is repaired, contracts are lost, customers go elsewhere and suppliers may not be able to meet your needs. Your employees' homes may be affected and they may be unable to get to work if transport is affected. In addition to heavy financial losses, a flood may expose your business to civil or even criminal liability. In the worst-case scenario, employees and customers can be hurt or killed. 

Floods are one of the most common natural disasters - businesses are more likely to be flooded than hit by fire. Due to climate change, the risk of flooding is rising. Currently, more than two million properties in England and Wales are at direct risk from river or sea-flooding. Elsewhere, heavy rain can cause groundwater to rise or dangerous surface water run-off. Even blocked sewers could cause your business to flood. 

Simple preparations and planning can help. This guide explains how to assess the risks, how to protect your business, and what to do after a flood. 

(11)  Floodplain Management Principles and Current Practices – EM Hi-Ed Course: 
Received today (Sep 16), three CD ROMS containing the Word, Graphics, and PDF files for the completed “Floodplain Management Principles and Current Practices college course.  This course was designed and developed, under contract with the EM Hi-Ed Program, by James M. Wright, P.E.  A set of the CD ROMS containing the complete course is being provided to the web staff for upload to the EM Hi-Ed Program website – Free College Courses section – Completed Courses, Ready to Download subsection – where it should be accessible within the next two weeks – at:  http://training.fema.gov/EMIWeb/edu/completeCourses.asp 

In the meantime, an older draft version of this course is accessible at:  http://training.fema.gov/EMIWeb/edu/fm.asp 

The 18 2 ½ hour each course sessions are as follows: 

  1: Floods and Floodplains 
  2: Types of Floods and Floodplains 

  3: Evolution of Policies and Approaches to Address Flooding 

  4: Flood Risk Assessment 

  5: Delineating Flood-Prone Areas 

  6: Utilizing Information from Flood Hazard Studies 

  7: Flood Damage Reduction Strategies and Tools 

  8: Floodplain Natural Resources and Functions 

  9: Strategies and Tools to Maintain or Restore Floodplain Resources 

            10: The National Flood Insurance Program 

11: Legislative Acts and Executive Orders Pertaining to Floodplain Management 

12: Legal Framework and Ethical Issues 

13: Regulatory and Design Standards for Reducing Losses 

14: River Corridor and Watershed Management 

15: Commonly Applied Floodplain Management Measures 

16: Structural Adjustments to Flood Risk 

17: Developing and Implementing a Local Floodplain Management Program 

18: Equipping the Next Generation 

(12)  Hurricane Gustav Losses: 
AIR Worldwide.  “AIR Worldwide Estimates Insured Losses to Onshore U.S. Properties from Hurricane Gustav at between USD 2 Billion and USD 4.5 Billion.”  Boston, MA:  September 1, 2008.  Accessed at:  http://www.air-worldwide.com/_public/html/air_currentsitem.asp?ID=1574 

Insured losses to offshore assets are estimated between USD 1.8 billion and USD 4.4 billion 

EQECAT.  “EQECAT Post-Landfall Estimates Of Insured Onshore Losses From Hurricane Gustav.”  Sep. 2, 2008.  Accessed at:  http://www.eqecat.com/news/2008/Gustav9_2_08.htm 
Excerpt:  

EQECAT, Inc., the leading authority on extreme-risk modeling, Tuesday afternoon (Eastern Time) said, based upon current assessment reports of damage caused by Hurricane Gustav, and additional post-landfall data regarding the storm’s characteristics, it has reduced estimated onshore insured losses to a range of $3 billion to $7 billion, primarily in Louisiana, from an initial landfall estimate Monday of $6 billion to $10 billion. 

Insure.com.  “Hurricane Gustav Losses at Least $4 Billion.”  September 2, 2008.  Accessed at:  http://www.insure.com/articles/homeinsurance/hurricane-gustav.html 

Excerpt:  

Risk Management Solutions Inc. (RMS), a catastrophe-risk management company, puts its preliminary analysis of insured losses from wind and storm damage at $4 billion to $10 billion. 

Mason, Joe.  “Message from the Front of Hurricane Gustav: Real vs. Financial Shocks and the Need for Reform.”  RGE Monitor, September 9, 2008.  Accessed at:  http://www.rgemonitor.com/financemarkets-monitor/253518/message_from_the_front_of_hurricane_gustav_real_vs_financial_shocks_and_the_need_for_reform 

Excerpt: 

Estimates of economic losses due to business disruptions for tourism, chemicals, oil refining and extraction, and other industries are in the $35 billion range. Preliminary estimates of property insurance claims are about $10 billion. Estimates of personal outlays for refugee shelter in hotels and motels hundreds of miles outside New Orleans will only add to those figures. 

Roberts, Deon.  “Louisiana Economic Development Chief Tallies Gustav Damages.”  New Orleans CityBusiness, September 9, 2008.  Accessed at:  http://www.neworleanscitybusiness.com/UpToTheMinute.cfm?recID=20035 

Excerpt: 

Hurricane Gustav caused an estimated $7 billion to $15 billion in damages to homes and other buildings across Louisiana and $2.5 to $5 billion in economic losses, the state's top economic development official said today.  Stephen Moret, who became secretary of Louisiana Economic Development in January, said the biggest driver of economic losses is business interruptions caused by the widespread loss of electricity. 

(13)  Hurricane Ike Damage Estimates: 
Business Wire.  “EQECAT Initial Post-Landfall Estimates Of Insured Onshore Losses From Hurricane Ike.”  September 13, 2008.  Accessed at:  http://www.businesswire.com/portal/site/home/permalink/?ndmViewId=news_view&newsId=20080913005034&newsLang=en 

Excerpt: 

EQECAT, Inc., the leading authority on extreme-risk modeling, Saturday morning said, based on current storm information provided by the National Oceanic and Atmospheric Administration (NOAA), initial post-landfall estimated insured onshore losses from Hurricane Ike could range from $8 billion to $18 billion, primarily in the Texas counties of Brazoria, Harris, Galveston, Chambers and Jefferson.  This estimate is based upon initial observations of Hurricane Ike wind, wave and flood patterns. EQECAT’s estimates may be updated as additional information about the storm becomes available. Hurricane Ike caused significant flooding in and around Galveston Bay. 

Flagstone Reinsurance Holdings Limited.  “Flagstone Estimates Onshore Industry Insured Losses of $10 Billion to $16 Billion for Hurricane Ike.”  September 13, 2008.  Accessed at:  http://phx.corporate-ir.net/phoenix.zhtml?c=205986&p=irol-newsArticle&ID=1196803&highlight= 

Risk Management Solutions.  “Hurricane Ike Could Cause $6 billion to $16 billion of Insured Damage According to Initial RMS Estimates.”  Newark, CA:  RMS News Release, September 14, 2008.  Accessed at:  http://www.rms.com/NewsPress/PR_091308_Ike_Industry_Loss.asp 

(14)  Hurricane Ike – Briefing on Pre-Strike Preparations: 
Department of Homeland Security.  Remarks by Homeland Security Secretary Michael Chertoff and other Federal Officials at FEMA Headquarters on Hurricane Ike.  Washington, DC:  Sept. 11, 2008.  Accessed at:  http://www.dhs.gov:80/xnews/releases/pr_1221176047638.shtm 
Secretary Chertoff was joined “by the administrator of FEMA, David Paulison, Rear Admiral Brian Salerno, Assistant Commandant of the U.S. Coast Guard, Rear Admiral Craig Vanderwagen, the Assistant Secretary for Preparedness and Response at the Department of Health and Human Services, Kevin Kolevar from the Department of Energy, and Armand Maselli, vice president of Red Cross.”  Includes Q&A segment. 

(15)  Hurricanes: 
Blake, Eric S., Edward N. Rappaport, and Christopher W. Landsea.  The Deadliest, Costliest, and Most Intense United States Cyclones From 1851 to 2006 (NOAA Technical Memorandum NWS TPC-5).  Miami, FL:   National Weather Service, National Hurricane Center, April 15, 2007 update, 45 pages.  Accessed at: http://www.nhc.noaa.gov/Deadliest_Costliest.shtml 

Preface: 

This version of the Deadliest, Costliest, and Most Intense United States Tropical Cyclones extends the work of Blake et al. (2005) to include 2005 and 2006. New updates include revised hurricane landfall intensity data from the period 1851-1914, categorized inland hurricane impacts, new major hurricane statistics, an updated assessment of the impact from Helene (1958), and a new estimate of the deaths caused by Audrey in 1957. The technical memorandum also uses a revised methodology (Pielke et al. 2007) to produce an estimate of the monetary loss that historical hurricanes could exact on the current property-at-risk in the same location. 

Coastal Services Center.  Historical Hurricane Tracks (Website).  Charleston, SC:  CSC, National Oceanic and Atmospheric Administration, November 30, 2007 update.  Accessed at:  http://maps.csc.noaa.gov/hurricanes/ 

From website:  

The Historical Hurricane Tracks tool is an interactive mapping application that allows you to easily search and display Atlantic Basin and Eastern North Pacific Basin tropical cyclone data…. The following sections will help you better understand population change in coastal areas and the history and details of tropical cyclones. 

Coastal Population Tool: Interactively search and display coastal population data versus hurricane strikes for coastal counties from Maine to Texas. 

Tropical Cyclone Reports: Access storm reports written by hurricane specialists at the National Hurricane Center. Reports are available for the Atlantic and Eastern North Pacific Basins. 

Query Expediter Tool: Build custom Uniform Resource Locator (URL) strings that you can embed in your own website that will link users directly to the on-line mapping application with specific storm tracks pre-displayed. 

(16)  Hurricanes and Global Warming Paper from National Wildlife Federation: 
National Wildlife Federation.  Increasing Vulnerability to Hurricanes:  Global Warming’s Wake-Up Call for the U.S. Gulf and Atlantic Coasts (Confronting Global Warming Report).  Reston, VA:  NWF, August 20, 2008, 8 pages.  Accessed at:  http://www.nwf.org/extremeweather/pdfs/Hurricanes_FNL_LoRes.pdf 
From Document’s Cover-Page: 
Stronger hurricanes, heavier rainfall, and rising sea level: this is what global warming has in store for the U.S. Gulf and Atlantic coasts. The latest science indicates that hurricane wind speed will increase 2 to 13 percent and rainfall rates will increase 10 to 31 percent over this century. At the same time, sea-level rise will cause bigger storm surges and further erode the natural defenses provided by coastal wetlands that buffer storm impacts. 

The rapidly expanding population and development along our coasts means that more and more people are living in harm’s way.  Furthermore, the current federal flood programs have exacerbated the situation by failing to discourage people from building and 

rebuilding in vulnerable locations and too often development occurs with inadequate environmental and safety standards.  

Skyrocketing economic losses have accompanied increased hurricane activity and coastal population growth of the last few decades. For example, in the last decade, there were 12 hurricanes in the United States with damages exceeding $1 billion each, including Hurricane Katrina with losses of about $125 billion. 

We must take global warming into account as we prepare for future hurricanes and manage our coasts, from carefully siting new construction or reconstruction to account for rising sea level and increasing flood risks to revising building codes to account for greater wind speed. Restoring and protecting coastal wetlands, lowlands, and barrier islands—all of which provide a vital first line of defense in buffering coastal communities from hurricane related flooding—is another cost-effective strategy for reducing vulnerability to hurricanes in many locations. At the same time, we must get at the root of the problem and reduce the global warming pollution that fuels stronger storms and leads to increasing sea level. 
If the above paper, as well as the papers on disaster insurance and reinsurance, are of interest, then another, older, reference is: 
Pidot, Justin R.  Coastal Disaster Insurance in the Era of Global Warming:  The Case for Relying on the Private Market.  Washington, DC:  Georgetown Environmental Law & Policy Institute, Georgetown University Law Center, August 17, 2007, 61 pages.  Accessed at:  http://www.smartnatcat.org/files/resources/CoastalDisasterInsuranceReport.pdf 

(17)  National Flood Insurance Program – Letter to Congress on Proposals: 
American Rivers, et al.  “Conference Committee on H.R. 3121, The Flood Insurance Reform and Modernization Act, Should Reject House Language Adding Wind Insurance and Adopt Senate Language Creating Commission (Letter to Senator Dodd, Representative Frank, Senator Shelby and Representative Bachus).  September 8, 2008, 2 pages.  Accessed at:  http://www.smartnatcat.org/files/AFSNCP--LETTER%20TO%20NFIP%20CONFERENCE%20LEADERSHIP.pdf 
(18)  Rowan University, Glassboro, NJ – Investigating Bachelor-Level EM Program: 
Talked today (16th) with Len E. Clark, on campus for the first offering of the new EMAC courses at EMI.  Len is the Emergency Manager for Gloucester County, NJ and stopped by to note that he is assisting Rowan University in an investigation into the development of an emergency management undergraduate program.  South New Jersey does not currently have such a program and does have increasing population and critical infrastructure growth as well as the attending increase in vulnerability – the timing seems right.  For further information, Len Clark can be reached at:  lclark@co.gloucester.nj.us 
(19)  Terrorists, Risk Models, and Insuring Against WMD: 
Seaquist, Jack.  “Insuring Against Terrorists Armed With Weapons of Mass Destruction.” Risk & Insurance Online, Sep. 15, 2007.  At: http://www.riskandinsurance.com/story.jsp?storyId=126805112 

Excerpt:  

It is important to have both a sound estimate of the potential losses for CBRN attacks. That is easier said than done when assessing cleanup costs from such a traumatic event. 
(20)  Unanswered Email Backlog:  1,123 
(21)  EM Hi-Ed Report Distribution:  12,277 subscribers 
The End! 
B. Wayne Blanchard, Ph.D., CEM 
Higher Education Program Manager 
Emergency Management Institute 
National Preparedness Directorate 
Federal Emergency Management Agency 
Department of Homeland Security 
16825 S. Seton, K-011 
Emmitsburg, MD 21727 
wayne.blanchard@dhs.gov 
http://training.fema.gov/EMIWeb/edu 

“Please note: Some of the Web sites linked to in this document are not federal government Web sites, and may not necessarily operate under the same laws, regulations, and policies as federal Web sites.”
  



EMI, the nation’s pre-eminent emergency management training organization, offers training at no charge to emergency managers and allied professions through its resident classes in Emmitsburg, MD, its online courses http://training.fema.gov/IS/ and through development of hands-off training courses.  To access upcoming resident courses with vacancies http://training.fema.gov/EMICCourses/.  
Update your subscriptions, modify your password or e-mail address, or stop subscriptions at any time on your Subscriber Preferences Page. You will need to use your e-mail address to log in. If you have questions or problems with the subscription service, please contact support@govdelivery.com. 

This service is provided to you at no charge by FEMA. 

Privacy Policy | GovDelivery is providing this information on behalf of U.S. Department of Homeland Security, and may not use the information for any other purposes. 

FEMA · U.S. Department of Homeland Security · Washington, DC 20472 · 1 (800) 621-FEMA (3362) 

