October 1, 2008 Emergency Management Higher Education Program Report
(1)  Bio-Readiness – Dr. Jon R. Krohmer Contribution to DHS Leadership Journal: 
Dr. Jon R. Krohmer, Acting Assistant Secretary/Chief Medical Officer, DHS.  “The Next Chapter in Bio-Readiness.”  Leadership Journal, DHS, September 30, 2008.  Accessed at:  http://www.dhs.gov/journal/leadership/ 
I am pleased to report that we opened a first-of-its kind biosurveillance center today that gives the nation the ability to see fast-moving, potential health threats in a new way – before it’s too late.  Patterns in illnesses usually are only seen after enough people get sick or die to sound alarms. Investigators then retrace the steps of the victims to determine the source of trouble, but it’s often too late for those who have already been unknowingly exposed. 

Whether it’s food contaminated with Salmonella, the first waves of illness from a pandemic flu, or an anthrax attack by terrorists, spotting biological threats sooner means that thousands of lives might be saved.  Traditional methods of detecting such threats often take too long. Our National Biosurveillance Integration Center (NBIC) will change that.  The center will combine all sorts of information – from classified material shared in a secure environment, to transportation and border data, to local media reports – so that events around the country and the world can be connected and analyzed more closely and quickly, and threats bubbling up can be detected earlier than ever before. 

This 24-hour operation brings together experts from some agencies that may be obvious. The Centers for Disease Control and Prevention and the Food and Drug Administration, for instance, both monitor health patterns. And the Departments of Agriculture, State and Commerce all play critical roles in preventing the global spread of avian flu or Foot-and-Mouth disease while protecting the nation’s economy. 

But there is more to the center than a collection of agency representatives.  Through the center’s secure computer network, DHS has now created a whole new level of daily cooperation among private sector partners, health officials and government agencies who now all work together to hunt for early signs of trouble.  The center is developing a clearer picture of what typical health patterns look like so that even a small blip can be investigated before large clusters of people get sick. 

Being able to identify emerging threats earlier was one of the key recommendations from the 9/11 Commission. As the Japanese learned in 1995 when the Aum Shinrikyo religious sect released sarin nerve gas on subway lines killing 12 and injuring 5,500, biological attacks are a modern global reality.  Our new surveillance builds on another one of our programs, BioWatch, an environmental early detection program which uses monitors in over 30 urban areas to sniff the air for biological threats. 
(2)  Clayton State University: 
Drafted letter in support of Clayton State University proposal to develop Bachelor of Science Degree in Homeland Security/Emergency Management, and a Bachelor of Applied Science Degree in Homeland Security/Emergency Management.  For more information on this initiative, suggest contacting: Dr, Rodger Bates, Dean, College of Professional Studies, Clayton State University, 2000 Clayton State Blvd., Morrow, Georgia 30260-0285.  Rodgerbates@clayton.edu 

(3)  Critical Infrastructure: 
Congressional Research Service (Paul W. Parfomak).  Vulnerability of Concentrated Critical Infrastructure: Background and Policy Options. Wash, DC: CRS Report for Congress RL33206, Sep 12, 2008 update, 25 pp.  At:  http://assets.opencrs.com/rpts/RL33206_20080912.pdf 

Summary:


"Critical infrastructure" consists of systems and assets so vital to the United States that their incapacity would harm the nation's physical security, 

economic security, or public health. Critical infrastructure is often geographically concentrated, so it may be distinctly vulnerable to events like natural disasters, epidemics, and certain kinds of terrorist attacks. 

  

Disruption of concentrated infrastructure could have greatly disproportionate effects, with costs potentially running into billions of dollars and spreading far beyond the immediate area of disturbance. Hurricane Katrina in 2005, and Hurricane Ivan in 2008, have demonstrated this kind of geographic vulnerability by disrupting much of the U.S. energy and chemical sectors. Congress has been examining federal policies related to the geographic concentration and vulnerability of critical infrastructure. 

In the 109th Congress, the Energy Policy Act of 2005 (P.L. 109-58) facilitated the construction of new liquefied natural gas import terminals in diverse ports. Provisions in the Pipeline Safety Improvement Act of 2006 (P.L. 109-468) require studies to identify geographic areas in the United States where unplanned loss of oil pipeline facilities may cause oil shortages or price disruptions. 

  

The 110th Congress is considering additional policies which may affect critical infrastructure concentration. Prominent among these are legislative proposals such as H.R. 6566, H.R. 6709, S. 3202, and S. 3126, which would lift federal moratoriums on, or otherwise encourage, offshore oil and natural gas development outside the western Gulf of Mexico…. Congress and federal agencies…have adopted policies affecting the capacity and location of critical infrastructure, including prescriptive siting, economic incentives, environmental regulation, and economic regulation. Some federal policies have been developed specifically to address perceived threats to critical infrastructure. 

  

These influences often have been in place for decades, gradually driving critical infrastructure to its geographic configuration today. Some analysts may argue that little government intervention is necessary to alleviate geographic vulnerabilities of critical infrastructure because the private sector will adjust its practices out of its own financial interest. However, if Congress concludes that federal intervention is needed, it may employ a number of policy options to encourage geographic dispersion (including eliminating policies that encourage concentration ), ensure survivability, or ensure that effective infrastructure recovery capabilities are in place to mitigate impacts of concentrated infrastructure disruption. 

  

Addressing geographic vulnerabilities may call for a combination of options. Congress may also consider whether other legislative proposals with the potential to affect critical infrastructure development -- directly or indirectly -- are likely to relieve or exacerbate geographic vulnerability. The economic efficiency of public critical infrastructure and the efficient use of federal funds for infrastructure development may also be important considerations. 

(4)  DHS – Next DHS Secretary -- Some Recommendations: 
Margetta, Rob.  “Making Mr. Secretary: Experts Weigh In on Skills Needed by the Next DHS Chief.”  CQ Homeland Security, September 30, 2008.  Accessed at:  http://www.cqpolitics.com/wmspage.cfm?docID=hsnews-000002967506 

Excerpts:  

If you want a friend in Washington, get a dog, President Harry S Truman famously observed.  Whoever takes the job of Homeland Security secretary in the next administration might want to contemplate a trip to the Humane Society…. 

Of course, toughness isn’t the only qualification and, like almost every other necessary quality, it requires a balancing act. Ridge and others believe a successful DHS leader will have to be able to combine the ability to aggressively drive policy with the ability to explain those policies to the myriad stakeholders watching the department do its work. 

  

And that’s not all. The job needs someone experienced with working with Congress. With state and local government. With the Justice, State and Defense departments. With federal agency management. With procurement. With technology. … there’s one unavoidable reality for DHS: It can’t get anything done without Congress. An effective secretary is going to have to help heal the rift. Whoever takes the job will have to be able to sell ideas and frame budgets, while knowing there will be opposition, Ridge said…. 

Since its creation, DHS has operated largely on a “prevention-based approach,” tending to identify risk and taking steps to reduce it. Crowley said he would like to see the department move to more of a “resiliency-based approach” that deals with the best way to recover from disasters and emergencies, especially in its dealings with the private sector. 

  

Such a change in approach, from prevention to mitigation, could help a new secretary manage natural disaster recovery, Crowley said, adding that DHS still does not place enough weight on that aspect of its mission.  “I don’t think they’ve yet found the right balance between terror risk and disaster risk,” he said. 

(5)  Federal Liability for Flood Damage: 
Congressional Research Service (Cynthia Brougher).  Federal Liability for Flood Damage Related to Army Corps of Engineers Projects (CRS Report for Congress RL34131).  Washington, DC, CRS, September 4, 2008, 20 pages.  Accessed at:  http://assets.opencrs.com/rpts/RL34131_20080904.pdf 
Summary: 

The most costly natural disaster ever to hit the United States was Hurricane Katrina. It struck land on August 29, 2005, as a Category 3 hurricane. The damage to New Orleans from the hurricane was largely not the result of wind, but water -- with 80% of New Orleans under water. In June 2008, continuous heavy precipitation caused severe flooding in seven midwestern states after numerous levees along the Mississippi River were breached. In the wake of these major flood events and levee breaches, the issue of federal liability for flood damage is getting attention in the media and in Congress. 

  

After Katrina, lawsuits were filed against the federal government claiming that the levees and floodwalls designed and constructed by the U.S. Army Corps of Engineers (Corps) failed to protect the city. To succeed in these lawsuits, the litigants first must show that the federal government is not immune from suit. One source of government immunity is the federal government's exemption under the Federal Tort Claims Act for actions that constitute a discretionary function. 

  

A second source of immunity for the government is the Flood Control Act of 1928, which prevents the government from being sued for damages resulting from federally supported damage reduction projects or flood waters. Only after those two issues are resolved would the federal government's negligence be reviewed. This report examines selected issues of the federal government's liability depending on the mechanism of the levee failures, and analyzes legal defenses available to the federal government. 

  

The report uses flood damage related to Hurricane Katrina as an illustration of these legal issues regarding federal liability, but these principles in the analysis generally would apply to flood damage resulting from similar projects. 

(6)  FEMA – New FEMA (Glossy) Brochure: 
Federal Emergency Management Agency.  FEMA Prepared.  Responsive.  Committed. (FEMA B-653).  Wash., DC:  FEMA  July 2008, 6 pp.  At:  http://www.fema.gov/pdf/about/brochure.pdf 

(7)  Public Health Preparedness – Report Now Available: 
Association of State and Territorial Health Officials (ASTHO), Association of Public Health Laboratories (APHL), the Council of State and Territorial Epidemiologists (CSTE), and the National Association of County and City Health Officials (NACCHO).  Public Health Emergency Preparedness:  Six Years of Achievement.  ASTHO, August 25, 2008, 10 pages.  Accessed at:  http://www.astho.org/pubs/PHEPPartnersReport.pdf 

September 29, 2008 ASTHO Press Release: 

If a bioterror attack, flu pandemic, or other public health emergency hit the United States tomorrow, would state and local health agencies be prepared? Could they quickly identify the threat and take the actions needed to protect the public? A new report, marking the conclusion of National Preparedness Month, says “yes.” Public Health Emergency Preparedness: Six Years of Achievement, shows how state and local public health agencies have used six years of federal funding to turn the previously neglected U.S. public health system into a strong, coordinated, agile mechanism for protecting the health of the public. 

The new report was created by the Association of State and Territorial Health Officials, National Association of County and City Health Officials, Association of Public Health Laboratories, and Council of State and Territorial Epidemiologists using comparative data collected in 2002 and 2007. It illustrates the great extent of planning and training that has taken place over this time. For instance, in 2002, 11% of all states had plans to deal with a major health threat. Today, every state has a comprehensive, tested plan to protect its residents’ health. Local health agencies with plans jumped from 20% before 2002 to 82% in 2007.  

Public health agencies are using rigorous drills and exercises - the same tools that have proven most effective for the U.S. military, law enforcement, and firefighters - to test and improve their systems. One conservative estimate in the report observes that state public health agencies tested their preparedness through more than 700 exercises in 2007, and more than 90% of all local health agencies tested their new abilities in at least one full scale exercise in that year. 

The report also shows that these new resources and capacities are being put to the test every day as public health agencies save lives and protect the public’s health during major E. coli and salmonella events, shootings, tornadoes, floods, fires, and infectious disease outbreaks. More than half of all medium and large local health agencies responded to at least one significant emergency in 2007. More than a quarter of state and large city health agencies responded to six or more major emergencies. 

The report warns that despite the significant progress that has been achieved, threats remain and continue to constantly change. Much work remains to be fully prepared for all public health hazards. Only through sustained commitment to support for public health preparedness can states and localities continue the important work of protecting the public against catastrophic health threats. Without it, the United States faces the erosion of its current progress and an inevitable slide back to the days when health agency computers were obsolete, if they even existed, staff lacked the necessary training, and emergency response took days instead of minutes. 

(8)  SAFER Grant Program – CRS Report to Congress: 
Congressional Research Service (Lennard G. Kruger).  Staffing for Adequate Fire and Emergency Response: The SAFER Grant Program (CRS Report for Congress RL33375).  Washington DC:  CRS, September 19, 2008 update, 13 pages.  Accessed at:  http://assets.opencrs.com/rpts/RL33375_20080910.pdf 
Summary:  

In response to concerns over the adequacy of firefighter staffing, the Staffing for Adequate Fire and Emergency Response Act -- popularly called the "SAFER Act" -- was enacted by the 108th Congress as Section 1057 of the FY2004 National Defense Authorization Act (P.L. 108-136). 

  

The SAFER Act authorizes grants to career, volunteer, and combination local fire departments for the purpose of increasing the number of firefighters to help communities meet industry minimum standards and attain 24-hour staffing to provide adequate protection from fire and fire-related hazards. Also authorized are grants to volunteer fire departments for activities related to the recruitment and retention of volunteers. 

  

The SAFER grant program is authorized through FY2010. Although authorized for FY2004, the SAFER grant program received its initial appropriation of $65 million in FY2005, followed by $109 million in FY2006, and $115 million in FY2007. The FY2007 Department of 

  

Homeland Security appropriations bill (P.L. 109-295) transferred both SAFER and fire grants back to the Federal Emergency Management Agency (FEMA). To date, the Bush Administration has requested zero funding for SAFER in all years of the program's existence. 

  

The Consolidated Appropriations Act of 2008 (P.L. 110-161) provided $190 million for SAFER grants. The Administration's budget proposal again requested no funding for SAFER Act grants in FY2009. The FY2009 budget justification stated that the federal government already spends "billions of dollars in annual support to train, exercise, and equip state and local public safety personnel, including firefighters, so that they are adequately prepared to respond to a terrorist attack or other major incident." The budget justification argued that "a federally funded hiring program for firefighters risks replacing state and local funding for general purpose public safety staffing with federal resources, and therefore does not forward the common goal of enhancing national preparedness capabilities." 

  

For FY2009, the Senate Appropriations Committee approved $190 million for SAFER grants, while the House Appropriations Committee approved $230 million. Facing the 110th Congress is the issue of whether or not -- and if so, to what extent -- the SAFER program should be funded. 

  

The Administration has consistently requested no funding for SAFER, arguing that localities should be solely responsible for funding firefighting personnel. Fire service advocates counter that the inability of many local fire departments to meet minimum standards for personnel levels could lead to inadequate response to different types of emergency incidents, substandard response times, and an increased risk of firefighter fatalities. This report will be updated as events warrant. 
(9)  Unanswered Email Backlog:  1,117 
(10)  EM Hi-Ed Report Distribution:  13,247 subscribers 
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EMI, the nation’s pre-eminent emergency management training organization, offers training at no charge to emergency managers and allied professions through its resident classes in Emmitsburg, MD, its online courses http://training.fema.gov/IS/ and through development of hands-off training courses.  To access upcoming resident courses with vacancies http://training.fema.gov/EMICCourses/.  
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