June 24, 2008 FEMA/EMI Emergency Management Higher Educations Program Report
(1)  Business Continuity and Emergency Management Discussion Continued: 
Received today a contribution to the BC/EM discussion from Roger Hovis (CEM, Battelle Memorial Institute, Adjunct Instructor of Emergency Management).  The black print is from a previous commentator and the bold blue print is the response by Mr. Hovis: 

Paraphrasing what seems to be developing as a question in this discussion: is Emergency Management (EM) an umbrella that incorporates other risk management functions such as Business Continuity (BC)? 

My answer-Yes, EM is a transparent umbrella covering many Functional Areas (FAs), Emergency Support Functions (ESFs) whatever we choose to call them today.  EM reaches out to the general public, you know ALL people (homeless) not just the business world. Describe your BC model for special medical needs and the planning process for our citizens on the fringe of society.  

Is the US Military considered a business?  We are crafting Emergency Management policies for DOD now!  Should we change and consider the BC approach?  No because we have researched how these management activities should be applied and believe it or not private sector continuity is not always an option. We move on, lessons learned- towns moved out of the flood plain or places like Times Beach Missouri and Love Canal, New York
[1].  

-There are similarities in methodology. Both disciplines plan for and respond to the same events, 
  
My answer-Wrong EM does NOT respond --  the FAs or ESFs respond. 

Does Business Continuity include the phases of EM? If so why do we call it “Business” Continuity?  In my opinion Business Continuity, like Homeland Security, came along as sort of a cottage industry after the September 11, 2001 attacks on our country,  well intentioned people crafting a duplicative mechanism for a process the United States developed prior to and during the Truman and Eisenhower era
[2].  We are now chasing our tails, reinventing the wheel, you choose the metaphor.  Richard J. Healy’s book “Emergency and Disaster Planning”. New York, John Wiley and Sons, 1969 is a work that proves how over time we forget earlier ideas and concepts and reinvent and label these ideas and concepts with new names.  

-So it is plausible that this could be the case?   In a sense it is an empirical question. Survey a large enough sample and find out if Emergency Management provides that umbrella organization. (My observation is that EM would not provide this function in a majority of cases.) 

  

My reply- Okay show us the “empirical” data you are considering. Empirical implies observations have been made and findings recorded, the Emergency Management Accreditation Program is my exhibit of empirical data- check it out. While you are researching this question look into empirical findings from Professors’ Walter Green, Bill Waugh, and our compiler Wayne Blanchard.   

But another interesting question is: ought Emergency Management provide this function? I would argue that while it might be appropriate for certain organizations to do this, it can not be generalized. There are many factors that go into how a particular entity organizes itself. Not least of which are the legacy organization and the cost to change. Perhaps this is a question best left to the particular organization. Interestingly the NFPA 1600 standard combines the two fields and recommends that they be included in the same program. 

  

Okay if not Emergency Management what agency do you recommend?  What legacy organization are you referring to? 

  

Note that NFPA 1600: Standard on Disaster/Emergency Management and Business Continuity Programs has been adopted by Department of Homeland Security as the National Standard. Though I’m not sure what this means. While at the Incident Command System session at the recent Higher Ed Conference, I asked the FEMA participants how adoption of the standard was going to influence for example, their training design. Evidently at this point it is not. 

  

Training for what? ICS is not an EM operational function. If an Emergency Manager is filling an ICS role who is running the EOC?   

Note also that the 2007 edition of NFPA 1600 added prevention to the previous four aspects of mitigation, preparedness, response, and recovery. “Doing so brings the standard into alignment with related disciplines and practices of risk management, security, and loss prevention.” (1600-1) 

  

These disciplines could be Functional Areas (ESFs) in an Emergency Operations Plan. 

  

The substance of the standard is contained in pages 4-16, with the remainder of the document dedicated to lists of organizations, resources, and the like. The standard calls for the creation of a program that includes: a strategic plan; an emergency operations / response plan; a prevention plan; a mitigation plan; and a continuity plan. Under this framework – emergency operations and business continuity are brought under the same umbrella of a “Disaster/Emergency Management and Business Continuity” Program. However there is no recommendation on whether an Emergency Management entity would run this. 
  
Emergency Management Agencies do not typically “run” any programs outside of the EOP/EOC lane. State and local EMAs have published the previously mentioned plans as annexes to the jurisdictions Emergency Operations Plan.
[3] 
The standard does say, “The entity shall develop, coordinate, and implement operational procedures to support the program and execute its plans,” so we can assume that the standard leaves these questions to the organization creating the program. (5.11.1) In regard to notification and transitions between program elements (a point that Mary made), the standard says in A.5.1.2 that “Key program elements cross boundaries during prevention, mitigation, preparedness, response, and recovery. Each element should be considered interrelated and can be considered concurrently. The use of ‘phases, elements, or components’ varied from program to program.” Again the standard seems to acknowledge the need for coordination among Emergency Management and Business Continuity, but leaves it up to the organization to determine procedures for doing this best suited to their needs.  (The standard acknowledges that there are similarities and differences to business continuity, continuity of operations, and continuity of government.) 

  

If I read correctly, the standard calls for an ‘impact analysis’ to be completed for the emergency response plan, the prevention plan, and the continuity plan. In the business continuity field, a business impact analysis is generally considered (along with the RTO, and RPO) as something that distinguishes their methods from others such as Emergency Management. (Perhaps more information is available on NFPA’s $72 book on how to implement the standard. I have not purchased this.) 

  

Emergency Operations Centers:   In the Business Continuity field, Disaster Recovery Institute International (DRII) provides a recommended structure for BC response operations. The Business Continuity Steering Committee that functioned during the planning stages – morphs into an Emergency Response Team that forms the Emergency Operations Center for BC response. (DRII Professional Practices for Business Continuity Planners: Emergency Response and Operations, Subject Area 5: Emergency Response and Operations, B4 Command and Control Procedures, a. Opening the Emergency Operations Center) (Note also that DRII references Quarantelli 1978 Uses and Problems of Local EOCs in Disasters in their educational materials.) The EOC in this case though is within the organization (where else would you establish an EOC?) and may include key organizational representatives from operations, finance, human resources, procurement, information technology, etc. It is used in a different sense than the term EOC in Incident Command.  Which Incident Command example are you referring to?.... 

  

  

This is reflected in the NFPA 1600 standard. DRII participated in the development of the standard. A.5.8.3.8 (4) calls for “Primary and alternate emergency operations centers: A facility or capability from which direction and control [emphasis added] is exercised in an emergency. This type of center or capability is designated to ensure that the capacity exists for leadership to direct and control operations from a centralized facility or capability in the event of an emergency. 

(Read NIMS- http://www.fema.gov/pdf/emergency/nrf/nrf-nims.pdf ) 
  

A.5.12.1 of the standard in contrast, defines an EOC in ‘emergency management’ terms of providing coordination of information and resources in support of the incident management activities. This appears to be an internal inconsistency in the standard, where the same term (EOC) is used to describe two different functions (direction and control – versus - information and resource coordination). It may reflect the as yet evolving though on how to blend emergency management and business continuity. 

(Read NIMS http://www.fema.gov/pdf/emergency/nrf/nrf-nims.pdf ) 
 While the government is adopting standards, the practice in the business world seems to be moving ahead and considering new frameworks such as Business Resilience (which incorporates many of the risk functions – not just Emergency Management and Business Continuity. In a sense, the business resilience framework is an evolution from an older Business Continuity framework that may have placed too much emphasis in business functions rather than core missions of the organization, human factors, and sustainable design. 

  

Under the ISO/PAS 22399 standard Organizational resilience requires proactive preparation for potential incidents and disruptions, in order to avoid suspension of critical operations and services, or if operations and services are disrupted, that they resume operations and services as rapidly as required by those who depend on them. 

ISO/PAS 22399 describes a holistic management process that identifies potential impacts that threaten an organization and provides a framework for minimizing their effect. Reads like a good function for Business Continuity. 

  

More broadly than the business world - others are looking at societal resilience.  

  

Businesses also are increasingly adopting Enterprise Risk Management efforts which consider uncertain future events as both dangers and opportunities. This function is often at the strategic level of the organization and so it would be unusual for Emergency Management to provide an umbrella in this case (with the possible exception of a 

business that provided EM services, support, or technologies).  

From Professor Blanchard’s Terms and Definitions tutorial – 

Emergency Management: “Definition: the coordination and integration of all activities necessary to build, sustain and improve the capabilities to prepare for, respond to, recover from, or mitigate against threatened or actual disasters or emergencies, regardless of cause. 

Extended Definition: emergency management activities in response to an incident are a component of overall incident management and are aligned with parallel response processes associated with prevention and protection. Annotation: The body of knowledge with respect to comprehensive emergency management includes the concept of emergency management "programs." These “programs" are comprised of functional areas including operations and procedures, hazard and risk identification, plans and procedures (strategic plans, operational plans, recovery plans), hazard mitigation, public information and public education, finance and administration, etc. etc.” 

(DHS, Lexicon, October 23, 2007, p. 9) 

Emergency Management: The entire process of planning and intervention for rescue and relief  to reduce impact of emergencies as well as the response and recovery measures, to mitigate the  significant social, economic and environmental consequences to communities and ultimately to the country, usually through an emergency operation center, EOC. (Disaster and Emergency Reference Center 1998) 

Emergency Management: The process by which the uncertainties that exist in potentially hazardous situations can be minimized and public safety maximized. The goal is to limit the costs of emergencies or disasters through the implementation of a series of strategies and tactics reflecting the full life cycle of disaster, i.e., preparedness, response, recovery, and mitigation. (Drabek, 1997) 

Emergency Management: “Emergency management is the discipline and profession of applying science, technology, planning, and management to deal with extreme events that can injure or kill large numbers of people, do extensive damage to property, and disrupt community life.” (Drabek and Hoetmer, 1991, xvii). 

Emergency Management: “Activities that include prevention, preparedness, response, recovery, rehabilitation, advocacy, and legislation, of emergencies irrespective of their type, size, and   location, and whose purpose is reduction in death, disability, damage, and destruction.” (Dykstra, 2003, 3) 

“…improving the livelihoods of individuals, communities and nations by measures required to put a stop to unwarranted deaths, disability, damage, and destruction.” (Dykstra 2003, 4) 

Emergency Management: “…the managerial function charged with creating the framework within which communities reduce vulnerability to hazards and cope with disasters.” (EM Roundtable, 2007, p. 4) 

Emergency Management: Organized analysis, planning, decision-making, and assignment of available resources to mitigate (lessen the effect of or prevent) prepare for, respond to, and recover from the effects of all hazards. The goal of emergency management is to save lives, prevent injuries, and protect property and the environment if an emergency occurs. (FEMA 1995, I-6). 

Emergency Management: “The process through which America prepares for emergencies and disasters, responds to them, recovers from them, rebuilds, and mitigates their future effects.” (FEMA, Disaster Dictionary 2001, 40, citing FEMA Strategic Plan) 

Emergency Management: “The process through which the Nation prepares for emergencies and disasters, mitigates their effects, and responds to and recovers from them.” (FEMA, A Nation Prepared – FEMA Strategic Plan – Fiscal Years 2003-2008, 2002, p. 57) 

Emergency Management: “Emergency management is really about building relationships, whether you are in the public or private sector. And in building those relationships, it is important to remember not to tell, but to talk.” (Gabriel, Edward, Director of Crisis Management at Walt Disney Corp., cited in AHRQ, Mass Medical Care, 2007, p. 44 in Chapter 4, “Prehospital Care”) 

Emergency Management: “A simple definition is that emergency management is the discipline dealing with risk and risk avoidance.” (Haddow and Bullock 2003, 1) 

Emergency Management: “Describes the science of managing complex systems and multidisciplinary personnel to address extreme events, across all hazards, and through the phases of mitigation, preparedness, response, and recovery.” (HHS, Medical Surge Capacity and Capability Handbook, August 2004, p. D-3, Glossary) 

Emergency Management: “…‘emergency management’ means the preparation for and the coordination of all emergency functions, other than functions for which military forces or other federal agencies are primarily responsible, to prevent, minimize, and repair injury and damage resulting from disasters. The functions include the following: 

(1) Firefighting services. 

(2) Police services. 

(3) Medical and health services. 

(4) Rescue. 

(5) Engineering. 

(6) Warning services. 

(7) Communications. 

(8) Radiological, chemical, and other special weapons defense. 

(9) Evacuation of persons from stricken areas. 

(10) Emergency welfare services. 

(11) Emergency transportation. 
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(12) Plant protection. 

(13) Temporary restoration of public utility services. 

(14) Other functions related to civilian protection. 

(15) All other activities necessary or incidental to the preparation for and coordination of 

the functions described in subdivisions (1) through (14). (Indiana Code, 2005) 

Emergency Management: “Imagine that you were somehow able to watch, from a distance, a major disaster unfold. You would see suffering and devastation, but that would only be part of the story. You would also see lots of people move into action – people from government agencies, private organizations, businesses, and volunteer groups. You would see them working as a team to keep the essential services in operation, provide first aid, food and water, clear, debris, rebuild homes and businesses, and prevent the disaster from happening again. “Over time you would begin to see a pattern to this activity. You would see how people work together when disasters occur. You would see how “first responders” risk their lives to help others. You would see the results of planning and coordination in the execution of an effective response. And you would learn that communities and individuals could lessen the damage that disasters cause, and sometimes avoid it altogether. “The pattern behind this activity is called emergency management. It is the process through which America prepares for emergencies and disasters, responds to them, recovers from them, rebuilds and mitigates their future effects.” (Libby, Statement by, July 19, 2007, pp. 2-3) 

Emergency Management: “A Comprehensive system of policies, practices, and procedures designed to protect people and property from the effects of emergencies or disasters. It includes programs, resources, and capabilities to mitigate against, prepare for, respond to, and recover from effects of all hazards.” (Michigan DEM, 1998, 6) 

Emergency Management: “An ongoing process to prevent, mitigate, prepare for, respond to, and recover from an incident that threatens life, property, operations, or the environment.” (NFPA 1600, 2007, p. 7) 

“The emergency management and business continuity community comprises many different entities including the government at distinct levels (e.g., federal, state/provincial, territorial, tribal, indigenous, and local levels); business and industry; nongovernmental organizations; and individual citizens. Each of these entities has its own focus, unique missions and responsibilities, varied resources and capabilities, and operating principles and procedures. Each entity can have its own definition of disaster. (NFPA 1600, 2007, p. 11) 

Emergency Management: "...the term 'emergency management' means the governmental function that coordinates and integrates all activities to build, sustain, and improve the capability to prepare for, protect against, respond to, recover from, or mitigate against threatened or actual natural disasters, acts of terrorism or other man-made disasters;..." (Public Law 109-295 (120 Stat. 1394) October 4, 2006, Department of Homeland Security Appropriations Act, 2007 (also referred to as Post-Katrina Emergency Management Reform Act of 2006), Title 6, p. 40). 

Emergency Management: Emergency management refers to “the expert systems that manage people and resources to deal with disasters.” (Rubin 2000, 1) 

Emergency Management: A range of measures to manage risks to communities and the 

environment. It involves the development and maintenance of arrangements to prevent the effect of, prepare for, respond to or recover from events causing significant community disruption or environmental damage. (Salter, 1997–98, 28) 

Emergency Management: “The organization and management of resources and responsibilities for dealing with all aspects of emergencies, in particularly preparedness, response and rehabilitation. Emergency management involves plans, structures and arrangements established to engage the normal endeavours of government, voluntary and private agencies in a comprehensive and coordinated way to respond to the whole spectrum of emergency needs. This is also known as disaster management.” (UN/ISDR, Terminology: Basic Terms of Disaster Risk Reduction, March 31, 2004) 

Emergency Management: The organization and management of resources for dealing with all aspects of emergencies. Emergency management involves the plans, structures and arrangements which are established to bring together the normal endeavors of government, voluntary and private agencies in a comprehensive and coordinated way to deal with the whole spectrum of emergency needs including prevention, response and recovery. (Victorian Department of Justice 1997) 

Emergency Management: “In simplest terms, emergency management is the management of risk so that societies can live with environmental and technical hazards and deal with the disasters that they cause.” (Waugh, 2000, 3) 

Business Continuity: “The ability of an organization to continue to function before, during, and after a disaster.” (DHS, NIPP, 2006, p. 103) 

Business Continuity: “The process of identifying the impact of potential losses on an organization’s functional capabilities; formulating and implementing viable recovery strategies; and developing recovery plans, to ensure the continuity of organizational services in the event of an event, incident, or crisis.” (DOA, Infrastructure Risk Management. (Army), 2004, p. 12) 

Business Continuity: “The ability of an organization to ensure continuity of service and support for its customers and to maintain its viability before after and during an event. (DRII and ORDAS [Oregon Depart. Of Admin Services] definitions are identical).” (Digital Care, State of OR Business Cont. Workshop, 2006, 47) 

Business Continuity: Business continuity – emphasis on “continuity” – is the ability of a 

business to continue operations in the face of a disaster condition…. Business continuity means:• identifying critical business functions• identifying risks to critical functions 

• identifying ways to avoid or mitigate the risks• having a plan to continue business in the event of a disaster condition• having a plan to quickly restore operations to ‘business as usual’. Disaster recovery is an integral part of business continuity. Business continuity does not replace insurance. It is a form of insurance, and should include insurance for life, health, facilities, product and business interruption.” (Glenn, What Is BC Planning? 2002) 

Business Continuity: “An ongoing process supported by senior management and funded to ensure that the necessary steps are taken to identify the impact of potential losses, maintain viable recovery strategies, recovery plans, and continuity of services.” (NFPA 1600, 2007, p.7) “In the public sector, this phrase is also known as continuity of operations or continuity of government. Mission, vision, and strategic goals and objectives are used to focus the program. (NFPA 1600, 2007, p.11) 

Business Continuity: “…the term business continuity encompasses the gamut of mechanisms that maintain continuity in business, including all forms of problem resolution and preventive mechanisms like quality assurance and security.” (Wainschel 2006, 54) 05/21/08 46 

Business Continuity, Disaster Recovery & Contingency Planning Differences: “A person builds a house on an ocean beach. A storm washes away the beach. The house collapses. Business continuity would suggest building a barrier reef or moving the house farther inland. Disaster recovery rebuilds the house in time for the next storm. 

Contingency planning takes the same scenario and says: ‘A storm will come ashore and damage the house; make sure there is someplace to live while the house is rebuilt’.” (Glenn, What Is BC Planning? 2006, p. 18) 

[EM Hi-Ed Program Notes:  If any reader wishes to chase down the full references to the terms and definitions Mr. Hovis accessed from the Guide to Emergency Management and Related Terms, Definitions, Concepts, Acronyms, Organizations, Programs, Guidance, Executive Orders  and Legislation, go to the “References Cited” section at the end of the document (pages 1112-1220 in the version on the EM Hi-Ed Program website – accessible at:  http://training.fema.gov/EMIWeb/edu/termdef.asp 

Readers interested in continuing this discussion off-line with Mr. Hovis can do so by emailing:  roger.hovis@yahoo.com   ] 

(2)  Catastrophe Readiness and Response – Course Development Project: 
Received today, from Dr. Richard Bissell, lead course developer for this upper division/graduate level course, four documents for review (when time is airdropped into the bunker here) all related to Session 2 “Comparison of disaster and Catastrophe Response Planning.” 

Instructor Notes for Session 2 (10 pages) 

Session 2 supporting Power Points (49 slides) 

Appendix 1 for Session 2:  “Long-Term Global Threat Assessment:  Challenging New Roles for Emergency Managers,” by Richard A. Bissell, Andrew Bumbak, Patrick Echibi, and Matthew Levy (15 pages) 

Appendix 2:  “An Abrupt Climate Change Scenario and Its Implications for United States National Security, by Peter Schwartz and Doug Randall (Oct 2003), 22 pages. 

From Session 2 Overview:  “This unit is designed to bring reality to the conceptual definition of catastrophe in Session 1, by way of three topic discussions: 

· A description of many of the ways in which catastrophes and disasters are categorically different from each other; 

· A description of several historical catastrophes, and; 

· A description of several potential future catastrophes. 

Please note that we have provided more examples of both past and future catastrophes than you may want to, or have time to present in the classroom, so you will have to choose what makes most sense for your environment and student audience.  

The suggested readings are: 

· Bissell, et al: Long-Term Global Threat Assessment: Challenging New Roles for Emergency Managers.  (Appendix 1) 

· Travis J: Hurricane Katrina: Scientists’ Fears Come True as Hurricane Floods New Orleans.  Science, 9 September 2005, Vol. 309, pp. 1656-1659. 

· Cooper C, Block R: Disaster: Hurricane Katrina and the Failure of Homeland Security.  2006, New York, Times Books. 

Federal Emergency Management Agency: NMSZ Catastrophic Earthquake: Memphis Scenario.  2008, Washington, DC.”  

Session 2 Learning Objectives:  

By the end of this session (readings, lectures and exercises) the student should be 
able to: 
2.1
Describe two differences between disaster and catastrophe planning 

2.2
Describe the etiology of events in a catastrophe 

2.3
Identify three past catastrophes and the factors that made them catastrophes 

2.4
Identify commonalities between different catastrophes (e.g. they’re all different, but there are commonalities. 

2.5
Describe trends leading toward future events and discuss hypothetical future catastrophic events and their potential affects on modern society." 

[EM Hi-Ed Program Notes:  This course development project began in September 2007 and is sceduled to conclude in September 2009.  This is a contract with Dr. Richard Bissell, University of Maryland, Baltimore County.  These un-reviewed draft materials for Session 2 will be forwarded tomorrow to the EMI web staff for upload to the EM Hi-Ed Program homepage – “Free College Courses…” section – “Courses Under Development” subsection – “Catastrophe Readiness and Response” course title.  Estimate that by mid-week, next week, this material will be accessible at:  http://training.fema.gov/EMIWeb/edu/crr.asp 

A course outline and a report on a “Transatlantic Relations Hypercomplex Events Meeting” can be found there now.  As usual we are open to review comments on draft material.] 

(3)  Climate Change: 
Just read a book notice (again) and ordered the book (effective marketing – advertise, advertise, advertise).  The book is:  Climatic Cataclysm:  The Foreign Policy and National Security Implications of Climate Change (Kurt M. Campbell, ed., Brookings Institution Press, 2008, 237 pages).  

From Brookings Website: 

Climate change threatens not only the environment but global peace and security as well. Climatic Cataclysm brings together experts on climate science, foreign policy, political science, oceanography, history, and national security to take measure of these risks. 
The contributors examine three scenarios as a basis for future planning. The first scenario projects the likely effects of the expected level of climate change over the next thirty years, based on current scientific models. The severe scenario, based on a much stronger response to current levels of carbon loading, foresees profound and potentially destabilizing global effects over the next generation or more. Finally, the catastrophic scenario is characterized by a devastating "tipping point" in the climate system, perhaps fifty or one hundred years hence. In this future world, the land-based polar ice sheets have disappeared, global sea levels have risen dramatically, and the existing natural order has been destroyed beyond repair. 

Climatic Cataclysm analyzes the security implications of these scenarios, ranging from disease proliferation, large-scale migration, and increased low-intensity conflict to the risk of nuclear war. It also considers the lessons that can be learned from previous civilizations confronted with natural disaster and asks what the three largest emitters of greenhouse gases—the United States, the European Union, and China—can do to reduce and manage future risks. 

Climate change may prove to be the single greatest challenge confronting the United States and indeed, human civilization. Climatic Cataclysm helps explain why. 
Contributors: Sharon Burke (Center for a New American Security), Leon Fuerth (George Washington University), Jay Gulledge (Pew Center on Global Climate Change), Alexander T. J. Lennon (Center for Strategic and International Studies), J.R. McNeill (Georgetown University), Peter Ogden (Center for American Progress), John Podesta (Center for American Progress), Julianne Smith (Center for Strategic and International Studies), Richard Weitz (Hudson Institute), and R. James Woolsey (Vantage Point Venture Partners). 
(4)  Complacency: 
Just read an article wherein an official was complaining about public complacency.  The thought occurred to us that this official, and other officials, must not realize that complacency comes with the turf and that it is their responsibility to figure out how to do their job effectively in the face of complacency – how to “up their game” so as to start breaking through complacency barriers.  It is simply not enough to, in essence, blame the victim (the complacent public who was told to prepare and even how to prepare, but must have chosen not to).  One cannot simply discharge one’s responsibilities by putting information out and thus handing the baton off without looking to see if it was received – saying, well I did my job – it’s the public’s fault if they don’t react accordingly…humph.  Such an attitude would simply not cut it on Madison Avenue where results are the name of the game.  One wonders where complacency really lies.  There’s an old saying that starts with “If you can’t stand the heat….”.  Comments, as usual, invited. 

(5)  Journal of Business Continuity & Emergency Planning: 
Related, a bit, to the discussion above on BC and EM,  today we received a solicitation to subscribe to the Journal of Business Continuity & Emergency Planning.  From the emailed solicitation: 

Dear colleague, 

  
….Each quarterly 100-page issue provides practical, detailed analysis of best practice, innovative techniques and new thinking in key business issues - not technical minutiae - with no advertising. With actionable advice and 'lessons learned' from industry peers, it shows how plans have been specified, designed, implemented, tested and updated, as well as how they have responded in practice to interruptions, emergencies and exercises. 

  
Articles scheduled for publication in the current Volume, comprising of four 100-page issues, include: 

  
Building enterprise-wide resilience by integrating capability into day-to-day business culture and technology 
Patrick Alesi, VP, Business Continuity Management, Lehman Brothers 
  
Key lessons learned from the fall 2007 US Department of Treasury pandemic exercise -- Annie Searle, SVP, Enterprise Risk Services, Washington Mutual 
  
A dashboard for measuring capability when designing, implementing and validating business continuity and DR projects 
Sandeth Sheth, Satyam Computer Services, Freyae Jones & Joe McHugh, Executive Deputy Director, Operations, State of Maryland Judiciary 
  
Integrating pandemic flu response planning with business continuity planning 
Mary Lasky, Program Manager, Business Continuity Planning, Johns Hopkins University Applied Physics laboratory 
  
How are operational risk and business continuity coming together and what are the implications for business continuity managers? 
Rajiv Vaid, Head of Management Assurance Services, Citigroup 
  
How do you distinguish between 'business as usual' and 'significant' business disruption events and react accordingly? 
Peter Halliwell, Senior Business Continuity Management Advisor, Air New Zealand 
  
Strengthening FEMA's disaster response capabilities 
Glenn M. Cannon, Assistant Administrator, Disaster Operations Directorate, FEMA 
  
Grounding the discipline of business continuity planning - what needs to be done to take it forward?  -- David Lindstedt, Director of Enterprise Continuity Management, The Ohio State University 
  
Expanding scope of technology recovery testing & overcoming potential roadblocks 
Jack T. Smith, First Vice President and Business Continuity Manager, ABN AMRO 

  
Implementing a safe business travel policy -- Ian Beale, Group Risk Manager, Aegis 
  
How county/city emergency managers can assess vulnerability to hurricanes, develop response plans and mitigate risk -- John Guiney, Chief, Meteorological Services Division, National Oceanic and Atmospheric  Administration 
  
Articles published in Volume One, also still available, include: 
  
How to access your Board/C-suite and make an effective case for business continuity investments -- Chris Kite, VP, Finance & Gino Zucca, Senior Manager, Business Resiliency Group, Cisco Systems 
  
How to build and implement a corporate HR disaster management system 
Tim Turner, HR Risk Manager, Intel 

  
Developing risk assessment program for vendors' BCM capabilities and impact on your organization -- Michael Marshall, AVP, Business Continuity, Wells Fargo 
  
Participating in a regional public-private emergency partnership - why do it and how do you make it work? -- Brian Tishuk, Executive Director, ChicagoFIRST 
  
Business impact analysis - keeping critical impact in perspective 
Barry Cardoza, VP/Mgr of Business Continuity, Union Bank of California 
As a premium professional publication there is no free circulation list so if you want to receive Journal of Business Continuity & Emergency Planning you will need to subscribe now using the link below. 

[For more information, go to:  http://www.henrystewart.com/jbcep/index.html  ] 

(6)  Midwest Floods: 
Salter, Jim.  “Flood Victims Say FEMA is Doing Heckuva Job”  AP, June 23, 2008.  At:  http://www.washingtonpost.com/wp-dyn/content/article/2008/06/23/AR2008062301299.html 

[Couldn’t resist noting this one.] 

(7)  National Infrastructure Protection Plan (PUBLIC) Review and Revision: 
Department of Homeland Security, National Protection and Programs Directorate.  “Review and Revision of the National Infrastructure Protection Plan.”  Federal Register, Docket No. DHS-2008-0054, June 6, 2008, Vol. 73, No. 110, pp. 32341-32343.  Accessed at:  

http://frwebgate5.access.gpo.gov/cgi-bin/waisgate.cgi?WAISdocID=334687520783+1+0+0&WAISaction=retrieve 
We were provided today with a notice on the above-mentioned review and revision process from a reader who receives Secrecy News by Steven Aftergood.  The following note by Steven Aftergood was in yesterday’s Secrecy News post: 

In a noteworthy contrast with the secrecy that prevails in much of government and often within its own ranks, the Department of Homeland Security (DHS) is soliciting public comment on revisions to the National Infrastructure Protection Plan (NIPP), which is the framework for defending essential infrastructure, ranging from agriculture to transportation, against attack or natural disaster. 

The request for comment places DHS in the rather unfamiliar posture -- for a national security agency -- of actively seeking to engage public interest and to invite public feedback on a matter of broad public policy. 

"We're hoping to get inputs from across the country," said Larry L. May of the DHS NIPP Program Management Office in an interview today, "and from everyone concerned with critical infrastructure protection." 

Some of the NIPP policies that are under review are trivial, such as changes in terminology.  But others are profound, such as the relative emphasis in the Plan on "protection rather than resiliency."  Where "protection" seeks to anticipate, deter and defend against particular threats that are intrinsically uncertain, "resilience" focuses on capabilities needed for rapid response and recovery from a broad range of hazards.  They imply vastly different strategies, including public information disclosure strategies. 

Are there significant numbers of Americans who care enough about such issues to express their views to DHS?  Apparently so. 

Mr. May said that the last time DHS conducted a review of the NIPP in 2006, some 10,000 comments were submitted. 

Why does DHS care what the public thinks?  Basically, Mr. May said, "all of us are in this together, if you will." 

Additional information on the NIPP, including the most recent 2006 iteration, may be found here:       http://www.dhs.gov/nipp 

(8)  Representative David Price (D-NC) Lays Out DHS Marker: 
Price David.  “The Honorable David Price, Chairman, House Appropriations Subcommittee on Homeland Security, Remarks for the Center for American Progress Action Fund.”  June 23, 2008, 10 pages.  Accessed at:  http://price.house.gov/apps/list/press/nc04_price/062308.shtml 

Excerpts: 

“I have been asked today to focus specifically on the homeland security policy priorities I would put at the top of the list for the next administration…. I will suggest five principal homeland security priorities on which I would advise the next administration to focus.  The first is comprehensive immigration reform…. 

Disaster and Emergency Response 
 “The second priority for the new administration should be to make disaster and emergency response effective and reliable – to get…FEMA in good working order; to strengthen the DHS partnership with state and local emergency responders, to make of DHS a department that does not merely pay lip service to an all-hazards approach, but actually executes it in protecting our communities.   Here too, as in the case of immigration, we are talking about not just the new, post-9/11 capacities the Department must develop, but about the historic missions of the Department’s constituent agencies.  In fact, FEMA and its partnerships with state emergency management agencies were much stronger before 9/11…than they are now.  

“One of the significant downsides of subsuming FEMA under the Department was that it contributed to the deterioration of the agency’s capacity to focus on the kinds of large scale natural disasters – such as hurricanes and earthquakes – that we are certain to face on a regular basis.  While Hurricane Katrina might have threatened the response capacity of FEMA at even the peak of its prowess in the 1990s, the breakdown was significantly exacerbated by a failure of leadership at FEMA’s top layers – and of the Administration more broadly – that was directly related to the downgrading of its status when it became a component of DHS.  There is simply no substitute for having the FEMA director at the table with the President’s cabinet when a disaster strikes, and the next President should ensure that he or she is there. 

“Unfortunately, major obstacles to recovery in the Gulf Coast continue, particularly with regard to replenishing the stock of affordable rental housing.  FEMA should not be in the business of long-term housing, and three years after the fact is simply too long.  We have tried to help transition the responsibility for long-term housing from FEMA to HUD, where it belongs, but little progress has been made.   The next President needs to tell somebody in his Administration that they will be held responsible for this – right now, nobody appears to be in charge…. 

“FEMA has made some strides under Administrator Paulison and his team, but there is much more to do.  I fear that we would again have people stranded at the New Orleans convention center if Katrina recurred tomorrow.   The National Response Framework was a first step in delineating roles and responsibilities across levels of government, but the agency still needs to put flesh on those bones.   The gaps in the framework were made clear by the most recent TOP OFFICIALS exercise, which revealed many of the same coordination problems that plagued the response to Katrina.  

“And there is still ground to be settled relative to FEMA’s place in the broader Department.  I believe the next Secretary will need to look to FEMA more comprehensively as the front line of response to disasters of every kind. 

 “We also need to give more emphasis than we do now to the all-hazards preparedness and response capabilities for first responders.  Although there are a few first responder grant programs, such as Emergency Management Performance Grants and Fire Grants, that are focused on all hazards, most of FEMA’s first responder funds are allocated based on terrorism risk.  The 9/11 Act authorization enacted last year will continue to make terrorism risk the focus of most grant allocations for the next several years, but I will continue to argue for a balanced allocation method based on broader, all-hazards determinations of risk, particularly in distributing multipurpose State Grants.  After all, there is a possibility of a terrorist attack somewhere in the United States in the next five or ten years, but I guarantee that first responders in states like mine will continue to face threats from hurricanes or other natural disasters on a regular basis. 

Better Management 
“The third priority on my list is to accelerate the work of making the Department a more cohesive and well functioning institution…. 

 “The next Secretary must find a better balance between providing overall policy guidance and leaving departmental components free to do the fine tuning, between nurturing the new homeland security missions of component agencies and maintaining their historic mission capabilities…. 

Technology and Privacy 

 “A fourth priority area is to be smarter about the way we invest in new technologies.  The Science and Technology Directorate has made some progress in aligning its activities more closely with the needs of the departmental components, and in opening up better channels to the private sector to ensure that we are taking advantage of the technological solutions that are out there.  But there is still more the Department must do to ensure that we consider a wider array of technologies to solve homeland security challenges. 

“The other side of the coin is that we must not blindly rush into investing in new technologies.  New technologies may be the key to our homeland security future, but they can also be a threat…. 

Grants and Risk Analysis 

 “The final priority area I want to talk about is the way we invest in preparedness at the state and local level.  Most, although not all, of the Department’s grants are allocated using risk formulas, but the Department has struggled both to develop credible formulas with measurable components and to apply the formulas objectively and consistently.  As a result, we are unable to measure how or whether many of our grant investments are actually buying down risk.  

“The consequences of that inability are twofold:  at times, the justification for targeting resources in a particular area is that we cannot afford not to spend more money because the consequences of inaction, in the event of a terrorist attack, would be too great; at other times, there is a hesitation to invest more funds in things like first responder grants because, while the needs of first responders remain vast, we cannot be certain that the funding is having the desired affect.  I am convinced that we must continue robust investments in first responder equipment and training, port security upgrades, and transit security precautions, but I am not necessarily satisfied that we are targeting those investments in the right way…. 

The FY 2009 Bill and the Future…. 
“The selection of the next Secretary of the Department of Homeland Security will be among the most important nominations the next President will make.  That Secretary will be an essential player in formulating and implementing comprehensive immigration reform and in bringing our disaster and emergency response capability to full strength.  He or she must continue the work of forming the Department into a cohesive and efficient whole, must develop core internal competencies in financial management and gather better in-house procurement and contract management expertise, must focus on technology solutions that reduce vulnerabilities to terrorist attacks and natural disasters while minimizing the negative impacts on our economy and on the civil liberties of Americans, and must accelerate progress on quantifying risk across geographical areas and economic sectors and tying risk assessments to investments.  This is by no means an exhaustive list of priorities, but it represents many of the fundamentals the Department will need to master over the next four years…. 
See, also, Margetta, Rob.  “Homeland Security Appropriations Chairman Lays Out Agenda for Next President.”  CQ Homeland Security, June 23, 2008.  Accessed at:  http://public.cq.com/docs/hs/hsnews110-000002903416.html 
Excerpt:  

Just one day before the full House Appropriations Committee marks up a $40 billion draft bill to fund the Department of Homeland Security in fiscal 2009, one of the most influential voices in the construction of that legislation laid out his priorities for the next president. 

(9)  Terrorism and Weapons of Mass Destruction: 
Byman, Daniel.  Recommendations for the Commission on the Prevention of Weapons of Mass Destruction and Terrorism.  Georgetown University, Center for Peace and Security Studies, June 13, 2008, 5 pages.  Accessed at:  http://www.brookings.edu/testimony/2008/0613_terrorism_byman.aspx?emc=lm&m=216386&l=44&v=186951 

From Brookings Website:  

  

“Terrorist acquisition and the use of weapons of mass destruction (WMD) are exceptionally dangerous challenges to the security of the United States and indeed the entire world. A constant U.S. government priority should be to ensure that this possible threat never materializes.  On June 13, 2008, Daniel Byman submitted recommendations to the Commission on the Prevention of Weapons of Mass Destruction Proliferation and Terrorism for improving the U.S. government’s ability to conceptualize, organize for, and counter this threat." 

(10)  Barbara Report:  For those who have called and emailed asking how the EM Hi-Ed Program Assistant, Barbara Johnson, is doing after her surgery last Thursday, we can report that the surgery apparently went well, that Barbara was released from the hospital Saturday, and is now resting at home (at least in the travel trailer parked in the driveway of her fire-damaged home).  Talked with her Sunday evening and she sounded good.  Please, no more emails.  Have been convinced to do update Barbara Reports until her anticipated return in about six weeks. 

(11)  Email Backlog: 519 

(12)  Today’s EM Hi-Ed Report Distribution:  8769 

The End. 
B. Wayne Blanchard, Ph.D., CEM 
Higher Education Program Manager 
Emergency Management Institute 
National Emergency Training Center 
Federal Emergency Management Agency 
Department of Homeland Security 
16825 S. Seton, K-011 
Emmitsburg, MD 21727 
wayne.blanchard@dhs.gov 
http://training.fema.gov/EMIWeb/edu 



 [1] http://www.epa.gov/history/topics/lovecanal/01.htm 

 [2] Office for Emergency Management (EOP)1940-1950 

 [3] SLG 101 or the new CPG 101 

“Please note:  Some of the Web sites linked to in this document are not federal government Web sites, and may not necessarily operate under the same laws, regulation, and policies as federal Web sites.”
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