June 19, 2008 FEMA/EMI Emergency Management Higher Educations Program Report
(1)  Business Continuity, Emergency Management – Another Reader Weighs In: 
Received this morning the following email from Mike Mastrangelo, Business Continuity Coordinator, Office of Risk Management, University of Texas Station: 

Any given entity may choose to organize the functions of for example: enterprise risk management, emergency management, IT disaster recovery, business continuity, insurance, environmental health & safety, internal audit, security . . . any way they choose. All of these functions are generally aimed at the same goal of maintaining the resilience of the entity so that it can continue (or quickly resume) its core missions in spite of some potentially disruptive event. Many of these functions share the concept of doing a risk analysis, and then implementing controls to reduce risk. Generally speaking, the larger the enterprise--the more formal, and standards based—the approach.  UT Southwestern Medical Center’s Business Continuity Coordinator will be presenting at our annual University of Texas Risk Management Conference this October on their recent implementation of a comprehensive Emergency Management and Business Continuity plan. Both of these functions will now be housed in the same office. MD Anderson Cancer Center in contrast uses three different departments. UTMB Galveston has an Emergency Manager under Facilities; and a Business Continuity Coordinator in Information Technology. 

IT Disaster Recovery was the precursor to Business Continuity. The change in focus was due to an IT-centric response (sometimes to the detriment of the business functions that IT is supposed to support). In many organizations this meant that the new ‘Business Continuity’ planning responsibility as shifted from the IT shop to the business functions. The transition to the business continuity framework has not been complete. The two principal professional organizations in this field are the Disaster Recovery Institute International and Business Continuity International. Though they have updated some of their literature, official glossaries, and course materials, the IT emphasis still shows clearly through. (DRII does teach an abbreviated version of emergency management in its certification course.)   

There are some key differences in Emergency Management and Business Continuity. Though the planning processes are similar, Business Continuity planning includes the development of a Business Impact Analysis, Recovery Time Objectives (the duration of time that a business process must be restored to avoid unacceptable consequences), and Recovery Point Objectives (the time of data loss that is acceptable).  The timing of the response is also different. In general, Emergency Response efforts will be deployed first to protect life and safety. There will be a transition to a Business Continuity Response once it is safe to do so. (There is not a great deal of doctrine or research to suggest how this transition would best take place.)   

PS – here is a link to an interesting paper done by the University of Washington that compares the approach to Enterprise Risk Management at several higher ed institutions: http://www.washington.edu/admin/finmgmt/erm/ermsummary021306b.pdf 

(2)  Emergency Management and Homeland Security – A  Reader Weighs In: 
I heartily concur with Daniel Hahn's assessment as posted in the 19 June EM Hi-Ed report - EM is the jack-of-all-trades umbrella for a multitude of specialized areas.  The next questions are:  what is the consensus towards this assessment, what other viewpoints exist, and finally, what can be done to sort through the problems in both higher education and governmental organization? 

In my opinion (and in looking at higher education providers as a business), the pre-9/11 world of EM higher-ed was fairly well established. A number of institutions offered EM degrees with various shades of emphasis (research vs. practical application) in the various subsets of the EM field. Then 9/11 upset the apple cart in more ways than one.  Now "Homeland Security" (HS) is the pre-eminent field of study with many institutions rushing to provide degrees for eager job-seekers.  The result has been a fracturing of the profession and a splintering of former sub-fields of study into their own major areas.  The driver for this situation and resulting confusion in the EM education realm was the creation of DHS and subordination of FEMA and many other organizations under the same ill-suited tent.  This is to be expected when major changes are introduced into an organization or established field of study, but we've now seen how this model runs and it is time for changes. 

In visualizing a way forward, it is difficult to find the perfect analogy, so the closest I can come is to use in the education arena is a MBA - Masters degree in Business Administration. Most companies that hire MBAs have an expectation that the degree holder has a certain core knowledge of business activities.  Higher-Ed institutions meet this expectation by ensuring their degrees confer this core knowledge - and all teach nearly the same subjects due to formal or informal marketplace and professional association mechanisms that define the core. Each institution then distinguishes itself from others (as do degree seekers) by offering specializations in the MBA field. 

At the heart of the EM / HS splinter (and the FEMA / DHS problem) are the questions - subordinate or co-equal? Does one get subsumed by the other?  I would argue that a dual track is the best way to move forward, but with the caution that it could be a waste of scare resources and lead to nothing but interdepartmental and interagency turf squabbles if missions for each were not clearly defined. So then the question comes down to missions and roles - who leads? At what time?  

Just as there is a difference in the military missions of civil support versus stability operations, there is a fundamental difference between the nature and roles of EM versus HS, that when agreed upon, will chart the way forward for their respective higher-ed fields.  I believe that HS exists to defend our borders and prevent hostile attacks by aggressors on our soil.  Once an attack has occurred (and it is determined that no more are to follow), EM then becomes the lead in the response.  For a natural or non-hostile, man-made disaster, EM should be the primary lead.  This rough outline allows for the existence of two agencies and two fields of study.  However, this dual track will not work without an across the board, agreed upon set of standards - the core knowledge and associated specialties for each area.  Otherwise the current chaos will continue.  For example, imagine yourself as a county administrator looking at hiring an Emergency Manager for my county and I am reviewing three applicants.  All have degrees in emergency management, yet those degrees and two of the applicants associated work experience look more homeland security oriented - who do I hire? 

The governmental agency organization / re-organization issue may be the tougher of the two issues to solve.  Perhaps, though, higher-ed institutions and EM / HS professional associations can take this issue on at the grassroots level and reach agreement on some of the questions that exist.  This would definitely provide clarity to the field(s) of study, a common frame of reference for working professionals, and perhaps provide the impetus for policy makers to make the necessary organizational changes that will truly benefit the public and the nation.  My 2 cents. 

[Note:  The subscriber has an academic position within the U.S. military establishment.] 

Other thoughts are solicited – as well as suggestions on how best to frame this topic area for appropriate engagement during the June 1-4, 2009 FEMA/EMI EM Hi-Ed Confernce. 

(3)  FEMA Logistics Need to be Strengthened – Who Knew?: 
Department of Homeland Security.  Logistics Information Systems Need to Be Strengthened at the Federal Emergency Management Agency (OIG-08-60).  Washington, DC:  DHS, Office of Inspector General, May 30, 2008, 33 pages.  Accessed at:  http://www.dhs.gov/xoig/assets/mgmtrpts/OIG_08-60_May08.pdf 

From Executive Summary: 

FEMA’s existing information technology systems do not support logistics activities effectively. Specifically, the systems do not provide complete asset visibility of disaster goods, such as commodities and property, from their initial shipment to final distribution in disaster areas. The systems also do not provide comprehensive asset management; instead, several systems must be used to order, ship, and account for disaster goods. Additionally, the systems are not integrated and, therefore, cannot share information during disaster response. As a result, FEMA may be hindered in its ability to perform disaster response in an effective and timely manner. 
FEMA has taken a number of positive steps to improve its logistics capabilities by developing a planning strategy and gathering independent evaluations of its technology and operations. These efforts will enhance FEMA’s ability to assess its existing systems, identify its information technology system requirements, and select the appropriate technologies to meet its logistics needs. 

We are recommending that the FEMA Administrator direct the Logistics Management Directorate to finalize its logistics strategic and operational plans to guide logistics activities; develop standard business processes and procedures for logistics activities; evaluate current technologies; and develop a strategy for acquiring information technology systems to support the logistics mission. 
From Management Comments and OIG Evaluation (p. 18) 
We obtained written comments on a draft of this report from FEMA’s Logistics Management Directorate through the Director of the Office of Policy and Program Analysis. We have included a copy of the comments in their entirety in Appendix B. 

In the comments, the directorate concurred with all of the findings in our report and provided details on ongoing efforts to address the report recommendations. The directorate also acknowledged that our findings are consistent with the external assessment contracted to review logistics support operations in FEMA. In response to each of our report recommendations, the directorate summarized progress and outlined approaches for strengthening information systems in FEMA by the end of fiscal year 2010. Overall, the directorate has decided to address four core objectives to meet mission needs and provide logistics support: people; customers; processes; and systems. Specifically, FEMA will seek a professional workforce, develop permanent and professional relationships with stakeholders, outline and document key business processes, and modernize FEMA logistics systems. We believe that such efforts are good steps toward mitigating the various issues we raised in our report and look forward to learning more about continued progress and improvements in the future. 
(4)  Partnerships in Emergency Preparedness – A Faith-Based and Community Initiatives Workshop: 
Received a release concerning this upcoming event in Washington, DC: 
The purpose of the "Partnerships in Emergency Preparedness: A Faith-Based and Community Initiatives Preparedness Training Workshop" is to engage the Homeland Security stakeholders, including the private sector, governmental agencies, non-profit groups such as non-governmental organizations and faith-based groups in a strategic partnership to develop a national culture of preparedness. 

The workshop will focus on equipping Department of Homeland Security and FEMA partners in emergency preparedness with the resources, knowledge, training, and skills necessary to respond to, and recover from all threats, hazards, and adverse incidents. 

The workshops will highlight the National Strategy for Homeland Security, the National Response Framework, the National Incident Management System, Homeland Security Grant Programs, and the role of grassroots faith-based, community-based, and other non-governmental organizations in emergency management and preparedness. 

The workshop will also provide faith-based and community organizations with a unique opportunity to meet and discuss pertinent issues with Department and FEMA leadership, as well as state and local emergency preparedness and emergency management officials. 

Fifth Workshop: The George Washington University – Cloyd Heck Marvin Center 
3rd Floor, Continental Ballroom 
800 21st, N.W. 
Washington, D.C. 20052 
June 24, 2008 
8:00 a.m. - 12:30 p.m. EDT 

Workshop Agenda at:  http://www.dhs.gov/xprepresp/programs/gc_1195228611943.shtm 
(5)  Email Backlog:  483 
(6)  EM Hi-Ed Report Distribution List:  8,853 Subscribers 
The End 
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