June 11, 2008 FEMA/EMI Emergency Management Higher Education Program Report
(1) All-Hazards vs. Scenario-Based Planning – DHS Integrated Planning System (IPS): 
From the “From the President” column in the June 2008 Bulletin of the International Association of Emergency Managers – a note from IAEM President Larry J. Gispert entitle “Remain Vigilant Concerning New U.S. Integrated Planning System.”: 
It is no secret that the current political leadership in Washington has eight months remaining in their terms. For the most part, all of them are trying to do what they think is right by promoting existing and new programs, as well as procedures on how the programs interface with state and local jurisdictions…. 
Now comes a whole new concept in emergency planning that FEMA is calling the Integrated Planning System (IPS). This is scenario-based emergency planning falling along the concepts of the military format. The system supposedly affects only federal agencies. Since it is scenario-based, it cannot be called all-hazards planning as it is limited to a few chosen scenarios. 
I met with Dennis Schrader, Deputy Administrator of the National Preparedness Directorate, FEMA, to express our concerns about this new planning format.  Mr. Schrader continues to state that this will only affect federal agencies. On the other hand, FEMA continues to insist that we need vertical and horizontal integration of all plans. 
The locals will remain with the all-hazards “most likely to occur” style of comprehensive emergency planning based on a newly updated Comprehensive Preparedness Guide (CPG) 101. CPG 101, “Producing Emergency Plans: A Guide for All-Hazard Emergency Operations Planning for State, Territorial, Local and Tribal Governments,” describes the intersection of federal, state, tribal and local plans. 
How vertical integration will be performed remains a question mark in my mind. We must remain vigilant and actively express our concerns, or we will wake up one morning doing things in a manner that is drastically different. 
Other material on the new IPS, for those interested: 
Integrated Planning System (IPS):  “The goal of RCP [Regional Catastrophic Preparedness Grant Program] is to support an integrated planning system that enables regional all-hazard planning for catastrophic events and the development of necessary plans, protocols, and procedures to manage a catastrophic event.” (DHS, Fact Sheet FY08 Preparedness Grants) 

Integrated Planning System (IPS):  “The IPS is envisioned to be “a planning process involving three levels of planning: (a) strategic; (b) operational; and (c) tactical. The planning process will result in the development of a family of related planning documents to include strategic guidance statements, strategic plans, concepts of operations, operations plans, and, as appropriate, tactical plans” (Source: Annex I, HSPD-8).  The IPS deliverable is due to the Homeland Security Council (HSC) on 4 February, 2008.” (DHS, IPS (Ruff) 8 Jan 2008 Memo.) 
Integrated Planning System (IPS):  “The IPS provides the process by which we translate our policies, strategies, doctrine, and planning guidance into a family of strategic, operational, and tactical plans.  This system applies to all Federal agencies with a role in homeland security.  The IPS should also inform the planning activities of state, local and tribal governments, non-governmental organizations, and private sector entities with a role in homeland security.  The Secretary of Homeland Security (Secretary) administers the IPS.  The IPS planning process will result in the continuous development and revision of a family of integrated, related planning documents, including strategic guidance statements, strategic plans, concepts of operations, and operations plans.”  (DHS, IPS Description (Ruff), v2.2 1-3-2008) 

Integrated Planning System (IPS):  “The Integrated Planning System is the national planning system used to develop interagency and intergovernmental plans based upon the National Planning Scenarios. Local, tribal, State, regional, and Federal plans are mutually supportive.”  (DHS, National Response Framework, January 2008, 28) 

Integrated Planning System (IPS):  Mandated by Annex I to HSPD-8, entitled “National Planning:”  “No later than 2 months after the issuance of this Annex, the Secretary of Homeland Security (Secretary) shall submit to the President for approval…an Integrated Planning System (IPS) that is developed in coordination with the heads of Federal agencies with a role in homeland security and that (a) provides common processes for developing plans, (b) serves to implement phase one of the Homeland Security Management System, and (c) includes the following: 

                                 i.      national planning doctrine and planning guidance, instruction, and process to ensure consistent planning across the Federal Government; 

                               ii.      a mechanism that provides for concept development to identify and analyze the mission and potential courses of action; 

                              iii.      a description of the process that allows for plan refinement and proper execution to reflect developments in risk, capabilities, or policies, as well as to incorporate lessons learned from exercises and actual events; 

                             iv.      a description of the process that links regional, State, local, and tribal plans, planning cycles, and processes and allows these plans to inform the development of Federal plans; 

                               v.      a process for fostering vertical and horizontal integration of Federal, State, local, and tribal plans that allows for State, local, and tribal capability assessments to feed into Federal plans; and 

                             vi.      a guide for all-hazards planning, with comprehensive, practical guidance and instruction on fundamental planning principles that can be used at Federal, State, local, and tribal levels to assist the planning process.”  (White House, Annex I “National Planning,” NSPD-8, December 4, 2007, p. 3) 

See also: 

National Planning and Execution System (NPES):  “Effective planning is the ‘center of gravity’ for executing a coordinated Federal response to a national domestic incident.  Homeland Security Presidential Directive (HSPD)-5, directed the development of a National Incident Management System (NIMS) and a National Response Plan (NRP) to align Federal coordination structures, capabilities, and resources into a unified, all-discipline, and all-hazards approach to domestic incident management.  Subsequently, the Homeland Security Council published The Federal Response to Hurricane Katrina:  Lessons Learned in February 2006.
[1]  This publication provided a series of recommendations, including the requirement to develop and resource a national planning and execution system.  The Department of Homeland Security National Planning and Execution System (NPES) is the first step toward satisfying that requirement.”
[2] 

“The NPES is similar to the Department of Defense (DOD) Joint Operations Planning and Execution System (JOPES) and emerging Adaptive Planning Process (AP).  It is designed to facilitate intra-Departmental and interagency planning to support current and emerging DHS mission requirements.  (DHS, 2007)   

National Planning and Execution System (NPES):  “The second recommendation [White House Katrina lessons learned report] identified the need for a federal planning process to unify the planning efforts that occur across the interagency. DHS addressed this recommendation through its development of the National Planning and Execution System (NPES) which is a formal curriculum based planning process used by the IMPT to build interagency contingency plans. OPS leadership recognized that the success or failure of the IMPT would hinge largely on its ability to develop a planning process that could coordinate the efforts of this interagency group and facilitate the development of a shared planning culture across the federal government. Prior to NPES, few federal departments and agencies adhered to a formal planning process that organized the operational planning efforts within their respective departments. To achieve this goal, OPS created NPES, which integrates current and emerging interagency planning “best practices,” is consistent with the NRP, and adheres to the core concepts and terminology addressed in NIMS.  (DHS, Statement of Frank DiFalco, Director of the National Operations Center, OOC, June 20, 2007, pp. 5-6) 
National Planning and Execution System (NPES):  NPES “…is a five phase National level planning process developed to support the Secretary of Homeland Security in his role as the principal Federal official for domestic incident management.” (DHS, Statement of Roger Rufe, Director of the Office of Operations Coordination, September 11, 2007, p. 5) 

National Planning and Execution System (NPES):  “DHS addressed the need for a federal planning process through its development of the National Planning and Execution System (NPES) – a formal curriculum-based process used by the IMPT [Interagency Incident Management Planning Team, DHS] to build its national level interagency contingency plans. DHS leadership recognized that the success or failure of the IMPT would hinge largely on its ability to develop a planning process that could coordinate the efforts of this interagency group and facilitate the development of a shared planning methodology across the federal government.  In order to achieve this goal, the planning process development team within OPS [Office of Operations Coordination, DHS] sought to develop a process that was consistent with the core concepts and terminology established in the National Incident Management System (NIMS) and the National Response Plan (NRP).  In addition, DHS OPS personnel recognized that the planning process they developed would be most effective if it integrated current and emerging planning ‘best practices.’ This effort required synchronization with our partners at DoD. 

“Prior to the development of NPES, few federal departments and agencies adhered to a formal planning process that organized the operational planning efforts within their respective departments.  One significant exception was DoD, which had long used formal planning processes to conduct operations within the branches of the military.  For that reason, NPES was designed to be specifically compatible with the Joint Planning and Execution System (JOPES) that DoD uses to create military plans for circumstances requiring different branches of the Armed Forces to conduct joint operations. 

“NPES was converted to a curriculum that was taught to each member of the IMPT.  The feedback from this training has been overwhelmingly positive and has resulted in numerous requests by interagency members that OPS offer this training to others within their departments and agencies.  In addition, many State and local governments have requested copies of the NPES and related training.  As a result of this response, DHS has actively engaged in promoting and sharing NPES throughout the interagency.  Over the past 10 months, the IMPT has trained over 500 interagency planners on the NPES process… The DHS Office of the Chief Learning Officer and the Center for Domestic Preparedness are currently working with the IMPT to develop an accredited NPES Program of Instruction.  By formalizing the instruction and subsequently offering it at various accredited institutions, the NPES training will become available to a greater number of planners, thereby advancing its adoption throughout the interagency.  DoD has been a particularly vocal supporter of DHS’s effort to develop NPES as a means to advance a shared planning culture throughout the interagency.  Indicative of this support are efforts by DHS’s Chief Learning Officer and DoD’s National Defense University to offer an NPES course to military personnel through DoD’s vast university network.”  (DHS, Statement of Rufe, 2007) 

National Planning and Execution System Planning Process:  NPES uses the Incident Decision Making Process (IDMP), a five phase – nine step process: 

        Phase 1 – Understand the Situation 
o       Step 1: Mission Identification 
         Staff Alert Notification; Staff Preparation; Initial Mission Assessment 
         Issue Initial Planning Guidance; Issue Alert Notification 
        Phase 2 – Determine Objectives and Strategies 
o       Step 2: Mission Analysis 
         Analyze Higher Echelon Guidance/Direction 
         Conduct Information Preparation of the Incident 
         Determine Specified, Implied, and Essential tasks; Review Available Assets 
         Determine Constraints; Identify Critical Facts and Assumptions 
         Conduct Risk Assessment 
         Determine Initial Senior Leader’s Critical Information Requirements (CIRs) 
         Determine Initial Reconnaissance Requirements; Plan Use of Available Time 
         Write the restated mission; Conduct the Mission Analysis Briefing 
         Approve the Restated Mission; Issue the Senior Leader’s Intent 
         Issue the Senior Leader’s Guidance (COA/Priority, CIRs, Recon, Risk, & LE) 
         Issue a Planning Order; Review Facts and Assumptions 
o       Step 3: Course of Action Development 
         Analyze Threat/Friendly Capabilities; Generate Options 
         Array Incident Response Capabilities; Develop Sequence of Response 
         Task Organize Capabilities (Resources); Prepare COA Statement & Sketches 
        Phase 3 – Plan Development 
o       Step 4: Course of Action Analysis (War-game) 
         Gather the Tools; List all Friendly Forces; List Assumptions 
         List Known Critical Events and Decision Points 
         Determine Evaluation Criteria; Select War-game Method (four basic types) 
         Select Method to Record & Display Results 
         War-game COA and Display Results -- IMPT members utilize ‘Action-Reaction-Counteraction’ cycle for each sequence 
o       Step 5: Course of Action Comparison 
         Staff Analysis; Incident COA Decision Matrix; 
         Incident COA Decision Briefing 
o       Step 6: Course of Action Approval 
         Senior leader approves COA, directs publication of plan, or directs staff to start over -- Product: Synchronization Matrix 
         After senior leader approval – the designated planning lead will organize the staff to publish the order -- Draft CONPLAN or OPLAN; Planning Order 
        Phase 4 – Plan Preparation 
o       Step 7: Plans and Orders Preparation 
         Senior Leader Review of Plan; DHS Component Confirmation Briefings 
o       Step 8: Rehearsal/Training 
         Organization conducts rehearsal of CONPLAN or OPLAN 
        Phase 5 – Plan Refinement  
o       Step 9: Plan Refinement/Revision 
         Execution – When Directed or Periodic Update; Assessment 
(DHS, Interagency Planning Workshop, November 29, 2007, slides 4, 8, 34-42) 
[Note: By early January 2008 the NPES had apparently either morphed into the IPS (Integrated Planning System) or stands as its superior platform.] 

(2)    Military Influence/Perspective on Disaster Planning: 
Charnes, Lt. Col Lance (U.S. Air Force Reserve).  “Defining and Describing the Disaster.” IAEM Bulletin, Vol. 25, No. 6, June 2008.  

Editor’s Note: Part 1 of this two-part series appeared in the April 2008 IAEM Bulletin. 

In the previous installment, I briefly outlined a concept for analyzing the disasterspace – the environment that defines your disaster operations. Now we tackle the enemy: the hazards you’re likely to face and how they affect your operational area (OA). 
Step 3: Evaluate the Adversary 
In Intelligence Preparation of the Battlespace (IPB), Step 3 involves learning how the enemy works. In Intelligence Preparation of the Disasterspace (IPD), this step is about examining the mechanics of likely hazards.  You’ve probably already made a list of all the types of hazards threatening your Operational Area (OA). How much do you know about how they work? Is this knowledge scattered among different offices and departments?  Is this generic knowledge, or specific to your OA and Area of Interest (AOI)? Find out. This information is best recorded graphically. Time-phase diagrams, flowcharts and illustrations can describe the behavior of a tornado or the propagation of a bird-flu epidemic in a fast, understandable format. Not only can you use this to train your EOC staff, disaster-planning team and volunteers, but your public information staff will have ready-made resources for the media when the real event occurs. 
Step 4: Determine Adversary Courses of Action (COAs) 
Now that you know how your potential disasters work, you can figure out what effect they’ll have on your OA. Both human enemies and disasters follow COAs based on (1) capabilities (mechanics, for disasters), (2) doctrine (history), (3) understanding of the battlespace (environmental effects), and (4) desired end-state (no parallel). The results of Step 3 help you assess how the disaster will affect areas or features not present in historical events (new development, recontoured terrain, improved building codes). 
A disaster’s “doctrine” is what it has done in the past. Where did the flood waters go? How did the fire burn through? Which areas suffered liquefaction? If possible, map the effects for each disaster event. Comparing the effects overlays will show you what each type of disaster has been prone to do in your area. In military planning, we might use “red force” analysts to look at the battlespace the way the enemy might; here, you can use simulation modeling (“wargaming”) to look at the environment through the disaster’s eyes. HAZUS-MH and plume modeling are examples of tools that can produce graphical depictions of disaster effects. If you don’t have these tools in-house, find someone local who does and get time and training on their systems, even if it costs money. 
We typically present a human adversary’s “most likely” and “most dangerous” COAs. This concept also works for disasters.  For example, when modeling the results of the most likely levee break, also model for a break in the worst possible place or multiple simultaneous breaks, since your responses to these events may be very different. Before you scoff, remember how often the worstcase scenario has happened in the past few years… 
For more detailed information, download Army FM 34-130 at:  

http://www.enlisted.info/field-manuals/fm-34-130-intelligence-preparation-of-the-battlefield.shtml 
[EM Hi-Ed Program Note:  This document, and others, can also be accessed at:  http://fundamentalsofintelligenceanalysis.com/8.html ] 
(3)  National Response Framework – GAO Report on Collaboration: 
Government Accountability Office.  National Response Framework:  FEMA Needs Policies and Procedures to Better Integrate Non-Federal Stakeholders in the Revision Process (GAO-08-768, Report to Congressional Committees).  Washington, DC:  June 2008, 42 pages.  Accessed at:  http://www.gao.gov/cgi-bin/getrpt?GAO-08-768 

Abstract: 
Why GAO Did This Study 
Hurricane Katrina illustrated that effective preparation and response to a catastrophe requires a joint effort between federal, state, and local government. The Department of Homeland Security (DHS), through the Federal Emergency Management Agency (FEMA), is responsible for heading the joint effort. In January 2008, DHS released the National Response Framework (NRF), a revision of the 2004 National Response Plan (2004 Plan), the national preparation plan for all hazards. In response to the explanatory statement to the Consolidated Appropriations Act of 2008 and as discussed with congressional committees, this report evaluates the extent to which (1) DHS collaborated with non-federal stakeholders in revising and updating the 2004 Plan into the 2008 NRF and (2) FEMA has developed policies and procedures for managing future NRF revisions.  To accomplish these objectives, GAO reviewed DHS and FEMA documents related to the revision process, analyzed the relevant statutes, and interviewed federal and non-federal officials who held key positions in the revision process. 

What GAO Recommends 
Recommends 
GAO recommends that FEMA develop policies and procedures that guide how future revision processes will occur, particularly for collaborating with non-federal stakeholders.  FEMA concurred with our recommendation. 

What GAO Found 
While DHS included non-federal stakeholders—state, local, and tribal governments, nongovernmental organizations, and the private sector—in the initial and final stages of revising the 2004 Plan into the NRF, it did not collaborate with these stakeholders as fully as it originally planned or as required by the October 2006 Post-Katrina Emergency Management Reform Act (Post-Katrina Act).  (p. 2 of 42) 

Conclusions 
All disasters occur locally, and the initial post-disaster response is local.  However, large-scale disasters usually exceed local response capabilities.  Effective preparation and response for major and catastrophic disasters require well-planned and well-coordinated actions among all those who would have a role in the response to such disasters. The 2008 NRF is a guide for the myriad of entities and personnel involved in response efforts at all levels. The NRF recognizes the need for collaboration among these stakeholders to collectively respond to and recover from all disasters, particularly catastrophic disasters such as Hurricane Katrina, regardless of their cause. 

To help ensure that the NRF meets the needs of all stakeholders who have a role in its effective implementation, it is essential that DHS fully collaborate with non-federal stakeholders in its development and revision. DHS initially involved non-federal stakeholders in the revision of the 2004 Plan but omitted a key step in its work plan by not obtaining and incorporating their comments on the first full draft. Instead, DHS undertook a closed, internal federal review of the draft that lasted about 5 months with little communication with the non-federal partners. The result was a breach of trust with DHS’s non-federal partners in the drafting process. (p. 27 (31 of 42)) 
(4)  On Emergency Management and Homeland Security Higher Education and Work: 
Poulin, Thomas E. “EM Education Should Build Bridges Between Disciplines.”  IAEM Bulletin, Vol. 25, No. 6, June 2008, p. 5. 

Heavily Excerpted (with IAEM permission): 
When the FEMA Emergency Management Higher Education Project began, there were only four U.S. emergency management programs. Now, in the aftermath of 9/11 and Katrina, the academic field has exploded. Dozens of programs exist in the United States, focusing on either emergency management or homeland security. The former revolves around the all-hazards model of emergency management, which includes many aspects of homeland security. The latter revolves around a comprehensive approach to defending the nation, which though inclusive of emergency management tenets, has begun to lean toward issues related to diplomacy, intelligence, security, law enforcement and military intervention. 
This distinction may be temporary.  The terms and curricula remain in flux. To some extent, the distinction is irrelevant to higher education. What is important is how those engaged in such teaching and conducting such activities build bridges to other disciplines. 
Increased Interest in EM Changes Staffing and Education 
Emergency management has become an increasingly professionalized field. Because of this and the occurrence of several high-visibility disasters where events went awry, the field has become of increased interest to many. Public administrators have responded by creating specialized staff positions charged with preparing for and responding to such events. Academia has responded with research focusing on the field and the development of highly specialized, highly focused certificate and degree programs.  As in any academic field, it is common for researchers to delve ever deeper into a specific phenomena.  However, this may be self-defeating, as effective emergency management can only exist in a multi-disciplinary environment.  Creating an academic field where research is too narrowly focused and course work is narrowly tailored to professionals in the field may inadvertently contribute to the field becoming insular. In the instance of emergency management, this may lead to the unintentional burning of bridges between emergency management and other fields. 
Collaboration Is Essential to Success 
Even a rudimentary scan of after action reports and governmental investigations reveals one of the fundamental causal factors to the success or failure of emergency management is the ability of many fields to work together, combining into a collaborative effort. Such collaboration is facilitated when differing fields share trust and respect, and when there is a basic understanding of how the fields overlap. In governmental endeavors, this is facilitated when professionals move between fields throughout their careers.  If emergency management education becomes highly specialized and too narrowly focused, it may with other disciplines. Graduates of such programs may be highly suited for emergency management positions, but they may not be qualified for other roles in government or business. With so many in emergency management expected to fill dual roles, this becomes problematic in both the public and private sector. Rationally, while people engaged in full-time EM functions would be well-served with a specialized degree, others may not be. This would equate to interdisciplinary bridges never being built at all. 
Clearly, emergency management has become increasingly critical to the vitality of communities. As society has become more urbanized, the probability a disaster will create havoc if it strikes an urban area increases dramatically. 
The specialized nature of many emergency management issues calls for a narrow, specialized focus on emergency management as a distinct discipline, serving to identify and explain the most effective and efficient policies and practices. 
Including EM in Curricula of All Fields 
However, while the development of a body of knowledge specific to the field is appropriate, it may be too narrow a goal. Perhaps instead of focusing on emergency management, higher education programs should instead seek to integrate emergency management into the curricula of all fields. 
This is not a radical idea. There are ethics courses and programs at many universities, but instead of requiring such specific, stand-alone courses many institutions seek to integrate ethics into all courses, illustrating its relevance and importance in all decisions. Doing the same with EM by introducing the tenets of the field into all professional arenas would help to build interdisciplinary bridges at the most basic of levels, supporting the ability of professionals from all fields to find common ground and a shared vision. 
EM higher education programs are on the rise. They have blossomed at U.S. institutions, supporting professionalization of the field.  While this has led to a better understanding of EM and a far better trained cadre of emergency managers, these programs must be approached carefully. If they support the development and building of bridges between disciplines, strengthening our overall emergency response capacity and leading to safer communities, they should be nourished. If they inadvertently burn the bridges we have built between valued partners in emergency management, like wildfires they should be quickly controlled. 
[EM Hi-Ed Program Note:  This and related topics will be on the agenda for the 12th FEMA/EMI Emergency Management Higher Education Higher Education Conference, June 1-4, 2009.  One of the recommendations received during last weeks EM Hi-Ed Conference at EMI was to invite high-level DHS executives to the Conference to solicit their perspectives on EM & HLS Hi-Ed. 

We invite comments on both topics noted above.  In doing so, please indicate whether comments are confidential, or (preferably) public and suitable for inclusion in an EM Hi-Ed Program Report.  Please email commentary to wayne.blanchard@dhs.gov 
(5)  Email Backlog:  733 in the am; 501 in the am – much better than yesterday. 
The End. 

B.Wayne Blanchard, Ph.D., CEM 
Higher Education Program Manager 
Emergency Management Institute 
National Emergency Training Center 
Federal Emergency Management Agency 
Department of Homeland Security 
16825 S. Seton, K-011 
Emmitsburg, MD 21727 
http://training.fema.gov/EMIWeb/edu 

“Please note: Some of the Web sites linked to in this document are not federal government Web sites, and may not necessarily operate under the same laws, regulations, and policies as federal Web sites.”


EMI, the nation’s pre-eminent emergency management training organization, offers training at no charge to emergency managers and allied professions through its resident classes in Emmitsburg, MD, its online courses http://training.fema.gov/IS/ and through development of hands-off training courses.  To access upcoming resident courses with vacancies http://training.fema.gov/EMICCourses/.  
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�[1] P. 89, White House.  The Federal Response to Hurricane Katrina – Lessons Learned.  <<Washington>, <DC>>:   The White House, Townsend, Francis Fragos, Assistant to the President for Homeland Security and Counterterrorism, February. 2006.  At:  � HYPERLINK "http://www.whitehouse.gov/reports/katrina-lessons-learned/" \o "http://www.whitehouse.gov/reports/katrina-lessons-learned/" �http://www.whitehouse.gov/reports/katrina-lessons-learned/� 





�[2] According to a November 29, 2007 “Interagency Planning Workshop” slide presentation (#16) the Incident Management Planning Team “publishes” the NPES in September 2006. 





