August 27, 2008 Emergency Management Higher Education Program Report
(1)  Business Continuity Management: 
Noted a reference today in the August 27, 2008 distribution of the Rothstein Report, of a 2006 article we – hard to believe – missed! 

Kaye, David.  “Challenges and Opportunities for Business Continuity Within 21st-century Business Models.”  Journal of Business Continuity and Emergency Planning, September 2006. 

Abstract: 

This paper sets out to explore the new challenges and opportunities for business continuity within 21st-century business models. It illustrates why and how businesses are changing, demanding that traditional silos of risk thinking be broken down, and business continuity management (BCM) become a central and crucial tool for the board and its risk management team. The paper also sets out to explain an important need for traditional organisational barriers to be lowered among the risk community. As in all business change, there are drivers for that change. By exploring and understanding these drivers, it will be possible to fully appreciate why business continuity itself is changing, and why it must change further if it is to satisfy the needs and trust of its own stakeholders. That understanding will also help to forecast the challenges and opportunities for risk and continuity professionals that will evolve in years to come. It will also encourage some organisations to rethink how BCM is best skilled and positioned within their management structures. 

(2)  Business Continuity Management Standards: 
Saw today an August 15, 2008 Internet Letter on behalf of ASIS International concerning actions taken by the Disaster Recovery Institute International with its members to try to halt “an unproved and ill-considered standard with the American National Standards Institute (ANSI).”  The ASIS letter notes: 

ASIS, an American National Standards Institute (ANSI) accredited Standards Developing Organization (SDO), has filed an ANSI Project Initiation Notification System (PINS) Form with the intention to develop a business continuity management system standard using the internationally recognized and proven method of a process approach with the Plan-Do-Check-Act (PDCA) model. As you may be aware, this is an approach used in all ISO management system standards to enable integrated application of standards and avoid siloing of risks. This is a well known globally recognized business approach. There is no American National Standard or ISO Standard in existence today for a management system standard addressing business continuity. 

The August 15th ASIS letter and an August 12th DRII “Urgent Action Required” Release are both posted at:  http://www.asisonline.org/guidelines/BCM8-15-08.pdf 

(3)  Campus Safety Bill: 
Bootz, Anthony.  “Ready For The Worst:  Local Campuses Aim To Warn Students Faster.”  DNRonline.com, Aug. 27, 2007. http://www.dnronline.com/news_details.php?AID=30822&CHID=2 
Officials at local colleges and universities vowed to conform to the campus safety bill that President Bush signed into law Thursday [H.R. 4137]. But some are concerned that the bill's requirement to notify students "immediately" of a dangerous situation may be unrealistic.  The Virginia Tech Victims Act, an amended form of the Higher Education Act of 1965, standardizes the emergency and evacuation response of universities during campus crises.   Under the law, universities must disclose and test their emergency and evacuation plans annually. But the legislation's most important change is a requirement that schools notify students and faculty "immediately" upon confirmation of a crisis by campus police, said a spokesman for Rep. Carolyn McCarthy, D-N.Y., the bill's main sponsor. 

A university emergency manager for a major university, David S. Burns (CEM), UCLA, commented on passage of this act today on the Disaster Resistant Universities list-serve: 
Imagine the impact on local emergency management, law enforcement, and fire agencies if every city and municipality nationwide were required to issue community-wide warnings and advisories for any so-called and undefined emergency occurring in their area.  Well, now you begin to understand the impacts on college and university emergency management practitioners.    What would it cost to place outdoor and indoor sirens and voice warning devices, mass notification systems, in every community - in every public facility nationwide?   It would costs hundreds of billions of dollar nationally.  Now you begin to understand the impact of this legislation on college and university campuses nationwide.  

This new law will impact over 4,000 college and university institutions nationwide, and the local governments and municipalities adjacent to the campuses.   This new law should strengthen coordination between university and college campuses nationwide.   For the municipalities, counties, and regions that do not currently recognize college and university campuses in their local emergency management systems, I hope these entities reconsider their efforts in this area and initiate pro-active measures to bring all of the community colleges, university, and college campuses at the public and private sector into the local EM systems.   In this day and age, the failure of local emergency management systems to recognize campus communities is indefensible - despite the excuses, politics, and bureaucracies that hinder crisis coordination. 

(4)  Cyber Security: 
Menn, Joseph.  “Public, Private Sectors at Odds Over Cyber Security.”  Los Angeles Times, Aug. 26, 2008.   Accessed at:  http://www.latimes.com/business/la-fi-security26-2008aug26,0,7212623,print.story 

Excerpts: 

Three very big and very different computer security breaches that have dominated recent headlines did more than show how badly the Internet needs major repairs. They also exposed the huge rift between corporate America and the federal government over who should fix it, cyber-security experts say. 

In the last few months, law enforcement officials cracked an international ring that tapped customer databases and trafficked in tens of millions of credit card numbers; a researcher uncovered a major flaw that permits hackers to steer some Web surfers to fake versions of popular websites filled with malicious software; and computer assaults, which some researchers said they had traced back to Russia's state-run telecommunications firms, crippled websites belonging to the country of Georgia. 

Yet the episodes did little to boost cyber security higher on the agendas of the federal government… 

"Nothing is happening," said Jerry Dixon, the former director of the National Cyber Security Division at the Department of Homeland Security. "This has got to be in the top five national security priorities."…. 

The government has largely argued that the private sector is better suited to tackle the broader problem. 

But big corporations say it's too big for them to handle. They say the Internet's technical underpinnings, which are loosely administered by the Commerce Department, need a major overhaul to eliminate vulnerabilities. 
Why such a persistent disconnect?  [Will need to read the article.] 

(5)  EIIP Virtual Forum Transcript Available – Breaking News by Russell Decker: 
Decker, Russell J. “Breaking News:  An Emergency Responder’s Guide to the Media.”  Emergency Information Infrastructure Partnership (EIIP) Virtual Forum, August 27, 2008.  Accessed at:  http://www.emforum.org/vforum/lc080827.htm 

(6)  Gulf Coast Hurricane Recovery Oversight by Inspectors General: 
President’s Council on Integrity and Efficiency and Executive Council on Integrity and Efficiency.  Oversight of Gulf Coast Hurricane Recovery:  A Semiannual Report to Congress, October 1, 2007 – March 31, 2008.  Washington, DC: PCIE/ECIE, August 2008, 99 pages.  Accessed at:  http://www.dhs.gov/xoig/assets/semiannlrpts/OIG_PCIE_ECIE_Oct07_Mar08.pdf 

Excerpts:  

This is the fifth in a series of semiannual reports on Gulf Coast hurricane recovery oversight. The report details the efforts that are a part of the oversight of the activities and expenditures directly linked to the recovery from the devastating 2005 hurricane season. 
Inspector General oversight continues with the ultimate goal of identifying fraud, waste, and abuse, and ensuring that the assets and resources employed in the recovery are used efficiently and effectively. The efforts of the Inspector General community continue to benefit the Federal government’s hurricane relief activities. Additionally, the Homeland Security Roundtable, which became the natural forum for the Inspector General community’s oversight of hurricane recovery efforts, has initiated similar efforts on issues related to recent natural disasters, such as the flooding in the Midwest and fires in California. 
To date, Congress has appropriated almost $132.1 billion and the ••Federal Emergency Management Agency (FEMA) has expended approximately $33.7 billion on Gulf Coast disaster relief efforts. 
The magnitude of Audits, Inspections, and Reviews, as well as Investigations illustrates the government’s continuing commitment to disaster relief. These efforts are ensuring that the hurricane victims receive the benefits from the programs that have been put in place to help them. Cumulatively: 2,975 Investigations have been opened resulting in: 
1,186 Arrests•• 
1,362 Indictments•• 
874 Convictions •• 
Federal government-wide Inspector General efforts have clearly detected and stopped a variety of crimes. Hundreds of cases of fraud, theft, and false claims have been detected and stopped so that relief can continue to be directed to victims. In many cases, restitution was demanded. 

As a result of Inspector General efforts, the United States is better poised for future disasters. The Federal government has improved the ability to react to future disasters by improving processes and procedures such as emergency procurements, expedited payments and disbursements, and individual assistance. 

(7)  Health Care System Preparedness: 
Salinsky, Eileen.  Strong as the Weakest Link:  Medical Response to a Catastrophic Event. Washington, DC: George Washington University, National Health Policy Forum, Backgrounder Paper No. 65, August 8, 2008, 30 pages.  Accessed at:  http://www.nhpf.org/pdfs_bp/BP65_SurgeCapacity_08-08-08.pdf 

Overview: 

Natural disasters and acts of terrorism have placed a spotlight on the ability of health care providers to surge in response to catastrophic conditions. This paper reviews the status of efforts to develop the capacity and capabilities of the health care system to respond to disasters and other mass casualty events. Strategies for adapting routine medical practices and protocols to the demands posed by extraordinary circumstances and scarce resources are summarized. Existing federal roles, responsibilities, and assets relative to the contributions of state and local government and the private sector are described, including specific programmatic activities such as the Strategic National Stockpile, the National Disaster Medical System, and the Hospital Preparedness Program. Opportunities for federal policymakers seeking to strengthen and expedite preparations for medical disaster response are highlighted. 

(8)  North Dakota State University – Emergency Management Program “Testimonial” 
Now that classes are starting up again for the Fall Semester, we have received a few notes from faculty members on what it is like to be back in the classroom again on the first day of a new semester.  Have pasted in a note from one such communication below which came in at just the right moment to catch our attention for the EM Hi-Ed Report before it fell below the 600 level in the in-box.  From faculty member Carol Cwiak at NDSU: 

NDSU's Emergency Management Program began its sixth year this week to many new students excited about emergency management.  It is energizing to be in a classroom with students so invested in creating change in their communities and in the field of emergency management.  I am reminded of how important it is that we continually strive for forward movement that is informed not only by the expertise already existing in the emergency management community but also by the enthusiasm, energy and innovation of future leaders in the community.  When I work with my students I realize the brilliance and vision that FEMA had in creating the Higher Education Program - these students will be the ones to create the change that reduces disaster costs and more sustainable communities.  To know that the capability to create the change we'd like to see in the world lies in college and university campuses is both a profound opportunity and a weighty responsibility; and it is one that I never take lightly.  I am so honored to be a member of the emergency management higher education community and I am excited to see what contributions our students will make this year to the emergency management community.  
Carol can be reached at:  carol.cwiak@ndsu.edu.  If other faculty members or students would like to communicate their thoughts on the first day back in school, send an email to wayne.blanchard@dhs.gov 

(9)  Pandemic – CDC Social Distancing Project: 
Centers for Disease Control and Prevention.  Social Distancing Law Project.  Atlanta, GA:  CDC, Public Health Law Program.  Accessed Aug. 27, 2008 at: http://www2a.cdc.gov/phlp/SDLP/ 
From website: 

In the fall of 2005, the President released the National Strategy for Pandemic Influenza, which was followed in 2006 by the detailed National Strategy for Pandemic Influenza Implementation Plan from the U.S. Homeland Security Council (HSC). The HSC Implementation Plan assigned tasks across the federal government to improve pandemic influenza preparedness. Nearly 200 of these action items were assigned to the U.S. Department of Health and Human Services (HHS). 
The HSC Implementation Plan acknowledged the important role social distancing measures will play in helping to reduce the impact of pandemic influenza and, also, the need for governments at all levels to assess their legal capacity to flexibly respond to shifting circumstances during a pandemic. The action items assigned to CDC stimulated creation and implementation of the Social Distancing Law Project. Generally, Chapter 6 of the HSC Implementation Plan, which dealt with the protection of human health, called for providing guidance to all levels of government “…on the range of options for infection control and containment, including those circumstances where social distancing measures, limitations on gatherings, or quarantine authority may be an appropriate public health intervention.” 

As part of its plan to address these action items, HHS asked CDC to evaluate the sufficiency and understanding of states’ existing legal authorities to implement such social distancing measures as suspension of public gatherings, quarantine, and curfew, among other limits on movement, as well as their legal authority to dispense antiviral and other prescription drugs on a mass or community-wide basis…. 


Sponsored by the U.S. Centers for Disease Control and Prevention (CDC) and directed by the Association of State and Territorial Health Officials (ASTHO), the Social Distancing Law Project was conducted in 17 jurisdictions in 2007 to assess the sufficiency of their legal preparedness to implement social distancing effectively. In addition, the participating jurisdictions assessed their legal authority to prescribe and dispense pharmaceutical drugs on a mass basis as a key potential countermeasure for an influenza pandemic. 

Project documents, reports, material and links can be accessed via the URL noted above. 

(10)  Pandemic – IDRC Devotes Third Day to Pandemics and Diseases: 
Go to:  http://www.idrc.info/userfiles/media/press/IDRC_Pressrelease_Wednesday.pdf 

(11)  Pandemic – Treatment Planning and Preparedness: 
McCullers, Jonathan A.  “Planning for an Influenza Pandemic: Thinking beyond the Virus (Editorial Commentary).”  The Journal of Infectious Diseases, August 18, 2008.  Accessed at:  http://www.journals.uchicago.edu/doi/full/10.1086/592165?cookieSet=1 
(12)  Principles of Emergency Management: 
The International Association of Emergency Managers notes today in its “IAEM News” section, “IAEM Is Well Represented at the International Disaster and Risk Conference (IDRC Davos 2008), that “Christian Sommade, the IAEM National Representative for France, is presenting the IAEM-promoted Principles of Emergency Management” at the Davos Conference.  http://www.iaem.com/publications/news/news.htm#protecting081408Countyemergencymanagementchiefresignssuddenly 

Went to the Agenda for the conference and see that Christians’ presentation was today at 2:00 Swiss time.  Trying to get more information on exactly what was said during this presentation. 

On the IDRC Conference: 

“The aim of the IDRC Davos 2008 is to integrate the very different risks into a universal context, to en-able discussion “under one roof“. In around 100 different events, approximately 1000 participants from 100 countries will discuss how to address a wide range of natural hazards, the array of technical and biological risks, terrorism, climate change or pandemics. Central to this discussion is the search for new solutions.” 

Daily Press Releases from the IDRC conference, and other information can be accessed at:  http://www.idrc.info/index.php?p=266&pagetype=1 

(13)  Small Business Preparedness for Disaster – Can Blackouts Wipeout? 
Emerson.  “Small Businesses Are Unprepared for Power Outages:  Next Blackout Could Put Them In The Red.”  St. Louis:  News Release, August 13, 2008.  Accessed at:  http://www.emerson.com/en-US/news_center/news_releases/Pages/SmallBusinesses_NetworkPowerSurvey_08.aspx 
Excerpt: 
Emerson Network Power released the findings of…[a] survey in conjunction with the fifth anniversary of the Great Blackout of 2003, which began on Aug. 14, 2003, when an overgrown tree tangled with sagging power lines in Ohio and triggered a series of human and technology gaffes that resulted in the largest power outage in North American history. The blackout left 50 million people in the Northeastern United States and Canada in the dark – some for days – and cost the economy an estimated $6 billion in productivity. 
In a tight economy, a plunge into darkness could put a small business in the red. On average, power outages cost about $80 billion each year, with most losses – 98 percent – borne by businesses, according to the U.S. Department of Energy. 

“Emerson’s survey findings are alarming considering that more than 99 percent of all American businesses are small businesses, with these companies generating 45 percent of the total U.S. payroll,” said Steve Strauss, nationally syndicated business columnist and author of “The Small Business Bible.” “It is critical that small enterprises have a business-continuity plan that includes back-up power systems to keep the business running when the main power source goes down.” 
(14)  Unanswered Emails:  625 

(13)  EM Hi-Ed Report Distribution:  11,246 subscribers 

The End 
B. Wayne Blanchard, Ph.D., CEM 
Higher Education Program Manager 
Emergency Management Institute 
National Preparedness Directorate 
Federal Emergency Management Agency 
Department of Homeland Security 
16825 S. Seton, K-011 
Emmitsburg, MD 21727 
wayne.blanchard@dhs.gov 
http://training.fema.gov/EMIWeb/edu 

“Please note: Some of the Web sites linked to in this document are not federal government Web sites, and may not necessarily operate under the same laws, regulations, and policies as federal Web sites.”
  



EMI, the nation’s pre-eminent emergency management training organization, offers training at no charge to emergency managers and allied professions through its resident classes in Emmitsburg, MD, its online courses http://training.fema.gov/IS/ and through development of hands-off training courses.  To access upcoming resident courses with vacancies http://training.fema.gov/EMICCourses/.  
Update your subscriptions, modify your password or e-mail address, or stop subscriptions at any time on your Subscriber Preferences Page. You will need to use your e-mail address to log in. If you have questions or problems with the subscription service, please contact support@govdelivery.com. 

This service is provided to you at no charge by FEMA. 

Privacy Policy | GovDelivery is providing this information on behalf of U.S. Department of Homeland Security, and may not use the information for any other purposes. 

FEMA · U.S. Department of Homeland Security · Washington, DC 20472 · 1 (800) 621-FEMA (3362) 

