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(1)  Business Continuity: 
Institute of Internal Auditors.  Business Continuity Management  IIA, June 27, 2008, 40 pages.  Accessed at:  http://www.theiia.org/download.cfm?file=23210 

Whether due to economic downturns in an industry, lack of informed management, or other corporate cost decisions, BCM program champions such as chief audit executives (CAEs) often find their recommendations to executive management for improved BCM to be ignored or deferred far into the future. The CAE has the responsibility to report BCM deficiencies to management and the audit committee of the board, for example, when an audit or other discovery means reveals that management cannot provide evidence to ensure that in the event of a declared disaster, business operations and systems will be recovered in a manner that meets the organization’s business, financial, and operational goals based on the likelihood of disruptive events. 
This Global Technology Audit Guide (GTAG) was written with an understanding of the CAE’s perspective.  CAEs have been challenged to educate corporate executives on the risks, controls, costs, and benefits of adopting a BCM program. Although it is true that recent disasters around the world have motivated some corporate leaders to give attention to BCM programs, others have failed to recognize and/or address the risk. The key challenge is engaging corporate executives to make BCM a priority. On the surface, any executive is likely to express that BCM is a good idea, but when it comes to taking action, some will struggle to find the budget necessary to fund the program as well as an executive sponsor that has the time to ensure its success. This guide will help the CAE communicate business continuity risk awareness and support management in its development and maintenance of a BCM program. (p. 1) 

The bottom line is that the CAE should be able to answer the following three simple and important questions related to business continuity: 

1. Does the organization’s leadership understand the current business continuity risk level and the potential impacts of likely degrees of loss? 

2. Can the organization prove the business continuity risks are mitigated to an approved acceptable level and are recertified periodically? 

3. If an unacceptable business continuity risk exists but executive management has decided to assume the risk, are the organization’s owners, business partners, and other constituents aware that management has decided not to mitigate the risk?  Also, has the decision to accept the risk been properly documented? (p. 2) 
(2)  Business Resiliency – 2008 iJET Business Resiliency Survey Results: 
iJET (Intelligent Risk Systems).  2008 Business Resiliency Survey Results:  An Insider’s Look at the Current State of Risk Management, Continuity and Resiliency in Multinational Organizations.  Annapolis, MD:  iJET, July 2008, 10 pages.  Accessed at:  http://www.ijet.com/news/whitepapers/pdf/WP-0010-06-srsa.pdf 

Excerpts: 

For two weeks in May 2008, iJET International invited executives and professionals in the fields of business continuity, security, travel, HR and others to respond to a survey about their approach to risk management, business continuity and resiliency. The survey includes responses from 607 participants, representing more than 380 multinational organizations, mainly based in North America (87%), with a smaller number from Europe (10%) and Asia Pacific (2%). The majority of participants (65%) represent organizations with over $1 billion annual revenue. The remaining participants represent companies with $500 million to $1 billion (15%) and less than $500 million (20%) annual revenue…. 

Business resiliency -- defined as the ability to rapidly adapt and respond to risks and opportunities in order to maintain continuity of business operations, remain a trusted partner and enable growth -- is capturing broad interest at multinational organizations. These organizations are starting to expand focus beyond mere responses to and recovery from business disruption, to include revenue retention and growth when considering risks and business disruptions…. 

Key findings include: 

• Most organizations are well prepared for emergency response and recovery: 84% of respondents have an emergency response plan in place; 83% have a business continuity plan in place. 

• While fewer organizations have a business resiliency plan in place, results indicate that a significant number (41%) of businesses, NGOs and governmental agencies are applying resources to business resiliency. 

• Senior executives define top resiliency concerns differently than do other leaders in their organizations.  Senior executives identify loss of revenue (38%) as the greatest concern, while directors and vice presidents tend to be most concerned about damage to reputation and brand (32% and 29% respectively). 

• Customers were cited by 49% of respondents as a reason to create and maintain resiliency initiatives, suggesting that as resiliency initiatives spread, customers will likely have higher expectations and make greater demands on organizations’ resiliency planning. 

• A key component of resiliency and continuity planning is communicating resiliency successes across the entire enterprise. Nearly two out of three companies (62%) communicate the successful navigation of business disruption to their employees and 41% also communicate these experiences to their customers. 

• While resiliency is identified as important, obstacles to advancing the initiative exist. Top barriers to implementing stronger risk management, continuity and resiliency plans include: competing priorities (55%), disparate geography (54%) and technologies (also 54%). 

• The greatest perceived external threats vary by sector. Commercial businesses identify health and infectious diseases as the greatest external threat. Government also cites health and infectious diseases, along with transportation and weather/environmental disruptions as their greatest concerns. Nongovernmental organizations are most concerned about geopolitical unrest and health and infectious diseases. 

For surveyed companies that have both continuity and resiliency plans in place, most organizations activated them at least once in the previous year. Of the 88% with a continuity or resiliency plan in place, half enacted it at least once last year. Some 11% activated the plan more than three times last year, and just under one third of those (29%) activated their plan on more than 10 occasions. (p. 6) 

(3)  Coastline Community College, Garden Grove, CA – New Emer. Mgmt. Certificate: 
Received the following news today – will be posting to the ever-growing Emergency Management section of The College List – now with more than 150 collegiate EM programs listed: 

  

NEW Emergency Management program offered at Coastline Community College 

Train for the  field of disaster and emergency management in a new program offered at Coastline Community College. Coastline’s new Emergency Management program prepares students for a variety of careers in the emergency preparedness and response field including first-responder positions (including police and fire), homeland security jobs, and more. In addition, the program curriculum educates those who are already serving in this capacity to better handle emergency situations. 

In Coastline’s new, on-site Emergency Operations Training Center, you’ll receive hands-on training in preparedness, response, recovery and mitigation while fine-tuning your skills for managing the demands of both small, contained incidents and large, multi-agency disasters. 

Now more than ever, “certificates” and advance degrees are being required for response personnel . These personnel are also being asked to take on an active role in emergency preparedness projects within their community. You can advance or begin your career in the field of Emergency Management by completing just 4 courses in Coastline’s Emergency Management Certificate program. Courses are taught by professional faculty that are highly trained in the field of emergency management. 

Fall classes start August 25 and are offered on Tuesday evenings from 6p.m.-10:15 p.m. and Saturdays from 9a.m-1:15p.m. Each class is condensed into just 8-weeks, and the cost is just $20 a unit for California residents with most courses being 2-units…. 

Registration information can be obtained by calling (714) 241-6176 or online at www.coastline.edu. 

To view the brochure click on the following link: http://www.coastline.edu/documents/emergencymanagement.pdf 

Coming soon! Coastline Community College is developing an A.A. degree in Emergency Management for those community members that are interested in expanding their knowledge and expertise in this field. Stay connected to Coastline for upcoming details! 

Dr. Joumana McGowan, Dean of Instruction, Career and Technical Education 

Coastline Community College, Garden Grove, CA 92840 

714-241-6209 EXT: 17301 

(4)  Net Guard: 
We are behind and lost this release in our email in-box when it first came out.  It’s past the deadline time for the grants, but perhaps useful for info on the new Net Guard initiative: 

Federal Emergency Management Agency.  FEMA Announces Solicitation to Pilot Citizen Corps National Emergency Technology Guard (Net Guard) Program.  FEMA News Release No. HQ-08-112, June 18, 2008.  Accessed at:  http://www.fema.gov/news/newsrelease.fema?id=43909 

See, also: 

Department of Homeland Security.  Citizen Corps Program National Emergency Technology Guard (NET Guard) Pilot Program Guidance and Application Kit. Wash., DC: DHS, June 2008, 43 p.  At: http://www.fema.gov/pdf/government/grant/netguard/fy08_netguard_program.pdf 

Federal Emergency Management Agency.  Citizen Corps Program National Emergency Technology Guard (NET Guard) Pilot Program.  Washington, DC:  FEMA, June 19, 2008.  Accessed at:  http://www.fema.gov/government/grant/netguard/index.shtm 

Federal Emergency Management Agency.  Fiscal Year 2008 Citizen Corps Program, National Emergency Technology Guard Pilot Program (NET GUARD) Frequently Asked Questions (FAQs).  Washington, DC:  FEMA, July 8, 2008 Modification.  Accessed at:  http://www.fema.gov/government/grant/netguard/faq.shtm 

(5)  Radiological Hazards: 
Nuclear Regulatory Commission.  Enforcement Program Annual Report, Calendar Year 2007.  U.S. NRC, May 9, 2008, 55 pages.  Accessed at:  http://adamswebsearch2.nrc.gov/idmws/doccontent.dll?library=PU_ADAMS^PBNTAD01&ID=081330097 

(6)  The National Plan: 
Coming soon to the EM Hi-Ed Program website – EM References section – Historical Interest subsection – will be a copy of the country’s second disaster response plan – no, not the Federal Response Plan – not by a long shot – the National Plan For Civil Defense and Defense Mobilization (1958):  

The above noted “National Plan” has now been scanned from paper copy to digital, placed on a CD ROM and forwarded to the EM Web staff for uploading to the EM Hi-Ed Program website in the near future – would guess a bit more than a week, at:  http://training.fema.gov/EMIWeb/edu/highref.asp 

The document above replaced the country’s first national disaster preparedness and response plan, the National Plan for Civil Defense, which was promulgated by President Eisenhower in October 1958.  Basically, the document scanned is a paste and cut on the National Plan for CD, caused by the reorganization of the FCDA into the OCDM in 1958, shortly after the drafting of the National Plan for Civil defense. 

Thus far the Program Assistant, Barbara Johnson, has scanned the Basic Plan and the first 10 Annexes.  Coming in the future, we trust, will be the remaining Annexes and Appendices – we are still on the search. Some background info: 

“The National Plan established nonmilitary courses of action to deter aggression, and in the event of aggression, to enable the Nation to survive, recover, and win.  It defined the role required of the Federal Government, the States and their political subdivisions, and of families and individuals to attain this objective…. The 40 elements of the National Plan are being implemented by developing appropriate operational annexes providing for its detailed application by governments, families, and individuals.  Some annexes have been completed and are in effect, e.g., Planning Basis, Individual Action, Organization for Civil Defense Mobilization, National Shelter Plan, Role of the Military, Preparations for Continuity of Government, and Disaster Services.  The remaining annexes are in the final stages of development.”  (OCDM, Annual Report 1959, 3) 

“The National Plan states that the Federal Government will continuously assess the ability of the national economy to meet all mobilization and civil defense requirements, and will develop programs for the emergency control of the economy.”  (Ibid, p. 35) 

“The National Plan for Civil Defense and Defense Mobilization – With its supporting annexes, the National Plan has guided the coordinated planning by governments at all levels, industry, families and individuals.  Each State, 240 metropolitan areas within the States, and approximately 50 percent of the counties have plans supporting it.”  (OCDM, Annual Report 1960, 1) 

National Plan For Civil Defense and Defense Mobilization Annexes: 
· Annex   1 – Planning Basis  (OCDM, National Plan, 1958, p. vii) 

· Annex   2 – Individual Action   (Ibid) 

· Annex   3 – Organization for Civil Defense and Defense Mobilization  (Ibid) 

· Annex   4 – Authorities for Civil Defense and Defense Mobilization (Ibid) 

· Annex   5 – Federal Delegations and Assignments  (Ibid) 

· Annex   6 – Federal Emergency Plans and Procedures ((OCDM, Annual Report 1961, 5) 

· Annex   7 – Role of the Military  (OCDM, National Plan, 1958, p. vii) 

· Annex   8 – Preparations for Continuity of Government  (Ibid) 

· Annex   9 – Public Information (Ibid) 

· Annex 10 – National Shelter Plan (Ibid) 

· Annex 11 – Protection of Essential Facilities  (Ibid) 

· Annex 12 – Controlled Movement [Later changed to “Directed”]  (Ibid) 

· Annex 13 – Warning  (Ibid) 

· Annex 14 – Damage Assessment (Ibid) 

· Annex 15 – Communications (OCDM, Annual Report 1960, p. 44) 

· Annex 16 – Maintenance of Law and Order  (Ibid) 

· Annex 17 – Disaster Services (Ibid) 

· Annex 18 – National Health Plan (OCDM, Annual Report 1960, p. 26) 

· Annex 19 – Emergency Welfare Annex (OCDM, Annual Report 1961, 28) 

· Annex 20 – Registration and Information (OCDM, National Plan, 1958, p. vii) 

· Annex 21 – National Fire Protection [Defense] Plan (OCDM, Annual Report 1961, 31) 

· Annex 22 – Clandestine and Unexploded Ordnance Defense (OCDM, National Plan, 1959, vii) 

· Annex 23 – National Radiological Defense Plan (OCDM, Annual Report 1961, 39) 

· Annex 24 – National Biological and Chemical Warfare Defense Plan (OCDM, Annual Report 1961, 42) 

· Annex 25 – Management of Essential Resources (OCDM, National Plan, 1959, vii) 

· Annex 26 – Protection and Continuity of the National Industrial Plant.  (Ibid) 

· Annex 27 – Emergency Economic Stabilization Plan (OCDM, Annual Report 1960, 43) 

· Annex 28 – Management of Emergency Production.  (OCDM, National Plan, p. vii) 

· Annex 29 – Emergency Distribution and Consumption Controls. (Ibid) 

· Annex 30 – National Manpower Plan (OCDM, Annual Report 1959, 37) 

· Annex 31 – National Food Plan (OCDM, Annual Report 1959, 31) 

· Annex 32 – National Water Plan (OCDM, Annual Report 1960, p. 39) 

· Annex 33 – National Energy and Minerals Plan (OCDM, Annual Report 1959, 38) 

· Annex 34 – National Transportation Plan (OCDM, Annual Report 1959, 40) 

· Annex 35 – Emergency Administration of Essential Facilities (OCDM, National Plan, vii) 

· Annex 36 – Research and Development.  (Ibid) 

· Annex 37 – Training and Education (Ibid) 

· Annex 38 – Federal Assistance (Ibid) 

· Annex 39 – Review, Tests and Inspection (Ibid) 

· Annex 40 – Natural Disaster Manual (Ibid) 

· Annex 41 – Summary of Annexes (Ibid) 

· Annex 42 – National Emergency Housing Plan (OCDM, Annual Report 1960, p. 42) 

National Plan For Civil Defense and Defense Mobilization Appendixes: 
· Procedures for Warning Points (NP-13-1) 

· Frequency Allocation Plan for RACES (NP-15-1) 

· Preparation for Explosive Ordnance Reconnaissance (NP-22-1) 

· Health Manpower (NP-18-1) 

· Radiological Defense Requirements for Monitoring Stations and Personnel (NP-23-1) 

· Guidance on Priority Emergency Use of Resources (NP-25-1) 

(7)  Special Needs Populations – Interim Comprehensive Preparedness Guide (CPG) 301: 
Federal Emergency Management Agency.  Interim Emergency Management Planning Guide  for Special Needs Populations (Comprehensive Preparedness Guide (CPG) 301).  Washington, DC:  FEMA, August 15, 2008 (Version 1.0), 80 pages.  Accessed at:  http://www.fema.gov/pdf/media/2008/301.pdf 
(8)  Email Backlog:  591 
(9)  EM Hi-Ed Report Distribution:  10,849 subscribers 
The End 
B. Wayne Blanchard, Ph.D., CEM 
Higher Education Program Manager 
Emergency Management Institute 
National Preparedness Directorate 
Federal Emergency Management Agency 
Department of Homeland Security 
16825 S. Seton, K-011 
Emmitsburg, MD 21727 
wayne.blanchard@dhs.gov 
http://training.fema.gov/EMIWeb/edu 

“Please note: Some of the Web sites linked to in this document are not federal government Web sites, and may not necessarily operate under the same laws, regulations, and policies as federal Web sites.”


EMI, the nation’s pre-eminent emergency management training organization, offers training at no charge to emergency managers and allied professions through its resident classes in Emmitsburg, MD, its online courses http://training.fema.gov/IS/ and through development of hands-off training courses.  To access upcoming resident courses with vacancies http://training.fema.gov/EMICCourses/.  
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