Session No. 42

Course Title: Disaster Response Operations and Management

Session Title: Using Technology in Response

Time: 50 minutes

Objectives: 

42.1
Provide a brief overview of how technology is utilized in disaster response operations.

42.2
List the types of communications equipment and tools to promote interoperability.

42.3
Discuss how the Internet benefits those involved in disaster response operations.

42.4
Discuss what decision support systems are and provide examples of these computer software programs.

42.5
Mention how GIS is applied in times of disaster.

Scope:
During this session, the professor identifies advances in technology and some general tools for application in disaster response operations.  Attention is then directed toward interoperable communications equipment, the Internet, decision support systems, and geographic information systems (GIS).  Students are expected to gain an understanding of how modern technology can enhance the management of disaster response activities.  
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3. Handouts:
Diverse technologies utilized in response operations

Types and examples of communications equipment

Examples of decision support systems

Use of GIS in response operations

Supplementary Considerations:

1. During this session, the professor should be careful to avoid suggesting that technology will resolve all emergency management problems and even acknowledge that technology has sometimes created challenges for disaster response.

2. The professor may need to review the problems associated with modern technology (provided in session 33) to ensure that a balanced perspective is given during today’s class lecture.  

3. The article by Stephenson and Anderson (1997) provides a great discussion of the history of technological development as it relates to emergency management.  It also explores how technology might impact emergency management in the future.

4. The 9/11 Commission Report has some great information about the need for interoperable communications.

5. The professor may wish to obtain information about the American Radio Relay League, Amateur Radio Emergency Services, Radio Amateur Civil Emergency Services, Military Affiliate Radio System and the Radio Emergency Associated Communication Team. 

6. Coile’s article (1997) has numerous examples of how ham radios have been utilized in time of disaster. 

7. Fischer (1998) and Gruntfest and Weber (1998) list several websites that may prove useful for students, professors and practitioners alike.  The fema.gov homepage “cross-lists with numerous other agencies and organizations at the state, local, nongovernmental and international levels which deal with various aspects of disasters.  Such titles as, ‘what to include in a family disaster kit,’ ‘the difference between a watch and a warning,’ and ‘how to inspect utilities after an earthquake,’ are all available on-line” (Gruntfest and Weber 1998, 64).

8. The professor may wish to view information about GIS provided by the United States Geological Survey.  See http://info.er.usgs.gov/research/gis/title.html.

9. If desired, the students may be given an assignment to research various decision support systems and report back on their findings (either orally or in a written report).

10. Possible guest speakers for this session include dispatch employees, fire chiefs, police chiefs, GIS specialists, emergency managers or vendors of decision support software.

Objective 42.1
Provide a brief overview of how technology is utilized in disaster response operations.

Present the following information as a lecture:

I.
Technology has changed dramatically over the past centuries and innovations have appeared even more quickly over the past few decades.

A.
Computers are now more available with new programs, larger memories and enhanced database capabilities.

B. 
A revolution has also occurred in communications, with the advent of two-way radios, cell phones, and the Internet.

C.
New tools exist to increase productivity in business, non-profit organizations and government.

II.
The impact of technology has also positively impacted disaster response operations and management.  “Technology, in the broadest sense of the term, refers to the tools that are used in the response, without making any assumptions about their degree of sophistication or who uses them.  This means that technology includes things ranging from manual digging equipment to sophisticated computer software and hardware” (Denis 1997, 296).  Consider the following examples:

A. 
Computers are now used to manage dispatch centers and assist emergency responders in reaching destinations quickly.  

1.
Computers can also be used for other purposes related to emergency management.

2.
“The content [of CD-ROM] applicable to mitigation, planning, response may include instructional materials, training activities, informational bases, reference works and how-to discs” (Fischer 1998, 29).

3.
“Undoubtedly CD-ROM and DVD should provide the means for exciting, effective dissemination of disaster mitigation, planning, response and recovery information for both the public and emergency personnel” (Fischer 1998, 31).

4.
“Appropriately modified version of such CD-ROM materials would also be quite valuable for emergency personnel training programs . . . What makes this technology such an exciting and effective learning environment is the ability to include not only text, but also pictures, audio and video in one presentation along with the ability of the learner or trainee to interactively control the pace of instruction” (Fischer 1998, 31).

B. 
Reverse 911 systems can warn thousands of people about impending hazards within a short amount of time.

C.
Cell phones increase the ability of people to communicate in remote locations (although these may be rendered useless in a disaster if towers have been destroyed and cells on wheels have not been brought in to meet heightened demand) (Jones 1994). 

D.
Ham Radios permit communications when many other systems fail to operate. 

E.
Doppler Radar improves the forecasting of severe weather such as tornadoes.

F.
Traffic Signal Preemption devices use high frequency strobe lights to change lights and allow responders to arrive at the scene of an incident without unnecessary delay.

G.
Video Cameras help law enforcement agencies investigate acts of terrorism.

H.
Remote Sensing (whether fixed wing or satellite) provides information about the extent of disasters (e.g., floods or earthquakes) and their associated damages (affected homes and infrastructure).

I. 
LIDAR is an airborne lazer that was used to detect heat and dangerous debris circumstances after the World Trade Center Towers collapsed on 9/11.

J.
Detection equipment can determine the presence of weapons of mass destruction  (WMD or nuclear, biological or chemical agents).

K.
Cardiac defibrillators help to save lives when people are in medical distress.

L.
Listening devices and extraction equipment help search and rescue teams locate and remove those crushed under disaster debris.

M. Global positioning systems (GPS) help to plot damages and locate the position of first responders and other critical assets.

N. 
E-mail and text messaging are other ways to communicate when information needs to be shared in real time.

1. 
“Some emergency management professionals communicate with one another via e-mail and with disaster researchers in the academy” (Fischer 1998, 33).

O.
Personal Digital Assistants (PDAs) are small portable computers (and phones at times) that contain phone numbers and addresses, calendars, and to-do lists.  This helps emergency managers to contact resources and schedule activities. 

III.
Today, we will discuss a few additional technological tools that help responders and emergency managers in time of disaster.

A. 
Before proceeding we should acknowledge that not everyone or every community has access to this technology (although that is changing rapidly).  In addition, some of this technology can be rendered useless if the power goes out or if phone lines or towers are damaged.  Other problems exist, and these were identified in session 33.  (also see Denis 1997, 298-301).

B. However, it is also true that “innovative technological advances are transforming the practice of emergency management” (Sutphen and Waugh 1998, 9).

C.
Employers are seeking individuals that have knowledge and expertise in the technological realm.

Objective 42.2
List the types of communications equipment and tools to promote interoperability.

Present the following information as a lecture:

I.
There are several types of equipment to facilitate communication.

A.
Transmitters convey information through radios, sirens, television stations, and cable override systems.

B. 
Receivers such as stereos, pagers, police scanners, and televisions obtain signals from transmitters. 

C.
Transceivers, including telephones, satellites, personal digital assistants, two way radios, citizen band radios, 800 Mhz radios, and ham radios, are able to transmit and receive information. 

II.
Even though there are still numerous challenges inhibiting interoperability, the history of communications equipment reveals some degree of steady progress.

A. 
Traditionally, emergency communications occurred through transceivers using low band VHF or UHF frequency.

1.
This usually required a radio tower, repeaters and an uninterrupted power supply.

B.
In time, communications were improved by using common radio channels or relaying information through a designated dispatcher.

C.
By 1977, the Association of Public Safety Communications Officers created minimum standards for 800/9000 Mhz Trunked Radio Systems, and Motorola was the first company to comply with the request.

1.
“A trunked radio system is a computer-controlled network that uses a range of channels reserved for the entire system.  When a user presses the transmit button, the radio sends a signal to the base station that tells the system that this particular users wants to talk.  The system then searchers for an available clear channel and routes the transmission to that channel.  At the same time, it sends a signal back to the user’s radio, which beeps to indicate that a channel has been located and is ready for the transmission.  This entire process, in a well-designed system, takes place so quickly that it is nearly transparent to the user.  When the user pushes his transmit button, the radio beeps, and the user can begin to talk” (Dees 2000, 8).

2.
Trunked radio systems can serve a number of users and allow a variety of “talk groups” (or unit with its own channel to use).

3.
Some radio systems have digital coding to identify the source of communication (e.g., which firefighter is talking) and rely on encryption in case of a high-security operation (e.g., terrorism response).

4.
Others vendors followed Motorola, but the variety of systems would not work with each other.  Each jurisdiction purchased equipment based on their needs, preferences and budgets.

D.
In the 1980s, the development interfaces permitted communication across jurisdictions.

E.
Wireless systems also became a reality with the advent of cell and satellite systems.

F.
Today, the Department of Homeland Security has created an Office of Interoperability and Compatibility within its Science and Technology directorate.  The 9/11 Commission has called for greater efforts for interoperable communications, and this has been reinforced by Homeland Security Presidential Directive 5 and the National Incident Management System.

G.
Communication is now facilitated with Voice over Internet Protocol (VoIP) for cell, radio and computer networks.

H.
Radio bridges and other interfaces have been invented by numerous vendors.

I.
A very valuable piece of equipment is the ACU-1000.  It is able to integrate various communications systems.  It is now common in many EOCs and mobile command posts.

III.
First responders and emergency managers should become familiar with this equipment and do all they can to facilitate interoperability across departments and jurisdictions. 

Objective 42.3
Discuss how the Internet benefits those involved in disaster response operations.

Present the following information as a lecture:

I.
The Internet has become a very useful tool for emergency managers and for others involved in disaster response.

A.
“For those not yet familiar with the Web and the sites accessible in cyberspace, the Web is a network of programs and stored fields designed to be accessed by using software known as ‘search engines’ or ‘browsers’ used in conjunction with MicroSoft’s [Explorer], [Netscape’s] Navigator and Sun Micro System’s Java, e.g. Yahoo, Excite, Infoseek and Lycos” (Fischer 1998, 30).

B.
“The Internet has evolved into an everyday tool that allows the integration of information across disciplines and professions, national and international boundaries” (Gruntfest and Weber 1998, 55).

C.
“Any citizen who has access to a computer connected to the Internet can quite easily access holdings of libraries around the world, publications lists at university research centers, academic articles as well as ‘how to’ fact sheets outlining how to prepare for and respond to hurricanes (and other disaster agents)” (Fischer 1998, 28; see also Stephenson and Anderson 1997, 315).

D.
“The Internet allows emergency managers to communicate with colleagues with no geographical limitations” (Gruntfest and Weber 1998, 59).

E.
With the Internet, “emergency managers compare notes about the best stream gauges, solar panels, and many other practical matters” (Gruntfest and Weber 1998, 60).

F.
Emergency managers can also access vital information from research centers and government disaster-related agencies (Fischer 1998).

G.
“Internet communication enables people involved with reducing environmental risks or mitigating disasters including earthquakes, volcanoes, floods to communicate quickly and effectively” (Gruntfest and Weber 1998, 57).

H.
“Internet communication has radically changed the relay of information so that in most cases the ‘generals’ hear the news about road closures and flood gauge readings at precisely the moment the data are first available and at the same time as the ‘underlings’” (Gruntfest and Weber 1998, 58).

I.
The Internet may also help relay vital information to the public in time of disaster (e.g., warning and evacuation details or who to contact for assistance) (Gruntfest and Weber 1998, 58).

J. “The Internet has been beneficial in emergency management by providing comprehensive data resources and increasing professionalism because of a sharing of expertise” (Gruntfest and Weber 1998, 67).

K.
“New Internet technologies, combined with good wide bandwidth communications allow almost any group rapidly to assemble and deliver audio and video reports directly to interest recipients [across field and headquarters offices]” (Stephenson and Anderson 1998, 323).

L.
“The next ‘generation’ of Web site development involving disaster education and training will quite likely include a much larger Web site role in the dissemination of basic knowledge about disaster agents, the need for mitigation and disaster planning, response needs and recovery procedures” (Fischer 1998, 33).

M.
“Disaster chat rooms (addressing mitigation, planning, response, recovery issues) would be useful not only during normal time education and training activities, but also for disaster time consultation, direct e-mail for the same purpose, real and virtual-time interaction for educational or consultation purposes, are a few of the e-mail uses we can expect to become commonplace between and among the various mass emergency and disaster publics (researchers, practitioners, students) in the future” (Fischer 1998, 34).

N.
“The new information technologies will, no doubt, be more effectively used in the future.  The current generation of Web sites only hint at their potential.  For example, emergency time consultation could be provided by appropriate university or governmental personnel as well as those who hire themselves out as consultants.  Web sites could list such individuals, along with their e-mail addresses and telephone numbers at which they could be paged 24-hours-a-day.  In addition, information could be provided in cyberspace which provides an all-hazards check-list of what the emerging EOC should consider during pre-impact, impact and post-impact periods (Fischer 1998, 36).

Objective 42.4
Discuss what decision support systems are and provide examples of these computer software programs.
Present the following information as a lecture:

I.
There are a number of computer programs to assist those involved in disaster response operations.  These are commonly known as decision support systems. 

A.
“Decision support systems (DSSs) are computer information systems that have evolved from existing but disparate information pathways used by decision makers. . . . The computer allows for instantaneous links among the database, the GIS, simulation models, and management tools.  Other components may be part of a DSS, such as optimization of routines for resource allocation or artificial intelligence and expert systems. . . . The DSS ties together spatially and temporally based information with simulation models that depict a spatial/temporal reaction to a response and allows problem-specific information to be reported. . . . [They may include] historical data (losses, physical events, trends), current data (weather, demographics, and political information), simulation tools (environmental, economic, and socio-political models), and report tools (statistical analyses, maps)” (Mileti 1999, 248).

II.
There are several types of DSS.  Besides TAOS (The Arbiter of Storms), IRAS (The Insurance and Investment Risk Assessment System), and TEMPO (Transportation Emergency Management of Post-Incident Operations), others include:

A.
SoftRisk http://www.softrisk.com/
1.
SoftRisk is a software program for critical incidents and emergency management.

2.
It has a large database for resource lists and relevant contacts.

3.
The software supports call taking and the assignment of tasks and responsibilities.

4. 
It helps with e-mail and fax communications.

5. 
SoftRisk integrates with ArcView for GIS mapping.

B.
CoBRA (Chemical Biological Response Aide) http://www.defensegroupinc.com/cobra/products.htm
1.
This software is designed for incidents involving chemical, biological, radiological, nuclear and explosive materials.

2.
It has an extensive database as well as checklists to help manage response operations.

3.
CoBRA tracks user activities to facilitate an after-action incident log.

4.
It also relies on various guidebooks such as the ERG 2000 and DOJ Crime Scene Investigation for improved evacuations/sheltering and prosecution.

C.
E-Team http://www.eteam.com/
1. E-Team facilitates the management of crises.

2. The software enables the user to gather information, assess damages and notify agencies of the status of the incident.

3. It helps to request and deploy resources.

4. In the future, E-team will be able to assist in the management of volunteers and donations.

D.
EPlan http://eplannews.utdallas.edu/
1. EPlan is a secure web system which provides vital information to firefighters.

2. It provides access to hazardous materials inventories, including MSDS site maps.

3. EPlan also has links to the ERG 2000.

E.
Disaster Management Interoperability Services http://www.cmi-services.org/
1. 
This program includes Internet service for improved communication among first responders.

2. It helps facilitate awareness and coordination among local, state, and national emergency response organizations.

3. One of the strengths is its ability to ensure security due to passwords and encryption.

F.
CAMEO http://www.epa.gov/ceppo/cameo/request.htm
1. Cameo is a combination of three programs created by the EPA’s Chemical Emergency Preparedness and Prevention Office with the assistance of the Atmospheric Administration Office of Response and Restoration.

2.
It includes:

a.
CAMEO  (Computer Aided Management of Emergency Operations).

b.
ALOHA (Areal Locations of Hazardous Atmosphere).

c.
MARPLOT (Mapping Applications for Response, Planning and Local Operations Tasks).

3. 
The entire program includes a database of over 6,000 hazardous chemicals.

4.
It supports regulatory compliance on reporting chemical inventories.

5.
CAMEO also provides important response information regarding health hazards, fire fighting strategies, plume modeling for evacuation, personal protective equipment and clean up.

Objective 42.5
Mention how GIS is applied in times of disaster.
Present the following information as a lecture:

I.
 Geographic Information Systems (GIS) are “organized collection of computer hardware, software, geographic data, and personnel designed to efficiently capture, store, update, manipulate, analyze, and display all forms of geographically referenced information” (ESRI as cited by Dash 1997, 136).

A.
GIS can help us determine what is at a certain location, what is near a specific location, how space use has changed over time, and patterns in spatial analysis (Dash 1997, 137).

B.
 “Emergency management is, perhaps, the most spatially oriented of all management science” (Morentz as cited by Waugh 1995, 424).

C.
Bill Waugh argues “spatial data analysis is the most exciting technological development in emergency management in the past decade” (1995, 423).

D.
GIS has been used to promote mitigation and preparedness (e.g., HAZUS and SLOSH models).  

E.
 It has also been used in the aftermath of a disaster.

II.
There many ways and benefits of applying GIS in disaster response operations.

A.
“Increasingly, geographic technologies are being utilized for hazard mitigation as well as response efforts.  These range from damage assessments mapping the event and affected areas to search and rescue (Hodgson and Palm as cited by Thomas et. al. 2002, 3). 

B.
“After the first shock of a catastrophic event – a hurricane flattening hundreds of homes, an earthquake severing freeway arteries, or jetliners slamming into skyscrapers – the focus of everyone even remotely connected to the disaster will be on one thing: understanding all that has happened.  Of all the tasks of disaster management, it is this one at which GIS excels.  Its visualization and data consolidation capabilities allow GIS to convey large amounts of information to a large number of people in a short period of time – exactly what is needed in the immediate aftermath of a disaster” (Greene 2002, 42).

C.
“A GIS-based model can give city officials a rapid sense of the scope of damage and point to neighborhoods or facilities that are most likely to be in need of assistance” (NCGIA as cited by Dash 1997, 143).

D.
“The first reports of closed roads and infrastructure damage can be coded into a GIS and rough maps can be made to aid emergency personnel.  Such maps can be used to navigate a damaged landscape, which might lack familiar landmarks.  The rerouting of access corridors around inaccessible roads to enter the damaged area can be outlined” (Mileti 1999, 243).

E.
“A flyover by aircraft and satellites can add imagery of damaged areas to those estimates.  Potentially hazardous structures can be marked and coded” (Mileti 1999, 243).

F.
“Damaged areas can be digitized and used to set priorities for such tasks as rebuilding or debris removal” (Mileti 1999, 243).  

G.
GIS “can help in preparing evacuation routes, emergency shelter placement, and assignment of given population sizes to shelter capacities” (Mileti 1999, 243).

H.
 “The GIS applications could be tied to other databases, such as resource inventories and communications networks” (Bradford and Brady as cited by Waugh 1995, 424).

I.
“GISs can be used to identify special-needs populations and pickup routes for evacuation” (Mileti 1999, 243).

J.
“Special risk populations, such as the non-ambulatory elderly and non-English-speaking groups, could be added to the [GIS] database” (Waugh 1995, 424).

K.
“GIS could be used to model the dispersion of plumes of toxic chemicals to aid in evacuation decisions” (Waugh 1995, 424).

L.
Other applications of GIS after a disaster include:

1. Assessing the extent of floods, fires and earthquakes

2. Showing the path of tornadoes

3. Plotting the location of fire stations

4. Determining the proximity of hospitals

5. Locating fire hydrants and other critical infrastructure (e.g., water mains)
6. Noting the geographical need for emergency personnel

7. Finding where the American Red Cross has shelters open

8. Understanding what field hospitals are in use

9. Comprehending where latrines are located

10. Recognizing how to get to mass disaster kitchens

11. Conveying information about incident command posts and EOC locations
12. Relaying how to access disaster sites or secure zones

13. Viewing what buildings have been condemned 
14. Transmit the location of donation sites
15. Denoting where to go for disaster assistance
III.
GIS has been used in a number of disasters, including oil spills, Hurricane Andrew, the Northridge earthquake and on 9/11.

A.
“In order to create a system that would be readily available if a spill occurred, the Florida Marine Research Institute developed a GIS application that would use digital data to give real-time current maps and on-line spill-response ability . . .” (Dash 1997, 138).

1.
The system was put to a test in August 1993 when 300,000 gallons of fuel spilled into Tampa Bay, Florida.  The FMSAS system was able to, within hours, produce maps for Coast Guard officials detailing the extent of the spill.  The process was as follows: helicopters monitored the spill; the boundaries were mapped; and maps showing the movement of the spill were furnished that determined the most vulnerable areas.  This oil spill model is one small example of how GIS can be used to assist emergency response” (Dash 1997, 138).

B.
GIS was utilized extensively in a FEMA Disaster Field Office after hurricane Andrew in 1992 (Dash 1997, 135).

1.
“The initial use of GIS was in mapping damage and analyzing community demographics” (Dash 1997, 139).

2.
“Later, as the potential of GIS was better understood, its use grew in areas like Public Assistance” (Dash 1997, 139).

3.
“Projects included tracking (1) debris and debris removal, (2) clean and secured abandoned damaged homes, and (3) the location of trailers used for temporary housing” (Dash 1997, 139).

4.
“In addition to basic basemap data such as street coverages, zip code boundaries, community boundaries, hydrology, and census tract boundaries, emergency-specific data were gathered.  These data coverages included Dade County evacuation zones, hurricane shelters, and Turkey Point Nuclear Power Plant evacuation zones.  FEMA’s GIS also included data that could assist in measuring impact and tracking recovery” (Dash 1997, 139-140).

5.
Digital Matrix Services “volunteered its support . . . . DMS reported that GIS was used primarily for locating critical facilities, generating daily situation maps, and supporting agency users.  The initial requests were simply for updated maps (streets and political boundaries) and daily situation maps.  As the recovery progressed, the requests were for maps of specific neighborhoods, zoning (which were unavailable), demographics (also unavailable), medical centers, kitchens and tents, military units, mobile homes, trailers, damage zones, shelters, burn sites, ZIP codes, polling sites, hotels and motels, emergency reception centers, storm surge, siren/voice ranges, portable toilets, and trash bins” (Waugh 1995, 427).

C.
After the Northridge earthquake, “GIS techniques were used by private firms and local, state and federal government agencies to identify damage and coordinate recovery efforts” (Mileti 1999, 244).

1. 
“Utilizing magnitude and epicenter information, EQE International, on behalf of the state of California, analyzed building inventories, regional population, and economic data for the affected area.  This enabled an intensity map to be generated, which helped target emergency response to the areas of heaviest damage.  Property loss estimates were incorporated, enabling a total loss estimation to be forwarded to FEMA” (Mileti 1999, 244).

2. 
“The GIS was also used to determine optimal sites for disaster assistance field offices, to track the repair of damaged buildings” (Mileti 1999, 244).

3. 
“GIS became part of the near-real-time emergency response after the Northridge earthquake” (Mileti 1999, 244).

D.
“New York City already laid the foundation for a city-wide spatial data system and was well on its way to establishing an Enterprise GIS.  Many of the base layers, such as parcel information and street centerlines, were already in place.  Although incomplete at the time of the World Trade Center attack, the city was in the process of creating uniform (and unique) building identification codes that integrated those used by various agencies.  GIS was used to re-map the changed geography of Manhattan.  This included the creation of base maps of Lower Manhattan and affected buildings, as well as search and rescue grids, utility outages, and the altered nature of the transportation system.  These maps were not only used to document the impacts of the hazard and identify affected people and places, but they also aided in resource allocation for rescue worker deployment and getting affected people to the proper services (Thomas et. al. 2002, 4).

1. 
“Remotely sensed data were used [with GIS] at the World Trade Center site and the Pentagon site for several hazard related purposes.  The most common ‘purpose’ that the public saw was the graphic images of the building destruction – part of the risk communication process” (Thomas et. al. 2002, 4-5).

2. 
“Airborne LIDAR data over the WTC were use to map the surface elevations each day and analyze the debris for changes between days. . . . These data were used to estimate the volume of debris.  It was also thought that the spatial changes in volume would reveal shifts in the pile that were not expected and thus, identify risks to the response personnel on the ground” (Thomas et. al. 2002, 5).

3. 
“Thermal imagery was also collected on the same overflights of the WTC site as the LIDAR data.  Essentially these data became a map of the absolute temperature of the surface each day (at the moment of imagery collection).  Expected uses of thermal data included documenting the location/spread of continuous and new fires within the debris pile” (Thomas et. al. 2002, 5).

IV.
In order to utilize GIS effectively, the following lessons must be taken into account:

A.
One of the greatest lessons about GIS is that information must be put into the computer program before a disaster occurs (Dash 1997, 140).

B.
“The keys are to simplify data management; provide data in forms useful to users; provide means to translate and display spatially accurate data; and provide predictive statistical models to support risk assessment, environmental monitoring, and other tasks” (Waugh 1995, 428). 

C.
“Emergency managers and other public officials need to understand the capabilities of GIS-based analysis to improve environmental planning and disaster management” (Waugh 1995, 429).

Questions to be asked:

1. Why is technology important in disaster response operations?

2. Can you think of other technological tools that are utilized in emergency management?

3. What are the types of equipment used for communication in time of disaster?

4. How has communications equipment changed to promote interoperability and what barriers remain?

5. What is the benefit of using the Internet during disaster response operations?

6. What are decision support systems, and can you discuss different types of computer software programs utilized to manage disasters?

7. What are Geographic Information Systems (GIS)?

8. How can GIS help emergency managers and responders after disaster?

9. In what disasters has GIS been utilized effectively?

Diverse Technologies Utilized 

in Response Operations

· Computer aided dispatch

· Reverse 911

· Cell phones

· Ham radios

· Doppler radar

· Traffic signal preemption

· Video cameras

· Remote sensing

· LIDAR

· WMD detection equipment

· Cardiac defibrillators

· Listening devices and extraction equipment

· Global positioning systems

· E-mail and text messaging

· Personal digital assistants

Types and Examples of Communication Equipment

Transmitters


Receivers


Transceivers
Radio stations


Stereos


Telephones

Warning sirens


Pagers


Two way radios

Television stations

Scanners


Trunked radios

Cable override systems
Televisions

Ham radios
Examples of Decision Support Systems

· TAOS

· IRAS

· TEMPO

· SoftRisk

· CoBRA

· E-Team

· EPlan

· Disaster Management Interoperability Services
CAMEO/ALOHA/MARPLOT

Uses of GIS in Response Operations
1. Assessing the extent of floods, fires and earthquakes

2. Showing the path of tornadoes

3. Plotting the location of fire stations

4. Determining the proximity of hospitals

5. Locating fire hydrants and other critical infrastructure (e.g., water mains)

6. Noting the geographical need for emergency personnel

7. Finding where the American Red Cross has shelters open

8. Understanding what field hospitals are in use

9. Comprehending where latrines are located

10. Recognizing how to get to mass disaster kitchens

11. Conveying information about incident command posts and EOC locations

12. Relaying how to access disaster sites or secure zones

13. Viewing what buildings have been condemned 
14. Transmit the location of donation sites
15. Denoting where to go for disaster assistance
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