Definitions
A. Group 1: Basic Terms.

Hazard – Derived from the Arabic “al zahr,” or dice. 

Refers to an event or physical condition that has the potential to cause fatalities, injuries, property damage, infrastructure damage, agricultural loss, damage to the environment, interruption of business, or other types of harm or loss. (Multi-Hazard Identification and Risk Assessment p. xxi.)

Vulnerability – Susceptibility to a physical injury or attack (American Heritage College Dictionary, Third Edition). In the context of this course, “vulnerability” refers to the susceptibility to hazards.

Emergency – An unexpected event which places life and/or property in danger and requires an immediate response through the use of routine community resources and procedures.
 

Incident – A disruption of a component, a unit, or a subsystem of a larger system. (Pauchant and Mitroff p. 12).

Accident – A disruption that physically affects a system as a whole (Pauchant and Mitroff p. 12).

Crisis – Derived from the Greek “krisis,” meaning a crucial turning point in the course of anything, an unstable condition in which an abrupt or decisive change is impending. 

A major, unpredictable event that has potentially negative results. The event and its aftermath may significantly damage an organization and its employees, products, services, financial condition, and reputation. (Barton p. 2.) 

A crisis, like an accident, is a disruption that physically affects a system as a whole and also threatens the priority goals of an organization and challenges the traditional behaviors and values shared in an organization (Pauchant and Mitroff p. 12).

Disaster – Derived from the Latin (and Italian) “disastro,” meaning ill-starred, and means an occurrence inflicting widespread destruction and distress. 

An event in which a community undergoes severe danger and incurs, or is threatened to incur, such losses to persons and/or property that the resources available within the community are exceeded.

The World Health Organization defines a disaster as “any occurrence which causes damage, ecological disruption, loss of human lives, deterioration of health and health services on a scale sufficient to warrant an extraordinary response from outside the affected community.”

Catastrophe – An event in which a society incurs, or is in danger of incurring, such losses to persons and or/property that the entire society is affected and extraordinary resources and skills are required, some of which must come from other nations.

B. Group 2: Risk Assessment and Management.

Risk – The exposure to the chance of loss; the combination of the probability of an event and the significance of the consequence (impact) of the event. 

Risk = Probability x Impact

Vulnerability Analysis – The determination of the possible hazards that may cause harm.

Risk Analysis – The determination of the likelihood of an event (probability) and the consequences of its occurrence (impact) for the purpose of comparing possible risks and making risk management decisions.

Risk Assessment – The combination of vulnerability analysis and risk analysis. The determination and presentation (usually in quantitative form) of the potential hazards, and the likelihood and the extent of harm that may result from these hazards.

Risk Management – The process of intervening to reduce risk – the making of public and private decisions regarding protective policies and actions that reduce the threat to life, property, and the environment posed by hazards.

Risk Communications – The exchange of information, concerns, perceptions, and preferences within an organization and between an organization and its external environment, which ties together the functions of risk assessment and risk management. 

Business Area Impact Analysis – A systematic method of determining the cost of risk by identifying the impact of business or service disruptions which allows targeting operations and processes which require recovery planning (Moore p. 1).

Stakeholder – An individual, group, or organization impacted by the decisions and actions of an organization. Stakeholders provide input to vulnerability/risk assessment, risk management decisions and business area impact analysis.

C. Group 3: Preparation. 

Mitigation – Sustained action taken to reduce or eliminate long-term risk to people and property from hazards and their effects. Mitigation distinguishes actions that have a long-term impact from those that are more closely associated with preparedness for, immediate response to, and short-term recovery from a specific event. (Multi-Hazard Identification and Risk Assessment p. xxi.) “Mitigation” is a term commonly used in the context of public sector emergency management.

Prevention – The positioning of those measures and activities that will lessen the possibility or the impact of an adverse incident in an organization. The primary goals and objectives of prevention are to protect an organization’s assets and to manage risk. (Moore p. 1.) “Prevention” is a term commonly used in the context of private sector crisis management and is analogous to the term “mitigation” as used in the public sector emergency management context. 

Contingency Planning – Planning for an organization’s reaction to incidents or emergencies to ensure the protection of life, safety, health, and the environment; to limit and contain damage to facilities and equipment; to stabilize operational service and public image impacts of an event; and to manage communications about the event. Plans include:

· Emergency response plan

· Incident management plan

· Crisis communications plan

· Crisis management team plan

D. Group 4: Response and Recovery.

Response – The reaction to an incident or emergency to assess the damage or impact and to ascertain the level of containment and control activity required. In addition to addressing matters of life safety, response also addresses the policies, procedures, and actions to be followed in the event of an emergency. (Moore p. 1.)

Resumption – The process of planning for and/or implementing the resumption of only the most time-sensitive business operations (identified in the business area impact analysis) immediately following an interruption or disaster (Moore p. 1).

Recovery – The process of planning for and/or implementing expanded operations to address the less time-sensitive business operations immediately following a disaster (Moore p. 1).

Restoration – The process of planning for and/or implementing procedures for the repair or relocation of the primary site and its contents, and for the restoration of normal operations at the primary site (Moore p. 1).

Expanded to include consideration and implementation of necessary changes designed to improve preparedness for and mitigate the impact of future emergencies.

Continuity – The processes and procedures employed to ensure the timely and orderly resumption of a company’s business cycle. (includes all of the processes/plans/actions contained in the above definitions from risk assessment through restoration).
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