WESTERN WASHINGTON UNIVERSITY

EMERGENCY MANAGEMENT CERTIFICATE 

Emergency Management and the Challenge of Terrorism  (3 Credits)

COURSE SYLLABUS:

Instructor Contact Information:

John R. Labadie

(206) 320-0455
j.labadie@attbi.com 

Instructor Biography:

John R. Labadie, Ph.D., CHMM has had over twenty-five years’ experience in the management of hazardous materials and emergency preparedness planning for federal agencies, state and local governments, and industrial facilities in the areas of:
· Emergency management planning for natural and technological hazards;

· Environmental management;

· Emergency management program assessments;

· Hazardous materials incident management training and exercise;

· Hazardous materials management.

He has developed Comprehensive Emergency Management plans for newly-incorporated cities in Washington and has developed and conducted emergency management exercises, including local participation in Soundshake ‘98. He developed a Comprehensive Emergency Management Plan for the Washington State Department of Health and Emergency Response Plans for WDOH facilities. He has conducted Disaster Planning training courses for public utilities, sponsored by Green River Community College.

Dr. Labadie served as the Emergency Management Director for the City of Salem, OR during a Presidentially-declared flood disaster in 1996; he was also responsible for the management of budget, training, and operations of the City’s Hazardous Materials Response Team. He has provided support to Oak Ridge Associated Universities in developing, conducting, and evaluating emergency management plans, training, and exercises for Department of Energy facilities. 

Dr. Labadie is a Certified Hazardous Materials, a nationally-recognized technical qualification for mid to senior-level professionals involved in hazardous materials management programs.  It is awarded by the Institute for Hazardous Materials Management and accredited by the Council of Engineering and Scientific Specialty Boards.

Class Schedule:  Spring, 2003
Course Purpose:  Examine the history and nature of terrorism. Explore and analyze the current U.S. efforts at homeland security and their impacts on the field of emergency management. Understand the basic aspects of nuclear, chemical and biological terrorism. Examine and discuss the effects of terrorism on the ability of the emergency manager to meet the preparedness needs of the community and/or business. Examine the need for a new model (if it is necessary) for emergency management.

Course Description and Context:  

Since the attacks of September 11, 2001, several things have become obvious:

· We can no longer say with any assurance what terrorists will not do;

· The United States are vulnerable to the full range of potential terrorist threats;

· Emergency managers will be at the forefront of our country’s ability to prepare for and cope with the effects of a terrorist attack.

This course provides an introduction to the hazards posed by terrorism and the response to terrorism through the lens of the duties and functions inherent in the role of the emergency manager. Earthquakes, tornadoes, volcanic eruptions, floods, drought, blizzards, fires, hurricanes, and hazardous materials spills are but a few of the hazards – both natural and technological – that threaten communities and challenge those who are responsible for the lives, safety, and well-being of others. Is terrorism but another hazard to add to the list, or is it something so new and different as to require a change in the way that emergency managers do their jobs? 

Business and industrial companies (that provide both material goods and livelihood for workers) may be affected by terrorist acts no less than governments and communities. They are also the largest store of resources available for recovering from a terrorist attack. The medical community has traditionally operated independently of governments in preparing for and responding to emergencies. Yet, medical professionals may be the first ones affected in a bioterrorism attack. The need for closer coordination between the medical/public health community and the emergency manager is obvious. 

Note: Portions of this course have been adapted (with permission) from “Homeland Security,” a course taught at the National War College.

Course Objectives:

To understand the basic aspects and history of terrorism.

To understand the Federal government’s efforts at organizing to fight terrorism and to cope with the effects of terrorist actions.

To explore and understand the emerging organizational and legal ramifications of the war on terrorism and their impact on emergency management.

To understand the major varieties of the terrorist threat: nuclear, chemical, and biological.

To examine and understand the various preparedness and response functions that must be mobilized and coordinated (perhaps in new ways) in order to cope with the terrorist threat.

To explore the ways in which the emergence of the new terrorist threat will (or will not) change the way that emergency management is conducted.

Course Texts:

Required – 

· Hoge, James F., Jr. and Rose, Gideon (eds.), How Did This Happen?  New York, Public Affairs, 2002. (Available new or used from various on-line booksellers.)

· National Strategy for Homeland Security, The White House, 2002. (Available at http://www.whitehouse.gov/homeland/book/nat_strat_hls.pdf)

· “Managing the Emergency Consequences of Terrorist Incidents.” Attachment G to Chapter 6 of Guide for All-Hazard Emergency Operations Planning. State and Local Guide (SLG) 101. Download at  http://www.fema.gov/onp/managing.shtm
· Tucker, Jonathan B., Toxic Terror: Assessing Terrorist Use of Chemical and Biological Weapons. M.I.T. Press, Cambridge, MA. 2000.
Optional – 

· O’Hanlon, Michael E., Protecting the American Homeland. Brookings Institution Press, Washington, DC, 2002

· Miller, Judith, et. al., Germs: Biological Weapons and America’s Secret War. Simon & Schuster, New York, 2001.

· Henderson, Harry, Global Terrorism: The Complete Reference Guide. Checkmark Books, New York, NY. 2001.

· Guide for All-Hazard Emergency Operations Planning. State and Local Guide (SLG) 101. Federal Emergency Management Agency. Available free from the FEMA Publications Warehouse, (800) 480-2520. Also available for download at 

http://www.fema.gov/rrr/gaheop.shtm
A note on readings and sources: In preparing for this course, I typed “terrorism” into the Google search engine and got 4.3 million hits; “bioterrorism” garnered 381,000 hits; “terrorism and emergency management” got only 268,000. A large number of books, articles, reports, and newsletters have been published on these various subjects in the last 25 years and even more since 9/11/2001. Some are facile, verging on the simplistic, and many have been overtaken by events; some are erroneous or slanted to serve the agendas of various interest groups.  

I have tried to chose a variety of materials that will expose the student to the issues covered in the course, to provoke thought and analysis, and to introduce the wealth of resources available (both in print and on-line) to those who wish to explore these matters further. Students are encouraged to follow the various links and sources provided as far as their interest takes them and to make liberal use of these sources in preparing the course written assignments. At the same time, I expect students to make an analytical judgment about any source they may use as to coverage, credibility, balance, point of view, and usefulness.

Course Format:  Course material will be delivered through texts and other readings from Internet resources as assigned with significant student discussion and participation expected. The instructor will provide lecture notes and additional readings.  

Student Requirements

Class participation includes attendance via weekly log-ins and participation at the Discussion Board.  Each unexcused absence (except for an emergency) can lead to a partial grade reduction. Class participation, however, is not merely class attendance – you are expected to participate. You should feel free to ask questions if you do not understand something I have said.

Readings should be completed prior to class, as identified on the schedule below. 

Written assignments:  Five short (3-5 pages max.) written assignments will be required during the course. These will be focused research and analysis papers and are intended to illustrate or amplify points made in the readings or discussions. 

Written assignments must be typed. Clarity of format and presentation, grammar, and spelling will count.

Unexcused late papers will be reduced by one-half a grade.

Grading:
75% -- Written assignments (15 points per assignment)

25% -- Weekly Discussion Board sessions

Grading Guidelines:


A
93 - 100

A-
90 - 92 

B+
88 - 89 

B
83 - 87 

B-
80 - 82 

C+
78 - 79 

C
73 - 77 

C-
70 - 72

D+
68 - 69 

D
63 - 67

D-
60 - 62
F
below 63
K
Incomplete
Z
Failure due to discontinuation of attendance
X
Missing grade (i.e.,     not entered)

COURSE OUTLINE:

The course will be taught in five (5) two-week blocks, including Discussion Board sessions.

1. Course introduction; what is terrorism, and what it is not; brief history of terrorism; taxonomy of terrorism.

2. Homeland Security and Homeland Defense; the USA PATRIOT ACT; effects on the emergency manager’s task.

3. The Grisly Details: nuclear, chemical, and biological terrorism.

4. Emergency planning for terrorist events.

5. How will emergency management meet the terrorist challenge?  

Required: 

· Weekly participation in Discussion Board sessions.

· Submission of written assignments.

Session Topics and Reading Schedule:

Session 1 – Course Introduction; what is terrorism, and what it is not; brief history of terrorism; taxonomy of terrorism.

· Introduction – review the course objectives and Instructor’s expectations

· What is terrorism – and what is not?

· A brief history of terrorism.

· Terrorism or a criminal act?

· The importance of 9/11/01

· A taxonomy of terrorism – from the homegrown to the international

Required Reading: 

Hoge – How Did It Happen?
· The Organization Men

· Somebody Else’s Civil War

· Left, Right and Beyond

Tucker – Toxic Terror, Ch. 1-3

Terrorism Questions & Answers – www.terrorismanswers.com
· What is Terrorism?

· Terrorist Groups

“Measuring the Effects of the September 11 Attack on New York City.”

http://www.newyorkfed.org/rmaghome/econ_pol/2002/1102rapa.pdf
“A New Vigilance: Identifying and Reducing the Risks of Environmental Terrorism”

http://www.pacinst.org/environmental_terrorism_final.pdf
Optional:

Henderson –Global Terrorism, Ch. 1, 2, 7.

O’Hanlon – Protecting the American Homeland, Ch. 1&2

Written assignment: Support or refute (3 pages max) the following statement: “Terrorism is a wholly new threat, unlike those previously faced by emergency managers.”
Session 2 – Homeland Security and Homeland Defense; 

· The new organization for homeland defense – what is all this?

· The National Strategy for Homeland Defense.

· Homeland Security and Homeland Defense – are they the same thing?

· New legal issues in defending the homeland – how will they affect emergency management?

· The USA PATRIOT ACT

Required Reading:  

Hoge – How Did It Happen?
· Countering Bioterrorism – Who’s in Charge?

Tucker – Toxic Terror, Ch. 4-7

National Strategy for Homeland Security, pp 1-25; 47-62.   http://www.whitehouse.gov/homeland/book/nat_strat_hls.pdf
“The National Strategy for Homeland Security: Finding the Path Among the Trees”

http://www.homelandsecurity.org/HLSAnalysis/20020723.doc
“US Response to CBW Terrorism and Domestic Preparedness”

http://www.cns.miis.edu/research/cbw/domestic.htm
“Ataxia: The Chemical and Biological Terrorism Threat and the US Response.”   Preface and Executive Summary.     http://www.stimson.org/pubs.cfm?ID=12
Optional:

O’Hanlon – Protecting the American Homeland, Appendix A

Written Assignment: You are the emergency manager for a medium-size city (population 300,000). The police have received a warning from the FBI that a credible threat has been received and authenticated that a terrorist group plans to release/detonate a biological or nuclear device somewhere in the NW section of the city within the next 48-72 hours. The Chief of Police – with support from the FBI – wants to withhold the information from the public as a means of trapping and apprehending the terrorists, thereby preventing the attack. You would rather warn the citizens – and possibly evacuate the threatened areas – in order to protect the public as much as possible from the potential effects of the attack.

Prepare a brief (3-4 pages max.) argument for the Mayor stating your position, your reasons for your position, the pros and cons of your recommended actions, and how these actions would be more protective of the populace. (Helpful hint: the Chief has a point, and it would be smart to recognize and acknowledge it. Perhaps there is a solution that will meet both your needs).

Session 3 – The Grisly Details: nuclear, chemical, and biological terrorism

· The terrorist threat

· Chemical terrorism

· Bioterrorism

· Nuclear terrorism – the “dirty bomb” 

· What is the impact of all this on: Facilities/equipment; Operations; Personnel; Resources; Suppliers; Clients/Stakeholders

Required Reading: 

Hoge – How Did It Happen?
· The All-to-Friendly Skies

· The Unguarded homeland

· Stirred but not shaken

Tucker – Toxic Terror, Ch. 8-12

National Strategy for Homeland Security, pp. 25-46; 63-72.

NRC Fact Sheet on Dirty Bombs.  http://www.nrc.gov/reading-rm/doc-collections/fact-sheets/dirty-bombs.html
 “Weapons of Mass Destruction”   http://www.terrorismanswers.com/home/
“Agents and Threats”  USCDC web site, http://www.bt.cdc.gov/planning/index.asp
“Chemical and Biological Terrorism.”  http://www.riskinstitute.org/lib_art.asp?art_id=1015
“Inside and Outside The Loop: Defining Populations At Risk In Bioterrorism.”

http://www.mipt.org/pdf/ksg_popno10.pdf
Optional:

“Biological Weapon History Timeline.”  (supplied by instructor)
CDC Smallpox Workshop, Sections 5.5-5.7; Appendix D (Scenario).  (supplied by instructor)
O’Hanlon – Protecting the American Homeland, Ch. 5

Written Assignment:  What would/could be the regional affects of a terrorist attack and what impact would they have on your community? For how long? Consider the economic, social, political, psychological aspects – take the widest view possible. (5 pages max.)

Session 4 – Emergency planning for terrorist events

· FEMA Planning Guidance

· Other planning factors

· Federal Agency Planning for the terrorist threat
Required Reading:  

“Managing the Emergency Consequences of Terrorist Incidents.” Attachment G to Chapter 6 of Guide for All-Hazard Emergency Operations Planning. State and Local Guide (SLG) 101.   http://www.fema.gov/onp/managing.shtm
“Introduction to State and Local EOP Planning Guidance”

http://www.fema.gov/onp/introstate.shtm#allhaz
“Countering Terrorism: Lessons Learned from Natural and Technological Disasters”

http://www.nap.edu/catalog/10414.html
“Anti-Terrorism: FAQ”  http://www.fema.gov/fima/antiterrorism/faqs.shtm
“Paper on Chemical Agent Terrorism.” (supplied by instructor)

“Biological and Chemical Terrorism: Strategic Plan for Preparedness and Response”

http://www.cdc.gov/mmwr/preview/mmwrhtml/rr4904a1.htm
“Bioterrorism Preparedness: FAQ.”   http://www.bt.cdc.gov/documentsapp/FAQOther.asp?link=2&page=bio
“Beyond Business Continuity: The Role Of The Private Sector In Preparedness Planning”

http://www.mipt.org/pdf/ksg_popno6.pdf
Optional

“Terrorism Incident Annex of the Federal Response Plan” (1999)

http://www.fema.gov/pdf/rrr/frp/frpterr.pdf
“Planning Guide for Agency Response to Terrorist Incidents Involving Biological Weapons.”  (supplied by instructor)

“Off-Site Triage for a Chemical Terrorism Incident.”   (supplied by instructor), Preface & Forward; Sections 1-7.

DOE/NEST   (supplied by instructor)

Written Assignment: Terrorism incident scenario (supplied by instructor)

Describe the major emergency management issues arising from this scenario, including but not limited to:

· Direction & control – who’s in charge and why.

· Major parties and organizations involved – what has to be coordinated and with whom

· Law enforcement and investigation – what comes first, what gets in the way

· Public information & media relations

· Interaction with state and federal agencies

· Resource mobilization and management – what is needed, where it comes from, how do you get it

What is there about this incident that makes it different from, say, an earthquake or a flood?

(5 pages max)

Session 5 – How will emergency management meet the terrorist challenge?

· What has or has not changed?

· New realities and new models

· How will local emergency management be affected by the Department of Homeland Security?

Required Reading:  

Tucker – Toxic Terror, Ch. 13-14

“Strengthening Our Emergency Response Systems”

http://www.colorado.edu/hazards/o/jano03/jano03a.htm
“Congress Creates Department of Homeland Security”

http://www.colorado.edu/hazards/o/jano03/jano03c.htm
“Environment and Terrorism: A New Report (September 2001).”

http://www.pacinst.org/environment_and_terrorism.htm
“Nation of Poisons.”  http://www.nrdc.org/onearth/02win/poisons1.asp
“Biological Agents as Natural Hazards and Bioterrorism as a "New" Natural Disaster Threat.”  http://www.colorado.edu/hazards/o/novo00/novo00a.htm#noji
“Response Capacity During A Health Emergency – A Review of Selected Issues.”

http://www.doh.wa.gov/sboh/Meetings%202001/2001-11_14/Tab12-EP_report.pdf
“Community Response to the Threat of Terrorism.”

http://www.riskinstitute.org/lib_art.asp?art_id=1011
“Public Works and Terrorism.”

http://www.riskinstitute.org/lib_art.asp?art_id=1013
“The Challenge of Cyberterrorism.”

http://www.riskinstitute.org/lib_art.asp?art_id=1014
“The Incident Command System and the Concept of Unified Command at a Terrorist Incident.”   http://www.riskinstitute.org/lib_art.asp?art_id=1012
Optional:

“Ataxia: The Chemical and Biological Terrorism Threat and the US Response.”

Chapter 6.  http://www.stimson.org/pubs.cfm?ID=12
O’Hanlon – Protecting the American Homeland, Ch. 6.

Written Assignment:  Describe and discuss how the terrorist threat has (or has not) changed the role of emergency management (and the emergency manager). How significant are the changes (if any)? Why are they significant? Is it a change in substance or merely one of names and buzzwords? Is a new model for emergency management required to deal with the challenge of terrorism? Support your position with references to one or more credible sources. (4-5 pages).

Note on this Syllabus:  This syllabus may be modified at the instructor’s discretion as necessary to meet the objectives of the course and/or the needs of the students.

For Browsing & Research

Monterey Institute of International Studies, Center for Non-Proliferation Studies

http://www.cns.miis.edu/     

“Bioterrorism In The United States: Threat, Preparedness, And Response”

Chemical and Biological Arms Control Institute.  http://www.cbaci.org/
Municipal Research and Services Center of Washington.  Hot Topics – Terrorism

http://www.mrsc.org/index.htm
National League of Cities.  www.nlc.org
“Homeland Security: Federal Resources for Local Governments”

http://www.nlc.org/nlc_org/site/files/reports/fedlresrc.pdf
“Homeland Security: Practical Tools for Local Governments”

http://www.nlc.org/nlc_org/site/files/reports/terrorism.pdf
Memorial Institute for the Prevention of Terrorism. http://www.mipt.org/
“Beyond the Beltway: Focusing on Hometown Security”

http://www.mipt.org/pdf/ksg_beyondthebeltway_final.pdf
Natural Hazards Center at the University of Colorado, Boulder

http://www.colorado.edu/hazards/
Department of Homeland Security.  http://www.dhs.gov/dhspublic/
Potomac Institute for Policy Studies.  www.potomacinstitute.org
http://www.potomacinstitute.org/pubs/cyber.pdf
“Local Government Response to Bioterrorist Acts”

http://www.riskinstitute.org/lib_art.asp?art_id=1025
White House Office of Homeland Security: http://www.whitehouse.gov/homeland/ 

US Department of State: http://usinfo.state.gov/topical/pol/terror/homeland.htm 

US Department of Defense: http://www.defenselink.mil/specials/homeland/ 

ANSER Institute for Homeland Security: http://www.homelandsecurity.org
Federal Bureau of Investigation: http://www.fbi.gov/terrorinfo/terrorism.htm 

US Government Information: http://www.firstgov.gov/Topics/Usgresponse.shtml 

Course Evaluation:

WWU Extension Services has established a policy that all courses and instructors are evaluated quarterly.  To facilitate this process, WWU Testing Center has developed a secure website on which this evaluation takes place.  The evaluation document used speaks specifically to the on-line educational process and experience.  A URL is set up during the latter third of each quarter by Extension Services which is forwarded to the instructor. All registered students are then provided with the URL by the instructor. WWU Testing Center compiles the evaluation information and disseminates the report after grades have been submitted. Your participation in this evaluation process is strongly encouraged.

Incompletes:

Because of the nature of work in the Emergency Management field, accommodations will be made for students when emergencies arise which postpone course completion. A grade of K (incomplete) may be assigned only upon request of the student and agreement of the course instructor.

To receive a job related incomplete, a student must provide documented proof of a job related emergency. A letter from an employer is encouraged. To receive a K (incomplete) you must obtain a contract form from the instructor and negotiate a formal agreement with the course instructor specifying the work done and the remaining work needed to complete the course and earn a grade.

You are encouraged to complete the work agreed upon during the next quarter. If a final grade has not been submitted after one year, the K automatically reverts to a failing grade (Z).

For additional information regarding incompletes, please see the WWU 2003 - 2003 catalog.

Information Sheet for Independent Learning Students


ACADEMIC DISHONESTY POLICY AND PROCEDURE
1.  Policy
Western Washington University students have an obligation to fulfill the responsibilities of their particular roles as members of an academic community.  Honesty is essential to learning.  Without it, fair evaluation for all is impossible.  Academic integrity is demanded, and academic dishonesty at Western Washington University is a serious infraction dealt with severely.  Students shall not claim as their own the achievements, work or thoughts of others, nor shall they be a party to such claims. It is the instructor's responsibility to confront a student and to take appropriate action if academic dishonesty, in the instructor's judgment, has occurred.

2.  Academic Dishonesty
Academic dishonesty is not qualitatively different from other types of dishonesty.  It consists of misrepresentation by deception or by other fraudulent means.  Academic dishonesty compromises the instructor’s ability to fairly evaluate a student’s work or achievement.  It includes, but is not limited to, the following:
(a) Giving unauthorized information to another student or receiving unauthorized information from another student during any type of assignment or test.

(b) Obtaining or providing without authorization questions or answers prior to the time of an assignment or test.

(c) Using unauthorized sources for answers during any assignment or test.

(d) Asking or arranging for another person to complete an assignment or take a test in one's place.

(e) Giving or receiving answers by use of signals during a test.

(f) Altering answers on a scored test and submitting it for a higher grade.

(g) Collaborating with others in a required assignment without the approval of the instructor.

(h) Stealing class assignments or portions of assignments, including electronic files, and submitting them as one’s own.

(i) Not crediting participants for their part in a group project or claiming credit for work not done on a group project.

j) Plagiarism, which is presenting as one's own in whole or in part the argument, language, creations, conclusions, or scientific data of another without explicit acknowledgment.  Examples include, but are not limited to:

    (1) Using another person’s written or spoken words without complete and proper citation.

    (2) Using information from a World Wide Web site, CD-ROM or other electronic source without complete and proper citation.

    (3) Using statistics, graphs, charts and facts without acknowledging their source.

    (4) Submitting a paper purchased from a term-paper service.

    (5) Paraphrasing, which is imitating someone else’s argument using other words without acknowledging the source.

    (6) Claiming credit for someone else’s artistic work, such as a drawing, script, musical composition or arrangement.

    (7) Using someone else’s lab report as a source of data or results.

    (8) Using one’s own or substantially similar work, produced in connection with one course, to fulfill a requirement in another course without prior permission.  A student may use the same or substantially the same work for assignments in two or more courses only with written permission from the instructors of all the classes involved.

3. Procedures
(a) An instructor suspecting an act of academic dishonesty shall discuss the matter thoroughly with the student involved.

         Arrangements for this discussion shall be made by the instructor within ten (10) class days after discovering the alleged violation.  In the event the student is absent from campus, the instructor shall attempt to contact the student in writing at the most recent permanent address available in the Office of the Registrar.  If the incident occurs at the end of a quarter, the instructor within ten (10) class days of the beginning of the following quarter or within a reasonable time thereafter the instructor shall arrange to discuss the matter with the student.

        Should the instructor be unable to contact the student to discuss the incident in question before final grades are due, the instructor shall submit a grade of X with a note to the registrar. The registrar shall in turn inform the student of his/her responsibility to contact the instructor and refer the student to the section of the General Catalog addressing “Student Rights and Responsibilities.” Should the student not respond to the faculty member or respective department chairperson by the 10th day of the next academic quarter, not including summer, the grade will be changed to an F.

        During the discussion between the instructor and student, the student may be asked to explain his or her thought process and the sources of information, ideas, data, or calculations presented in the work under dispute.  Failure to give an adequate explanation can influence the instructor’s decision.    

       Following this discussion, the instructor shall determine whether or not an act of academic dishonesty has occurred, and if so, whether it is a minor or major violation.  If in the instructor’s judgment there has been a minor violation, in which the offenses are either purely technical in nature or the instructor does not perceive an intent to deceive and/or achieve an academic advantage, the instructor shall, according to his or her professional judgment, proceed in one or more of the following ways:

· Explain or clarify the standards of the assignment and ask the student to redo it.

· Issue the student a written warning and give the student a zero on the assignment in question.

       If in the instructor’s judgment there has been a major violation, in which the offenses include a substantial misrepresentation and/or apparent intent to deceive and gain an academic advantage, the instructor shall assign a grade of F for the course and notify the Vice President for Academic Affairs and the Registrar.  The instructor should write a brief account summarizing the evidence for the finding of a major violation.  This should be sent to the Registrar with copies to the department chair and the student.  A record of the violation is maintained in the Office of the Vice President for Academic Affairs and the Office of the Registrar.  Repeated acts of academic dishonesty shall make a student subject to disciplinary action – including possible dismissal – through the “Student Rights and Responsibilities Code,” available from the Office of Student Life.

         No student shall be allowed to withdraw from a course or from the University to avoid receiving a failing grade based upon academic dishonesty.

(b) Appeal:  A student who receives an "F" grade for academic dishonesty and who feels wrongly accused by an instructor may appeal to the dean of the school or college involved.  The appeal must be lodged within ten (10) class days of receiving notice of the instructor's decision, and if not, any right of appeal is deemed waived.  The dean shall make a decision based on the merits of the case.  The reasons for the decision shall be in writing and shall be given to both the student and the instructor within ten (10) class days of receiving the appeal.

    
    Either side may appeal a decision of the dean to the Student Academic Grievance Board and from the Board to the Vice President for Academic Affairs, whose decision is final.  Procedures followed shall be those provided in the "Student Academic Grievance Policy and Procedures" (Section B, Appeal to the Board), which is printed in Appendix F of the University's General Catalog.

Reprinted from Western Washington University's General Catalog.
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