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Introduction

On April 16, 2007 a student, Seung Hui Cho, at Virginia Polytechnic Institute and State University (Virginia Tech) in Blacksburg, Virginia inspired fear and disrupted the sense of security felt on college campuses around the nation by opening fire on his fellow students and Virginia Tech community members.  The events that shaped this day have left their mark not only on Virginia Tech, but on most universities in the United States (US) and perhaps the world.  Lessons learned include new techniques for mass information dissemination, establishing emergency operation centers on campuses, better communication between communities and counseling centers, and gun control laws.

Covello (2001) holds that “the content of the message, the messenger, and the method of delivery” all must be considered during risk communication, planning, and delivery (p. 1).  The public hangs on the organization’s every word during a crisis and emergency, therefore continuity, control, knowledge, and resources are all vital to the success of the response stabilizing the public.  A lack of any of the aforementioned qualities can lead to fear (Covello).  Crisis managers must keep their audience in mind; audiences’ point of view is essential to knowing and understanding their needs and expectations (Covello).  

The most prevalent reaction to the Virginia Tech massacre was emotionally charged empathy.  It also inspired alertness on college campuses nation-wide because it was a “random and unpredictable” act that could have happened on any campus (Davies, 2008, p. 1).  The crisis is what Peter Sandman would call a high outrage, high hazard situation.  

The Panel

Virginia Governor Timothy Kaine acted quickly in the wake of the massacre, establishing “a panel to investigate the events leading up to that day, the incidents themselves, and their immediate aftermath” (Davies, 2008, p. 9).  This panel, created by executive order, “interviewed more than 200 people, including the president and other administration at Virginia Tech, faculty, residence hall advisors, student affairs staff, mental health professionals at the university, police, emergency rescue and medical team members, staff of local hospitals who treated the wounded and injured, and experts in various dimensions of the college” (Davies, p. 10).  Cho’s parents and sister were also interviewed.  The Panel was granted access to the great majority of all documents and records related to the incident and Cho (Davies).  
Information gathering was a priority for the Panel.  In the search for more information the Panel assisted in the recovery efforts.  Four public meetings were held to hear questions and concerns and to provide feedback.   At these meetings “spouses and parents, government officials, experts, and deeply concerned residents of Virginia” spoke to the Panel (Davies, 2008, p. 10).  
Events of April 16, 2007

Coombs (2007) defines crisis management as seeking “to prevent or lessen the negative outcomes of a crisis and thereby protect[ing] the organization, stakeholders, and industry from harm (p. 5).  Virginia Tech missed the warning signs exhibited by Cho and reported by students, and some faculty.  The warning signs were not acknowledge, or accepted, which resulted in the eruption of the crisis (Coombs). 

Response units acted quickly on the morning of April 16, 2007.  Shortly after 7 a.m. University and Blacksburg police and emergency rescue teams sprung into action cordoning off the crime scene where two students had recently been murdered (Davies, 2008).  A student had dialed 9-1-1, and after 3 minutes, police had arrived on campus (Davies).  They then began the search for the assailant or assailants.  Police had yet to determine whether there were multiple shooters, and any evidence that may have been left (Davies).  
After 9 a.m. Cho entered Norris Hall, chained the exit doors closed, locking himself, many students, and faculty members inside to die (Davies, 2008).  Police located a door that was not chained and broke the lock.  Two different caliber guns were heard by police, they entered the building still unaware of the number of shooters.  They effectively stormed the building; however, they soon found out that Cho had killed himself “almost immediately” after police shotguns blasted off the door’s locks (Davies, p. 10).  
Davies (2008) reports that survivors recounted that Cho “said nothing and showed no emotion” (p. 10).  According to Davies, “had the police not entered the building so quickly, more people would have been killed.  Cho had about 200 unused bullets” left (Davies, p. 10).

Coordination between emergency response personnel was excellent.  Police continued to search Norris Hall, “while emergency rescue and medical teams began to triage and evacuate the wounded” (Davies, 2008, p. 10).  Due to this efficient response, many lives were saved.  No one that was treated by medical teams on site died.  
Cho had sent videotapes and writings to the NBC network which expressed “contempt for his fellow students as privileged, spoiled, and morally corrupted by a materialistic society.  He also mailed a letter to the English Department, where he was a major, criticizing a faculty member for ‘holocausting’ him” (Davies, 2008, p. 10).  Cho thoroughly planned his massacre.  

Before police arrived a total of thirty-three (33) people had been killed, including Cho (Davies, 2008).  Seventeen people were reported as wounded, while many others obtained injuries while trying to escape.  Still, an unknown number of people around the country, and perhaps the world, both directly and indirectly affected will bear this experience for the rest of their lives (Davies).
Communication Errors
The Oak Institute for Science and Education (Oak Institute, 2009) advises that organizations “must identify partners and stakeholders, understand their information needs, tell them what you need from them, and have a detailed plan of how to communicate with them during a crisis” (p. 1).  An effective crisis management team has identified strategic partners, those who can provide help in specific situations; determined organizational strengths, weaknesses, and potential roles for employees pertaining to resources and communication; and have coordinated roles and access to employees (i.e. contact sheets with pertinent information) (Oak Institute).  
Crisis managers must “work effectively with stakeholders, be accessible, respectful, timely, clear, [and] dependable” (Oak Ridge, 2009, p. 1).  Organizations can minimize a negative response from stakeholders by “emphasizing factors that inspire trust, paying attention to response processes and engaging partners, explaining organizational procedures, promising only what you can deliver, [and] being forthcoming” (Oak Ridge, p. 1).  

The Panel noted three types of concerns in their review: Structural, management by the University and State government, and actions on the ground (Davies, 2008).  According to the Panel a lack of funding, thus a lack of resources has left “the mental-health system of Virginia and probably most other states entirely inadequate to provide the services needed to prevent incidents of this sort” (Davies, p. 10).  Ambiguity and “inconsistencies between federal and state gun laws” leaves holes that allow mentally defective individuals and those with criminal records to purchase guns (Davies, p. 11).  
Structural
Federal law mandates all individuals who have received court-ordered outpatient treatments to be ineligible to purchase firearms.  Virginia law is, however, unclear on this matter, therefore “Cho’s name was not entered into the federal system for firearm background checks, and he was able to buy two semiautomatic weapons from gun dealers” (Davies, p. 11).  
Quickly following April 16, Governor Kaine made Virginia law clear by executive order.  However, most other states have similarly ambiguous gun laws, and risk a similar incident occurring (Davies, 2008).  Gun fairs, which do not require background checks, put their communities at risk.  Unaligned and ambiguous college gun policies create further uncertainty surrounding the matter of guns on campus; worst yet, many universities are unaware of their ability to prohibit guns on campus (Davies).  
Management by the University and State Government  

Cho received treatment from two different centers, the Cook Counseling Center located on Virginia Tech, which falls under the Family Educational Records Privacy Act (FERPA), and the Carilion St. Alban’s Behavioral Health Center, which falls under the Health Insurance Portability and Accountability Act (HIPAA).  The discrepancy between FERPA and HIPAA laws created a situation that contributed to Virginia Tech and the community’s lack of awareness of just how deeply Cho was disturbed.  
Cho himself contacted the Cook Counseling Center on November 30 and December 12 2005 (Davies, 2008).  A diagnosis or treatment procedure was never made, although a counselor spoke with, and collected information from, Cho via telephone (Davies).  Newly found mental health records on Cho show he spoke of extreme social anxiety and a lack of relationships, but noted no suicidal or “homicidal thoughts in counseling sessions that took place more than a year before the April 16, 2007 massacre” (Leinwand, 2009, p. 3A). 

In December 2005 Cho was taken to Carilion under a Temporary Detention Order (TDO) after being deemed a danger to himself or others (Davies, 2008).  Carilion shared Cho’s records with Cook.  Cook, however, did not reciprocate or share with the University, because FERPA is unclear and universities prefer to “err of the side of caution” to avoid liability, even when the public may be at risk (Davies, p. 11).  Davies reports:

… “in this case, a representative of Virginia Tech told the Panel that FERPA prohibits the University from sharing disciplinary records with the campus police department, but the Panel learned that the University of Virginia shares them, on the grounds that its Chief of Police is designated as an official with an educational interest in those records” (p. 11).   
The Virginia Tech Emergency Guidelines (unknown year) instruct individuals to follow their instincts and report all suspicious activity: “If you witness a person acting in an odd or unusual manner or if a person or situation makes you feel uneasy, trust your instincts and report it” (Virginia Tech, p. 20).  Some individuals did just that, however their suspicions, though confirmed by tragedy, were unaccepted when reported.  

The lack of communication regarding Cho’s past put him and the entire Virginia Tech community at risk with him alone at a large university away from all systems of support (Davies, 2008).  The English Department and residence hall advisors had alerted campus officials about Cho’s deviant behavior (Davies).  Reports of Cho stalking, taking cellular phone photographs of female students during class, producing violent writings, and being unwilling to participate in class were all reported, but no action was taken (Davies).  
The former chair of the English Department at Virginia Tech, Lucinda Roy, was contacted by a colleague informing her about Cho’s “disturbing writings and disruptive behavior” (Couric, 2009, p. 1).  Roy stated that “Cho’s classmates were afraid of him, and that he was taking cell phone pictures of them under his desk” (Couric, p. 1).  Roy reacted with concern and choose to privately tutor Cho; she was confronted by a student who wore “dark reflective sunglasses, and was almost always unresponsive” (Couric, p. 1).  Roy notified the Virginia Tech police, other departments, and the counseling center, yet no one seemed to care as is evident by the lack of corrective or preventative action.  
A female student also alerted campus police on December 12 about Cho’s deviant behavior.  As a result officers ordered Cho to terminate contact with the female student.  The next day Cho’s suite-mate contacted campus police reporting to them that Cho sent him a instant message stating “I might as well kill myself;” Cho was then  “detained at Carilion St. Alban’s Behavioral Health Center for assessment” (Davies, 2008, p. 12).  

Cho recanted his suicidal message to his suit-mate, which landed him a TDO in the Carilion Center, stating instead that he was just kidding (Leinwand, 2009).  The practitioner, Louis Coats, noted Cho’s demeanor and expressions as “’very non-verbal, very quiet, sits in chair looking down at the floor, does not blink’” (Leinwand, p. 3A).  A counselor that spoke with Cho on the phone prior to his TDO labeled him as “troubled” (Leinwand, p. 3A).  

A lack of communication between Cho, his parents, and the community (e.g. teachers, students, professionals) may have led to Cho’s disassociation with society (Kim, & Dickson; 2007).  As cited in Kim and Dickson  “Erikson (1964) once emphasized that identity formation depends on the support that young individuals receive from the collective sense of indentify characterizing social groups significant to them such as their family, their neighborhood, their class, their culture, and their nation” (p. 940).  Social workers and mental health practitioners should be aware of the challenges specific to multi-cultural groups and their particular vulnerabilities (Kim, & Dickson).  Furthermore, a culture of violence---television shows, movies, video games—desensitizes individuals to actual violence (Harris, 2007).

Despite all of these incidents and warning signs, no one ever contacted Cho’s parents to try and obtain vital mental health records (Davies, 2008).  Cho was, however, evaluated by a licensed social worker on December 12 while at Carilion and determined to be a danger to himself and others (Davies).  The following day he was re-evaluated by a special justice who concurred with the initial diagnosis.  Cho was ordered to receive treatment at the Cook Counseling Center.  However, he retained the ability to schedule, and therefore cancel, appointments, and thus never received treatment after scheduling then canceling an appointment (Davies).  
Had either of the counseling centers ever called Cho’s parents they might have learned, as the Panel did, that Cho had been diagnosed with “selective mutism; while in middle school he had been fascinated by the Columbine High School shootings in 1999 and that [he] has fantasized about carrying out a similar mass killing” (Davies, 2008, p. 12).  
Actions on the Ground
Virginia Tech’s emergency plan prior to the massacre dictates that when an emergency occurs the University President convenes a Policy Group made up of senior administration (at that time excluding any police officers) to manage the University response (Davies, 2008).  The morning of April 16, after Cho’s rampage began, the Policy Group shuffled its feet issuing the alert not wanting to panic the campus (Davies).  Almost two hours elapsed after the first shootings at West Ambler Johnston Hall before the message was sent out alerting the campus of a shooting, however, it did not state that two students had been killed or that the perpetrator was still at large (Davies). 
Critics of Virginia Tech’s initial response to the shootings at West Ambler Johnston Hall site the university’s failure to “alert the campus of a ‘shooter on the loose’ for two hours even as they locked down university offices and at least two staffers informed their own families of the first shootings; the university [also] canceled trash collection twenty minutes before alerting the campus” (Jonsson, 2009, p. 1).   
 No Emergency Operations Center (EOC), which would have provided a headquarters to convene crisis response crews and a central area to perform communication procedures (i.e. gathering and analyzing data), was established creating even greater difficulty in communication.  A family-assistance center was established, but it lacked leadership, coordination, and trained operators (Davies, 2008).  Volunteers and staff were, however, devoted and compassionate working for weeks with families (Davies).  

State police greatly facilitated in the recovery efforts.  They alerted the families of the situation and assisted those who sought “advice about what to do and where to go” (Davies, 2008, p. 13).  The Department of Public Safety also supported the police.  The recovery process was handled by multiple agencies that, however, lacked interagency communication and coordination skills.  

According to Davies (2008) “the Department of Social Services (DSS) asked the Commonwealth Victim Services Section (VSS) of the Department of Criminal Justice Services (DCJS) to stand by to help at Virginia Tech, but DSS sent no further word that day [April 16], [nor did it] instruct VSS and the victim advocates it had mobilized to go to Virginia Tech until April 17, and did not arrive until April 18” (p. 13).  It was not until around midnight on April 17 that the director of the Department of Criminal Injury Compensation Fund (CICF) arrived on the Virginia Tech campus (Davies).  
Despite the massive media presence neither the state government nor the University “established a formal information center staffed by experienced public information professionals who could manage the deluge of press inquiries and answer questions” (Davies, 2008, p. 13).  Some state agencies blamed the University as the cause of the information sharing delays because they did not want to share control of the situation.  Communication between the Office of the Chief Medical Examiner and families was poor leaving them “frustrated and confused” (Davies, p. 13).  
While the response of the police, emergency rescue teams, and medics was rapid and well organized the Panel believes that two specific errors were made by the Virginia Tech Police Department that likely “affected the way the Norris Hall incident played out” (Davies, 2008, p. 13).  The message sent out to students gave the impression that the shooter was no longer a direct threat (i.e. the shooter was off campus) (Davies).  Police had relied too heavily on a false lead and failed to realize the killer was still on campus and remained a serious threat to the public.  Furthermore the Policy Group failed to notify the entire campus of the emanate danger (Davies).  
Although the videotapes and writings Cho mailed to NBC lead one to suspect that he would have continued to kill somewhere regardless of whether or not classes were canceled because he was “committed to further violence” that does not absolve the University or police department of their initial slow response (Davies, 2008, p. 13).  Communication began with some set backs due to both Blacksburg and Virginia Tech police and rescue squads operating on different radio frequencies .  However, once the issues were resolved their communication was excellent because the Virginia Tech and Blacksburg units regularly train together (Davies).  The response arrival at Norris Hall took 3 minutes because units were already on campus as a result of the West Ambler Johnston Hall shootings (Davies).  
The evacuation of the wounded went very well, however, the evacuation of those not wounded was chaotic (Davies, 2008).  The non-wounded were not escorted out of the building and were confronted upon exiting the building by armed officers, which are threatening and increases trauma for the victims (Davies).  Universities must have threat assessment teams and crisis management plans (CMP) that cover a broad range of crises including “storms, toxic spills or leaks, pandemics, and active shooters” (Davies, p. 14).  Virginia Tech (unknown year) defines an active shooter(s) as:

 Someone who “is considered to be a suspect or assailant whose activity is immediately causing serious injury or death. The incident can involve a single shooter or multiple shooters. It can be a close encounter or from a distance. It can be targeted at a student, faculty/staff or random victims. It might involve just one room or multiple locations. No two situations are alike. Shooting can occur anytime, anyplace, to anyone” (p. 21).

While many universities claim to have CMPs, most admit to not covering active shooters (Davies, 2008).  Regardless, CMPs are useless unless trained with and updated regularly.  Interagency training is particularly important for incidents that may occur on college campuses.  
Crisis Communication

Advanced planning and outlining communication procedures with responders is vital.  A multifaceted way of alerting the campus community and surrounding area about threats must be accurate, clear, and immediate.  According to Davies (2008), “the process of communicating should be as free [from] bureaucracy [as possible]” (p. 15).  Authorities should be able to act independently in the case of an emergency.  
Augustine (1999) advises crisis managers of the importance of recognizing a crisis and understanding how it will be perceived by stakeholders.  Virginia Tech administration allowed fear of stakeholder perception to cloud their sense of responsibility and allowed precious time to elapse before they warned the public of the threat on campus.   Making plans (i.e. communication plans, crisis action plans, drills, essential relationships, community relations plans) to deal with undesirable incidents that may arise is essential to crisis mitigation (Augustine).  

Maintaining vigilance while preparing a crisis management plan for second-order effects of a crisis is also crucial, it is evident by the Virginia Tech massacre just how important this step is.  Cho premeditated his rampage, beginning at West Ambler Johnston Hall, where he killed two students, then mailing his writings and videotapes at the post office, finally concluding in Norris Hall killing 32 people and himself.  Yet, it is likely that if more proactive measures were taken by the counseling centers and police department much of this could have been prevented.  Augustine contends that “some reasonable, decisive action is almost always better than no action at all” (p. 21).  Speed is paramount for resolving a crisis (Augustine).  
Crisis managers must be prepared to contact local television and radio stations, establish or update a website specifically for the crisis, staff a 24-hour hotline, write up and disseminate flyers in multiple languages to the public in the surrounding area, and coordinate with local emergency service providers (i.e. police, fire, medical personnel) (ASTHO, 2002).  A strong positive relationship is crucial because the media often relays the most information to the public (ASTHO).

Covello (2001) identifies the basic elements for establishing trust and credibility through communication: empathy and caring, competence and expertise, honesty and openness, commitment and dedication, and, Sandman adds, accountability (Covello).  It is imperative that empathy and caring be expressed immediately, “within the first 30 seconds” (Covello, p. 1).  Competence and expertise are best illustrated through prior relationships, either you and the audience, or a third party and the audience (Covello).  Experience in the area helps to build this image as well.  Being real, participating, and giving the public choices and information helps to build integrity (Covello). Dedication comes from setting and reaching an objective and not leaving the community until the recovery process has ended (Covello).  

Results of the Virginia Tech Massacre
Many changes have been made on Virginia Tech and college campuses around the world as a result of the Virginia Tech massacre, most targeted at relieving confusion and maintaining safety.  Following the Virginia Tech massacre and Virginia Governor Kaine’s report that the confusion over the FERPA laws prevented the university from sharing relevant information regarding Cho’s mental health history, the Department of Education has revised FERPA, eliminating that confusion (Anonymous, 2009).  Schools may now “use the health-or-safety exception as long as there is an ‘articulatable’ and significant threat against the student or others and that parents should be contacted (Anonymous, p. 14).   
In response to the massacre, Virginia Tech has banned guns on campus.  The majority of college campuses in the US forbid concealed weapons, but the Virginia Tech massacre has spawned a great debate throughout the country as to whether campuses are safer with or without guns (Jonsson, 2009).  Some feel that the Virginia Tech shootings could have been prevented, or at least lessened, if other students carried guns.  The incident at Virginia Tech has taught many responders that moving into the target quickly, even before backup has arrived, may be the best way to eliminate the shooter and preserve innocent life (Jonsson).  

As a result of the tragedy, Virginia Tech developed and issued an emergency preparedness flyer (“Emergency Preparedness…It’s Every Hokies’ Responsibility!”), and “In Case of Emergency” posters are hung in every building to inform students on what to do in the event of an emergency.  “Emergency Preparedness…It’s Every Hokies’ Responsibility” (2008) tells students to “locate at least two routes of escape from every building you use,” to keep abreast of emergency procedures and potential hazards, and to inform faculty of any conditions that might impede a swift exit from the building, and to report suspicious behavior (Virginia Tech, p. 1).  Also contained in the emergency preparedness plan is information instructing students and faculty on what to do in case of specific events (i.e. active shooter, earthquake, toxic spill, fire).   

In the event of an active shooter’s presence on campus, individuals are instructed to call the police department and provide as much detail as possible about the shooter’s appearance, location, and direction of travel, to block doors, cover and lock windows, keep out of sight, stay in a safe place, not to attempt to rescue injured or endangered people if it puts yourself or others in danger, put cellular phones on vibrant and make as little noise as possible, remain calm and reassuring, and, if possible, “place signs in exterior windows to identify the location of injured people” (Virginia Tech, 2008, p. 1).   Stairwells often provide a safe place in the event of an emergency; however students and faculty must be aware that in some buildings the stairwell actually acts as a chimney during a fire (Virginia Tech).  

According to Virginia Tech (unknown year) the “Virginia General Assembly recently passed a law requiring all public colleges and universities to have a Threat Assessment Team. Virginia Tech has had a threat assessment team in place since December 2007” (p. 21).  The purpose of the Threat Assessment Team is to evaluate possible risks and “determine if an individual poses a threat to self, others, or the Virginia Tech community and intervene to avert the threat and respond to the situation” (Virginia Tech, p. 21).  The mission of the Threat Assessment Team is to prevent violence and maintain safety on campus, thus they are in place to respond to suspicious behaviors demonstrated by students, employees, visitors and any other individual on campus “prior to a critical incident” (Virginia Tech, p. 21). 
Virginia Tech utilizes their website to provide detailed information to the public about emergency procedures designed to keep individuals, including those with disabilities, safe during various emergency situations.  Instructions reaffirm seeking safe places and establishing barriers between you and the assailant.  Considering an escape attempt is advised if there appears to be a safe route (Virginia Tech, unknown year).  Fighting back is also an option, though the most dangerous and “last option” (Virginia Tech, p. 21).  
Virginia Tech now has multiple notification systems in place to communicate with the University community.  The Clery Act, which Virginia Tech complies with, specifies that “all key facts [are included in the messages] and are disseminated as quickly as possible” (Virginia Tech, 2008, p. 6).   Virginia Tech communication systems include: “VT Alerts, broadcast e-mails, weather/emergency hotline, VT home web page, campus siren and loudspeakers, the university switchboard and coordinated use of public media outlets” (Virginia Tech, pp. 6-7).  
Campus administration and police are authorized to disseminate messages (Virginia Tech).  According to Virginia Tech “in an emergency, immediate messages are sent to the campus community providing clear information on the nature of the emergency and actions to be taken” (p. 7).  Virginia Tech is working with local agencies to establish a low-power AM/FM transmitter to carry emergency information to the masses, as well as broadcasting on the Campus Channel during emergencies (Virginia Tech).  
Conclusion
Sandman (2003) contends that “there is no ‘public’ in a crisis; everyone’s a stakeholder, glued to the television screen for hours” (p. 27).  The media plays a huge role in crisis communication and generally focuses on high outrage situations.  With a crisis comes stress, which “itself is an important barrier” (Sandman, p. 27).  However, “the audience’s outrage is not usually aimed” at the organization in crisis (Sandman, p. 27).  Discontent at the organization is held until the conclusion of the crisis (Sandman).  
The Virginia Tech massacre did not cause much backlash for the University.  The prominent reaction was empathy, vigilance, and a new-found sense of insecurity on campuses and households around the nation.  Discontent at the response and recovery process was raised primarily by parents of victims.  While the University was criticized for its initial slow response, the widespread empathy overshadowed anger.  
Misinformation and lapses in communication not only affected the police and rescue team response, but also led the Panel to report errors, which parents of victims had been campaigning to be corrected since September 2007 (Leinwand, 2009).  Errors included Cho’s mental health records being recovered and some parents listed as having a deceased child, though their child actually survived the massacre (Leinwand). 


Though the incidents that played out on April 16, 2007 on the Virginia Tech campus ended in tragedy, many lessons were learned from them and should create a more secure and aware campus environment for students across the nation.  Our false-sense of security on college campuses has now been shaken, but colleges are more prepared to handle and mitigate incidents of all kinds due to the massacre.  More effective communication systems are in place, gun laws are being reevaluated, and changes in the mental health community have already been made all attempting to eliminate ambiguity.  High outrage, high risk situation have the tendency to bring communities together forming a greater, more resilient one in the end.  
                                                             References

Anonymous (2009) “US Education Department updates student privacy rules” Information Management Journal 43(2) pg. 14 Retrieved from ProQuest on December 12, 2009 

ASTHO (2002) “Communication in risk situations: Responding to the communication challenges posed by bioterrorism and emerging infectious diseases” ASTHO pp. 1-35 Retrieved from www.urmia.org on December 8, 2009
Augustine, Norman, R. (1999) “Managing the crisis you tried to prevent” Harvard Business Review Harvard Business School Press pp. 1-32 Retrieved from www.netlibrary.com on December 1, 2009 

Coombs, Timothy, W (2007) Ongoing Crisis Communication: Planning, Managing, and Responding (2nd Ed.) Los Angeles: Sage Publications, Inc. pp. 4-6
Couric, Katie (2009) “Warning signs ignored on Va. Tech shooting” CBS pg. 1 Retrieved from CBSnews.com on December 12, 2009
Covello, Vincent, T (2001) “Audiences and messages: Thinking them through” Oak Ridge Institute for Science and Education pg. 1 Retrieved from www.orau.gov on December 5, 2009
Davies, Gordon, K (2008) “Connecting the dots: Lessons from the Virginia shootings” Change 40(1) pp. 8-16 Retrieved from ProQuest on December 10, 2009
Harris, John (2007) “Juxtapositions” Network News pg. 19 Retrieved from EBSCOhost on December 13, 2009
Jonsson, Patrick (2009) “Three lessons shaping society after Virginia Tech massacre” The Christian Science Monitor pg. 1 Retrieved from CSMonitor.com on December 13, 2009
Kim, Sun, S; & Dickson, Geri (2007) “Revisiting mental health issues in young immigrants: A lesson learned from the Va. Tech massacre” Issues in Mental Health Nursing 28 pp. 939-942 Retrieved from EBSCOhost on December 14, 2009
Leinwand, Donna (2009) “Families want Va. Tech case reinvestigated” USA Today pg. 3A Retrieved from ProQuest on December 12, 2009
Leinwand, Donna (2009) “Va. Tech gunman spoke of isolation,; counselor described him as ‘troubled’” USA Today pg. 3A Retrieved from ProQuest on December 11, 2009
Oak Ridge Institute for Science and Education (2009) “Essential principles” Retrieved from www.orau.gov/cdcynergy/erc/content/activeinformation/essential_principles/EP-partners_content.htm on December 8, 2009 
Sandman, Peter, M (2003) “Four kinds of risk communication” The Synergist pp. 26-27 Retrieved from www.psandman.com on December 21, 2009

Virginia Polytechnic Institute and State University (2008) “Emergency preparedness…It’s every Hokies’ responsibility!” Emergency Management pg. 1 Retrieved from www.registrar.vt.edu/faculty_staff/documents/Preparedness_Document.pdf on December 23, 2009

Virginia Polytechnic Institute and State University (2008) “Progress report on recommendations by initiative” Virginia Polytechnic Institute and University pp. 1-17 Retrieved from www.president.vt.edu/documents/2008-10-31-implemented-recommendations.pdf on December 24, 2009

Virginia Polytechnic Institute and State University (2009) “Emergency Evacuation” Office of Equity and Inclusion pg. 1 Retrieved from www.ada.vt.edu/accommodations/accom_evac/index.html on December 23, 2009

Virginia Polytechnic and State University (unknown) “Emergency Information Desk Reference” Emergency Preparedness Program pp. 1-27 Retrieved from www.emergency.vt.edu/EmergencyGuidelines.pdf on December 23, 2009 
