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Session Objectives: At the conclusion of the session the students should be able to:

7.1 Describe the risk of terrorism to Americans in general terms
7.2  Describe the evolution of American policies and programs to deal with the threat of terrorism in general terms
7.3  Discuss the need to provide information to the public during disasters of all sorts, reduce litigation resulting from disasters, and prevent/mitigate losses from terrorist-caused disasters

7.4  Describe the emergency planning process in the U.S., planning for WMD 
events, and issues such as continuity of government and continuity of operations

7.5  Describe lead and support roles for agencies responding to acts of terrorism


7.6  Describe the processes and resources necessary for economic, social, and 
psychological recovery from terrorist-caused disasters 
Scope

This session will provide a brief summary of the themes identified in the preceding six sessions and will identify the major issues.  The emphasis is on themes rather than on details covered in the earlier sessions.  
Required Session Readings:

Waugh, William L., Jr. (2006a). “The Political Costs of Failure in the Responses to Hurricanes Katrina and Rita,” Annals of the Academy of Political and Social Science, Special Issue on “Shelter from the Storm: Repairing the National Emergency Management System after Hurricanes Katrina and Rita,” edited by W.L. Waugh, Vol. 604, March 2006:  10-25.  

Waugh, William L., Jr., and Streib, Gregory (2006b). “Collaboration and Leadership for Effective Emergency Management,” Public Administration Review, Special Issue on “Collaborative Management” (December 2006).

Waugh, William L., Jr. (2007). “Terrorism as Disaster,” Handbook of Disaster Research, eds. Havidán Rodríguez, E.L. Quarantelli, and Russell R. Dynes (New York: Springer), pp. 388-404.

Note
The goal in this session is to encourage students to synthesize the information from the six sessions so that they will have a broad view of Homeland Security and the role of emergency management in reducing the risk to life and property from domestic and international terrorist attacks, as well as from other kinds of disasters.
Objective 7.1

Describe in general terms the risk of terrorism to Americans
The function of emergency management and the roles of emergency managers in managing natural and technological hazards has changed considerably since the attacks on the World Trade Center towers and the Pentagon in 2001.
In many respects, local emergency managers continue to identify, assess, and monitor natural and technological hazards and to deal with the disasters that result much as they did before 9/11.  
However, state and local emergency managers in locales with high risk of natural disasters, such as the risk of catastrophic earthquakes in California and the Pacific Northwest and the risk of catastrophic hurricanes along the East and Gulf coasts, have had to maintain focus on the more familiar and certain risks.

Nonetheless, the risks posed by domestic and international terrorism have both broadened the responsibilities of local emergency managers and, for better or worse, encouraged changes in program and policy priorities.  The shift in priorities from natural hazards to counter-terrorism has been noted as a major problem after the poor response to Hurricane Katrina in 2005.

As Session 1 indicates, terrorism is a real threat to American lives and property and has been a persistent threat since, at least, World War II.  [Terrorism is an old form of political violence, but modern terrorism is generally traced to the post-WWII period.]
Terrorism can be practiced by governments as well as nongovernmental groups and individuals.

The international terrorist attacks have increased since 2001, despite efforts to combat terrorism.  
With the exceptions of the Murrah Federal Building attack in Oklahoma City in 1995 in which 169 people were killed by domestic terrorists and the 9/11 attacks in which approximately 3000 people were killed by international terrorists, relatively few Americans have been killed by terrorists.  Nonetheless, Americans are frequent targets of terrorists.
The nature of the terrorist threat has evolved over the decades since World War II from ideological (i.e., Communist) to anti-colonial/separatist to religious/political violence. 

Since the 1970s, terrorists have shown greater willingness to kill large numbers of people and their weapons have become more and more lethal in terms of their potential to kills hundreds or even thousands of people.  
The potential for terrorists to acquire weapons or materials capable of killing millions of people is increasing, although conventional (military and homemade) bombs are still the most common weapons.  
Terrorists may choose to use agri-terrorism, such as spreading a highly contagious disease like hoof-and-mouth disease or contaminating part of the nation’s food supply.  The economic consequences of agri-terrorism may be extremely high, although the number of people killed or made ill may be relatively small.
Terrorists may choose to use cyber-terrorism, such as hacking into sensitive computer systems to cause power failures or to steal information that will aid in targeting vulnerable infrastructure.

Most importantly, terrorist attacks can result in catastrophic disaster.  They can cause catastrophes on the scale of earthquakes, hurricanes, and other large scale natural disasters.  They can cause epidemics and other large scale public health emergencies.

Potentially, millions of people may be killed if terrorists can acquire, transport, store, and detonate a nuclear device or spread a biological agent.  

However, there may be unique aspects of terrorism-related disasters that require special skills and resources in order to respond effectively.  Not the least of the differences are 
the need to apprehend the terrorists, preserve evidence for criminal prosecution, and deal with toxic materials that may not be familiar to responders.  
Questions to ask students:

1.  How should state and local emergency management officials in states like Florida and California accommodate the Homeland Security focus on terrorism when they see natural hazards as the biggest threats? (Answers may vary).  
2.  How great is the risk of terrorism to most Americans? [Students might consider what they think are the principal risks to life and property in their own communities and discuss the appropriate allocation of resources, e.g., money and time, to address those risks and the tradeoffs in other public services.]
Objective 7.2 
Describe the evolution of American policies and programs to deal with the threat of terrorism in general terms

________________________________________________________________________

The U.S. government developed programs and participated in international programs to address the threat of terrorism since World War II.

The Posse Comitatus Act constrains the use of federal troops, including federalized National Guard troops, in dealing with domestic criminal activity and there have been proposals to change the law to permit greater use in responding to suspected terrorist incidents as well as in restoring civil order during and after natural disasters.  

International conventions to deal with terrorism initially focused on threats to diplomatic personnel and facilities and to civil aviation (i.e., airliners, airline passengers, and airports).  

Federal authority has expanded to address the threat of terrorism.  In the 1980s, terrorism became a major concern and a series of laws, presidential directives, and other actions were adopted to address issues ranging from the organization of the federal effort to address the threat (i.e., lead and support roles) to the programmatic priorities of federal agencies.
The bombing of the Murrah Federal Building in Oklahoma City in April 1995 lead to the issuance of Presidential Decision Directive 39 in June 1995 (followed by Presidential Decision Directive 62 in 1998) to better structure the federal effort to deal with the threat.

The Defense Against Weapons of Mass Destruction Act of 1996 defined “weapons of mass destruction” and further defined the roles of federal agencies in dealing with acts involving chemical, biological, and radiological weapons or material.

Following 9/11, the U.S. Patriot Act and a plethora of acts, executive orders, and other actions were adopted to increase federal power to conduct searches, surveillance operations, and other police and intelligence operations, as well as to secure facilities and  limit access to information.  

The U.S. Patriot Act and some of the other laws have been controversial because of their potential for abuse and intrusions on the privacy of private citizens with no ties to terrorists.  The civil liberties issue is whether the new counter-terrorism laws and reinterpretations of other laws have lead to violations of individual rights.
Wiretapping and other actions taken by federal authorities are being challenged in court.  
National strategies have been developed to focus counter-terrorism efforts on potential targets (such as critical infrastructure), Homeland Security Presidential Directives were adopted to address more specific organizational and legal issues in order to facilitate counter-terrorism efforts, and the National Response Plan was developed to structure responses to terrorist and non-terrorist disasters.  
The Federal Response Plan that was utilized in the response to the World Trade Center attacks was replaced by the National Response Plan (NRP).

The National Incident Management System (NIMS) was created to structure the national response to terrorist attacks and other incidents of national significance.  The intent is to provide a common framework for disaster and emergency response.   

The NRP and NIMS were being implemented when Hurricane Katrina hit the Gulf coast in August 2005 and most state and local responders and many federal responders had not been trained to use the new systems (Waugh, 2006).  

Compliance with federal regulations, including NIMS, is being required if state and local officials wish to receive funding from the Department of Homeland Security and other federal agencies.
________________________________________________________________________

Questions to ask students:

1. How well has the federal government addressed the threat of terrorism?  How secure do you feel now?  Can another Oklahoma City or 9/11 attack occur?  (Answers will vary).
2. What problems might result from focusing on terrorism to the exclusion of other hazards?  
The response to the Katrina disaster (including the Rita and Wilma hurricanes) illustrate the problems that result from a lack of preparation for natural disasters.  The after-action reports by the Government Accountability Office and other agencies, including the Congress, criticized DHS’ focus on terrorism to the exclusion of other hazards.
Objective 7.3
Discuss the need to provide information to the public during disasters of all sorts, reduce litigation resulting from disasters, and prevent/mitigate losses from terrorist-caused disasters 
________________________________________________________________________

Adequate public information is essential in order for residents to be prepared for disasters of all sorts and to lend credibility to authorities in charge of disaster response and recovery efforts.
The public information officer (PIO) has to establish credibility and that is increased if information is provided in a timely manner, is complete and accurate, and provides guidance on appropriate protective actions.  Withholding information, for any reason, can damage credibility.

The assumption that information should be withheld in order to reduce the likelihood that the public will panic is erroneous.  Panic is more likely to occur when information is not provided and the public is uncertain about appropriate action or the public does not trust the information provided (see Waugh, 2007).

Good communication among emergency responders is essential for effective disaster response in order to coordinate operations.

Involving legal counsel in emergency management and Homeland Security decisions can reduce, but not likely prevent, litigation.  
Decisions made in disaster responses can be informed as to the legal implications and, thereby, reduce the likelihood of lawsuits.

Communities can encourage the use of insurance, insurance pools, self-insurance, disaster savings accounts, and other measures to facilitate recovery.

Financial losses can be offset to some extent if residents have adequate insurance or savings to cover the loss of property, services, etc. 

Self-insurance, or simply covering losses yourself, is common, particularly among local governments, universities, and other public entities.  

Having three to six months of reserve cash to cover living expenses following a disaster is recommended.

Police powers have increased tremendously since 9/11 and there have been costs in terms of personal privacy and civil liberties.  Wiretaps and other surveillance activities require less review by courts than they did earlier.
Aviation security procedures have changed how Americans and other passengers travel.  The measures may prevent or mitigate attacks on civil aviation, but there are serious questions about their effectiveness.

Maritime security measures, particularly port- and container-related security measures, are a relatively new federal priority and there are serious questions concerning their effectiveness in preventing or mitigating attacks on maritime facilities or the use of containers or even vessels to bring in a nuclear or biological weapons into the U.S.

The availability of nuclear and biological weapons and material left after the collapse of the Soviet Union and its allies remains a concern.  International programs were developed to find and destroy such weapons, but there is always the danger that some may fall into the hands of terrorists.  
Community and personal mitigation and preparedness efforts can help prevent or reduce the effects of disaster, including terrorist disaster.  

At minimum, families should have 72-hour kits (food, water, flashlights, radios, etc.), so that they can get along on their own for at least three days in a major disaster or emergency.  Some federal agencies assume that their assistance will not be necessary for the first 72 to 96 hours, although the Katrina disaster demonstrated that some people, particularly the poor and elderly, may not have the resources to be self-sufficient for 3 days without help (Waugh, 2006a)
________________________________________________________________________

Questions to ask students:
1. How important is it to you to have access to full information during an emergency?  Would you trust an official who was withholding information? (Answers will vary).
2. How have security measures, e.g., the U.S. Patriot Act, affected you and do you feel more secure than you did right after the 9/11 attacks? (Answers will vary).
3. Do you have insurance to cover the loss of your home and its contents?  Do you have flood insurance?  (Why or why not?) (Answers will vary).
4. Do you have enough money to cover your living expenses for three to six months if you do not receive a paycheck or get a loan?  (Answers will vary).
5. How many days can you be self-sufficient in the event of a major disaster?  At least three? (Answers will vary).
_____________________________________________________________________

Objective 7.4

Describe the emergency planning process in the U.S., planning for WMD events, and issues such as continuity of government and continuity of operations
Emergency planning is conducted at all levels of government in the U.S.  Local emergency management agencies have specific legal responsibilities to address risks to their communities.  
Local governments are responsible for emergency operations planning that includes mass evacuation, sheltering-in-place, and other community level functions.

The federal government, largely through the Department of Homeland Security, is increasingly mandating that local emergency plans give priority to mass evacuation and adoption of national standards.

The process of risk assessment involves 
· Understanding the nature of the hazard;

· Evaluating the likelihood of the use of the weapon or material;
· Identifying likely terrorist organizations with the opportunity and willingness to attack;

· Identifying the presence of a likely target; and

· Determining the frequency of the event.
Thus, the risk of a terrorist event in a given community is understood as the recognition of a hazard (proven or possible), the likelihood that such a hazard exists or could exist in that community, the existence of a PTE [potential threat element] to use it, and an attractive target to use it on (Edwards, Session 4).

Effective planning requires participation by a multi-disciplinary group, including law enforcement, emergency response, medical, and other personnel in order to prepare for potential mass casualties, public information and other needs.

Local and state disaster plans must comply with the National Incident Management System (NIMS) in order for communities to receive Federal funding and disaster reimbursement.  NIMS is based upon the Incident Command System (ICS).

A committee of all first response agencies should be convened by the emergency manager of each community in order to develop a coordinated and comprehensive response plan.  The committee should include representatives from 
· the fire department; 

· emergency medical services agencies; 

· law enforcement; 

· hospitals; 

· public health departments; 

· physicians in private and clinic practices; 

· mental health services; and 

· the coroner. 
There should also be representatives from each agency’s departments that will be involved in a mass casualty event, from the hazardous materials teams to the epidemiologists and laboratories.   
Local, state and federal partners should be included, such as the  

· Federal Bureau of Investigation, 

· National Guard Civil Support Teams, 

· National Disaster Medical System and 

· Department of Homeland Security regional staff.

Focus areas for planning should include 

· field recognition of an event, 

· field response to a known event, 

· decontamination protocols, 

· disease surveillance for unknown events, 

· epidemiology, 

· mass prophylaxis and mass vaccination, 

· Strategic National Stockpile management, 

· hospital and clinic coordination including security, 

· mental health coordination, 

· public information dissemination, 

· training, and
· exercising (Edwards, Sessions 4).
Local medical resources can be expanded by deployment of 
· Disaster Medical Assistance Teams (DMATs);

· Veterinary Medical Assistance Teams (VMATs); and

· Disaster Mortuary Teams (DMORTs).

Risk communication involves conveying information on the nature and degree of threat from national law enforcement and/or intelligence agencies to state and local law enforcement officials and from local law enforcement officials to local elected and appointed officials and to local emergency services officials who have responsibilities in dealing with terrorist attacks and their consequences.
The public information plan should provide a framework for communicating information on terrorist threats and their consequences to the news media and the public at-large.  Poor or incomplete information can damage the credibility of officials responsible for communicating with the media and the public.
Credibility is essential if officials expect the public to heed warnings and to comply with orders to evacuate, take shelter, etc.  
The Homeland Security Advisory System is the color-coded classification of terrorist threats.  The system ranges from low levels of threat (blue) to severe levels of threat (red).   A national advisory is issued to convey the general level of threat and special advisories are issued to convey threats to specific locales (such as a particular city) or potential targets (such as air travel).   
Emergency Alert System (EAS) is the national digital warning system that replaced the Emergency Broadcast System.  Alerts are issued through television, radio, and other media.  EAS alerts include the nature of the threat, the locale, affected agencies, and other information.
National Fire Protection Association Standard 1600 (NFPA 1600) and the Emergency Management Accreditation Program (EMAP) set national standards for emergency management programs.  
“Programs” include all the organizations involved in disaster responses, not just the emergency management offices or agencies. 
The EMAP standards were derived from NFPA 1600 and are designed specifically for state and local government emergency management programs.  
Both sets of standards cover program elements that include basis of legal authority, mechanisms for collaboration among stakeholders, administrative procedures, financial and human resources, and emergency plans.  

Continuity of government (COG) refers to procedures to assure that government authority is preserved in the aftermath of an attack or a major disaster.  
The elements necessary to assure continuity of government are having 

1. A trained emergency organization that can carry on operations;

2. A designated chain of succession so that authority is passed on if elected or appointed leaders are killed, incapacitated, or unavailable;

3. A plan to protect vital public records; and

4. Alternative centers for government, such as alternative city or county offices or mobile operations centers.

Continuity of operations (COOP) refers to procedures to assure that essential governmental operations can be maintained during an emergency or disaster.  
The development of Standard Operating Procedures at the department level and below will assure that procedures are in place to guide operations during times of crisis. 

Standard Operating Procedures include 

1. The outline of essential department emergency services, including how they should be integrated into the organization’s Emergency Operations Plan, during emergencies;

2. Descriptions of emergency positions;

3. Plans to call employees needed to staff emergency positions; and 

4. Plans for the use of volunteers and community organizations to perform essential tasks.   

_____________________________________________________________________

Questions to ask students:
1. Intergovernmental and inter-agency communication has been a major weakness identified in the Top Official exercises and in after-action reports following major disasters.  Why might officials be unable or unwilling to share information?  
Communication can be thwarted if communications equipment (e.g., radios) are incompatible.  Communication can be distorted if officials send erroneous or incomplete information or jargon (technical language) is not understood by both senders and receivers.  Communications do not take place if officials choose not to share information because they do not trust other officials or simply do not feel the need to share.  Effective communications requires trust on the parts of both senders and receivers.  

2. What might happen if the public does not believe warnings issued by public officials and many choose to ignore them?  
The public simply will not respond as officials would like.  They may put themselves at greater risk.
3. The Homeland Security Advisory System has been controversial because advisories are usually nonspecific – that is, they do not specify locales or even the nature of the threat.  What would you do if the general or national threat level was raised to red, the highest level?  (Answers will vary among students)
4. The 9-11 Commission and Congress have endorsed the NFPA 1600 standards and increasing numbers of state and local emergency management programs are seeking EMAP accreditation.  Why might state or local programs choose not to seek accreditation?  
There are several major reasons why programs may not seek accreditation:  (1) they may lack the resources to comply with EMAP standards; (2) they may not have the legal authority required by EMAP and do not think that they can get the necessary authority from their governor or mayor or legislative body; (3) they do not yet feel that accreditation is necessary for their program; and (4) they fear negative repercussions if they apply for accreditation and fail.

5. Continuity of government is also an issue for colleges and universities.  Who is first in line of succession after the university president, i.e., who can make decisions if the president is unavailable?  
The provost or vice-president for academic affairs is often the second in command, but this is dependent upon the institution’s administrative structure.
6. Continuity of operations is also an issue for colleges and universities.  How might your college or university enroll students and collect tuition if the administrative offices are damaged?  Are student records stored off-site?  Can classes be held if classroom space (or computer facilities in the case of on-line programs) are damaged?  (Answers will vary depending upon the nature of the program and the kinds of instructional technology used).  
Objective 7.5

Describe lead and support roles for agencies responding to acts of terrorism
_____________________________________________________________________

The expectation, legal and political, is that disasters will be dealt with at the lowest governmental level possible.  That is, local authorities have responsibility for handling any disaster within their jurisdiction that they can.  Why local capacities are outstripped, local authorities can seek state assistance.  Similarly, state governments have responsibility for disasters until their capacities are outstripped.  Authority resides at the local level, within the bounds of state law.
Some kinds of events come under federal jurisdiction.  
For example, the Oklahoma City Murrah Federal Building bombing involved a federal facility, the deaths of federal law enforcement officers, the use of a bomb, and an act of terrorism – all of which, according to law, gave federal authorities jurisdiction in the case. 
Nonetheless, the Oklahoma City fire department managed the rescue operation and city and state law enforcement officers provided security.  
During an emergency response, the Incident Commander determines which agencies need to participate.

If there event is determined to be terrorism, the FBI will be notified and a Joint Operations Center and a Joint Information Center will be opened to facilitate cooperation.

The governor will request a Presidential Disaster Declaration and, if it is a terrorist event, approval is likely to be very quick and needed federal assets will be deployed.  The assets may include:  

· National Disaster Medical System assets

· Disaster Medical Assistance Teams

· Veterinary Medical Assistance Teams 

· Urban Search and Rescue Teams

· Disaster Mortuary Teams 

· U.S. Marine Corps Chemical Biological Emergency Response Force 

· Department of Energy Nuclear Emergency Support Teams

The fifteen Emergency Support Functions will be activated as needed based on the nature and severity of the resulting disaster.
The FBI is the lead agency for dealing with terrorist threats and apprehending terrorists planning or carrying out attacks.
Public health officials (the Department of Health and Human Services at the national level and local public health offices at the city and county level) would have jurisdiction over disease outbreaks.  

Section 304 of the Homeland Security Act allows the Secretary of DHHS “to issue a declaration of health emergency after concluding that an actual or potential bioterrorist incident or other potential public health emergency warrants” the delivery of mass medical care.

The Department of Agriculture would have jurisdiction over an outbreak of animal disease.
Emergency management agencies, by their nature, support disaster response by helping coordinate the activities of response agencies, facilitating intergovernmental and inter-agency communication, and providing human and material support as needed (such as helping organize volunteers, donations, and mutual assistance and by helping involve private and nonprofit organizations in response operations).  
Responding effectively to acts of terrorism requires the expertise and resources of many disciplines.  Many agencies are required to prevent or deter terrorist attacks, assure that officials and the public are aware of the threat and take protective action, reduce the impact of attacks that do occur, prepare for potential attacks, respond to attacks and deal with their consequences, and recover from attacks.

Effective Homeland Security/emergency management networks would include


Law enforcement agencies;

Fire services;


Hazardous materials units;


Public work departments;


Transportation departments;


Emergency medical services;


Emergency management/emergency services offices;


Hospitals;


Public health departments;


Clinical care facilities; and


Other organizations, units, and individuals that can contribute essential human 
and material resources (such as school districts and universities).  
Questions to ask students:

1. Why are so many disciplines necessary to effective responses to disasters caused by terrorists?  
Law enforcement agencies lack expertise and resources to deal with hazardous materials, health emergencies, search and rescue, and other demands that may arise in a terrorist caused disaster.

2. What is the emergency manager’s role in responding to disasters caused by terrorists?
Emergency management agencies are responsible for supporting response operations by facilitating communication and cooperation and by helping provide needed resources.  Emergency managers can also sensitize other officials to the broader impacts of terrorist attacks and help minimize damage and loss of life.  
3. Why are lead agencies needed?
Lead agencies provide direction for the response operation. For example, law enforcement agencies are responsible for protecting facilities and people from attack, apprehending terrorists, and collecting evidence that can be used to prosecute terrorists once caught.  Those are priorities before attacks occur and in the immediate aftermath of attacks.  Other priorities may supplant law enforcement priorities once life-saving operations begin, but the initial concerns are dealing with the terrorists. (See the Instructor Guide “Terrorism and Emergency Management” for a discussion of how to address conflicting priorities among law enforcement and emergency response personnel).   
_____________________________________________________________________

Objective 7.6

Describe the processes of economic, social, and psychological recovery from terrorist-caused disasters 
_____________________________________________________________________

The ten scenarios created by the Homeland Security Council include disasters resulting from terrorist use of radiological, chemical, and biological weapons or materials.  Mass casualties and mass destruction might result from those kinds of attacks and it may take years, even decades, to repair the physical damage.  

Economic, social, and psychological recovery might take a very long time, as well.

Experience with the Katrina disaster has made public officials aware of the long-term costs of major disasters in terms of the loss of housing, businesses, and infrastructure, as well as the loss of human life and environmental damage.

Recovery along the Gulf coast has been slow because of the scale of the disaster and the need to reduce the vulnerability of coastal communities to future hurricanes.  Much the same might occur in a major terrorist disaster.

A nuclear device could leave a large area contaminated, making it impossible for residents to return without extensive and expensive decontamination operations.  

Replacing infrastructure, such as roads and bridges and rail lines, could take years.  

The lessons from 9/11 have been that costs of debris removal, reimbursement of state and local agencies, and compensation for victims can be extremely high and the rebuilding process can go on for many years and be politically contentious.  

Memorializing the victims is also a major concern of the victims’ families and communities.  
As the 9/11 and Katrina disasters have shown, recovery also affords opportunities to take new policy directions.  New business districts, residential areas, mass transit lines, public parks might be created when land is cleared.  

The recovery can also raise issues of social equity as low-income housing may be a low to non-existent priority.  

Some kinds of businesses recover faster than others.  Many do not recover at all.  Disasters can rearrange markets and force businesses to change their focus.  Large businesses fare better than small.

Many businesses are under-insured, under-capitalized, and, therefore, unable to replace facilities, stock, and other necessary resources.  
Small towns fare less well than larger towns and cities because they generally lack diverse economic bases.  Loss of a few businesses can make a small business district nonviable – unable to attract shoppers and unable to employ residents.  Residents may not be able to wait for businesses to reopen, so they begin shopping elsewhere.

Social recovery may also be very slow because residents have been evacuated or fled the area and may not be able to return.  When businesses close, social networks are affected.  For example, tens of thousands of New Orleans residents are scattered across the U.S.  Families were split up, neighbors lost contact, and whole communities were displaced by the hurricane and flood.
Psychological recovery may also take a long time.  Many of the people close to the World Trade Center towers on 9/11 still experience stress when reminded of those events.  Many still receive psychological counseling.

Post-traumatic stress disorder is common among the 9/11 victims and responders, as well as among those who lost family members or friends or were closeby when the towers collapsed.

The same kinds of nongovernmental resources available during the 9/11 disaster were available during the Katrina disaster.  A large part of the U.S. emergency management system is made up of nonprofit and private sector organizations and volunteers.  They provide necessary capacity to deal with catastrophic events, although, as the Katrina disaster demonstrated, the whole system may be overwhelmed.

Using community resources to respond to and recover from disaster can build capacities to deal with future disasters.  It can also have very positive social effects because the community is empowered and its residents feel like they have some control over events.  

Mutual aid agreements and the Emergency Management Assistance Compact (EMAC) can make outside resources available to communities dealing with disaster.  

EMAC facilitates the “borrowing” of emergency management, law enforcement, firefighting, emergency medical, and other personnel from jurisdictions outside of the disaster area.  

National Guard troops can also be brought in from other states.  

Catastrophic terrorist attacks can also raise issues concerning redevelopment, such as whether cities should be rebuilt as they were, whether they are safe from future attacks, and whether clean-up efforts are adequate.

Many businesses considered moving out of skyscrapers after the World Trade Center attacks, for example.  
So-called “dirty bombs” can contaminate large areas and there may be some questions concerning whether those areas can be cleaned up enough for businesses and residents to safely return.  

Questions to ask students:

1. How can emergency planners deal with the long-term impacts of terrorist-caused disasters, such as loss of jobs, loss of housing, damage to local economies, and the social-psychological effects on victims, families of victims, responders, and others?  
Some states are buying land on which to build homes for future evacuees.  Emergency managers learned during the 9/11 disaster to hire local caterers to prepare food, local hotels to provide temporary housing, local businesses to provide goods and services, etc., in order to stimulate the local economy.  The Katrina disaster is causing planners to rethink the kinds of medical assistance needed in large-scale events (i.e., the need for more assistance to those with chronic illnesses, such as diabetes and high blood pressure). 

2. How can emergency planners deal with the loss of a sense of community when neighborhoods and whole towns are destroyed? 
Evacuation procedures after Katrina may include better information on evacuees so that they can find relatives and neighbors and be better informed about damage to their homes.  
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