
Session No. 9


Course Title: National Incident Command Systems

Session 9: NIMS Implementation 

Time: 2 hour


Objectives: (See Slide 9.2)

At the conclusion of this session, students will be able to:

6.1 Discuss NIMS compliance and implementation including 

· what compliance and implementation mean, 

· how compliance and implementation are measured, 

· the timelines related to both compliance and implementation, and 

· the roles of the federal, state and territory, tribal nation and local, governments and the private sector in NIMS compliance and implementation.

6.2 Discuss some of the obstacles to NIMS implementation.

6.3 Understand how to utilize the information from this session.


Scope:

During this two-hour session, the instructor will provide students with an overview of the multiple aspects of NIMS compliance and implementation. The instructor will also discuss the obstacles to NIMS implementation identified through empirical research. Throughout the session, the instructor will encourage students to engage in a dialogue about possible issues with compliance and implementation and the extent to which research, policy, and practice may help address the issues identified.  


Readings:

Student Readings:

Jensen, Jessica. “NIMS in Action: A Case Study of the System’s Use and Utility.” Boulder, CO: Natural Hazards Center, University of Colorado, Boulder, Quick Response Report 203, 2008, 18 pages.

Jensen, Jessica. “NIMS in Rural America.” International Journal of Mass Emergencies and Disasters, 27(2), 2009, 32 pages.

Neal, David M., and Gary R. Webb. “Structural Barriers to Implementing the National Incident Management System during the Response to Hurricane Katrina.” Pp. 263-282 in Natural Hazards Center, Learning from Catastrophe: Quick Response Research in the Wake of Hurricane Katrina. Boulder, CO: Natural Hazards Center, University of Colorado at Boulder, Special Pub. #40, 2006.

Instructor Readings:

Same as above.
Instructor Readings (Optional):

Instructors may wish to familiarize themselves with literature that will complement their ability to place the course session material in context. Listed below are examples that instructors may find beneficial. 

The instructor could place the material from this session within the greater framework of the development of emergency management and emergency management policy. Examples of literature instructors may wish to review include:

Birkland, T. Lessons of Disaster: Policy Change after Catastrophic Events. Washington, DC: Georgetown University Press, 2006, 216 pages. 

May, P. and W. Williams. Disaster policy implementation: Managing programs

under shared governance. New York: Plenum, 1986, 210 pages.

Rubin, C.B. (ed.). Emergency Management: The American Experience 1900-2005. Fairfax, VA: Public Entity Risk Institute (PERI), 2007, 274 pages.

The instructor could address the empirical research that challenges some of the key concepts that underlie the National Incident Management System (NIMS) including standardization, command and control, and local variation in emergency management. Examples of literature instructors could review include: 
Drabek, T. The Professional Emergency Manager: Structures and Strategies for Success. Program on Environment and Behavior Monograph #44. Boulder, CO: Institute of Behavioral Science, University of Colorado, 1987, 274 pages. 

Quarantelli, E. Local Emergency Management Agencies: Research Findings on their Progress and Problems in the Last Two Decades. Preliminary Paper #126. Delaware, MD: Disaster Research Center, University of Delaware, 1988.

Wolensky, R., and K. Wolensky. “Local Government’s Problem with Disaster Management: A Literature Review and Structural Analysis.” Policy Studies Review, 9(4), 703-725, 1990, 22 pages.

The instructor could connect the obstacles to NIMS implementation covered in this session to the policy implementation literature from the public administration and/or political science discipline. A review of this literature reveals obstacles to the implementation of national policies that mirror many of those identified in the NIMS literature assigned for this session. Schofield’s (2001) literature review is an excellent introductory resource for instructors wishing to place the NIMS literature within a general framework of policy implementation.

Schofield, J. “Time for a Rival? Public Policy Implementation: A Review of the Literature and an Agenda for Future Research.” International Journal of Management Reviews, 3(3), 2001, 18 pages.

General Requirements: 

Review session objectives (See Slide 9.2) and briefly address why it is important for students to learn about the multiple aspects of NIMS compliance and implementation and the obstacles the system may face in implementation (See Slide 9.3). Significant reasons to mention include:

· All levels of government and all organizations involved in emergency management are supposed to implement the NIMS. Ideally, the private sector (e.g. businesses and relevant nonprofits) will also implement the NIMS. The system should be of the utmost interest to students of emergency management since the system is supposed to structure the emergency management activities of such a wide range of governmental and nongovernmental organizations.

· The NIMS purports to structure the activities and processes related to the four phases of emergency management. Therefore, the system warrants close examination by everyone in emergency management including students.

· Compliance with the NIMS is now a condition for the receipt of Homeland Security preparedness funding and some other types of funding.  Since federal funding is an important resource for preparedness in many jurisdictions, compliance is important to understand.

· Currently, most careers in emergency management require a familiarity with the system. If one plans to seek employment in the field of emergency management, then it would behoove one to know about compliance and implementation requirements as well as the challenges jurisdictions may face in meeting those requirements.


Objective 9.1 NIMS Compliance and Implementation: Meaning, Timeline, Measurement, and Roles  

Requirements: 

Define the terms compliance and implementation and the relationship of these terms to the NIMS. Describe the timeline for the NIMS implementation, the measurement of compliance, and how expectations associated with implementation and compliance have changed over time. Explain the roles of different levels of government, the private sector, and nongovernmental organizations in the NIMS compliance and implementation.
Remarks:

I. When the Department of Homeland Security (DHS) mandated the National Incident Management System (NIMS) in 2004, the DHS asked states and territories and tribal and local governments to initiate the implementation process. State, territory, tribal, and local governments were informed that their implementation during the 2005 fiscal year was voluntary, but that beginning in 2006 compliance with NIMS implementation was required. 

II. Because the federal government mandated both implementation of and compliance with the NIMS, it is important to understand the two concepts and the relationship between them. 
A. Ask students, “What does implementation mean?” (See Slide 9.4)
1. The simplest way to conceptualize implementation is as “a specified set of activities designed to put into practice an activity or program of known dimensions” (Fixsen, Naoom, Blasé, Friedman, and Wallace, 2005, p. 5).
2. The NIMS consists of five dimensions, or, as referred to in the NIMS document, components (e.g., preparedness, communications and information management, resource management, command and management, and ongoing management and maintenance). 
3. Implementation of the NIMS is supposed to occur within all federal departments and agencies at the federal level as well as within relevant agencies in every state and territory and tribal nation and local government jurisdiction. Relevant private sector and nongovernmental organizations are also supposed to implement the NIMS. 

4. Participating jurisdictions and organizations have to undertake a number of activities related to each component of the NIMS in order to consider the system implemented. 

5. The DHS identifies and prioritizes the activities that jurisdictions must undertake to implement the NIMS.

6. It is necessary to think about implementation both in terms of the activities necessary to put the NIMS into practice as well as the degree to which the activities are being undertaken.

7. The DHS sets forth compliance expectations annually to ensure jurisdictions at all levels are pursuing implementation as well as to assess the degree to which jurisdictions are implementing the required activities.

B. Ask students, “What does compliance mean?” 

1. According to Random House Webster’s Dictionary (1999), compliance literally means “cooperation or obedience” (p. 271). Therefore, one can think of compliance with the NIMS as cooperation, or obedience, in implementing the NIMS in the manner set forth by the DHS.
2. The FEMA defines implementation in terms of compliance. As FEMA (2009) described it, “In order to implement NIMS, State, territorial, tribal, and local governments must follow the compliance activities for the current fiscal year” (FEMA, 2009, p. 12).

3. As stated in the NIMS document, “the Secretary of Homeland Security, through the National Integration Center (NIC), Incident Management Systems Integration Division (formerly known as the NIMS Integration Center), publishes the standards, guidelines, and compliance protocols for determining whether a Federal, State, tribal, or local government has implemented NIMS. Additionally, the Secretary, through the NIC, manages publication and collaboratively, with other departments and agencies, develops standards, guidelines, compliance procedures, and protocols for all aspects of NIMS” (DHS, 2008, p. 3-4).
4. Thus, the National Integration Center (NIC) in the Incident Management Systems Integration Division (IMSID) publishes compliance measures, or “specific activities designed to measure an organization or jurisdiction’s degree of implementation of NIMS” (FEMA, 2008b, p. 5), each year. 

C. Ask the students, “How do compliance and implementation relate to one another in the case of the NIMS?”
1. The NIC determines the pace at which implementation is attempted and measures the degree to which their required measures have been institutionalized through compliance. 
2. Jurisdictions cannot modify implementation, approach it in a piecemeal fashion, or attempt it at their own pace.

D. Ask the students, “Why did the federal government choose to approach the NIMS implementation through compliance?”

1. The federal government chose to approach the NIMS implementation in terms of compliance because of the perceived importance and urgency of improving the national emergency management system after the September 11th terrorist attacks. 
2. As written in the NIMS document, “The September 11, 2001, terrorist attacks and the 2004 and 2005 hurricane seasons highlighted the need to focus on improving emergency management, incident response capabilities, and coordination processes across the country” (DHS, 2008, p. 5).
III. Since the start of the 2005 fiscal year, compliance and implementation expectations have been set forth on an annual basis and coincide with the federal fiscal year. Federal fiscal years run from October 1st to September 30th. 

IV. The timeline for the NIMS implementation was not, and is not, for one, two, or even three years. The NIC envisioned the NIMS as an evolving system that would be implemented incrementally, or in phases, and change in response to changing conditions, events, policy decisions, and technological developments. (See Slide 9.5)
A. As a letter to state and territorial governors in 2005 indicated, “The NIMS is a dynamic system, and the doctrine as well as the implementation requirements will continue to evolve as our prevention, preparedness, response, and recovery capabilities improve and our homeland security landscape changes” (Jamieson 2005, p. 2).
B. Ask students, “What are some of the implications of the evolving nature of the NIMS, implementation, and compliance?”
1. There are three primary implications of the evolving nature of the NIMS, implementation, and compliance.

a. There is not a defined end point for NIMS implementation; therefore, jurisdictions will need to dedicate both human and material resources to the NIMS implementation on an ongoing basis. 

b. Furthermore, it is possible that jurisdictions will have to continue the implementation of  certain activities to maintain compliance even as the NIC adds new implementation activities. 
c. Moreover, because the system will change overtime, the structures and processes that jurisdictions have implemented may change, or even be eliminated, from year to year. 

V. A review of the compliance requirements for the NIMS for each year since its inception can help one understand how the system has evolved as well as what the status of NIMS implementation should be across the nation. (See Slide 9.6)
VI. As the compliance requirements are reviewed think about what jurisdictions are being asked to do, how feasible it is for them to fully comply, and what the implications for the system would be if there is variance in how jurisdictions implement the system.

A. The NIC sent a letter to the governor of each state and territory in the United States to communicate the NIMS mandate and the steps states and territories could take to initiate implementation in the 2005 fiscal year. (See Slide 9.7-9.8)
1. The letter informed states and territories that they would need to self-certify that the state or territory (including all tribal nations and/or local jurisdictions) had met the minimum compliance requirements by the end of the fiscal year; because, beginning in the 2006 fiscal year, Homeland Security preparedness funding would be contingent on achieving compliance with the NIMS. 

2. The self-certification letter was to attest that the state or territory had made a good faith effort to achieve compliance. 

3. States and territories and tribal nations and local governments were asked to undertake the following activities in the 2005 fiscal year: 
a. use federal preparedness funding to support the implementation of the NIMS; 
b. incorporate the NIMS into training programs, exercise programs, and emergency operations plans;
c. recognize and formally adopt the NIMS through legislation, executive order, resolution, or ordinance in each jurisdiction;
d. ensure that the NIMS IS 700 “National Incident Management System (NIMS), An Introduction” course be completed;
e. institutionalize the use of the Incident Command System (ICS) in the response to all incidents; and,

f. assess the degree to which NIMS requirements have already been met.
B. The following year, the DHS again sent letters to state and territory governors detailing the steps that the state or territory must take during the 2006 fiscal year. Two implementation matrices, designed to clarify compliance measures, accompanied the letters—one matrix was for state and territory governments and the other was for tribal nations and local jurisdictions. (See Slides 9.9-9.12)
1. The compliance requirements for the 2006 fiscal year had significant overlap with the previous fiscal year compliance requirements. 
2. Moreover, the compliance requirements for states and territories were very similar to the requirements for local governments and tribal nations for the 2006 fiscal year.  
3. States, territories, tribal nations, and local jurisdictions were required to undertake the following activities in order to be compliant: 
a. adopt the NIMS formally through executive order, proclamation, resolution, or legislation as the jurisdictions official emergency management system;
b. manage all incidents with ICS;
c. develop and use multi-agency coordination systems;
d. institutionalize public information systems;

e. establish a baseline against the implementation requirements;
f. coordinate and leverage all preparedness funding to implement the NIMS;
g. revise and update plans and SOPs to incorporate NIMS and the National Response Plan;
h. promote intrastate and interagency mutual aid agreements;
i. complete IS 700, IS 800, ICS 100, ICS 200; 

j. incorporate the NIMS/ICS into all state and regional training and exercises;
k. participate in an all-hazard exercise program based on the NIMS;
l. incorporate corrective actions into plans and procedures;
m. inventory response assets to conform to homeland security resource typing standards;
n. ensure equipment, communication, and data interoperability are incorporated into state and local acquisition programs; and,
o. apply standardized and consistent terminology.
4. Compliance requirements that were exclusive to state and territories for fiscal year 2006 included:
i. establish a planning process that incorporates the appropriate procedures to ensure the effective communication and implementation of NIMS requirements across the state or territory, including tribes and local governments;
ii. establish a planning process to ensure: implementation is done, a means for measuring progress, and timely reporting;
iii. designate a single point of contact for the NIMS within the state or territory;
iv. ensure that funding is linked to progress in meeting implementation requirements;
v. incorporate an assessment of the NIMS implementation and compliance into all audits associated with federal preparedness grant funds;
vi. develop state plans for the receipt and distribution of resources; and,
vii. utilize training facilities to deliver NIMS training requirements.
5. At the end of the 2006 fiscal year, states and territories completed a NIMS compliance certification form declaring their compliance with the NIMS implementation requirements. 

6. Ask the students, “How feasible do you think it was for all jurisdictions to meet the NIMS compliance requirements for the 2006 fiscal year?”

C. The NIC communicated 2007 fiscal year compliance measures to states and territories through a letter with accompanying implementation matrices and guides. (See Slides 9.13-9.15)
1. Many of the 2007 fiscal year compliance requirements were the same as they were in previous years. The compliance requirements were included in the current compliance matrices to measure the sustained and/or improved efforts of jurisdictions to implement each requirement. 
2. The NIMS Implementation Matrix for States and Territories and NIMS Implementation Matrix for Tribal and Local Jurisdictions described few new requirements for the 2007 fiscal year. 
3. The new requirements that were common for states, territories, tribal nations, and local jurisdictions included:

a. designate a single point of contact to serve as principal coordinator for NIMS implementation; 

b. ensure that the Public Information System can gather, verify, coordinate, and disseminate information during an incident;

c. completion of ICS 300 by middle management and command and general staff and completion of ICS 400 by command and general staff; 

d. validate that the inventory of response assets conforms to Homeland Security resource typing standards;

e. utilize the state/territory response asset inventory for Intra and Inter-State Mutual Aid (such as EMAC requests, exercises, and actual events); and,

f. develop systems, tools, and processes to present consistent and accurate information to incident managers at all levels (e.g., common operating picture).

4. The only compliance requirement exclusive to states and territories for the 2007 fiscal year was that states and territories monitor and assess outreach and implementation of NIMS requirements across the state/territory, including tribal/local jurisdictions.
5. As the following excerpts from FEMA (2009b) make clear, measurement of compliance in the 2007 fiscal year moved beyond self-certification of good faith efforts to be compliant via letter or form. 
a. As FEMA (2009b) put it, “Beginning in FY 2007, NIMS compliance was determined by State, territory, tribal nation and local government responses to performance-based “metrics”. Tracking of the governmental responses to the metrics was facilitated through the NIMS Capability Assessment and Support Tool (NIMSCAST) (FEMA, 2009b, p. 1).
b. “Federal Emergency Management Agency’s National Integration Center—Incident Management Systems Division developed the NIMSCAST to help State, territory, tribal, and local jurisdictions to maintain their national baseline compliance, as established in FYs 2005-2006, compliance with the NIMS” (FEMA, 2009b, p.1).
c. “The NIMS Compliance Assistance Support Tool (NIMSCAST) is designed as the premier, web-based, self-assessment instrument for State, territorial, tribal, local governments to evaluate and report their jurisdiction’s achievement of all NIMS implementation activities released since 2004” (FEMA, 2009b, p.1).
6. Ask the students, “How feasible do you think it was for all jurisdictions to meet the NIMS compliance requirements for the 2007 fiscal year?”

D. The NIC required only one new compliance measure for state and territory and tribal and local governments in fiscal year 2008. (See Slide 9.16)
1. Jurisdictions were required to initiate development of a jurisdiction-wide system to credential emergency management/response personnel to ensure proper authorization and access to an incident including those involving mutual aid agreements and/or assistance agreements. 
2. Twenty-six other compliance requirements were continuing from previous years. 

3. In the compliance documents for fiscal year 2008, the NIC also included 11 additional projected compliance requirements for the 2009 fiscal year. 
4. State and territory governments were not required to begin the FY 2009 compliance requirements in FY 2008, but could if they so chose.
E. The NIC asked states and territories to continue pursuing comprehensive implementation of the NIMS including ensuring that appropriate personnel complete the ICS 400 course “Advanced ICS” for the 2009 fiscal year. (See Slide 9.17)

1. The NIC did not require the 11 projected compliance measures it had identified in fiscal year 2008. 
2. There are a couple of possible explanations for why the 11 projected compliance requirements for the 2009 fiscal year cited in the 2008 fiscal year guidance were not actually required in the 2009 fiscal year. 
a. The NIC may have wanted to allow jurisdictions and organizations that had fallen behind with NIMS implementation the chance to “catch up” to current requirements.

b. The presidential election in 2008 and the transition of presidential administrations in 2009 may have caused a temporary delay in the NIC’s leadership of the NIMS.
3. A comment in the 2009 letter to states and territories makes it appear that the first explanation is more likely. 

4. The letter stated, “States unable to meet implementation objectives may submit a Corrective Action Plan through the NIMSCAST no later than October 31, 2009. FEMA Regional NIMS Coordinators will work with you to review all Corrective Action Plans to ensure your State implements NIMS concepts and principles” (FEMA, 2009c, p. 1).

VII. Ask the students, “How would you summarize what the status of the NIMS implementation is supposed to be nationwide?” (See Slide 9.18)
VIII. Ask the students, “What do you think the jurisdictions participating in the NIMS implementation can expect in years to come?”

A.        As NIMS implementation goes beyond the 2008 fiscal year, those expected to utilize the system can expect compliance requirements to continue. (See Slide 9.19)
B.        They can expect the NIC to continue to monitor progress on key compliance measures from year to year; and, they can expect the NIC to introduce new compliance expectations each year. 
1. The NIC is attempting to give jurisdictions an idea of the compliance activities they can expect in future fiscal years. 

2. For instance, the NIC released a Five Year NIMS Training Plan in 2008 to give those expected to participate within the NIMS an understanding of future training-related compliance measures. 
3. The Plan noted, “Initially, compliance objectives for training were focused on awareness courses related to NIMS core curriculum, but as compliance objectives evolve the focus will increasingly ensure that stakeholder personnel are meeting published qualifications and then, in turn, receiving credentials” (FEMA, 2008b, p. 24).

IX. In order for the NIMS to succeed, every state and territory, tribal nation and local government jurisdiction must implement the system consistently and fully. The private sector and nongovernmental organizations are important parts of the emergency management system nationwide; and therefore, they must also be able to participate within the NIMS framework. (See Slide 9.20)
A. As a FEMA document (2009) explained, “NIMS is applicable to State, tribal and local governments, private sector organizations, critical infrastructure owners and operators, nongovernmental organizations and other organizations with an active role in emergency management and incident response. Elected and appointed officials who are responsible for jurisdictional policy decisions, must also have a clear understanding of their emergency management roles and responsibilities to better serve their community” (FEMA, 2009, p. 3). 

B. Each level of government and certain private sector and nongovernmental organizations have a similar and equally important role to play within the NIMS. 

C. The federal role in the NIMS is four-fold. The federal government provides leadership, technical support, funding, and implements the system within its agencies.

1. As discussed throughout the session thus far, the federal government provides leadership for the NIMS through the NIC, which sets forth compliance requirements related to implementation each year. 

2. The NIC and regional coordinators for NIMS in each FEMA regional office offer technical support to jurisdictions implementing the NIMS. 

3. The DHS is an important source of funding to state and local governments for emergency management; and, since the 2005 fiscal year, jurisdictions are supposed to use the DHS funds to support the implementation of the NIMS. 
4. In addition, each federal agency is supposed to implement the NIMS within their agency. Of note, the NIC put together a Federal NIMS Partners Working Group to ensure that each federal agency approaches the NIMS implementation similarly. 

D. State and territories have a similar role to the federal level. They must implement the system within state agencies and departments and “ensure that the systems and processes are in place to communicate the NIMS requirements to local jurisdictions and support them in implementing the NIMS” (DHSb, 2005, p.1). 

E. Tribal nations and local governments also communicate NIMS requirements, support the implementation of the NIMS within their jurisdictions, and implement the system in relevant jurisdictional agencies and departments. 

F. In addition to government jurisdictions, the private sector and nongovernmental organizations have a role to play within the NIMS framework. 

1. Private sector organizations cannot be forced to implement the NIMS, but the DHS recommends that private sector organizations that might be involved in incident response efforts comply with the NIMS. 

2. According to Jamieson (2005), “States, territories, tribes, and local jurisdictions should…include appropriate organizations in their NIMS implementation efforts, including private sector emergency medical and hospital providers, transportation systems, utilities, and special facilities such as industrial plants, nuclear power plants, factories, military facilities, stadiums and arenas” (p. 2).
3. Like private sector organizations, the NIC cannot force nongovernmental organizations to implement the NIMS. 

4.         As the NIMS (2008) document puts it, “It is recommended that key executives and administrators of NGOs use NIMS for planned events or incidents, because its use improves the organizations’ ability to integrate into incident management. While compliance with NIMS is not mandated for NGOs, adhering to NIMS procedures and terminology, and requiring staff with disaster-related missions to take appropriate training, will support the continued integration of the NGOs into a jurisdiction’s preparedness efforts” (DHS, 2008, p. 15).

X. Since the success of the NIMS depends on the consistent implementation of the system by such a wide variety of jurisdiction and organizations, it is important to consider whether or not there may be factors that limit the ability of a jurisdiction or organization to fulfill their role within the NIMS. This critical question will guide the remainder of the session. 
Supplemental Considerations:

Instructors may wish to complement the material covered in this objective with an in-class activity or homework assignment that requires students to go on the internet to the NIMS website at http://www.fema.gov/emergency/nims/CurrentYearGuidance.shtm. 
Students could be prompted to review the compliance and implementation documents from 2005 to 2008 for their clarity, consistency, feasibility, implications that follow from requirements, and any potential issues that jurisdictions might have encountered when attempting to implement any of the measures.  
The students could be asked to document their observations in writing or, if conducting an in-class exercise, to utilize their observations in an instructor facilitated class discussion.


Objective 9.2 Obstacles to NIMS implementation
Requirements: 

Challenge students to develop a list of factors that might encourage or limit the implementation of the NIMS. Guide a class discussion about the list of factors developed. Urge students to explain their rationale for including each factor. Utilize the provided “Remarks” to facilitate class discussion and complement student explanations. Relate the findings from the academic and practitioner literature on the NIMS. Discuss possible implications of the research findings for the NIMS as an incident management tool.

Required Exercise: (See Slide 9.21)
Separate students into groups of 2-4 to brainstorm factors that might encourage or limit the implementation of the NIMS. 

Allow students 5-10 minutes to discuss their ideas and opinions. 

Ask the students to a select a representative of their group to write their group’s list of factors on the blackboard/whiteboard.

Remarks:

I. Students may identify a variety of factors that might encourage the implementation of the NIMS. If the list of factors does not include any of the following then add the factor to the class list on the blackboard/whiteboard. (See Slide 9.22)
A. Recent events demonstrated the need for an improved emergency management system.

B. Every jurisdiction, private sector entity, and nongovernmental organization in the United States has the potential to need help or have needed resources during an incident.

C. The NIMS is required.
D. Implementation of the NIMS is measured.
E. Implementation of the NIMS is incremental.

F. The NIMS takes a comprehensive approach.

G. All emergency management relevant organizations, including the private sector, nongovernmental organizations, and government organizations, can use the NIMS.

H. The federal government offers support for implementing the NIMS. 

I. The NIMS has changed, and will continue to change, in response to changing conditions. 
II. Students may identify a variety of limitations or obstacles to the implementation of the NIMS. If the list of factors does not include any of the following then add the factor to the class list on the blackboard/whiteboard. (See Slides 9.23-9.24)
A. When the NIMS was mandated, some of the core components lacked clarity and the mechanisms to support some of the NIMS core components were not in place.

B. The NIMS is based on several assumptions.

C. Issues related to authority to compel implementation present a potential obstacle to implementation of the NIMS.

D. Not all jurisdictions, private sector entities, and nongovernmental organizations approach emergency management in the same manner.

E. Not all jurisdictions, private sector entities, and nongovernmental organizations have the same resources.

F. Compliance requirements related to the NIMS have changed, and continue to change, over time.

G. Policies and mandates go through a process of interpretation as they are addressed by different levels of government and different organizations.

H. Jurisdictions, private sector entities, and nongovernmental organizations may feign compliance.

I. Compliance measures may not be an appropriate gauge for national implementation of the NIMS.

J. Since the ICS is a part of the Command and Management Component of the NIMS, all of the potential limitations and obstacles discussed in Session 6 also apply to the NIMS. 
III. More factors influence the NIMS implementation; yet the short list developed by the class has identified possible barriers to the implementation of the NIMS and has provided a basis from which to think about how possible barriers might be overcome. (See Slide 9.25)
IV. Ask the students, “Why did you choose to list [factor] as an encouraging factor?” and “Why did you choose to list [factor] as a factor that might limit the NIMS implementation?” for the various attributes listed on the blackboard/whiteboard.

V. Urge students to share their reactions to the list on the board. Ask the students, “In your opinion, are there any factors listed on the board that do not belong?’ Ask the students, “Why do you feel that [factor] does not belong?”

VI. Use the following remarks to expand on why each listed factor merits discussion.

VII. There are powerful factors that might encourage jurisdictions at all levels to comply with implementation of the NIMS.  

A. Recent events demonstrated the need for an improved national emergency management system.

1. After the September 11, 2001 terrorist attacks there was a sense of uncertainty and fear about the threat of terrorism and a desire to prevent future terrorist attacks.

2. In addition, the investigations that took place after the 2001 terrorist attacks revealed an urgent need to improve the national emergency management system at all levels. 

3. Awareness of the need to prevent future terrorist attacks and improve emergency management was widespread and could be a factor that encourages the implementation of the NIMS.

B. Furthermore, every jurisdiction, private sector entity, and nongovernmental organization in the United States has the potential to need help or have needed resources during an incident.

1. No jurisdiction or organization within the United States that could reasonably claim that they do not have the potential to need help or provide help in an incident. 

2. Whether a jurisdiction or organization needed help or was needed to provide help, they would need to be able to communicate and coordinate with other jurisdictions and organizations at different levels.

3. For this reason, jurisdictions and organizations could be motivated to implement the NIMS.

C. The NIMS is required.

1. The fact that the federal government communicated the NIMS as a mandate and not a policy or guideline could encourage all levels of government and all jurisdictions work toward compliance. 

2. Furthermore, compliance with the NIMS is required as a condition for the receipt of Homeland Security preparedness funding as well as some funds provided through the Department of Health, the National Fire Administration, and other federal agencies. Since federal funding is an important resource for many jurisdictions, jurisdictions might be motivated to comply with the NIMS.
D. Implementation of the NIMS is measured.

1. Each fiscal year states and territories are required to attest to their compliance with the NIMS. Since the 2007 fiscal year, the NIC has measured the compliance of states and territories through the NIMSCAST. 
2. It seems fair to assume that since the NIC measures compliance and tracks improvement over time, it is more likely that state, territory, tribal nation, and local governments will implement the system.
E. Implementation of the NIMS is incremental.

1. Jurisdictions did not have to implement NIMS completely within the first fiscal year. 
2. The phased approach to implementation might make it easier for jurisdictions to implement the system fully. 
F. The NIMS takes a comprehensive approach to emergency management.

1. By taking a comprehensive approach (e.g., all phases, all hazards, and all jurisdictions/organizations), jurisdictions should be able to structure all aspects of their emergency management programs through the NIMS.
2. As written in the NIMS (2008) document, “Emergency management is the coordination and integration of all activities necessary to build, sustain, and improve the capability to prepare for, protect against, respond to, recover from, or mitigate against threatened or actual natural disasters, acts of terrorism, or other manmade disasters. It does this through a core set of concepts, principles, procedures, organizational processes, terminology, and standard requirements applicable to a broad community of NIMS users” (p. 5).
3. Perhaps jurisdictions may be more likely to implement the NIMS because the NIMS takes the guesswork out of emergency management. 
G. All emergency management relevant organizations, including the private sector, nongovernmental organizations, and government organizations, can use the NIMS.

1. Even though the missions, priorities, responsibilities, terminology, and organizational cultures of different levels of government and disciplines may be different on a day-to-day basis, the NIMS is designed to allow all the entities involved in emergency management to work from a common framework before, during, and after incidents.  

2. If all of the various organizations and jurisdictions involved in emergency management approach emergency management similarly, emergency management should improve overall. 
3. The possibility of improved emergency management nationwide could motivate jurisdictions and organizations to implement the NIMS. 
H. The federal government offers support for implementing the NIMS. 

1. The federal government supports NIMS implementation through the NIC, regional NIMS coordinators, establishing stakeholder working groups to develop specific areas of the NIMS, and providing training and funding.
2. The support offered should encourage NIMS implementation. 
I. The NIMS has changed, and will continue to change, in response to changing conditions. 

1. The NIMS will evolve in response to new technologies, new information, new policy, and events. 

2. The NIMS will also evolve in response to stakeholder feedback and observed best practices.
3. The ability of the system to change is a positive characteristic of the system and should be a factor that encourages jurisdictions and organizations to implement the system.
VIII. A series of factors that might limit the implementation of the NIMS may also exist. It is important to discuss the potential limitations to NIMS implementation as well as the possible implications for the national emergency management system if the limitations are present in some jurisdictions and organizations.
A. When the NIMS was mandated, some of the core components lacked clarity and the mechanisms to support some of its core components were not in place.

1. When NIMS implementation began in the 2005 fiscal year, jurisdictions reported confusion as to which individuals, departments, agencies, and organizations within their jurisdiction needed to participate, who need to be trained in the NIMS, and to what extent the system needed to be implemented within jurisdictions.

2. Regional NIMS coordinators and state points-of-contact for NIMS had not been identified prior to the start of NIMS implementation. Therefore, it was difficult for jurisdictions and organizations to get answers to their questions.

3. Mechanisms to support the NIMS implementation such as training materials, resource-typing standards, and a credentialing system were not fully developed prior to their inclusion in the NIMS. Therefore, although jurisdictions might have been willing to begin implementation of the NIMS components, supporting mechanisms were not available.

4. Because compliance expectations were not communicated as clearly as they could have been and because the mechanisms to support NIMS implementation were not all in place when nationwide implementation of the system began, implementation of the system may have been done incorrectly or in a limited fashion in some jurisdictions and organizations. 

B. The assumptions underlying the NIMS may pose additional obstacles to implementation of the system if they are not true.

1. Underlying the NIMS is an assumption that the national emergency management system will improve if the NIMS is used; in other words, the use of the system would correct the weaknesses in preparedness and response exposed in the September 11th terrorist attacks; 
a. Yet, the preparedness and response issues identified after September 11, 2001 were not new issues. 

b. Interest in improving the preparedness and response system (e.g., communication and coordination within and between government jurisdictions and disciplines at all levels) has increased after many incidents in our nation’s history.

c. Some of the more recent events that resulted in an increased focus on emergency management issues included the Loma Prieta Earthquake in 1989, Hurricane Hugo in 1989, and Hurricanes Andrew and Iniki in 1992.

d. Different policy solutions were suggested and attempted in the wake of the events. Each policy solution attempted was terminated or changed as subsequent events revealed that the issues persisted.

e. The, like other policy attempts before it, NIMS may not be able to correct preparedness and response issues.

2. Another assumption underlying the system is that the NIMS is truly comprehensive.

a. The NIMS provides detailed structures, processes, and terminology for both preparedness and response, but does not address mitigation and recovery in the same detail. 
b. If the system is not truly comprehensive, it may be limited in its usefulness to emergency management programs nationwide. 

c. Furthermore, if the system is not truly comprehensive, mitigation and recovery will be approached differently from jurisdiction to jurisdiction defeating one of the purposes of the NIMS—standardization.
3. Additional assumptions include 

a. the jurisdictions and organizations would implement the system because they were asked to do so;

b. that the NIMS will be implemented in the same way by all relevant jurisdictions and organizations at all levels; and, furthermore, 

c. that all jurisdictions and organizations are capable of and have the capacity to achieve compliance.  

d. The following discussion illustrates why many of the assumptions upon which the NIMS is based may be questionable.

C. Jurisdictions and organizations in the United States do not necessarily implement policies and mandates simply because they were asked to do so, and no individual, jurisdiction, or organization has the authority to compel another entity to implement the system.

1. The United States is a federalist system. Federalism is characterized by the division of rights, responsibilities, and power between units of government.
a. Policymaking and implementation in a federalist system cannot be done in a hierarchical, centralized, or command and control fashion. Instead, since each level of government has a degree of sovereignty and independence from other levels of government, nationally-oriented policies and their implementation require the cooperation of all of the levels of government in order to succeed. 

b. NIMS attempts to structure emergency management programs at the federal, state and territory, tribal nation and local level; and therefore, one can consider the NIMS a nationally-oriented policy. 

c. Although the federal government mandated the implementation of the NIMS, the federal government (and hence, the DHS and the NIC) cannot force state and territory, or tribal nation and local government jurisdictions to comply with the NIMS—government jurisdictions can choose not to comply. 

2. Issues related to the authority to compel implementation are further complicated at the local level. 

a. City and county emergency managers communicate the NIMS mandate, organize training opportunities, track jurisdictional implementation, and ensure that relevant departments, agencies, and organizations within the jurisdiction are undertaking implementation appropriately. 

b. Yet, most city/county emergency managers across the United States do not have the authority to require that any department, agency, or organization comply with the NIMS. 

3. There are issues related to the authority to compel the implementation of the NIMS at all levels of government.

4. Given that no jurisdiction or individual has the authority to compel another to implement the NIMS, leveraging incentives and sanctions may be a way to encourage implementation. 

a. The primary incentive/sanction available to the NIC to encourage compliance is the granting or withholding of Homeland Security preparedness funding. 

b. However, the effectiveness of the incentive/sanction may vary by jurisdiction as well as by departments, agencies, and organizations within jurisdictions.

c. Because the amount of preparedness funding available changes from year-to-year and because the DHS does not distribute the available funds equally among jurisdictions, funding may not be an effective incentive/sanction for all jurisdictions.

d. In addition, most entities in the private sector and nongovernmental organizations are not able to, or do not, receive federal preparedness funding. Therefore, the leveraging of Homeland Security preparedness funding is not an effective incentive or sanction for some groups.

5. Ask the students, “What might be some other incentives or sanctions that could be used to encourage the implementation of the NIMS?”

6. Follow-up student responses by asking the students, “Would [the incentive or sanction] motivate all jurisdictions, departments, agencies, and organizations equally?” and “Why or why not?”

7. Ask the students, “What might be some of the implications for the NIMS when jurisdictions, departments, agencies, and organizations cannot be compelled or motivated through incentives and sanctions to implement the system?”

D. Another factor that may limit the implementation of the NIMS is that all jurisdictions, private sector entities, and nongovernmental organizations (NGOs) do not approach emergency management in the same manner.

1. Factors that may shape the manner in which jurisdictions approach emergency management include: 

a. Government jurisdictions approach emergency management differently depending on the level of government they represent;

i. Salient risks, priorities, needs, responsibilities, constituencies, organizational size and complexity, and the political climate related to emergency management are among the reasons federal, state and territory, tribal nation and local government jurisdictions approach emergency management differently.

b. Beyond differences due to level of government, jurisdictions in different regions of the United States, states, territories, and jurisdictions within states may also approach emergency management differently.  

i. Competing priorities and needs (e.g., decreasing crime, improving public education or infrastructure, attracting business and industry) may force jurisdictions to focus on issues other than emergency management. 

ii. Furthermore, competing priorities and needs related to emergency management (e.g., the need to develop a basic E.O.P. in one jurisdiction versus the need to purchase interoperability-related equipment in another) may also contribute to different approaches to emergency management from jurisdiction to jurisdiction. 

iii. Tradition, culture, and values vary between and within regions, states and territories, tribal nation and local government jurisdictions and may result in variation in the manner in which emergency management is approached.

iv. Also contributing to differences in jurisdictional approaches to emergency management is the variance in hazards, risks, and vulnerabilities that threaten jurisdictions across the United States; the variance in the experience of jurisdictions with hazard-related incidents; and, varying jurisdictional views of how best to address hazards, risks, and vulnerabilities. 

2. A variety of other factors shapes the manner in which private sector entities approach emergency management. 

a. Private sector entities are motivated by the three primary goals: the desire to make a profit, sustain their business, and maintain a good reputation. 

b. The extent to which private sector entities are involved in emergency management, and their approach once involved, are largely determined by the extent to which their involvement helps them meet their goals.  

c. The extent to which a private sector entity has knowledge of hazards, risks, vulnerabilities and what to do about them, emergency management functions, and how their organization can aid in the community emergency management effort can also influence their approach to emergency management.

d. Prior experience with hazard-related incidents, whether or not their business is part of a federally regulated industry, and organizational size and complexity are among the many other factors that shape private sector entities approach to emergency management.

3. NGOs approach emergency management differently from government jurisdictions and private sector entities. 

a. NGOs are organized around a mission. The degree to which they are involved in emergency management is related to the mission of their organization. Their mission influences whether and to what degree NGOs may choose to be involved in emergency management. 

b. Membership in a larger organization (e.g. VOAD) or official emergency management responsibilities (e.g. the American Red Cross) also influence NGOs emergency management approach. 

c. Like with private sector entities, the extent to which a NGO has had experience with hazard-related incidents, knowledge of hazards, risks, vulnerabilities and what to do about them, emergency management functions, and how their organization can aid in the community emergency management effort also influence their approach to emergency management.

d. NGOs often have long-standing relationships within the communities they serve. The relationships of NGOs within the wider community can influence their approach to emergency management.

e. With few exceptions, NGOs do not receive government funding to participate in emergency management. NGOs typically depend on donations and grants to provide services to the community. The extent to which their involvement in emergency management may help generate funding for their cause or deplete the funding they currently have may also influence the approach of NGOs to emergency management. 

4. The fact that jurisdictions, entities in the private sector, and NGOs may approach emergency management differently can pose an obstacle to implementation of the NIMS, a system that attempts to make all jurisdictions and relevant private sector entities and NGOs approach emergency management in the same way. 

E. Another potential obstacle to the implementation of the NIMS is that not all jurisdictions, private sector entities, and nongovernmental organizations have the same resources.

1. Differences in the resources available to emergency management programs in rural and urban may influence the manner in which the NIMS is implemented.

a. Prior to the NIMS, emergency management programs nationwide were supposed to address the same functions. Just a few of the functions emergency management programs were supposed to address included

i. development of hazard, risk, and vulnerability assessments;

ii. development and maintenance of a mitigation program;

iii. community outreach (including the public, community organizations, local businesses and industry, and government departments);

iv. resource management;

v. development and maintenance of warning and communications systems;

vi. develop and maintain an emergency operations center;

vii. prepare and maintain an emergency management budget;

viii. identify and apply for funding opportunities;

ix. conduct and assess activities related to grants; and, 

x. provide a training and exercise program. 

b. And, prior to the advent of the NIMS, all emergency management programs were not able to fulfill emergency management functions to the same degree or maintain functions to the same standard because of differences in the resources available to the programs.

c. The differences between the resources available to emergency management programs are most dramatic between rural and urban areas.
i. Rural emergency management programs have less staff than urban programs. In fact, only one-person staffs most emergency management programs in the United States and that one person may not be dedicated to emergency management full-time.

ii. Rural emergency management programs tend to have less funding due to lower tax revenues; and, increasingly, rural areas are able to access less federal funding to support emergency management programs due to the incorporation of risk methodologies in the awarding of federal funds. 

iii. Because emergency management programs in rural areas have less funding available they also tend to have less technology and equipment to support emergency management functions.  

iv. Urban areas may also encounter challenges implementing the NIMS due to resources—too many resources. 

v. Urban areas tend to an abundance of resources. There are far more individuals, departments, agencies, and organizations in urban areas that should be incorporated into and utilize the NIMS. 

vi. Urban areas also have to manage more material resources. 
vii. The differences in resources between rural and urban areas mean that even if emergency management programs are working from the same framework nationwide (i.e. NIMS); the programs are going to be different.

2. There are also differences in the amount of resources available to the agencies, departments, and organizations that are supposed to be implementing the NIMS.

a. Although a jurisdiction may deem a given agency, department, or organization integral to emergency management, the agency, department, or organization may not have the resources to comply with the NIMS.

b. Compliance with the NIMS requires a great deal of resources from participating entities. For instance, human and financial resources are required to ensure appropriate personnel are trained in the general NIMS courses, ensure appropriate personnel receive specialized NIMS and ICS training, conduct internal drills, exercises, and corrective action planning as well as participate in a community wide exercise program, and develop organizational emergency operations plans as well as participate in community wide emergency planning.  

c. Furthermore, compliance with the NIMS is not a onetime investment; rather, compliance requires that resources be sustained overtime.

d. Implementation of the NIMS could be limited in some jurisdictions because not all agencies, departments, and organizations have the same resources available to comply with the NIMS.

F. The fact that compliance requirements related to the NIMS have changed, and continue to change, could further strain resources.

1. It takes time and the dedication of resources for states, territories, tribal nations, and local jurisdictions and the agencies, departments, and organizations within them to train in the NIMS and to implement the system.
2. When the NIC makes changes to the NIMS, it will require additional time and the dedication of additional resources to communicate and implement the changes. 

3. Some jurisdictions and/or agencies, departments, and organizations within them may not have the time or resources to communicate and implement the changes.

4. Furthermore, some jurisdictions and/or agencies, departments, and organizations within them may not perceive the changes as necessary or beneficial, in other words, they may not have the will to make the required changes. 

5. If certain jurisdictions or parts of jurisdictions do not incorporate changes to the system, the overall system may suffer. 
G. Despite the presence or absence of time, resources, and will to implement the NIMS or changes to the NIMS, all policies and mandates go through a process of interpretation as they are addressed by different levels of government and different organizations.

1. The NIMS document could be well-written and clear and the NIC can produce clear compliance expectations; yet jurisdictions (and individuals, agencies, departments, and organizations within jurisdictions) may still interpret the NIMS and NIMS compliance measures differently. 
2. Different interpretations of the NIMS can result in non-implementation, partial implementation, or incorrect implementation of the system from jurisdiction to jurisdiction. 
3. Variation in the implementation of the NIMS can limit the effectiveness of the system.

H. Jurisdictions, private sector entities, and nongovernmental organizations may feign compliance.

1. Compliance with the NIMS is currently measured through NIMSCAST. Local government jurisdictions complete their own assessment of their jurisdiction’s compliance with the NIMS; in turn, the state or territory certifies that the jurisdictions within the state or territory complied with the NIMS before submitting the state’s/territory’s NIMCAST each fiscal year.

2. There is no guarantee that jurisdictions have answered questions in the NIMSCAST completely or truthfully. 

3. Should compliance be feigned by jurisdictions within the United States, expectations for the system’s performance in a large-scale incident could be misinformed. 
I. Compliance measures may not be an appropriate gauge for national implementation of the NIMS. 

1. Compliance measures may not focus on the most important aspects of implementation. 
2. For instance, compliance measures do not 
b. assess the degree of commitment to implementing the NIMS within jurisdictions; 

c. assess how much jurisdictions actually know about the NIMS and how to use the system; nor, do they
d. assess whether the NIMS and ICS are actually incorporated into the day-to-day administration of jurisdictions or utilized in small-scale incidents.

3. Therefore, even if jurisdictions and organization are truthfully and completely entering their compliance information in the NIMSCAST, compliance may not be measuring if and how much the system is actually being used.

J. Since the ICS is a part of the Command and Management Component of the NIMS, all of the potential limitations and obstacles discussed in Session 6 also apply to the NIMS. 

1. It is not necessary to revisit the potential limitations and obstacles discussed in Session 6 in great detail.

2. Ask the students, “Can anyone remember one or more of the limitations or obstacles to the successful implementation of the ICS discussed in Session 6?”

3. The list of limitations and obstacles discussed includes:

a. Based on a number of assumptions. 

b. Characteristics of emergencies and disasters may impede the ability of responders to use the system.

c. Everyone participating in the response to an event has to use the system.

d. In order to use the system effectively, everyone expected to participate within it has to be trained in the system’s structures and processes.

e. ICS positions are specialized.

f. In order to use the system effectively, everyone expected to participate within it has to have had some practice using the system.

g. Everyone has to recognize the incident commander as legitimate and work under the incident commander’s leadership.

h. Use of the ICS is often exclusive to the on-scene management of incidents. 

i. Volunteers and groups will emerge independent of the ICS. 

j. The system tends to be used only temporarily (e.g. during an emergency situation or disaster) within some of the organizations and agencies that may participate in response efforts rather than using the system to organize their administrative efforts on a daily basis. 

k. The ICS is mandated.

l. Buy-in and commitment are necessary.

4.         Ask the students, “Can anyone explain how the limitations and obstacles discussed in Session 6 apply to the NIMS?”

IX. Ask the students, “Given the discussion of factors related to NIMS implementation up until this point, what do you think the status of NIMS implementation across the United States is currently?”

X. Inform students that there has been little empirical research conducted on the NIMS; and yet, the findings within the little work that has been done overlap with one another significantly. An examination of the empirical research that has been conducted may shed some light on the status of NIMS implementation. (See Slide 9.26)
XI. The findings from Neal and Webb’s (2006) article, and Jensen’s (2008) and (2009) articles will be reviewed and compared and contrasted with the class discussion to this point. 

XII. Neal and Webb (2006) conducted quick response research in the aftermath of Hurricane Katrina in 2005 to assess the degree to which the ICS and NIMS were used in the hurricane response. (See Slide 9.27)
A. The authors utilized interviews, participant observation, and content analysis to gather data on the use of the systems. The authors conducted interviews with personnel from federal and local level government and a variety of organizations that had participated in the response effort; conducted participant observation at the Joint Field Office in Baton Rouge and the EOC and Area Field Office in New Orleans; and collected press releases, organizational charts, memos, and after-action reports for content analysis.
B. Ask the students, “What did Neal and Webb (2006) find in their study of the NIMS?” (See Slide 9.28)
1. Neal and Webb (2006) found “substantial variation in the degree to which NIMS was used by responding organizations” (p. 353). 
2. Specifically, they found that some organizations had been trained in NIMS, but used their own response system instead; that some organizations had no interest in using, or intent to use, the NIMS; that some organizations used the NIMS only somewhat; and, that others utilized the system in its entirety. As Neal and Webb (2006) put it, “we found key organizations at the federal and local levels that did not use, partially used, or pretended to use NIMS” (p. 355).

3. Neal and Webb (2006) suggested that explanations for the variation in the use of the NIMS might include “training issues, organizational issues, and the failure to incorporate research-based suggestions in the design of a response management system” (p. 355).

a. The authors observed a lack of awareness of, training in, and practice with the NIMS. 
b. Neal and Webb (2006) also noted that the organizational norms and culture of the organizations participating in the response effort appeared to conflict with the bureaucratic nature of the NIMS. 
c. The authors suggested that barriers to implementation in Hurricane Katrina might be due to the failure of those who designed the system to incorporate findings from the disaster literature that suggest “effective disaster response organizations must be flexible, emergent, and allow for improvisation” (p. 360).

d. The findings of Neal and Webb (2006) resonate with the discussion previous in this session about the factors that might encourage or limit NIMS success. 

C. Ask the students, “What did Neal and Webb (2006) conclude?” (See Slide 9.29)
1. “While we have identified several barriers to the use of NIMS and ICS in response to Hurricane Katrina, it is not our intention to suggest that if these barriers were overcome, NIMS would be successful. It is also not our contention that the catastrophic magnitude of Hurricane Katrina meant that any management system would have failed. Instead, this preliminary look at NIMS and ICS during Hurricane Katrina has revealed serious flaws in a system that may be set for future failures” (p. 362).
D. Ask the students, “What recommendations did Neal and Webb (2006) make?”

1. “…we can draw upon lessons learned from Hurricane Katrina to make NIMS and ICS more user friendly and ultimately more effective. We need to create a less bureaucratic, more flexible system with complete buy-in from all the agencies and organizations involved. We need to redesign NIMS and ICS with an eye toward the extensive scientific literature that highlights what factors succeed and fail during disaster and catastrophe response. If we do not attempt to undertake these changes, when the next big disaster strikes, we will have the same enormous disaster response problems” (p. 362-363).
XIII. Jensen (2008) conducted quick response research on the use and usefulness of NIMS the wake of an EF3 tornado. (See Slide 9.30)
A. Researchers gathered data through interviews, on-site observation, and content analysis. They interviewed state and local personnel involved in the response effort at the State and local EOC as well as personnel who had worked in the incident command post in the immediate aftermath of the tornado. The researchers conducted on-site observation in both the State and local EOC. The researchers also gathered incident action reports, ICS forms, damage assessments, and WebEOC pages for content analysis. 
B. Ask the students, “Why did the author anticipate NIMS being fully implemented?” (See Slide 9.31)
1. The author suggested that if NIMS were to be fully implemented anywhere it would be in the state and region where research was conducted for several reasons including the area’s significant experience with disasters; the high status of emergency management; the amount of resources available to emergency management; and, the limited needs and emergence in response to the tornado.

C. Ask the students, “What did Jensen (2008) find in her study of the NIMS?” 
1. Jensen (2008) presented her research findings from two perspectives. She presented findings from the state perspective as well as from the perspective of the local jurisdiction impacted. 
2. Jensen also presented her findings in two sections. The first section dealt with how the NIMS was actually used and the second section dealt with how useful the state and local jurisdiction thought the NIMS was.
3. The author found that, even though the disaster response was widely perceived to have been successful, there were issues with NIMS implementation. (See Slide 9.32)
a. Interview participants from the state believed that ICS was used instead of NIMS, that there were communication and coordination problems between the EOC and the ICP, and that the NIMS was only fully used once outside assistance in the form of an Incident Management Team (IMT) arrived at the local EOC. 
b. Interview participants from the local EOC had a similar perspective to that of the state. The local jurisdiction noted using portions of ICS as opposed to the more comprehensive NIMS, a disconnect between the EOC and ICP, the role of the IMT in implementing NIMS, and that NIMS was used more in the short-term recovery phase than it was in the response phase.
4. Jensen (2008) also analyzed state and local perspectives on how useful the NIMS actually was in the response effort. (See Slide 9.33)
a. The state’s overall perception of the usefulness of the NIMS was that it did not make a difference whether or not the local jurisdiction used the NIMS. 
i. The state’s primary concern during the response effort was getting information about what had happened, what was happening, and the needs of the local jurisdiction. 
ii. As long as the jurisdiction was providing the state information, how the jurisdiction communicated the information and the system used to communicate the information was not important. 
iii. Interviewees at the state noted that the small scale of the disaster and the emergency management capability of impacted jurisdiction also were related to why the NIMS was not particularly useful in the response to the tornado disaster. 
b. In hindsight, interviewees from the local jurisdiction thought the NIMS would have been more useful if … 
i. the type and scale of the disaster had been different, 
ii. there had been less time between NIMS training and the tornado, and 
iii. the system had been used consistently and implemented in a similar manner within and between organizations. 

D. Ask the students, “What did the author conclude?” (See Slide 9.34)
1. The author concluded, “…there remains a significant struggle with NIMS implementation even in an area where one could reasonably have expected to see NIMS fully implemented.” (Jensen, 2008, p. 14)

2. Jensen (2008) continued, “City X may ultimately get to the point where a system like NIMS is implemented in a disaster situation, but it is not going to be simply because it was mandated. Changes in how the jurisdiction manages disasters will more than likely be brought about through a combination of trial and error, examining what did and did not work in disaster responses, and trying to improve future responses. If the individuals, departments, agencies, and organizations participating in the response had an intimate knowledge of NIMS, it would have helped implement the system. Yet, in the absence of the systems’ full implementation, the jurisdiction, by all accounts, mounted a response effort that displayed many of the hallmarks of an effective response as noted in the disaster literature” (p. 14).

3. The author encouraged readers to “take away” three findings: that type of hazard, scale of impact, and complexity are important considerations in the use of NIMS, the potential benefits of leveraging IMTs in future disasters, and that the system was most useful in the short-term recovery phase as opposed to the response phase with which the system is typically associated.
E. Ask the students, “What did Jensen (2008) recommend?”

1. Jensen (2008) drew readers’ attention to the fact that “the findings from this research do not indicate whether or not NIMS works or whether NIMS is or is not useful as a national emergency management system. Rather, the findings show how interviewees at the state and local level perceived the use of the system, how content analysis and participant observation evidenced NIMS use, and the factors interviewees thought were related to its usefulness in one disaster situation” (p. 13). 
2. The author’s sole recommendation was for further research and additional consideration of “NIMS as an emergency management system, its potential for use in disaster situations, and factors that may limit or promote its usefulness” (p. 15).

XIV. Jensen (2009) reported findings from in-depth semi-structured interviews with thirty county emergency managers in three Midwestern states. 
A. The author sought to explore two research topics—rural local emergency manager interpretations of the NIMS and the influence of emergency mangers interpretations on the extent to which the system was implemented in their jurisdictions. (See Slide 9.35)
B. Ask the students, “What did Jensen (2009) find in her study of the NIMS?” (See Slides 9.36-9.37)
1. Jensen found that the majority of emergency managers interviewed supported NIMS but did so with qualifications. 

2. Emergency managers did not fully support the NIMS for many reasons including
a. “Emergency managers saw NIMS as politically motivated, imposed in a top-down fashion, and mandated without consensus building among those expected to enact the management system”  (Jensen, 2009, p. 8).

b. “Emergency managers perceived NIMS as a system that would inevitably be replaced…” (Jensen, 2009, p. 10).

c. “Most emergency managers said that all, or parts, of NIMS were based on a series of false assumptions about the nature of emergency management and local settings. The following three presumably faulty assumptions were commonly referred to by emergency managers: a) “it [NIMS] works;” b) NIMS will be equally effective for everybody and every disaster; and, c) people will be both willing and dedicated to adopting and implementing the NIMS” (Jensen, 2009, p. 10)

d. “Rural emergency managers often expressed the opinion that NIMS is more appropriate for urban than rural areas and that administrators at the federal level do not appreciate rural/urban differences…Respondents suggested that the lack of fit for NIMS in rural areas is due to the following factors: a) the role of time and distance in the coordination of disaster response, b) the prevalence of help-giving behavior, c) the value placed on self-reliance, and d) the inappropriateness of some of the NIMS components (Jensen, 2009, p. 11-12)
e. “As hard as they tried to fulfill NIMS compliance measures, emergency managers were constrained by the status, responsibilities, and authority of their positions as county emergency managers” (Jensen (2009) p. 14)
3. Key among Jensen’s (2009) findings was that while emergency manager interpretations of the NIMS may have had an impact on the extent to which jurisdictions pursued the NIMS implementation, local conditions had far more influence on implementation than the emergency manager himself/herself.

4. Among the local conditions Jensen (2009) identified as having an influence on the NIMS implementation were: 

a. a lack of buy-in amongst the agencies, departments, and organizations expected to implement the system; 
b. a desire to preserve organizational autonomy by some local organizations and/or disciplines; 

c. complications due to the reliance on volunteers for the provision of first response services; 

d. a lack of support for implementation of the system among some key elected officials; 
e. the role of the state as an intermediary between the federal and local levels of government; and, finally,
f. the expectation held by some jurisdictions that the state would take over local response operations in a disaster situation.
5. The combination of emergency manager interpretations and local conditions led to a minimal compliance mentality and selective implementation.

a. Jensen (2009) observed, “Emergency managers interviewed commonly referred to the minimal compliance mentality as a ‘game’ that must be played or ‘hoops’ through which they had to jump…this game playing was something emergency mangers felt forced to do. They had to be compliant to get the funding they needed. They also had to work within the parameters set by local conditions. Certain measures of compliance were clear-cut, as with the training measure: Had those expected to complete the training done it or not? Other compliance measures were not black-and-white, and, while emergency managers could not afford to ignore them, they could and did choose how to interpret the measures” (p. 22-23)
b. Jensen (2009) continued, “Although the federal government attempts to monitor the progress local jurisdictions make toward complying with NIMS, its measures of compliance do not reflect the knowledge about NIMS of those involved, the commitment of those involved, their actual incorporation of NMS into their day-to-day activities, or how appropriate NIMS is for a given jurisdiction” (p. 22)

c. Jensen (2009) used a toolbox analogy to explain how emergency managers selectively implemented the NIMS. 

i. Jensen (2009) wrote, “The NIMS document encourages users to view NIMS as a flexible system…in essence users are encouraged to view NIMS as a tool box. Taking the analogy further, NIMS components are intended to be like a set of tools with which the users are intimately familiar. In theory, the users know the tools; maintain the tools; know what the tools can do; and, know when the tools are best used. Although users might prefer the hammer (i.e.,, ICS), they know the screwdrivers, wrenches, pliers, tape measure, level, etcetera equally well. However, this is where the toolbox image fails. The NIMS “tools” are not understood or appreciated uniformly in the areas studied…The general attitude seen by emergency managers was, ‘pick and choose what works and discard the rest’ (p. 23)

C. Ask the students, “What did Jensen (2009) conclude?” (See Slide 9.38)
1. Jensen (2009) had several conclusions including

1. “Substantial variation still exists among emergency management programs, not just among regions or states, but also within regions and states” (p. 24)

2. “Variations in the perceptions of and implementation of NIMS have added to the preexisting differences between programs” (p. 24)

3. “…efforts to standardize—make one size fit all—may interfere with emergency management at the local level” (p. 24)

4. “whether emergency managers perceptions are correct is a separate empirical question, but to paraphrase W.I. Thomas, ‘what is perceived as real is (or can be) real in its consequences” (p. 25)

2. Jensen (2009) noted, “Future research will allow us to more fully understand whether nationally standardized systems such as NIMs are both appropriate and realistic. Assuming NIMS is here to stay; it is not too late to refine NIMS to make it more workable for all levels of government. Incorporating an understanding of some of the issues NIMS faces into training and practice materials at all levels and across organizations will enable practitioners to be better prepared for the challenges of implementing NIMS in all jurisdictions” (p. 26)

XV. Ask the students, “Based on the literature reviewed, what are the implications for the NIMS and the emergency management system overall?” (See Slide 9.39-9.40)
A. Based on the literature reviewed in this session, it is impossible to draw any conclusions. 
1. The findings from the research discussed were based on case studies and are not generalizable to all jurisdictions and events nationwide. 
2. The implementation of the NIMS needs to be studied over a longer period of time, in many more locations pre-disaster, and many more incidents before any types of conclusions can be made. 
B. The literature reviewed does, however, raise several important issues about the NIMS. 
C. A central issue raised by the empirical research is whether the NIMS really is appropriate for all jurisdictions and organizations and all incidents. The three empirical research articles reviewed in this session all found reason to question whether the most basic premise upon which the NIMS is based is actually true. 
D. Research findings pointed to differences in the appropriateness of the system for all areas, jurisdictions, agencies, departments, and organizations, whether certain components of the system were both necessary and appropriate, and whether the system was appropriate for all incidents. 
E. A second, related, and equally important issue is, if the system truly is appropriate for all areas, jurisdictions and organizations, and incidents, are jurisdictions and organizations actually fully implementing the system? 
F. Research discovered that the NIMS was not being fully and completely implemented in the areas where research was conducted. Factors such as authority to compel action, buy-in, perceived need for the system, resources, organizational cultures, training, and practice were found to contribute to the variation in the implementation of the NIMS in different incidents and different locations. 
G. The extent to which the obstacles to the implementation of the system are present in jurisdictions across the nation is important to address as is the extent to which the obstacles where present can be overcome.
H. Regardless of how pervasive the limitations and obstacles to NIMS implementation are, the effectiveness of the system may be limited even if only a portion of the jurisdictions in the nation do not, or partially, implement the NIMS. 
I. Not implementing, or partially implementing, the NIMS will continue the uneven preparedness and variance in response structures and processes that characterized emergency management across the country prior to the NIMS inception.

J. If preparedness will continue to be uneven across the nation and if the structures and processes used will continue to vary from incident to incident, jurisdiction to jurisdiction, and organization to organization, what is the purpose of continuing planning and compliance measures based on the NIMS? Furthermore, what is going to happen in the next Hurricane Katrina-like incident?

K. Clearly there has to be a way to communicate and coordinate between and within the multiple levels of government and the myriad entities involved in the management of incidents. 
L. Our very diverse and complex system necessitates a systematic, standardized means of organization; and yet, it is the very diversity in and complexity of our system that makes any organizational system difficult to implement.

M. Further complicating attempts to organize emergency management nationwide is that emergency management is dependent on context. Moreover, context always changes; sometimes the change is slow and sometimes the change is rapid. 

N. Contextual factors such as politics, economics, demographics, culture, experience with incidents, salient risks, and even individual personalities can shape emergency management.

O. The context in which emergency management operates differs from region to region, state and territory to state and territory, tribal nation and local jurisdiction to tribal nation and local jurisdiction, and organization to organization. 

P. Fortunately, the NIMS was not designed to be a static system; it can be changed. Whether and to what extent the NIMS is revised in light of the potential limitations and obstacles to the system remains to be seen. 

Q. Regardless of any changes made to the NIMS, it is still important that anyone working, or who will work, in emergency management be knowledgeable about the system and about issues the system may face in implementation. (See Slide 9.41)

Objective 9.3 Understand how to utilize the information from this session

Requirements

Challenge students to think about what they have learned in this session in a short take-home assignment.

Required Assignment (See Slide 9.41)
Ask students to write a 2-3 page paper about how the potential limitations and obstacles to the NIMS identified in this session may or may not be overcome.

OR

Ask students to write a 2-3 page paper about how understanding the potential limitations and obstacles to the NIMS may help them in their future careers in emergency management.

Supplemental Considerations:

Practitioners have also noted a number of issues the NIMS in articles based on their personal experiences. Their observations match many of those derived through empirical research. While many articles written by practitioners support the NIMS, many are do not support the system in its entirety. It is beyond the scope of this session to discuss all available articles, but it is worth discussing at least one or two articles to examine the extent to which practitioners raise factors encouraging or limiting the NIMS implementation.
An article entitled “Understanding the Limitations of NIMS” written by Charles Bailey is an example of an article that the instructor could incorporate into the session or assign as additional student reading. The 4 page article is available at: http://www.firerescue1.com/disaster-management/articles/452854-Understanding-Limitations-of-NIMS/. “Moving Target? (NIMS)” written by Jessica Jones is another example of an article that could complement the session. The 4 page article can be accessed at: http://www.emergencymgmt.com/story.php?id=100474.
Another way the instructor can illustrate many of the issues related to the NIMS compliance and implementation is to invite a guest speaker or panel of speakers to talk about their experiences with the NIMS. In fact, a series of guest speakers with different perspectives would be ideal. Guest speakers addressing the private sector, nongovernmental organizations, federal, state, and/or local government perspective on NIMS implementation would be excellent complements to the session.
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