
Session No. 8


Course Title: National Incident Management Systems

Session Title: What is the National Incident Management System (NIMS)? 

Time: 2 hours


Objectives:

8.1 Provide a Brief Overview and Explanation of the National Incident Management System (NIMS)

8.2 Provide an Overview of NIMS Compliance and Implementation

8.3 Explain NIMS Doctrine, Concepts, Principles, and Terminology

8.4 Provide a Justification for the Existence of NIMS


Scope:

During this session, the instructor will provide students with an introduction to the National Incident Management System (NIMS).  NIMS and its implementation will be the topic of the remainder of the course, so this session is presented to set the tone and direction of these sessions to come.  The lecture will include an overview and explanation of the system itself, and will describe the doctrine, concepts, and principles guiding its application.  The topic of NIMS implementation will be addressed, and a brief introduction into the relevant terminology will also be provided.  Finally, the instructor will provide an argument in support of the existence of NIMS, and a justification for the requirements put upon emergency management agencies per legal and policy actions. 

Readings: 

Student Reading: 

FEMA. 2008. NIMS Glossary. NIMS Resource Center. http://www.fema.gov/emergency/nims/Glossary.shtm 

FEMA. N/d. NIMS Fact Sheet.  NIMS Resource Center. http://www.fema.gov/pdf/emergency/nims/NIMSFactSheet.pdf 

FEMA. 2009. FY 2009 NIMS Implementation Objectives. Department of Homeland Security. http://www.fema.gov/pdf/emergency/nims/FY2009_NIMS_Implementation_Chart.pdf  

Instructor Reading: 

FEMA. 2008. NIMS Glossary. NIMS Resource Center. http://www.fema.gov/emergency/nims/Glossary.shtm 

FEMA. N/d. NIMS Fact Sheet.  NIMS Resource Center. http://www.fema.gov/pdf/emergency/nims/NIMSFactSheet.pdf 

FEMA. 2009. FY 2009 NIMS Implementation Objectives. Department of Homeland Security. http://www.fema.gov/pdf/emergency/nims/FY2009_NIMS_Implementation_Chart.pdf

General Requirements:

A significant portion of this course is adapted from the standard FEMA NIMS training resources in order to ensure consistency in training messages.   However, it has been modified for use in a higher education classroom setting.  It is recommended that the modified experiential learning cycle be completed for objectives 8.1 – 8.4 at the end of the session. 


Objective 8.1: Provide a brief overview and explanation of the National Incident Management System (NIMS)
Requirements: 

Introduce through lecture the National Incident Management System.  Facilitate student interactions to discuss and expand upon certain points within the topic of this objective. 

Remarks:

I. The instructor may begin this session by explaining to students that the course has thus far presented a background on the history of incident command and incident management systems, and has explored the need for such systems among emergency management agencies.  It is within this context that NIMS must be considered.


II. This session is general in nature, and will present NIMS topics at a higher level.  However, each of the many sessions to follow (which constitute the remainder of the course) delves into much greater detail to cut through the complexities of NIMS many components.  


III. The instructor can open the lecture by asking the Students to provide, in their own words, a definition for NIMS.

A. Student responses should draw from the course content presented in previous sessions, and from their own experience and knowledge.


B. The instructor can remind students that on February 28, 2003, President George W. Bush issued Homeland Security Presidential Directive 5 (HSPD-5), which was described in the previous session.  

C. This Presidential Directive required that the Secretary of Homeland Security develop and administer a consistent (standardized) nationwide template that enables government agencies at the Federal, State, Tribal, and local levels, as well as nongovernmental organizations and the private sector, to work together to prevent, protect against, respond to, recover from, and mitigate the effects of emergency incidents regardless of the cause, size, or complexity. 

D. The official definition of NIMS, as detailed in the NIMS Guide dated December 2008, is as follows (Power Point Slide 8-3):

1. “The National Incident Management System (NIMS) provides a systematic, proactive approach to guide departments and agencies at all levels of government, nongovernmental organizations, and the private sector to work seamlessly to prevent, protect against, respond to, recover from, and mitigate the effects of incidents, regardless of cause, size, location, or complexity, in order to reduce the loss of life and property and harm to the environment. 

2. “NIMS works hand in hand with the National Response Framework (NRF). NIMS provides the template for the management of incidents, while the NRF provides the structure and mechanisms for national-level policy for incident management.” (FEMA, 2008)

E. Ask the Students, “How is NIMS different than ICS?  How is it different than the NRF?”

1. Students should be reminded that ICS manages incident command and control.  ICS is one component of NIMS, which is a more comprehensive system that establishes a national approach to the management of emergencies and disasters.  
2. NIMS provides a methodology through which human and equipment resources, supplies, and finances, may be coordinated for a more effective response.  


3. This function may seem similar to the incident command systems addressed in previous sessions, and that is because NIMS is an outgrowth of ICS and the other similar incident command systems that were presented.   

4. Explain to students that, while NIMS does not establish command and control procedures or protocols, it is not merely a resource allocation plan.  

i. NIMS represents a core set of doctrines, concepts, principles, terminology, and organizational processes that together enable effective, efficient, and collaborative incident management.  

ii. Each of these will be introduced in this session and will constitute the remainder of the course.

F. The National Response Framework (NRF) is the third integral component of national incident response (in addition to NIMS and ICS).  Each of these components is unique but interrelated with the others.  The instructor should ensure that students have an accurate understanding of the National Response Framework and ICS before moving forward by asking students to describe each.  Students should consider the definitions of each to formulate their answers (Power Point Slides 8-4 and 8-5).

1. “[The Incident Command System (ICS) is] a standardized on-scene emergency management construct specifically designed to provide for the adoption of an integrated organizational structure that reflects the complexity and demands of single or multiple incidents, without being hindered by jurisdictional boundaries. ICS is the combination of facilities, equipment, personnel, procedures, and communications operating within a common organizational structure, designed to aid in the management of resources during incidents. It is used for all kinds of emergencies and is applicable to small as well as large and complex incidents. ICS is used by various jurisdictions and functional agencies, both public and private, to organize field-level incident management operations.” (FEMA Glossary, 2009)


2. “The National Response Framework is a guide that details how the Nation conducts all-hazards response– from the smallest incident to the largest catastrophe. This document establishes a comprehensive, national, all-hazards approach to domestic incident response. The Framework identifies the key response principles, as well as the roles and structures that organize national response. It describes how communities, States, the Federal Government and private-sector and nongovernmental partners apply these principles for a coordinated, effective national response. In addition, it describes special circumstances where the Federal Government exercises a larger role, including incidents where Federal interests are involved and catastrophic incidents where a State would require significant support. It lays the groundwork for first responders, decision-makers and supporting entities to provide a unified national response.” (FEMA, n/d)

G. The differences between these systems and documents may be unclear due to their close integration.  However, this course will help students to distinguish between the primary functions of each, and will explain their interconnectivities.   

H. The instructor can ask the students at this point to explain to their classmates or to the instructor:

1. The difference between these three components

2. What makes each unique from the others

3. How each is dependant on the others

IV. NIMS was designed to build on the foundation provided by existing emergency management and incident response systems that were already being used by jurisdictions, organizations, and functional disciplines at all levels.  

A. As designed, NIMS is an attempt to integrate emergency management best practices into a comprehensive framework, in a nationwide forum and all-hazards context. 

B. Emergency management best practices have laid the groundwork for the components of NIMS and have provided the mechanisms for the further development and refinement of supporting national standards, guidelines, protocols, systems, and technologies. 

C. NIMS also fosters the development of specialized technologies that facilitate emergency management and incident response activities, and allows for the adoption of new approaches that enable continuous refinement of the system over time. (FEMA, 2008, P3) 


V. The instructor can explain to students that NIMS was created out of a perceived need to better manage emergency incidents regardless of the participants involved, the jurisdiction, the scope or size, or the hazard involved.


A. The September 11, 2001, terrorist attacks and the 2004 and 2005 hurricane seasons were the catalyst to change.  These events highlighted an apparent need for improvement within the emergency management discipline in terms of incident response capabilities and coordination processes. 


B. The overwhelming consensus on thought was that, by developing a comprehensive national approach applicable at all jurisdictional levels and across functional disciplines, the effectiveness of emergency management and response personnel across the full spectrum of potential incidents and hazard scenarios (including but not limited to natural hazards, terrorist activities, and other manmade disasters) could be improved. 


C. This approach would also improve coordination and cooperation between public and private agencies and organizations in a variety of emergency management and incident response activities – something that had been vaguely documented and institutionalized in the past. 

D. FEMA presents the following overview of NIMS in terms of what the system is, and what it is not (FEMA, 2009):

1. What NIMS is (Power Point Slide 8-6):

i. A comprehensive, nationwide, systematic approach to incident management, including the Incident Command System, Multiagency Coordination Systems, and Public Information

ii. A set of preparedness concepts and principles for all hazards

iii. Essential principles for a common operating picture and interoperability of communications and information management

iv. Standardized resource management procedures that enable coordination among different jurisdictions or organizations

v. Scalable, so it may be used for all incidents (from day-to-day to large-scale)

vi. A dynamic system that promotes ongoing management and maintenance

2. What NIMS is NOT (Power Point Slide 8-7):

i. A response plan

ii. Only used during large-scale incidents

iii. A communications plan

iv. Only applicable to certain emergency management / incident response personnel

v. On the Incident Command System or an organizational chart

vi. A static system

E. Students may be reminded that, while the overwhelming majority of emergency incidents begin and end locally, and that law dictates that the jurisdiction to manage these incidents remains at the lowest possible geographical, organizational, and jurisdictional level, there are nonetheless instances in which successful incident management operations depend on the involvement of multiple jurisdictions, levels of government, functional agencies, and/or emergency responder disciplines. 


F. These instances expose many of the players in the US emergency management system to a range of coordination issues, including different types of response resources, different communications systems, a variety of organizational structures, and a general scope increase, that together justify the need for a system that ensures the standardization of incident management regardless of hazard, size or scope.  


G. Through the incorporation of NIMS into daily operations, and across all agencies (Federal, state, tribal, local, and nongovernmental), coordination efficiency is significantly increased and the number of mishaps (and lost time as a result of them) are minimized.  


H. NIMS, therefore, is a systematic approach that integrates the best existing processes and methods into a unified national framework for incident management. 


1. Incident management in this context refers to how incidents are managed across all emergency management and homeland security activities and functions, which can include preparedness, prevention, protection, response, mitigation, and recovery. 


2. This framework forms the basis for interoperability and compatibility that enables a diverse set of public and private organizations to conduct well-integrated and effective emergency management and incident response operations. 

3. Emergency management under NIMS is coordinated, integrating all activities necessary to build, sustain, and improve the capability to prepare for, protect against, respond to, recover from, or mitigate against threatened or actual natural disasters, acts of terrorism, or other manmade disasters, through a core set of concepts, principles, procedures, organizational processes, terminology, and standard requirements applicable to a broad community of NIMS users.

Supplemental Considerations

There are many fact sheets and basic guides on NIMS that the instructor may wish to download or order to distribute to students.  These resources can provide different perspectives on what NIMS is, according to the entity (be it a state government, a county, an NGO, or otherwise) that has developed the guidance.  Examples include:

· FEMA NIMS Fact Sheet: http://www.fema.gov/pdf/emergency/nims/NIMSFactSheet.pdf 

· South Carolina Emergency Management Division: http://www.scemd.org/Library/NIMS/what_is.html
· New Jersey State Government: http://www.nims.nj.gov/overview.html 

Objective 8.2 Provide an Overview of NIMS Compliance and Implementation

Requirements:

Provide a lecture that allows students to understand the requirements of Federal, state, and local agencies to adopt NIMS, and the implementation schedules that have been developed to ensure effective compliance.

Remarks: 

I. NIMS can only become fully effective as a scalable and flexible incident management system if it is applied universally across all agencies, at all government levels.


II. Ask the students, “What could happen if a local (city or county) emergency management agency is faced with managing a major disaster incident, and they have not yet trained in and adopted NIMS?”


A. Students should be able to describe how the very problems that led to NIMS development, namely the inability to coordinate resources, the differences in terminology and procedures, the inability to communicate effectively, the inability to effectively transport and distribute commodities, and the many other problems identified in the aftermath of the September 11, 20001 terrorist attacks and the 2005 hurricane season, could easily resurface.


III. HSPD–5, which mandated the creation of NIMS, also dictates the requirement for NIMS implementation.


A. HSPD-5 requires all Federal departments and agencies to adopt NIMS and to use it in their individual incident management programs and activities, as well as in support of all actions taken to assist State, tribal, and local governments. 


B. The directive requires Federal departments and agencies to make adoption of NIMS by State, tribal, and local organizations a condition for Federal preparedness assistance (through grants, contracts, and other activities). 


C. NIMS recognizes the role that NGOs and the private sector have in preparedness and activities to prevent, protect against, respond to, recover from, and mitigate the effects of incidents.


D. HSPD-5, under line 20, specifically states that, “Beginning in Fiscal Year 2005, Federal departments and agencies shall make adoption of the NIMS a requirement, to the extent permitted by law, for providing Federal preparedness assistance through grants, contracts, or other activities. The Secretary shall develop standards and guidelines for determining whether a State or local entity has adopted the NIMS.” (Power Point Slide 8-8).

IV. The mandate for NIMS implementation is important in that it ties eligibility to future preparedness funding to the successful adoption of NIMS.

A. In the United States, there are a number of preparedness grant programs.  These include, for example:

1. The State Homeland Security Program ($861.2 million in FY09)
2. Urban Area Security Initiative ($798.6 million in FY09)

3. Metropolitan Medical Response System ($39.8 million in FY09)


4. Citizen Corps Program ($14.5 million in FY09)


5. Emergency Management Performance Grant ($306 million in FY09)


6. Interoperable Emergency Communications Grant Program ($48.6 million in FY09)


7. Emergency Operations Center Grant Program ($34 million in FY09)


8. Regional Catastrophic Preparedness Grant Program ($34 million in FY09)


9. Assistance to Firefighters Grant Program ($565 million in FY09)


B. Without the association with FEMA funding, it may have been difficult to achieve compliance, but by requiring implementation to these valuable grant programs they have all but ensured the system will be incorporated.


C. Ask the Students, “Why might a jurisdiction resist implementing NIMS?”


1. There are a number of reasons why implementation of NIMS may be resisted or simply neglected.  These reasons will be specific to the situation in the department, but could include:


i. Opposed what could be considered a Federal mandate


ii. Do not understand the value of a common standardized system


iii. Do not have the time to dedicate staff to training


iv. Do not have the guidance to conduct effective implementation


v. Are set in their ways (organizational culture) and do not wish to change operating procedures


2. Ask the students, “Is there any benefit to resisting NIMS compliance?”  Students may have answers, which include that responders are comfortable with the terminology and procedures they have used for years, but the instructor should ask them whether this overrides the benefits from implementation of NIMS at an organizational level.


D. At the Federal level, NIMS implementation has been underway for years.  
 

E. The Department of Homeland Security has developed and released NIMS compliance schedules and guidance to assist jurisdictional and other stakeholder compliance.


1. It is understood that achieving full implementation with NIMS will take years.


2. Because NIMS compliance is tied to eligibility for grant funding, it was necessary to develop an implementation plan that allowed stakeholders to implement the system component by component until full implementation is achieved.  


3. The NIMS implementation guideline helps stakeholders to determine which components are most important, and ties eligibility with those components according to a set schedule.


4. For instance, adopting the basic tenets of the ICS identified in the NIMS document is considered vital to incident management and was thus one of the first components listed on the plan.


5. Other aspects of the NIMS such as data and communications systems interoperability, however, are likely to require additional development and refinement to enable compliance, and as such they are placed later in the plan.

F. The Secretary of Homeland Security, through the National Integration Center (NIC), Incident Management Systems Integration Division, publishes the standards, guidelines, and compliance protocols for determining whether a Federal, State, tribal, or local government has implemented NIMS.


1. Through the NIC, the Secretary of Homeland Security is responsible for (Power Point Slide 8-9):


i. Administration and Compliance: To manage ongoing administration and implementation of NIMS, including specification of compliance measures, the NIC is responsible for working toward the following: 


a) Developing and maintaining a national program for NIMS education and awareness. 


b) Promoting compatibility between national-level standards for NIMS and those developed by other public, private, and professional groups. 


c) Facilitating the establishment and maintenance of a documentation and database system related to qualification, certification, and credentialing of emergency management/response personnel and organizations. 


d) Developing assessment criteria for the various components of NIMS, as well as compliance requirements and timelines. 


ii. Standards and Credentialing: The NIC works with appropriate standards development organizations to ensure the adoption of common national standards and credentialing systems that are compatible and aligned with the implementation of NIMS. The standards apply to the identification, adoption, and development of common standards and credentialing programs.


iii. Training and Exercise Support: The NIC leads the development of training and exercises that further appropriate agencies’ and organizations’ knowledge, adoption, and implementation of NIMS.


iv. Publication Management: Publication management for NIMS includes the development of naming and numbering conventions, the review and certification of publications, development of methods for publications control, identification of sources and suppliers for publications and related services, management of publication distribution, and assurance of product accessibility. 


2. Each of these functions will be detailed later in this course.

G. NIMS implementation schedules are tied to the fiscal year, and are outlined according to implementation objectives.


1. The instructor should illustrate NIMS implementation objectives by displaying the FY2009 NIMS Implementation Chart provided as Handout 1. (http://www.fema.gov/pdf/emergency/nims/FY2009_NIMS_Implementation_Chart.pdf)


2. The NIC has developed a system of tracking compliance, called NIMSCAST (NIMS Compliance Assessment Support Tool).


i. NIMSCAST is a web-based self-assessment instrument for State, territorial, tribal, local governments to evaluate and report their jurisdiction's achievement of all NIMS implementation activities released since 2004. 


ii. Using the NIMSCAST, the nation's emergency management community can better facilitate their actions to comply with the various NIMS requirements, as determined by the National Integration Center. 


iii. NIMSCAST is used by DHS to determine which agencies are compliant with these establishments in order to determine preparedness grant eligibility. 

Supplemental Considerations

Compliance and implementation, including the monitoring of objectives achieved, will be the topic of Session 9.  Students may have questions about more specific aspects of compliance and implementation, but these will likely be answered with the topic is explored in much greater detail.

Objective 8.3: Explain the NIMS Doctrine and Documentation, Concepts, Principles, and Terminology
Requirements: 

Provide a lecture that gives students a basic understanding of NIMS doctrine, documentation, concepts, principles, and key terminology.

Remarks: 

I. NIMS Doctrine and Documentation


A. The NIMS framework was developed, modified, and formalized through the release of NIMS doctrine and documentation.


B. The original NIMS documentation was released on March 1st of 2004 by the Department of Homeland Security.  This document provided agencies at all jurisdictional levels with an initial look into a system that was still in the developmental phase and understandably in need of wider stakeholder involvement.


C. The NIMS National Integration Center (NIC) Incident Management Systems Integration (IMSI) Division, described above, was established at that time to support the continuous development and anticipated maintenance of NIMS as it moved forward.


D. Since 2006, the NIMS doctrine and documentation have been revised to incorporate significant stakeholder feedback and input, best practices, and lessons learned from recent incidents. 

1. With the oversight of FEMA, the newly released NIMS followed an extensive revision involving over 100 partners from all levels of government, private sector, nongovernmental organizations (NGO), and subject matter experts representing a broad spectrum of emergency management and incident response disciplines.  


2. Throughout three official nationwide comment periods, FEMA reviewed nearly 6,000 comments from more than 280 individuals and organizations, including extensive review and recommendations made by the National Advisory Council (NAC).

E. This process of revision and improvement served to clarify the system’s core concepts and principles, and has helped FEMA to refine processes and terminology that guide the document and the system itself. 

F. The following is a list of the changes that were made to NIMS as a result of these ongoing efforts:

1. Redundancies were reduced or eliminated 

2. The document was reorganized to emphasize that NIMS is more than the Incident Command System (ICS)

3. ICS concepts were further clarified within NIMS

4. Increased emphasis was placed on the planning function

5. Increased guidance on mutual aid was developed and incorporated

6. The roles of the private sector, NGOs, and chief elected and appointed officials were clarified

7. The intelligence and investigations function were expanded

8. NIMS doctrine was better aligned with the newly-released National Response Framework (NRF)

G. The latest version of the NIMS documentation was released in December of 2008.  

1. FEMA expanded on the original version released in March 2004 by clarifying existing NIMS concepts, better incorporating preparedness and planning and improving the overall readability of the document. 

2. The revised document also differentiated between the purposes of NIMS and the National Response Framework (NRF) by identifying how NIMS provides the action template for the management of incidents, while the NRF provides the policy structure and mechanisms for national-level policy for incident management. 


II. NIMS Concepts and Principles

A. NIMS is based on the premise that utilization of a common incident management framework will give emergency management and response personnel a flexible but standardized system for emergency management and incident response activities.  These two principles are key to the success of the system.


B. NIMS was created to be flexible because by doing so, the system components could be better utilized to develop plans, processes, procedures, agreements, and roles in all types of incidents.  This allowed agencies that apply the system to benefit from its framework in incidents of any:


1. Cause


2. Size


3. Location


4. Complexity 


C. Through the principles of flexibility and standardization, NIMS provides an organized set of operational structures that are critical to ensuring that disparate organizations and agencies are able to work together in a predictable, coordinated manner. 

D. The following describes in greater detail the importance of these two principles with regards to the NIMS framework Power Point Slide 8-10):

1. NIMS Flexibility 

i. NIMS and its components were designed to be adaptable to any emergency or disaster situation.   These could span the range from routine, local incidents to state-level disasters requiring the activation of interstate mutual aid, to major presidential-declared disasters requiring a coordinated Federal response.


ii. NIMS was also designed to have the flexibility to address emergency management needs regardless of whether they are planned, notice, or no-notice in character. 


iii. NIMS flexibility allows for its applicability across the full spectrum of potential coordination structures that could result prior to or in response to incidents, including those that require multi-agency, multi-jurisdictional (such as incidents that occur along international borders), and/or multidisciplinary coordination.


iv. NIMS flexibility also permits for the scalability of emergency management and incident response activities, just as was the case according to the doctrine guiding the Incident Command System.


v. Finally, NIMS provides the flexibility for unique implementation in specified areas around the Nation. 

2. NIMS Standardization 

i. In order to ensuring that NIMS is able to effectively manage incidents of any size through its flexibility, coordination and standardization must be established among emergency management and response personnel and their affiliated organizations. 


ii. NIMS provides a set of standardized organizational structures that improve integration and connectivity among jurisdictions and disciplines, starting with a common foundation of preparedness and planning. 


iii. Personnel and organizations that have adopted the common NIMS framework are able to work together, thereby fostering cohesion among the various organizations involved in all aspects of an incident. 


iv. NIMS also provides and promotes common terminology, which fosters more effective communication among agencies and organizations responding together to an incident.


v. A fundamental responsibility of the NIC Incident Management Systems Integration (IMSI) Division is to adopt existing standards that are consistent with NIMS doctrine and recommend those standards for voluntary adoption to State and local jurisdictions as guidance in fully implementing NIMS. 


a) The IMSI Division's standard review process is conducted by a multidisciplinary field-based Practitioner Working Group (PWG) and Technical Working Group (TWG) to ensure the adopted NIMS standards are relevant, implementable, and useful in implementing NIMS. 


b) Results of the PWG and TWG review processes are captured in the NIMS Recommended Standards List (RSL).   This list can be found at http://www.fema.gov/pdf/emergency/nims/FY09_Recommend_Standards_List_121708.pdf.  The instructor may wish to distribute this list or to provide the URL to interested students.


c) By adopting these voluntary consensus standards and recommending their adoption by State and local governments, the IMSI Division provides guidance and direction to first responders by further defining NIMS and providing established standards to build their incident management policies and programs around.


d) Other standards that have been developed in support of NIMS include:


(a) NG 0004: National Incident Management System (NIMS) Communications and Information Management Standards http://www.fema.gov/pdf/emergency/nims/NIMS_Guide_004_2009_update.pdf 


(b) NG 0005: National Incident Management System (NIMS) Preparedness and Incident Management Standards http://www.fema.gov/library/file?type=publishedFile&file=nims_guide_0005_prep_and_incident_management_standards_1_10_08.pdf&fileid=6990b5f0-d0e2-11dc-b3ee-001185636a87 


(c) NG 0006: General Standards Overview http://www.fema.gov/pdf/emergency/nims/Houston_TranStar_IEEE_1512.pdf 

III. NIMS Components


A. Five major components make up the NIMS systems approach.  These components were not designed to be stand-alone in nature, but rather to work together in a flexible, systematic manner to provide a national framework for incident management. 


B. These components, and a brief discussion of each, include (Power Point Slide 8-11):


1. Preparedness 

i. Effective emergency management and incident response activities begin with a host of preparedness activities conducted on an ongoing basis, in advance of any potential incident. 


ii. Preparedness involves an integrated combination of the following:

a) Assessment

b) Planning

c) Procedures and protocols

d) Training and exercises

e) Personnel qualifications

f) Licensure and certification

g) Equipment certification

h) Evaluation and revision 

2. Communications and Information Management 

i. Emergency management and incident response activities rely on communications and information systems that provide a common operating picture to all command and coordination sites. 


ii. NIMS describes the requirements necessary for a standardized framework for communications and emphasizes the need for a common operating picture. 


iii. This component is based on the concepts of interoperability, reliability, scalability, and portability, as well as the resiliency and redundancy of communications and information systems.

3. Resource Management 

i. Resources (such as personnel, equipment, or supplies) are needed to support critical incident objectives. 


ii. The flow of resources must be fluid and adaptable to the requirements of the incident. 


iii. NIMS defines standardized mechanisms and establishes the resource management process to identify requirements, order and acquire, mobilize, track and report, recover and demobilize, reimburse, and inventory resources. 

4. Command and Management 

i. The Command and Management component of NIMS is designed to enable effective and efficient incident management and coordination by providing a flexible, standardized incident management structure. 


ii. The structure is based on three key organizational constructs: 


a) The Incident Command System (ICS), which defines the operating characteristics, interactive management components, and structure of incident management and emergency response organizations engaged throughout the life cycle of an incident;


b) Multi-agency Coordination Systems (MACS), which define the operating characteristics, interactive management components, and organizational structure of supporting incident management entities engaged at the Federal, State, local, tribal, and regional levels through mutual-aid agreements and other assistance arrangements.


c) Public Information, which refers to processes, procedures, and systems for communicating timely and accurate information to the public during crisis or emergency situations. 

5. Ongoing Management and Maintenance 

i. Within the auspices of Ongoing Management and Maintenance, there are two components: the NIC and Supporting Technologies. 


a) National Integration Center 

(a) The NIC has been described in detail throughout this session.  However, the following points summarize the role of the NIC:


(i) Homeland Security Presidential Directive 5 required the Secretary of Homeland Security to establish a mechanism for ensuring the ongoing management and maintenance of NIMS, including regular consultation with other Federal departments and agencies; State, tribal, and local stakeholders; and NGOs and the private sector. 


(ii) The NIC provides strategic direction, oversight, and coordination of NIMS and supports both routine maintenance and the continuous refinement of NIMS and its components. 


(iii) The NIC oversees the program and coordinates with Federal, State, tribal, and local partners in the development of compliance criteria and implementation activities. It provides guidance and support to jurisdictions and emergency management/response personnel and their affiliated organizations as they adopt or, consistent with their status, are encouraged to adopt the system. 


(iv) The NIC also oversees and coordinates the publication of NIMS and its related products. This oversight includes the review and certification of training courses and exercise information. 


b) Supporting Technologies 

(a) As NIMS and its related emergency management and incident response systems evolve, emergency management/response personnel will increasingly rely on technology and systems to implement and continuously refine NIMS. 


(b) The NIC, in partnership with the Department of Homeland Security Science and Technology Directorate, oversees and coordinates the ongoing development of incident management-related technology, including strategic research and development.


IV. NIMS Terminology


A. NIMS relies upon the ability of many different agencies, at different jurisdictional levels of government, and from within and outside of the public sector, to be able to communicate effectively and to understand the concepts and principles being discussed.


B. Through NIMS, a common lexicon is established for the incident management function.  Through incorporation of NIMS principles into day to day agency activities, response and recovery organizations will have prepared themselves for the difficult task of working across agency lines when large-scale incident responses require interagency coordination.


C. NIMS draws upon the terminology established in the Incident Command System, including such words as Group, Division, Branch, Incident Commander, and others.  However, NIMS expands upon these terms that have become widely accepted and understood as a result of ICS coverage, and introduces common terms that cover the expanded function of incident management.

D. Emergency management, fire, and police departments throughout the United States and its territories continue to work to incorporate the terminology established by NIMS into their daily operations. 


1. For some departments, only minor changes in terminology are affected while other departments will have to adapt to numerous operational changes at mutual aid and large scale incidents. 


2. While there will be very few changes in terms of actual emergency scene operations as a result of NIMS terminology standards, the terminology used to define and organize companies and work operations will be different. The associated tasks are largely the same. 

3. Because NIMS will be utilized at all multi-agency responses, multi-discipline incidents or larger regional incidents, standard “box alarm” emergency incidents also require the use of NIMS terms and practices. 
E. Select three key terms from the NIMS glossary.  Ask the students why it is important that all responding agencies’ employees associate the same meaning with the terms.  Ask the students to identify how these terms could be confused without a standard definition, and what possible problems could be caused as a result.  Examples of terms (and their associated definitions) that are appropriate for this exercise include:


1. Nongovernmental Organization: An entity with an association that is based on interests of its members, individuals, or institutions and that is not created by a government, but may work cooperatively with government. Such organizations serve a public purpose, not a private benefit. Examples of NGOs include faith-based charity organizations and the American Red Cross.


2. Branch: The organizational level having functional or geographical responsibility for major aspects of incident operations. A branch is organizationally situated between the section and the division or group in the Operations Section, and between the section and units in the Logistics Section. Branches are identified by the use of Roman numerals or by functional area.


3. Operational Period: The time scheduled for executing a given set of operation actions, as specified in the Incident Action Plan. Operational periods can be of various lengths, although usually not over 24 hours.

Supplemental Considerations

N/a

Objective 8.4: Provide a Justification for the Existence of NIMS

Requirements:

Provide students with information from the Federal Government and from a state emergency management agency that provide two perspectives on the justification for the existence of NIMS.

Remarks: 
I. The justification for a national incident management system has been presented throughout this session.  However, through this objective those reasons will be summarized to allow for a discussion among students.


II. Ask the Students, "Why do we need a system like NIMS?"


III. It has been stressed throughout this course to date that effective management of emergency incidents is contingent upon the existence of a consistent framework and approach that enables all participants to work together to prepare for, prevent, respond to, recover from and mitigate the effects of incidents regardless of the incident's cause, size, location, or complexity.

IV. Prior to September 11th, 2001, there existed systems of incident command and control, but these were not mandated nor were they comprehensive enough to address all of the aspects of incident management that arise when different stakeholders must work together to manage risk and disaster consequences.

V. NIMS, therefore, provides this consistent nationwide framework for all stakeholders, including government at all levels (Federal, State, tribal, and local), the private sector, and nongovernmental organizations (NGOs).

VI. NIMS lays the groundwork for efficient and effective responses, from a single agency fire response to a multi-agency, multi-jurisdictional natural disaster or terrorism response. 

VII. Entities that have integrated NIMS into their planning and incident management structure can arrive at an incident with little notice and still understand the procedures and protocols governing the response, as well as the expectations for equipment and personnel. 

VIII. Finally, NIMS provides commonality in preparedness and response efforts that allow diverse entities to readily integrate and, if necessary, establish unified command during an incident.

IX. The Marinette County, Wisconsin Department of Emergency Management summarizes the importance of NIMS as follows:

A. In a nutshell, when disaster strikes it puts everybody on the same page. When NIMS is fully implemented, states and local jurisdictions will be able to (Marinette County, 2009): 

1. Ensure common and proven incident management doctrine, practices and principles are used to plan for, protect against, respond to and recover from emergency incidents and preplanned events. 


2. Maintain a response operation capable of expanding to meet an escalating situation and the ability to integrate resources and equipment from intrastate and interstate mutual aid agreements, state-provided assistance and federal government response. 


3. Order and track response assets using common resource typing and definitions, and draw on mutual aid agreements for additional assistance. 


4. Establish staging and allocation plans for the re-distribution of equipment, supplies and aid coming into the area from other localities, states or the federal government through mutual aid agreements. 


5. Conduct situational assessments and establish the appropriate ICS organizational structure to effectively manage the incident. 


6. Establish communication processes, procedures and protocols that will ensure effective interoperable communications among emergency responders, 9-1-1 centers and multi-agency coordination systems such as Emergency Operations Centers (EOC).


Supplemental Considerations

N/a 

Resources: 

FEMA. N/d. National Response Framework (NRF) – Fact Sheet. Department of Homeland Security. http://www.fema.gov/pdf/emergency/nrf/NRFOnePageFactSheet.pdf 

FEMA. 2008. NIMS Document. NIMS Resource Center. http://www.fema.gov/pdf/emergency/nims/NIMS_core.pdf 

FEMA. 2009. Ongoing Maintenance and Management. FEMA Website. http://www.fema.gov/emergency/nims/OngoingMngmntMaint.shtm#item1 


FEMA. 2009. NIMS Standards Development. FEMA Website. http://www.fema.gov/emergency/nims/OngoingMngmntMaint.shtm#item3 

FEMA. 2009. NIMS Implementation and Compliance Guidance by Fiscal Year. FEMA Website. http://www.fema.gov/emergency/nims/CurrentYearGuidance.shtm 

Marinette County, WI. 2009. Marinette Emergency Management Website. http://www.marinettecounty.com/departments/?department=b9a2114b561d&subdepartment=c8aab6e20850
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