Session No. 7

Course Title: National Incident Management Systems
Session Title: Homeland Security Presidential Directive-5 and NIMS Development
Time: 2 hr


Objectives: (See Slide 7.1)
7.1     Discuss the purpose, policy and taskings established by HSPD-5

7.2     Discuss the development process for the National Incident Management System (NIMS)

7.3     Identify NIMS information sources

Scope:

During this session, the Instructor will lead class discussion in reviewing the various elements of Homeland Security Presidential Directive-5 (HSPD-5) including the stated purpose for HSPD-5, the policy the directive established and those policies that it did not impact, the various taskings that were made by HSPD-5 of a number of Federal departments and agencies and the timeframe established in the directive for the design and implementation of the National Response Plan (NRP) and NIMS.  The instructor will review the NIMS development process as conducted by FEMA and the Department of Homeland Security (DHS) and identified NIMS documentation sources and related publications. 

Readings: 

Student Reading:

Homeland Security Presidential Directive HSPD-5. The White House. February 23, 2008. http://www.nimsonline.com/presidential_directives/hspd_5.htm
Instructor Reading:

Homeland Security Presidential Directive HSPD-5. The White House. February 23, 2008. http://www.nimsonline.com/presidential_directives/hspd_5.htm

General Requirements:

It is recommended that the modified experiential learning cycle be completed for objectives 7.1 – 7.3 at the end of the session. 


7.1    Discuss the purpose, policy and taskings established by HSPD-5
Requirements: 

Facilitate a lecture and discussion about the key components of HSPD-5: purpose, policy and taskings given the DHS Secretary and others to develop NIMS.
Remarks:

I. Purpose for HSPD-5 (See Slide 7.3) – “To enhance the ability of the United States to manage domestic incidents by establishing a single, comprehensive national incident management system.” 
II. Policy components: (See Slide 7.4)
A. Coordination across all levels of government – HDPS-5 states, “The objective of the United States Government is to ensure that all levels of government across the Nation have the capability to work efficiently and effectively together, using a national approach to domestic incident management.”
B. Crisis management versus consequence management – “In these efforts, with regard to domestic incidents, the United States Government treats crisis management and consequence management as a single, integrated function, rather than as two separate functions.”
1. Ask the students - What does the Federal government hope to gain by having “a single comprehensive national incident management system?”
2. Ask the students – What is the difference between crisis management and consequence management? 
C. Designation of Secretary of Homeland Security as in charge – “The Secretary of Homeland Security is the principal Federal official for domestic incident management…responsible for coordinating Federal operations within the United States to prepare for, respond to, and recover from:
1. Terrorist attacks
2. Major disasters
3. Other emergencies.” 
D. (See Slide 7.5) Conditions for when the DHS Secretary “shall coordinate the Federal Government's resources utilized in response to or recovery from terrorist attacks, major disasters, or other emergencies: if and when any one of the following four conditions applies: 
1. (1) a Federal department or agency acting under its own authority has requested the assistance of the Secretary; 
2. (2) the resources of State and local authorities are overwhelmed and Federal assistance has been requested by the appropriate State and local authorities; 
3. (3) more than one Federal department or agency has become substantially involved in responding to the incident; 
4. or (4) the Secretary has been directed to assume responsibility for managing the domestic incident by the President.”
5. Ask the students – How does this “declaration process” differ from FEMA’s declaration process used prior to HSPD-5? 
E. Roles and responsibilities of State and local authorities in “domestic incident management: 
1. Initial responsibility for managing domestic incidents generally falls on State and local authorities. 
2. The Federal Government will assist State and local authorities when their resources are overwhelmed, or when Federal interests are involved. 
3. The Secretary will coordinate with State and local governments to ensure adequate planning, equipment, training, and exercise activities. 
4. The Secretary will also provide assistance to State and local governments to develop all-hazards plans and capabilities, including those of greatest importance to the security of the United States, and will ensure that State, local, and Federal plans are compatible.”
5. Ask the students – What changes does HSPD-5 make in the relationship between the Federal government and the State and local authorities in domestic incident management and preparedness?
F. Private sector and nongovernmental roles “in preventing, preparing for, responding to, and recovering from terrorist attacks, major disasters, and other emergencies. 

1. The Secretary will coordinate with the private and nongovernmental sectors to ensure adequate planning, equipment, training, and exercise activities and to promote partnerships to address incident management capabilities.”
2. Ask the students - Does HSPD-5 change the roles and responsibilities of the private and nongovernmental sectors in domestic incident management?” 
G. Criminal jurisdiction and the role of the Attorney General:
1. “The Attorney General has lead responsibility for criminal investigations of terrorist acts or terrorist threats by individuals or groups inside the United States, or directed at United States citizens or institutions abroad, where such acts are within the Federal criminal jurisdiction of the United States, as well as for related intelligence collection activities within the United States, subject to the National Security Act of 1947 and other applicable law, Executive Order 12333, and Attorney General-approved procedures pursuant to that Executive Order. 
2. Generally acting through the Federal Bureau of Investigation, the Attorney General, in cooperation with other Federal departments and agencies engaged in activities to protect our national security, shall also coordinate the activities of the other members of the law enforcement community to detect, prevent, preempt, and disrupt terrorist attacks against the United States. 
3. Following a terrorist threat or an actual incident that falls within the criminal jurisdiction of the United States, the full capabilities of the United States shall be dedicated, consistent with United States law and with activities of other Federal departments and agencies to protect our national security, to assisting the Attorney General to identify the perpetrators and bring them to justice. 
4. The Attorney General and the (DHS) Secretary shall establish appropriate relationships and mechanisms for cooperation and coordination between their two departments.”
5. Ask the students – Does HSPD-5 put the Attorney General or the FBI Director in charge of the response to a terrorist attack?
6. Ask the students – Does HSPD-5 provide adequate determination as to when at the scene of a terrorist attack, the scene passes from a recovery scene to a crime scene?

H. (See Slide 7.6) Coordination of Overseas Disasters:
1. “The Secretary of State has the responsibility, consistent with other United States Government activities to protect our national security, to coordinate international activities related to the prevention, preparation, response, and recovery from a domestic incident, and for the protection of United States citizens and United States interests overseas. 
2. The Secretary of State and the (DHS) Secretary shall establish appropriate relationships and mechanisms for cooperation and coordination between their two departments.”
3. Ask the students – According to HSPD-5, does the State Department remain in charge of US Government response and humanitarian assistance programs for international disasters or does that role fall to DHS?
I. White House Coordination:

1. “The Assistant to the President for Homeland Security and the Assistant to the President for National Security Affairs shall be responsible for interagency policy coordination on domestic and international incident management, respectively, as directed by the President. 
2. The Assistant to the President for Homeland Security and the Assistant to the President for National Security Affairs shall work together to ensure that the United States domestic and international incident management efforts are seamlessly united.”
3. Ask the students – How does HSPD-5 change the role of the White House staff in domestic incident management from previous years?
J. DHS Reporting Requirements:

1. “The (DHS) Secretary shall ensure that, as appropriate, information related to domestic incidents is gathered and provided to the public, the private sector, State and local authorities, Federal departments and agencies, and, generally through the Assistant to the President for Homeland Security, to the President. 
2. The (DHS) Secretary shall provide standardized, quantitative reports to the Assistant to the President for Homeland Security on the readiness and preparedness of the Nation -- at all levels of government -- to prevent, prepare for, respond to, and recover from domestic incidents.”
3. Ask the students – Does this reporting requirement exceed past reporting requirements concerning domestic incidents?
K. Instructions and Exceptions for other Federal departments and agencies:

1. Instructions
i. “All Federal departments and agencies shall cooperate with the Secretary in the Secretary's domestic incident management role.
ii. “The Secretary of Defense shall provide military support to civil authorities for domestic incidents as directed by the President or when consistent with military readiness and appropriate under the circumstances and the law.”
iii. “The Secretary of Defense shall retain command of military forces providing civil support.” 
iv. “The Secretary of Defense and the Secretary shall establish appropriate relationships and mechanisms for cooperation and coordination between their two departments.”
2. Exceptions

i. “Nothing in this directive alters, or impedes the ability to carry out, the authorities of Federal departments and agencies to perform their responsibilities under law.”
ii. “Nothing in this directive impairs or otherwise affects the authority of the Secretary of Defense over the Department of Defense, including the chain of command for military forces from the President as Commander in Chief, to the Secretary of Defense, to the commander of military forces, or military command and control procedures.” 
iii. “Nothing in this directive shall be construed to grant to any Assistant to the President any authority to issue orders to Federal departments and agencies, their officers, or their employees.”
3. Ask the students – How does HSPD-5 change the role of the US Armed Forces in domestic incident management?

4. Ask the students – Does the US Armed Forces have a leadership and coordination role in domestic incident management per HSPD-5?

III. Tasking Components (See Slide 7.7)
A. Federal Departments and Agencies will cooperate:

1. “The heads of all Federal departments and agencies are directed to provide their full and prompt cooperation, resources, and support, as appropriate and consistent with their own responsibilities for protecting our national security, to the Secretary, the Attorney General, the Secretary of Defense, and the Secretary of State in the exercise of the individual leadership responsibilities and missions assigned in paragraphs (4), (8), (9), and (10), respectively, above.”

B. DHS Secretary will create NIMS:

1. “The (DHS) Secretary shall develop, submit for review to the Homeland Security Council, and administer a National Incident Management System (NIMS). 

2. This system will provide a consistent nationwide approach for Federal, State, and local governments to work effectively and efficiently together to prepare for, respond to, and recover from domestic incidents, regardless of cause, size, or complexity. 

3. To provide for interoperability and compatibility among Federal, State, and local capabilities, the NIMS will include:

i. A core set of concepts, principles, terminology, and technologies covering the incident command system; 

ii. Multi-agency coordination systems; 
iii. Unified command; 

iv. Training; 

v. Identification and management of resources (including systems for classifying types of resources); 

vi. Qualifications and certification; and,

vii. The collection, tracking, and reporting of incident information and incident resources.”

4. Ask the students – Does HSPD-5 create something new in NIMS or did such a system or partnership exist prior to HSPD-5 in either formally or informally among all levels of government, the private sector and the nongovernmental sector?
C. The Secretary shall develop the National Response Plan:

1. “The Secretary shall develop, submit for review to the Homeland Security Council, and administer a National Response Plan (NRP). 
2. The Secretary shall consult with appropriate Assistants to the President (including the Assistant to the President for Economic Policy) and the Director of the Office of Science and Technology Policy, and other such Federal officials as may be appropriate, in developing and implementing the NRP. 
3. This plan shall integrate Federal Government domestic prevention, preparedness, response, and recovery plans into one all-discipline, all-hazards plan. 

4. The NRP shall be unclassified. 
5. If certain operational aspects require classification, they shall be included in classified annexes to the NRP. 
6. The NRP, using the NIMS, shall, with regard to response to domestic incidents, provide the structure and mechanisms for national level policy and operational direction for Federal support to State and local incident managers and for exercising direct Federal authorities and responsibilities, as appropriate. 
7. The NRP will include protocols for operating under different threats or threat levels; incorporation of existing Federal emergency and incident management plans (with appropriate modifications and revisions) as either integrated components of the NRP or as supporting operational plans; and additional operational plans or annexes, as appropriate, including public affairs and intergovernmental communications. 
8. The NRP will include a consistent approach to reporting incidents, providing assessments, and making recommendations to the President, the Secretary, and the Homeland Security Council. 
9. The NRP will include rigorous requirements for continuous improvements from testing, exercising, experience with incidents, and new information and technologies.”
10. Ask the students – How does HSPD-5 change or refine the Federal Response Plan (FRP)?

Objective 7.2: Discuss the development process for the National Incident Management System (NIMS)

Requirements: 

Provide a timeline for developing and implementing the National Incident Management System (NIMS) and the National Response Plan (NRP) as prescribed in HSPD-5 and the ongoing revision and updating of NIMS.

Remarks:

I. Per HSPD-5, the schedule for NIMS and NRP Design and Implementation prescribed to the DHS Secretary is as follows: (See Slide 7.8)
A. “By April 1, 2003, (1) develop and publish an initial version of the NRP, in consultation with other Federal departments and agencies; and (2) provide the Assistant to the President for Homeland Security with a plan for full development and implementation of the NRP.”
B. “By June 1, 2003, (1) in consultation with Federal departments and agencies and with State and local governments, develop a national system of standards, guidelines, and protocols to implement the NIMS; and (2) establish a mechanism for ensuring ongoing management and maintenance of the NIMS, including regular consultation with other Federal departments and agencies and with State and local governments.” 

C. “By September 1, 2003, in consultation with Federal departments and agencies and the Assistant to the President for Homeland Security, review existing authorities and regulations and prepare recommendations for the President on revisions necessary to implement fully the NRP.”

II. Per HSPD-5, the schedule for NIMS Design and Implementation for other Federal Departments and Agencies:
A. “The heads of Federal departments and agencies shall adopt the NIMS within their departments and agencies and shall provide support and assistance to the Secretary in the development and maintenance of the NIMS. 
B. All Federal departments and agencies will use the NIMS in their domestic incident management and emergency prevention, preparedness, response, recovery, and mitigation activities, as well as those actions taken in support of State or local entities. 
C. The heads of Federal departments and agencies shall participate in the NRP, shall assist and support the Secretary in the development and maintenance of the NRP, and shall participate in and use domestic incident reporting systems and protocols established by the Secretary. 

D. The head of each Federal department and agency shall: 

1. By June 1, 2003, make initial revisions to existing plans in accordance with the initial version of the NRP. 

2. By August 1, 2003, submit a plan to adopt and implement the NIMS to the Secretary and the Assistant to the President for Homeland Security. The Assistant to the President for Homeland Security shall advise the President on whether such plans effectively implement the NIMS. 

E. Beginning in Fiscal Year 2005, Federal departments and agencies shall make adoption of the NIMS a requirement, to the extent permitted by law, for providing Federal preparedness assistance through grants, contracts, or other activities. The (DHS) Secretary shall develop standards and guidelines for determining whether a State or local entity has adopted the NIMS.” 
III. Timeline of Ongoing NIMS-Related Activities (See Slide 7.9)
A. March 1, 2004 – Initial NIMS Document is released by the Department of Homeland Security/FEMA

B. The initial National Response Plan (NRP) was issued on September 30, 2003.  The full NRP was expected to be completed by the end of June 2004.

C. The NIMS Integration Center was established by the Secretary of Homeland Security in 2004 to provide "strategic direction for and oversight of the National Incident Management System... supporting both routine maintenance and the continuous refinement of the system and its components over the long term." 

1. “The Center oversees all aspects of NIMS including training, compliance, compliance criteria and implementation activities at federal, state and local levels. It provides guidance and support to jurisdictions and incident management and responder organizations as they adopt the system.” 

D. FY2005 was the starting point for NIMS compliance and full NIMS compliance by State and local emergency management and homeland security operations was required by the end of FY2006 (September 30, 2005).

E. From 2006-2008, FEMA managed a revision process for NIMS that included stakeholder groups from all levels of government, the private sector and non-governmental organizations.  This process was to be completed in 2007 but was temporarily postponed while the National Response Plan (NRP) was revised. 
F. October 2006, the International Association of Emergency Managers and the National Association of Counties jointly publish the “National Incident Management System (NIMS) Guide for County Officials.”

1. “Many county agencies throughout the U.S. have been using a system of organizing emergency preparedness and response for years, as such systems were built initially on wildland fire response, and have grown to encompass all hazards, natural or human-caused. This integrated approach to incident management is now called “NIMS”.

2. Knowing how your county agencies – including Fire, Police/Sheriff, Emergency Management/Homeland Secu​rity, Public Health, Transportation, Public Works, Utilities, Schools, and so forth – need to work together when an emergency occurs, as well as how they may work with neighboring jurisdictions, state, and federal resources – is what NIMS is all about. 

3. This Guide will help you, as a county official, understand what NIMS is and the role your county plays to enable a smooth and coordinated method to plan, prepare for, and respond to emergencies of any type and of any scale.”
G. Released in February 2008, the Five-Year NIMS Training Plan “describes the operational foundations of these efforts; defines NIMS core competencies, training courses, and personnel qualifications as part of the National Training Program for NIMS; assembles and updates the training guidance for available NIMS courses (organized as a core curriculum); and lays out a plan for the next five years to continue development of the National Training Program.” http://www.fema.gov/emergency/nims/NIMSTrainingCourses.shtm#item1
H. December 18, 2008 – Revised NIMS Document published by the Department of Homeland Security/FEMA.  From the FEMA Release dated December 18, 2008:
1. “NIMS expand on the original version released in March 2004 by clarifying existing NIMS concepts, better incorporating preparedness and planning and improving the overall readability of the document. 
2. The revised document also differentiates between the purposes of NIMS and the National Response Framework (NRF) by identifying how NIMS provides the action template for the management of incidents, while the NRF provides the policy structure and mechanisms for national-level policy for incident management.
3. With the oversight of FEMA, the newly released NIMS followed an extensive revision involving over 100 partners from all levels of government, private sector, nongovernmental organizations (NGO), and subject matter experts representing a broad spectrum of emergency management and incident response disciplines.  
4. Throughout three official nationwide comment periods, FEMA reviewed nearly 6,000 comments from more than 280 individuals and organizations, including extensive review and recommendations made by the National Advisory Council (NAC).

5. The basic tenets of NIMS remain the same. There have been several improvements to the revised NIMS document which will aid in readability and usefulness of preparing, preventing, and responding to incidents.  For example, the revised document places greater emphasis on the role of preparedness and has reorganized its components to mirror the progression of an incident.  
6. Recognizing the importance of private sector partners and NGOs in incident response, FEMA has ensured that those entities have been more fully integrated throughout NIMS. 
7. The new document is consistent with the NRF, and together they provide a single, comprehensive approach to incident management.”

Objective 7.3:     Identify NIMS information sources
Requirements: 

Identify and review the various publications produced by FEMA and the Department of Homeland Security concerning NIMS including reference documents, guides and samples of documents used by individual States as part of their process of implementing NIMS within State government.

Remarks: (See Slide 7.10)
I. The NIMS Resource Center is the current repository for “Related Guides, Annexes and Documents.”  http://www.fema.gov/emergency/nims/RelatedDocuments.shtm
II. The NIMS Resource Center site includes Supporting Guides and Documents and Weblinks relevant to NIMS.

III. The Weblinks found on the site include the following: (See Slide 7.11)
A. DHS SAFECOM  - “SAFECOM is a communications program of the Department of Homeland Security. SAFECOM provides research, development, testing and evaluation, guidance, tools, and templates on interoperable communications-related issues to local, tribal, state, and Federal emergency response agencies.  The Office of Emergency Communications (OEC) supports SAFECOM’s development of guidance, tools and templates. The Office for Interoperability and Compatibility (OIC) supports SAFECOM-related research, development, testing, evaluation and standards.  OEC is managed by the Directorate for National Protection and Programs. OIC is managed by the Science and Technology Directorate. - http://www.safecomprogram.gov/SAFECOM”
B. Emergency Management Assistance Compact (EMAC)  - “EMAC, the Emergency Management Assistance Compact, is a congressionally ratified organization that provides form and structure to interstate mutual aid. Through EMAC, a disaster impacted state can request and receive assistance from other member states quickly and efficiently, resolving two key issues upfront: liability and reimbursement.  http://www.emacweb.org/”
C. ICS Resource Center – ICS Review document; ICS training and opportunities; ICS Job Aids; ICS Forms; ICS Position Checklists; Glossary of Related Terms; Reference Documents; and, Links. http://www.training.fema.gov/EMIWeb/IS/ICSResource/index.htm
D. FEMA Emergency Management Institute (EMI) - Training and Higher education courses in emergency management. http://training.fema.gov/
E. Homeland Security Exercise and Evaluation Program (HSEEP)  - “The Homeland Security Exercise and Evaluation Program (HSEEP) is a capabilities and performance-based exercise program that provides a standardized methodology and terminology for exercise design, development, conduct, evaluation, and improvement planning. The Homeland Security Exercise and Evaluation Program (HSEEP) constitutes a national standard for all exercises. Through exercises, the National Exercise Program, supports organizations to achieve objective assessments of their capabilities so that strengths, and areas for improvement are identified, corrected and shared as appropriate prior to a real incident. The HSEEP is maintained by the Federal Emergency Management Agency’s National Preparedness Directorate, Department of Homeland Security.” https://hseep.dhs.gov/pages/1001_HSEEP7.aspx
F. National Domestic Preparedness Consortium  - “The National Domestic Preparedness Consortium (NDPC) is the principal vehicle through which FEMA identifies, develop, tests, and delivers training to state and local emergency responders. http://www.fema.gov/government/training/training_ndpc.shtm
1. The NDPC membership include:

i. Center for Domestic Preparedness 

ii. New Mexico Institute of Mining and Technology 
iii. Louisiana State University 

iv. Texas A&M University 

v. Department of Energy's Nevada Test Site”
G. National Response Framework Resource Center  - Information and Documents; References, Briefings and Training; and Annexes - http://www.fema.gov/emergency/nrf/
H. U.S. Fire Administration National Fire Academy – Training classes for fire officials - http://www.usfa.dhs.gov/nfa/
IV. Documents accessible on the NIMS Resource Center site include: (See Slide 7.10)
A. National Incident Management System (NIMS):  Five-Year NIMS Training Plan - http://www.fema.gov/emergency/nims/RelatedDocuments.shtm
1. “A critical tool in promoting the nationwide implementation of NIMS is a well-developed training program that facilitates NIMS training throughout the nation. Closely related to the training, core competencies will form the basis of the training courses’ learning objectives and personnel qualifications that validate proficiency. 

2. The National Integration Center (NIC) Incident Management Systems Integration (formerly known as the NIMS Integration Center) is charged with the development of NIMS core competencies, training courses, and personnel qualifications. This document describes the operational foundations of these efforts; defines NIMS core competencies, training courses, and personnel qualifications as part of the National Training Program for NIMS; assembles and updates the training guidance for available NIMS courses (organized as a core curriculum); and lays out a plan for the next five years to continue development of the National Training Program.”
B. The National Strategy For Homeland Security, October 2007 - http://www.dhs.gov/xabout/history/gc_1193938363680.shtm
1. “The National Strategy for Homeland Security guides, organizes, and unifies our Nation's homeland security efforts. Homeland security is a responsibility shared across our entire Nation, and the Strategy provides a common framework for the following four goals:

i. Prevent and disrupt terrorist attacks; 

ii. Protect the American people, our critical infrastructure, and key resources; 

iii. Respond to and recover from incidents that do occur; and 

iv. Continue to strengthen the foundation to ensure our long-term success.

2. This updated Strategy, which builds directly from the first National Strategy for Homeland Security issued in July 2002, reflects our increased understanding of the terrorist threats confronting the United States today, incorporates lessons learned from exercises and real-world catastrophes – including Hurricane Katrina – and proposes new initiatives and approaches that will enable the Nation to achieve our homeland security objectives.”
C. National Preparedness Guidelines – September 2007 http://www.fema.gov/pdf/government/npg.pdf
1. “On December 17, 2003, the President issued HSPD-8. HSPD-8 established national policies to strengthen the preparedness of the United States to prevent, protect against, respond to, and recover from threatened or actual terrorist attacks, major disasters, and other emergencies within the United States. HSPD-8 directed the Secretary of Homeland Security to develop a national domestic all-hazards preparedness goal in coordination with the heads of other appropriate Federal departments and agencies and in consultation with State, local, tribal, and territorial governments. The National Preparedness Guidelines (Guidelines) finalize development of the national preparedness goal and its related preparedness tools. 

2. The purposes of the Guidelines are to: 

i. Organize and synchronize national (including Federal, State, local, tribal, and territorial) efforts to strengthen national preparedness; 

ii. Guide national investments in national preparedness; 

iii. Incorporate lessons learned from past disasters into national preparedness priorities; 

iv. Facilitate a capability-based and risk-based investment planning process; and 

v. Establish readiness metrics to measure progress and a system for assessing the Nation’s overall preparedness capability to respond to major events, especially those involving acts of terrorism. 

3. The Guidelines include a vision, capabilities, and priorities for national preparedness. In order to support a consistent nationwide approach to implementation, the Guidelines establish three capabilities-based preparedness tools and a National Preparedness System – all of which are discussed in the sections that follow.” 

D. Basic Guidance for Public Information Officers – NIMS FEMA517/November 2007 

http://www.fema.gov/emergency/nims/RelatedDocuments.shtm
1. “This guidance was developed in coordination with Federal, State, tribal, and local Public Information Officers (PIOs). The goal of this publication is to provide operational practices for performing PIO duties within the Incident Command System (ICS). It offers basic procedures to operate an effective Joint Information System (JIS).

2. During an incident or planned event, coordinated and timely communication is critical to effectively help the community. Effective and accurate communication can save lives and property, and helps ensure credibility and public trust.

3. This Basic Guidance for Public Information Officers provides fundamental guidance for any person or group delegated PIO responsibilities when informing the public is necessary.

4. The guidance also addresses actions for preparedness, incident response, Joint Information Centers (JICs), incident recovery, and Federal public information support. The guidance material is adaptable to individual jurisdictions and specific incident conditions.

5. The guidance outlined in this document is based on the Homeland Security Presidential Directive (HSPD) -5, the National Incident Management System (NIMS), and the National Response Framework (NRF). All of these elements are integrated with and supported through the Federal Emergency Support Function (ESF) #15 structure.”
E. NIMS Implementation Plan Template for Federal Departments and Agencies  -  http://www.fema.gov/doc/emergency/nims/nims_implementation_plan_template.doc
1. “The following NIMS Implementation Plan will help ensure the Department has fully incorpo​rated the NIMS into our emergency response plans, procedures, and policies.  This plan also provides guidance for all divisions to ensure that all personnel are appropriately trained in the NIMS and prepared to effectively and efficiently execute the Department’s duties under the NRP at all times.

2. This document establishes the Department of X NIMS Implementation Plan in order to ensure the Department complies with HSPD‑5, Management of Domestic Incidents.  HSPD‑5 requires all Federal Departments and agencies to adopt the NIMS and use it in their individual domestic incident management and emergency prevention, preparedness, response, recovery, and mitigation activities, as well as in support of all actions taken to assist State or local entities.  This plan also illustrates the intended methods of incorporation of the NIMS into the Department’s plans, procedures, policies, and training programs.”
F. Comprehensive Preparedness Guide 101: A Guide for All-Hazard Emergency Operations Planning -http://www.fema.gov/about/divisions/cpg.shtm
1. “The FEMA Comprehensive Preparedness Guide, CPG 101 provides general guidelines on developing Emergency Operations Plans (EOPs). It promotes a common understanding of the fundamentals of planning and decision making to help emergency planners examine a hazard and produce integrated, coordinated, and synchronized plans. This Guide helps emergency managers in State, Territorial, Local, and Tribal governments in their efforts to develop and maintain a viable all-hazard EOP.

2. CPG 101 continues the more than 50-year effort to provide guidance about emergency operations planning to State, Local, Territorial, and Tribal Governments. Some predecessor material can be traced back to the 1960s-era Federal Civil Defense Guide. Long-time emergency management (EM) practitioners also will recognize the influence of Civil Preparedness Guide 1-8, Guide for the Development of State and Local Emergency Operations Plans, and State and Local Guide (SLG) 101, Guide for All-Hazards Emergency Operations Planning, in this document. While CPG 101 maintains its link to the past, it also reflects the changed reality of the current emergency planning environment.”
V. NIMS Guides, developed by FEMA, presented on the NIMS Resource Center Website and accessible at http://www.fema.gov/emergency/nims/RelatedDocuments.shtm include: (See Slide 7.12)
A. NG001: NATIONAL NIMS RESOURCE TYPING CRITERIA 

1. “This NIMS Guide expands upon DHS-FEMA NIMS #501, Chapter 4, Resource Management – dated March 24, 2006. 

2. The purpose of this NIMS Guide is to communicate the criteria that were used to define and identify the current typed 120 NIMS national resource requirements typing definitions requirements. In addition, the same criteria will serve as the basis for future national resource typing definitions requirements. This NIMS alert augments the DHS-FEMA NIMS #501, Chapter 4, Resource Management - dated March 24, 2006. The NIMS Integration Center recognizes that the NIMS is a evolving process, especially as new capabilities are identified to enhance the nation’s ability to manage all-hazard incidents (i.e. including Incidents of National Significance and National Special Security Events). 
3. When addressing the 2006 NIMS compliance requirements (i.e. to inventory the national 120 resource typing definitions), many states chose voluntarily to expand the effort to inventory and type state-specific response resources and assets. This additional level of typing supports intra-state (i.e. within a state) as well as regional mutual aid plans, agreements, and compacts involving adjacent states or neighboring inter-state (i.e. between states) local jurisdictions. As a result, states have identified and typed response resources and assets that exceed the current national 120 Resources typed. The NIMS Integration Center encourages and supports such efforts whenever states and territories determine it is necessary to go beyond the NIMS National Resource Typing Definitions to meet the states and territories unique needs, especially as such efforts are necessary to address the unique needs as identified by the states and territories. 
4. The NIMS Integration Center therefore recognizes the need to revise its former policy position, and add the capacity to recognize “Tier One” and “Tier Two” resource typing definitions. “Tier One” will continue to be national in its scope and consist of the current 120 and resource typing definitions. “Tier Two” will be those resources defined and inventoried by the states, tribal, and local jurisdictions that are not “Tier One” resources, but rather those that are specific and limited to intra-state mutual aid request, and to limited specific in regional mutual aid assistance (i.e. resources which may cross state lines, but which would not be “Tier One” resources). Also under “Tier Two” would be first responder resources that would not be deployable nationally, or are so common that national definitions are not required as they can be ordered using common language (i.e. pick-up trucks, etc.). 
5. States are not obligated to submit “Tier Two” resource typing definitions for review or approval by the NIMS.”
B. NG002: NATIONAL CREDENTIALING DEFINITION AND CRITERIA 

1. “This NIMS Guide expands upon DHS-FEMA NIMS #501, Chapter 4, Resource Management – dated March 24, 2006. 

2. The purpose of this NIMS Guide is to establish a standard definition and criteria for credentialing requirements as they relate to personnel ordered as single resources or personnel assigned to teams, and crew assigned to equipment, listed within the “Tier One” NIMS national resource typing definitions as posted by the NIMS Integration Center. This NIMS Guide augments the DHS-FEMA NIMS #501, Chapter 4, Resource Management - dated March 24, 2006. This document is also intended as an accompaniment to the NIMS Guide (NG 0001) titled “National Resource Typing Criteria” dated March 27, 2007.” 
C. NG004: National Incident Management System (NIMS): Communications and Information Management Standards 
1. “This NIMS Guide provides a brief overview of five recommended standards that support NIMS implementation. Through evaluation and practitioner review conducted in 2007, the Incident Management Systems Division (IMSD) has identified and recommends that emergency management/response organizations and private sector vendors voluntarily adopt the following five standards, which support interoperability among communications and information management systems: 
i. ANSI INCITS 398-2005: Information Technology – Common Biometric Exchange Formats Framework (CBEFF) 

ii. IEEE 1512-2006: Standard for Common Incident Management Message Sets for Use by Emergency Management Centers 
iii. NFPA 1221: Standard for Installation, Maintenance, and Use of Emergency Services Communications Systems 

iv. OASIS Common Alerting Protocol (CAP) v1.1 

v. OASIS Emergency Data Exchange Language (EDXL) Distribution Element v1.0 

2. Common interfaces among disparate communications and data management systems is needed to integrate information into a common operating picture, facilitating decision making during an incident. Applicability to NIMS includes the following elements:
i. Incident communications are facilitated through the development and use of common communications plans, interoperable communications equipment, processes, standards, and architectures. 

ii. Communications and data standards (and related testing) and associated compliance mechanisms are necessary to enable diverse organizations to work together effectively. 
3. In FY 2008, compliance activities are linked to the standardization of data and information management processes.” 
D. NGOO5: Preparedness and Incident Management Standards 
1. “This NIMS Guide is to provide a brief overview of two recommended standards that support NIMS implementation. The Incident Management Systems Integration Division (IMSI) is charged with identifying and evaluating standards applicable to NIMS. According to NIMS, “[s]tandards appropriate for NIMS users will be designated by the National Integration Center (NIC) in partnership with recognized standards development organizations.” Through evaluation and practitioner review conducted in 2006, IMSD has identified and recommends that emergency management/response organizations voluntarily adopt the following two standards: 
i. National Fire Protection Association (NFPA) 1600: Standard on Disaster/Emergency Management and Business Continuity Programs 
ii. National Fire Protection Association (NFPA) 1561: Standard on Emergency Services Incident Management System 
2. The following pages provide a description of their relationship to NIMS and contact information for the standards development organizations. NFPA 1600 may be downloaded free of charge or for a fee if hardcopies of the standard are needed. NFPA 1561 may be viewed online for free or downloaded or purchased for a fee if hardcopies of the standard are needed.” 
E. NGOO6: General Standards Overview 
1. “FEMA’s National Preparedness Directorate (NPD) through the National Integration Center (NIC) and the Incident Management Systems Integration Division (IMSI), manages the National Incident Management System (NIMS) and provides guidance material, such as this NIMS Guide, to the emergency management and response community to assist with the advancement and implementation of NIMS nationwide. 
2. This General Standards Overview provides information on the development and use of standards in support of NIMS. The document contains information intended to foster a general understanding of standards as well as their importance in implementing NIMS. 
3. The following sections define the various types of standards and the processes for their development and use, describe the role of standards development organizations (SDOs), and provide information on NPD initiatives and products.” 

F. Samples of State Documents concerning NIMS Implementation included on the NIMS Resource Center Website:
1. (See Slide 7.13) PA Proclamation – Implementing the National Incident Management System - http://www.fema.gov/pdf/emergency/nims/NIMS_proclamation_010605.pdf
2. (See Supplemental Consideration below) Sample state executive order – CA - http://www.fema.gov/doc/emergency/nims/eo_nims.txt
Supplemental Considerations

The text of the California Governor’s Executive Order implementing NIMS in California is presented below for your consideration in providing your class.

EXECUTIVE DEPARTMENT 

STATE OF CALIFORNIA 

EXECUTIVE ORDER S-2-05 

by the Governor of the State of California 

WHEREAS, the President in Homeland Security Directive-5, directed the Secretary of the Department of Homeland Security to develop and administer a National Incident Management System, which would provide a consistent nationwide approach for federal, state, local, and tribal governments to work together more effectively and efficiently to prevent, prepare for, respond to, and recover from disasters, regardless of cause, size, or complexity; and

WHEREAS; California local and state government pioneered the development of standardized incident management systems to respond to a variety of catastrophic disasters, including fires, earthquakes, floods, and landslide; and

WHEREAS, in the early 1970s, the California fire service, in partnership with the federal government, developed the seminal emergency incident command system that has become the model for incident management nationwide; and

WHEREAS; in 1993, California was the first state to adopt a statewide Standardized Emergency Management System for use by every emergency response organization, and implemented a system involving local and state agencies to ensure the continual improvement of the Standardized Emergency Management System; and

WHEREAS, California local and state emergency management professionals have contributed their expertise to the development of the new National Incident Management System; and

WHEREAS, it is essential for responding to disasters and securing the homeland that federal, state, local, and tribal organizations utilize standardized terminology, standardized organizational structures, interoperable communications, consolidated action plans, unified command structures, uniform personnel qualification standards, uniform standards for planning, training, and exercising, comprehensive resource management, and designated incident facilities 

during emergencies or disasters; and

WHEREAS, the California Standardized Emergency Management System substantially meets the objectives of the National Incident Management System, and

WHEREAS, the National Commission on Terrorist Attacks (9-11 Commission) recommended adoption of a standardized Incident Command System nationwide. 

NOW, THEREFORE, I, Arnold Schwarzenegger, Governor of the State of California, by virtue of the power vested in me by the Constitution and Statutes of the State of California, do hereby direct the following:

1. My Office of Emergency Services and Office of Homeland Security, in cooperation with Standardized Emergency Management System Advisory Board, will develop a program to integrate the National Incident Management System, to the extent appropriate, into the state's emergency management system. 

2. The Office of Emergency Services will identify any statutes or regulations that need to be eliminated or amended to facilitate implementation of the National Incident Management System. 

3. The Office of Emergency Services will report on the status of the implementation of the National Incident Management System to my Emergency Council no later than June 1, 2005. 

IN WITNESS WHEREOF  I have here unto set my hand and caused the Great Seal of the State of California to be affixed this the eighth day of February 2005.

/s/ Arnold Schwarzenegger

Governor of California
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