
Session No. 6


Course Title: National Incident Management Systems
Session Title: Perspectives on Incident Management Systems

Time: 3 hour


Objectives:

6.1 Discuss alternative models to NIMS ICS 


6.2 Cite potential positive and negative attributes of the incident command system 

6.3 Discuss some of the limitations of incident command systems and obstacles to effective implementation of incident command


6.4 Understand how to utilize information about ICS limitations and the obstacles to effective implementation


Scope:

Over the course of this three-hour session, the instructor will provide students with an understanding of some of the different perspectives on incident command systems. The instructor will review alternative command systems to the NIMS ICS. The instructor will also present the pros and cons associated with the use of incident command systems, perceived limitations of incident command systems and obstacles to the effective implementation of incident command from the vantage points of academics and practitioners. Throughout the session, the instructor will provide the students opportunities to discuss the issues related to ICS implementation and possible implications for the national emergency management system.


Readings:

Student Readings:

Bigley, Gregory A., Karlene H. Roberts. “The Incident Command System: High-Reliability Organizing for Complex and Volatile Task Environments.” Academy of Management Journal, Vol. 14, No. 6, 2001, 18 pages.

Buck, Dick A., Joseph E. Trainor, Benigno E. Aguirre. “A Critical Evaluation of the Incident Command System and NIMS.” Journal of Homeland Security and Emergency Management, Vol. 3, Issue 3, Article 1, 2006, 27 pages. At: http://www.bepress.com/jhsem/vol3/iss3/1/
Cole, Dana. “The Incident Command System: A 25-year evaluation by California practitioners”. 2000, 30 pages. Emmitsburg, MD: National Fire Academy. At: http://www.usfa.dhs.gov/pdf/efop/efo31023.pdf 

Moynihan, D. “From Forest Fires to Hurricane Katrina: Case Studies of Incident Command Systems.” Madison, WI: IBM Center for the Business of Government, 2007, 48 pages. 

Moynihan, D. “Combining Structural Forms in the Search for Policy Tools: Incident Command Systems in U.S. Crisis Management.” Governance: An International Journal of Policy, Administration, and Institutions, Vol. 21, No. 2, 2008 

Perry, Ronald. “Incident Management Systems in Disaster Management.” Disaster Prevention and Management, Vol. 12, No. 5, 2003, 8 pages. 

Wenger, Dennis, E.L. Quarantelli, Russell Dynes. “Is the Incident Command System a Plan for All Seasons and Emergency Situations?” Hazard Monthly, 10, March, 3 pages.

Instructor Readings:

Same as above.

Instructor Readings (Optional): 

Instructors may wish to familiarize themselves with literature that will complement their ability to place the course session material in context. Listed below are examples that instructors may find beneficial. 

The instructor may wish to place the material from this session within the greater framework of the development of emergency management and emergency management policy. Examples of literature instructors may wish to review include:

Birkland, T. Lessons of Disaster: Policy Change after Catastrophic Events. Washington, DC: Georgetown University Press, 2006, 216 pages. 

Rubin, C.B. (ed.). Emergency Management: The American Experience 1900-2005. Fairfax, VA: Public Entity Risk Institute (PERI), 2007, 274 pages.

The instructor may also wish to evaluate the ICS within the context of the disaster literature that reports what is known about disasters and how best to respond to them. Some of this literature challenges the principles and concepts underlying the ICS (e.g. standardization, command and control models, human behavior after disasters). Drabek (1986) and Tierney et al. (2001) provide excellent overviews of relevant literature.

Drabek, T. Human System Responses to Disaster: An Inventory of Sociological Findings. London: Springer-Verlag, 1986, 509 pages.

Tierney, Kathleen, Lindell, Michael, Ronald Perry. Facing the Unexpected: Disaster Preparedness and Response in the United States, Washington, DC: John Henry Press, 2001, 318 pages.

The instructor may wish to connect the limitations of the ICS’s effectiveness and obstacles to implementation of the system covered in this session to the policy implementation literature from the political science discipline. A review of this literature reveals limitations and obstacles to the implementation of national policies that mirror many of those identified in the ICS literature assigned for this session. Mazmanian and Sabatier (1989) is an excellent resource for instructors wishing to place the ICS literature within a general framework of policy implementation.

Mazmanian, D. and P. Sabatier. Implementation and Public Policy. Washington, DC: University Press of America, 1989, 348 pages.

General Requirements:

Review session objectives and briefly address why it is important to consider multiple perspectives on incident command (See Slide 6.3). Significant reasons to mention include:

· Thinking critically about incident command can allow students to become better participants within ICS structures. 

· Students will better understand the context in which ICS operates.

· Students will better understand the challenges faced by the system in implementation. 


Objective 6.1 Discuss alternative models to NIMS ICS 

Requirements:

Provide an overview of the different variations of ICS used in the United States.
Remarks:

I. The version of ICS required through NIMS is designed to be universal—equally applicable to all incidents, all disciplines, all organizations, and all levels of government.
II. Since NIMS and its corollary ICS were established as the national standard for incident management in 2004, alternative versions of the ICS are not supposed to be used by organizations or jurisdictions receiving homeland security preparedness funding and certain other types of federal funds. 
III. Alternative versions of the ICS, however, were used for decades within the fire discipline and other organizations. (See Slide 6.4)
IV. FIRESCOPE’s Wildfire Incident Command System (FIRESCOPE ICS) and the Phoenix Fire Department’s Fire Ground Command System are the most well known incident command systems. (See Slide 6.5)
A. In the late 1960s, multi-agency response to a series of wildfires in California revealed issues with leadership, interagency coordination and collaboration, terminology, communication systems, and logistics.

B. An interagency group representing all levels of government was convened in 1972 to solve these problems. The project they engaged in was entitled Firefighting Resources of California Organized for Potential Emergencies—better known by its acronym FIRESCOPE. The outcome of FIRESCOPE was the Wildfire Incident Command System.  

C. In the decades that followed, the FIRESCOPE ICS grew in popularity and was adopted and adapted by fire departments throughout the United States as well as other disciplines.

D. The FIRESCOPE ICS is most similar to the version of the ICS advocated in NIMS so the core components and principles of the ICS will not be revisited. It bears mention however that the manner in which the NIMS ICS handles the intelligence function is significantly different from the FIRESCOPE version. (See Slide 6.6)  

1. The NIMS ICS allows the addition of a sixth functional area for gathering and sharing incident related information and intelligence in addition to the five major functions (e.g. command, operations, planning, logistics, and administration) in the NIMS ICS.  In the FIRESCOPE ICS, information and intelligence functions were located within the Planning Section.
V. Chief Alan Brunacini of the Phoenix Fire Department developed the Fire Ground Command System, sometimes referred to as the Brunacini system, in late 1970s and early 1980s. (See Slide 6.7)  
A. Chief Brunacini recognized that the issues in wildland firefighting were similar to those in structural fire fighting, namely, organization and accountability. 

B. He believed a system that fire departments could use day-to-day would be more useful than a system designed primarily for the management of large-scale incidents involving multiple agencies. Therefore, he adapted the FIRESCOPE model to address structural fires.

C. The result was the Fire Ground Command System that utilizes a simplified structure and separates operations into three levels: strategic, tactical, and task.

1. Management of the strategic level is the responsibility of the incident commander.

2. Sector officers carry out tactical objectives.

3. Members of the fire company carry out the tasks necessary to meet tactical objectives.

D. The Fire Ground Command System bears much in common with the FIRESCOPE model; however, as Coleman (1997) described it the Fire Ground Command System is “less formal and more laid back” (p. 8).
E. The key differences between the Fire Command Ground System and FIRESCOPE ICS include (See Slide 6.8)  
1. suitability to incidents of different scale, scope, and duration; 

i. The Fire Ground Command System has been described as best suited for small-scale incidents with a limited amount of impact that occur over a short period of time whereas the FIRESCOPE ICS was designed for incidents of various scale, scope, and duration.

2. utilization of hierarchical levels and organizational structures; and,

i. The hierarchy of the Fire Ground Command System has been described by Green (2002) as “flat” meaning that the system does not utilize as complex of a hierarchical organization as the FIRESCOPE ICS (p. 1).
3. terminology. 

i. The Fire Ground Command System, in part, due to its simplified structure, utilizes fewer and simpler terms. 

ii. For example, the Fire Ground Command System expands and contracts using sectors (specified either geographically or functionally) while the FIRESCOPE ICS expands and contracts using specific divisions, branches, groups, and units.

VI. Most incident command systems implemented in the 1980s, 1990s, and at the turn of the century were based on either the FIRESCOPE ICS or Fire Ground Command System models. (See Slide 6.9)  
VII. The National Interagency Incident Management System (NIIMS) is an example of the FIRESCOPE system’s adaptation. 

A. In 1982, the National Wildfire Coordinating Group adopted and modified the FIRESCOPE ICS. 

B. The modified version of ICS was entitled the National Interagency Incident Management System (NIIMS) and was required for use by all involved in wildland firefighting.  

C. The NIIMS became the standard and accepted management system for wildland firefighters. 
VIII. Later, the National Fire Protection Association (NFPA) determined that the available incident command systems (e.g. FIRESCOPE ICS, the Fireground Command System, and NIIMS) were similar and that differences between the systems predominately involved terminology.
A. In 1990, they released NFPA 1561, the Standard on Fire Department Incident Management Systems. The standard specified certain aspects of an incident command system that needed to be present, but so long as departments met key criteria, the Standard allowed departments to use whichever variation they preferred.
IX. In 1990, the National Fire Service Incident Management Consortium convened to merge elements of the Fire Ground Command System and the FIRESCOPE ICS and develop a system that both fire and rescue personnel could utilize. 

A. In 1993, the IMS consortium released Model Procedures Guide for Structural Firefighting.  The Model is very similar to NIIMS. 

B. The FIRESCOPE model and by the National Fire Academy adopted the changes suggested in the Guide.

X. There have been other manifestations of ICS, but each version shares basic concepts and principles. These shared concepts and principles include (See Slide 6.10)  
A. hierarchical modular organization, 
B. span of control, 

C. establishment and transfer of command, 

D. chain of command and unity of command, 

E. accountability, and 

F. information management. 
XI. The differences between most versions of the system involve terminology, organizational structuring mechanisms, and positions. (See Slide 6.11)    

XII. Of critical importance is not the number of variations that exist, but that jurisdictions and disciplines have felt it necessary to adapt and modify incident command systems to their perceived needs. There has been a historical trend of resistance to the notion of “one size fits all.” (See Slide 6.12)  
A. In the past there has been a push-pull within the fire service regarding how best to manage wildland and structural fires. In the past, fire departments working in wildland or structural firefighting have changed systems they felt better suited for one more than the other.
XIII. Variations of the ICS continue to exist even after the inclusion of the ICS in the NIMS mandate. Where jurisdictions do not use an ICS to manage incidents on-scene, responders tend to respond based on tradition, mutual aid agreements, and/or emergency operations plans. 

XIV. The issue of nonuse, partial use, modifications, and adaptations of the system is important to consider. (See Slide 6.13)  
A. Specifically, what are the implications for response efforts when jurisdictions fully adapt, modify, partially use, or do not use the ICS at all? 

B. Furthermore, what are the positive and negative attributes of the ICS that may contribute to the tendency of jurisdictions to change the system?

C. These important questions will be discussed throughout this session. 

Supplemental Considerations:

None.


Objective 6.2 Potential Positive and Negative Attributes of the Incident Command System
Requirements:

Challenge students to develop a list of potential positive and negative attributes of the NIMS ICS. Guide a class discussion about the list of attributes developed. Urge students to explain their reasoning for including specific positive and negative attributes. Utilize the provided “Remarks” to facilitate class discussion and complement student explanations.

Required Exercise:

Separate students into groups of 2-4 to brainstorm positive and negative attributes of the incident command system. 

Allow students 5-10 minutes to discuss their ideas and opinions.

Ask the students to select a representative of their group to write their group’s list of positive and negative attributes on the blackboard/whiteboard. (See Slide 6.14)  
Remarks:

I. Students should identify the following potentially positive aspects of the incident command system. If the list generated by the class does not include any of the following, then add the attribute to the list. (See Slide 6.15)  
A.        The system is flexible and scalable.

B.         The system is widely applicable.

D. The system is designed to be standardized.

E. The system can be used day-to-day as well as in emergency and disaster situations.

F. The system can be used by all levels of government and by all disciplines.

G. The system is based on proven management characteristics including

1. common terminology, 

2. modular organization, 

3. management by objectives, 

4. incident action planning, 

5. manageable span of control, 

6. incident facilities and locations, 

7. comprehensive resource management, 

8. integrated communications, 

9. establishment and transfer of command, 

10. chain of command and unity of command, 

11. unified command, 

12. accountability, 

13. dispatch/deployment, and 

14. information and intelligence management.

H. The system enjoys wide support within certain disciplines.

I. Use of the system is required for the receipt of certain types of funding.
J. Use of the system can potentially decrease 
1. the perception of chaos and confusion, 

2. communication problems,

3. leadership issues, 

4. duplication of effort, and

5. unnecessary response-related expenditures.

K. Use of the system can increase the safety of responders.

II. Students should identify the following potentially negative aspects of the incident command system. If the list generated by the class does not include any of the following, then add the attribute to the list. (See Slide 6.16)  
A. Based on a number of assumptions. 

B. Characteristics of emergencies and disasters may impede the ability of responders to use the system.

C. Everyone participating in the response to an event has to use the system.
D. In order to use the system effectively, everyone expected to participate within it has to be trained in the system’s structures and processes.
E. ICS positions are specialized.

F. In order to use the system effectively, everyone expected to participate within it has to have had some practice using the system.

G. Everyone has to recognize the incident commander as legitimate and work under the incident commander’s leadership.

H. Use of the ICS is often exclusive to the on-scene management of incidents. 
I. Volunteers and groups will emerge independent of the ICS. 
J. The system tends to be used only temporarily (e.g. during an emergency situation or disaster) within some of the organizations and agencies that may participate in response efforts rather than using the system to organize their administrative efforts on a daily basis. 
K. The ICS is mandated.

L. Buy-in and commitment are necessary.
III. Inform students that perceptions of what constitutes a positive or negative attribute may vary between levels of government as well as from person-to-person and organization-to-organization. (See Slide 6.17)  
IV. Ask the students, “Why did you choose to list [attribute] as a positive attribute?” and “Why did you choose to list [attribute] as a negative attribute?” for the various attributes listed on the blackboard/whiteboard. 

V. Urge students to share their reactions to the list on the board. Ask the students, “In your opinion, are there any attributes listed on the board that do not belong?” Ask the students, “Why do you feel that [attribute] does not belong?”  

VI. Use the following remarks to expand on why each listed attribute merits discussion. 

VII. The positive attributes of the system are appealing. The system, as designed, should be suitable for the management of all incidents, by all potential groups, reduce common response-related problems, and create the organizational apparatus for an efficient effective response. 

A. Two key attributes of the ICS are the system’s flexibility and scalability. (See Slide 6.18)  
1. The ICS is based on the assumption that certain functions must be addressed in every incident including command, operations, logistics, planning, finance and administration.

2. The system can be adapted to address these functions depending on the nature of the incident, the stage of the incident (i.e. initial response, short-term recovery), and available resources.

3. The ICS organizational structure was designed to be quickly scaled up or down as situations warrant. 

4. The ICS is also designed so that management functions can facilitated by as little as one organization or one person, but the system can also expand to manage many agencies and thousands of people. 

B. The ICS is supposed to be applicable to any incident. (See Slide 6.19)  
1. Incident characteristics should not affect the use of ICS. 

i. Characteristics such as the type of incident, the speed of onset of the incident, the duration of the incident, and the severity of the incident should not hinder application of the ICS. 

2. The ICS has been used to manage diverse incidents. 

i. Management of hazardous materials incidents, mass casualty incidents, search and rescue missions, oil spill response and recovery incidents, and air, rail, water, and ground transporta​tion accidents have all been effectively facilitated through the use of the ICS.

C. The ICS encourages standardization. (See Slide 6.20)  
1. The ICS’s specification of structure, processes, and terminology for incident management should be used by every organization at all levels in the same way.

2. If the ICS is used by every organization at all levels in the same way, then internal and external communication and coordination should be both predictable and patterned.

D. The ICS can be used day-to-day as well as in emergency and disaster situations. (See Slide 6.21)  
1. The ICS can be used to plan events such as parades, concerts, and conferences. 

2. The ICS can be used to coordinate response to routine emergencies such as house fires, traffic accidents, and water main breaks.

3. The ICS can also be used to coordinate response and short-term recovery activities related to natural and human-made disasters.

4. If the system is used day-to-day, then when emergency or disaster situations arise the transition into and the scaling up of the ICS should be smooth.

E. All levels of government and all disciplines that may be involved in the response to any given incident can use the ICS. (See Slide 6.22)  
1. Even though the missions, priorities, responsibilities, terminology, and organizational cultures of different levels of government and disciplines may be different on a day-to-day basis, the ICS is designed to allow all the entities involved in the response to an incident to quickly merge into a common structure. 

2. By using a common structure, all the bodies involved in the response should be able to work together efficiently to meet the needs of the incident.

F. The ICS is based on proven management characteristics. (See Slide 6.23)  
1. Practitioners developed the ICS.

2. Practitioners experienced with incident management developed the ICS out of “best practices” and “lessons learned”. 

3. The ICS has continued to evolve over the period since the system was created. 

G. The ICS enjoys wide support within certain disciplines. (See Slide 6.24)  
1. The fire discipline has advocated the use of the ICS for decades.

2. The United States Coast Guard, the Occupational Health and Safety Administration, and the Environmental Protection Agency adopted ICS prior to the NIMS mandate.

3. The military and some businesses have utilized models similar to the ICS. 

H. The ICS is required. (See Slide 6.25)  
1. NIMS requires the use of the ICS for on-scene incident management as a condition for the receipt of homeland security funding as well as some funds provided through the Department of Health and the National Fire Administration.

2. The mandate should ensure that all levels of government and all jurisdictions achieve compliance. 

I. If utilized correctly, the ICS may decrease 

1. chaos and confusion, (See Slide 6.26)  
i. Responders who have been involved in disaster response efforts often describe on-scene conditions as chaotic and confusing. This perception of chaos typically indicates a perceived lack of organization in the response effort. 

ii. When implemented effectively, the ICS should reduce the perception of chaos and confusion.

2. communication problems, (See Slide 6.27)  
i. Issues related to communication are commonplace in disaster situations.

ii. When the system is implemented effectively, responders utilize common terminology, incident action planning, ICS forms, and other tools designed to facilitate the flow of information and minimize communication problems.

3. leadership issues, and (See Slide 6.28)  
i. Perceived lack of command and control, or leadership is an oft-reported problem in disaster response.
ii. The ICS provides a process for the designation of an incident commander, processes for transferring command, and a process for the use of unified command. These processes ensure that incident leadership is clearly established, and that the most qualified individuals are involved within the leadership structure. 

4. duplication of effort and unnecessary response-related expenditures. (See Slide 6.29)  
i. When the response to a disaster is unorganized and lacks clear leadership, there is a tendency for more than one organization to attempt to meet the same disaster-related needs. This duplication of effort leads to unnecessary response-related expenditures.
ii. Use of the ICS’s structures and processes should eliminate the duplication of effort that frequently occurs in incidents thereby also reducing unnecessary response-related expenditures.
J. The ICS may increase the safety of responders. (See Slide 6.30)  
i. The priority placed by the ICS on the safety of responders is reflected in many ways. 
ii. A few examples of how the ICS places priority on safety include the designation of a safety officer(s) when jurisdictions implement the ICS, the incident action planning process, resource management, and the concept of span of control. 
VIII. In addition to the well-known positive attributes of the ICS, the issue of whether there are potentially negative aspects of the system is worthy of discussion. 
A. The assumptions underlying the ICS include (See Slide 6.31)  
1. emergencies and disasters are chaotic situations that need to be managed through a command and control model;
2. the system works;
3. it works for everyone;
4. everyone will want to use it; and,
5. incident response will be efficient if the system is used.

6. Very little empirical research exists to support or cast doubt upon most of the   assumptions that underlie the system. 
7. Ask the students, “Why might a system based on assumptions pose potential issues for the system’s implementation or effectiveness?” 
i. If all of the assumptions that underlie the ICS are true, then they are not negative attributes of the system; however, if any of the assumptions are incorrect then the effectiveness and/or implementation of the system could be compromised.

B. Although the ICS is supposed to be equally applicable to any incident, incident characteristics may actually impede the ability of responders to use the system. (See Slide 6.32)  
1. A large body of research has shown that disaster characteristics such as the type of incident, duration, forewarning, severity, and scope have an impact on the organization, strategies, and tactics used in response efforts. 

2. Furthermore, research has shown that emergencies and disasters are both qualitatively and quantitatively different. These differences may make implementation of the ICS easier in emergencies and more difficult in disasters.

3. There are clear quantitative differences between emergencies and disasters. The number of deaths, the amount of property or environmental damage, the costs associated with response and recovery, the number of people, organizations, and resources involved, and the duration of response and recovery are just a few examples of numbers associated with emergencies and disasters. 

i. While the numbers vary depending on the nature of the specific incident; generally, the numbers associated with emergencies are smaller than in disasters. 
4. The qualitative differences between the two types of incidents could also have implications for the effective implementation of an incident command system. 

i. The individuals and groups that respond in emergencies typically have expertise, training, and experience related to the hazards and hazard impacts to which they respond. In larger-scale incidents many more individuals and groups may be involved that have little hazard-related expertise, training, and/or experience, but are integral to the response effort. 
ii. The specialization of the groups involved in emergencies means that, generally speaking, they understand the situations in which they are involved and the tasks they need to complete. In contrast, disasters have a tendency to generate conditions of uncertainty and unanticipated demands. 
iii. During emergencies, responding groups are able to work relatively independently, and there is little need for assignment of responsibilities. Disasters require that responding groups work together closely and emergency operations plans often determine responsibilities (or responsibilities are assigned on a case-by-case basis as new disaster or response-related demands arise). 
iv. Responding groups in emergencies are typically familiar with the resources required, know where they are located, and how to gain access to them, whereas, in disasters resource management may not be so straightforward.
v.  Response to emergencies is generally handled—and paid for—by local jurisdictions (in some cases with the help of immediately surrounding jurisdictions). Response to disasters may require the involvement of and funding from state and/or federal government.

vi. Response efforts are reliant on infrastructure (e.g. roads, bridges, communication systems, utilities, buildings) for communication and coordination in both emergencies and disasters. While in emergencies infrastructure is usually intact, in disasters pieces of critical infrastructure are often rendered useless or unusable for a length of time.  
vii. These characteristics just discussed are but a few of the differences between emergencies and disasters. 
5. Ask the students, “How might the qualitative and quantitative differences between emergencies and disasters impact the ability of a jurisdiction(s) to implement the ICS?”

C. In order to manage an incident effectively with the ICS, everyone participating in the on-scene response has to use the system. (See Slide 6.33)  
1. Because the effectiveness of the ICS as an organizing mechanism relies on the system’s consistent use within and across the organizations involved in any given response, individuals and/or groups that choose to work outside the system can negatively affect the system’s usefulness and performance.
2. Ask the students, “What might be the implications for response if everyone does not use the ICS for on scene management?”
i. This reliance on consistent use creates many opportunities for the system not to perform as designed.
ii. Clearly, a system that could be used by only by a few (e.g. those in charge of the response) would be far simpler to implement.
D. The next two potentially negative attributes of the ICS are interrelated: everyone has to have training in the ICS, and some participants have to have specialized position-specific training in the ICS. (See Slide 6.34)  
1. Effective implementation of the ICS in an incident depends, in large part, on the individuals and organizations involved knowing how the ICS operates as a whole as well as what their role is within the system. 

2. This last statement implies that for the system to work effectively jurisdictions must identify in advance the individuals and organizations that may be involved and that basic training is both available and accessible to those individuals and groups. 

3. Individuals will also have to be identified to complete additional position-specific training (e.g. incident commander, general staff, and section chiefs, et cetera). 

4. More than one person will need training for each position in preparation for large-scale incidents when those involved may have to work in shifts.

5. Furthermore, since turnover of personnel is a natural aspect of most organizations, both basic and position-specific training will need to be offered on an ongoing basis. 

6. Jurisdictions have to be able to commit personnel and funding to ensure that training is available and accessible and that the appropriate individuals and organizations have completed training. It will be easier for some jurisdictions to meet and maintain all of the prerequisites related to training than it will be for others.
7. Ask the students, “What might the implications be for response if everyone has not had enough training?”

i. These multiple training prerequisites for successful ICS implementation represent multiple opportunities for the ICS to falter if not met. 

E. Those expected to use the ICS need to have practice using the system. (See Slide 6.35)  
1. It would be ideal if a person could go through the ICS training and walk away prepared at any point in the future to participate within its framework; however, this is not the case. Those expected to participate within the ICS structure need to have some practice using the system. 

2. The ICS practice can be through exercises, the management of actual incidents, and preferably through using the ICS on a daily basis. 

3. Ask the students, “What might the implications for response be if everyone has not had practice using the system?”

i. Without practice using the system, the ICS could be misapplied, partially applied, or not applied at all in an incident.

F. The incident commander must be legitimate, or at least perceived to be, and individuals and organizations must work under the incident commander’s leadership. (See Slide 6.36)  
1. The ICS specifies clear criteria for the establishment of command and control whether through an incident commander or unified command; however, if the individuals and organizations involved do not follow the criteria or agree on how command and control ought to be handled, leadership issues may arise.

2. Ask the students, “What might the implications for response be if the incident commander is not perceived as legitimate?”

i. Without the perception of a legitimate incident commander, people and/or groups may not work within the incident command structure. The absence of command and control may affect the system’s overall effectiveness.

G. Use of the ICS is often exclusive to the on-scene management of incidents. (See Slide 6.37)  
1. The ICS clearly states that incident command and field operations have to coordinate with multi-agency coordination centers (MACs); yet, MACs are free to use the organizational structures and processes best suited for the jurisdiction. 

2. Ask the students, “What might be the implications for response if the ICS is used exclusively on scene?”

i. Communication and coordination between off-scene MACs and on-scene command could be challenging if similar systems are not used. 

H. Volunteers and emergent groups are a common part of emergency and disaster  
             responses. (See Slide 6.38)  
1. Ample literature has shown that volunteers and emergent groups are not only common in incident responses, but also necessary and helpful; however, those involved with the on-scene management of incidents do not always perceive volunteers and emergent groups positively.
2. Ask the students, “How might volunteers and emergent groups limit implementation of the ICS?”
i. If untrained in the ICS or not efficiently incorporated into the ICS structure during an incident, these volunteers and emergent groups can pose challenges to the effectiveness of the incident command structure. 
I. The system tends to be used only temporarily (e.g. in an incident) by some organizations rather than as a means of structuring the everyday administrative efforts of their organizations. (See Slide 6.39)  
1. Although the use of the ICS has increased steadily over the past four decades, many organizations did not use the ICS prior to the system’s mandate through the NIMS. 

2. Additionally, many organizations continue not to use the ICS on a daily basis despite the fact that the system is said to be equally applicable day-to-day and in incidents. 
3. While the fire department, and increasingly, the law enforcement and emergency medical services routinely utilize the ICS, organizations that may be called upon to participate within an ICS only during a large-scale incident (e.g. utilities companies, public works departments, emergent groups, voluntary agencies, etcetera) may not use the system on a day-to-day basis. 

i. Reasons why an organization may not choose to use the ICS on a daily basis include the organization’s mission, priorities, leadership, and culture.
ii. In addition, the complexity of the ICS terminology, structures, and processes may also be off-putting to some disciplines.
4.         Ask the students, “What might be the implications for response if the ICS is not used on a daily basis?”

i. If the system is not regularly used, it is difficult to implement during an incident.

ii. Even the organizations using the ICS on a regular basis (e.g. fire, law enforcement, and the emergency medical services) may have difficulty rapidly expanding the ICS in a large-scale incident.

iii. Routine incidents such as house fires and traffic accidents do not require the support of the full ICS structure to manage response efforts. Large-scale incidents such as a chemical or biological attack or a hurricane that might require the expanded ICS are rare. Thus, working within the full ICS with its attendant organizational mechanisms and processes may be foreign to even those experienced with using the principles and concepts of the ICS.
J. The fact that the ICS is required by mandate is potentially both a positive and negative attribute of the system. (See Slide 6.40)  
1. As previously discussed, jurisdictions receiving Homeland Security preparedness funding and certain types of Department of Health and Fire Administration funding have to achieve NIMS compliance. The use of the ICS is mandated as part of the NIMS. 

2. Numerous jurisdictions receiving federal funding will have to work to achieve compliance because they need and/or want the funding; however, jurisdictions that do not seek these specific types of funding are under no obligation to meet compliance. 
3. Ask the students, “What might be the implications for response if jurisdictions opt out of using the ICS?”

i. If not all jurisdictions respond to incidents using the ICS structures and processes, then in large-scale incidents when multiple jurisdictions are required to work together they may not be able to use the ICS effectively.
K. The organizations and disciplines expected to implement the ICS have to be committed to learning the system and utilizing the system, in other words, they have to “buy-in”. (See Slide 6.41)   
1. A large body of research suggests that local jurisdictions resent federal mandates, and that this resentment often results in feigned or partial implementation.

2. Simply receiving training and having the opportunity to practice the ICS is not enough for the system to work effectively—individuals and organizations have to want to work within the system and believe that the ICS is both a useful and effective tool.
3. Ask the students, “What might the implications for response be if individuals or organizations do not buy-in to the system?”

i. If individuals and organizations do not buy-into the system for any reason (true or false, misplaced or not), they can make compliance—let alone implementation—difficult. 

IX. The academic and practitioner literature on the ICS reflect much of this list of positive and negative attributes.  
Supplemental Considerations:

None.

Objective 6.3 Incident Command System Limitations and Obstacles to Implementation
Requirements:

Challenge students to analyze Moynihan’s (2006) article to isolate factors that either encouraged or limited the implementation of the ICS in each case study. Link the factors isolated in Moynihan’s (2006) article with additional academic and practitioner literature on the ICS. Discuss possible implications of the research findings for the ICS as an incident management tool.
Required Exercise:
Ask students to pull out their copies of Moynihan’s (2006) article entitled “From Forest Fires to Hurricane Katrina: Case Studies of Incident Command Systems”. (See Slide 6.42)  

Ask students to continue to work within the same groups as earlier in the session.
Assign each group to review and analyze one of the four case studies in the Moynihan (2006) article: 

A. Wildland-Urban Fires: 1993 Laguna Fire and 2003 Cedar Fire 

B. The 1995 Oklahoma City Bombing  

C. The 2001 Attack on the Pentagon 

D. Hurricane Katrina 2005 

Ask students to identify the factors isolated by Moynihan that either encouraged or limited the implementation of the ICS in their assigned case study.

Allow the students 20 minutes to analyze their assigned case study and prepare a list of factors.

Lead a class discussion utilizing the Remarks below to complement students’ analysis. 
Remarks:

I. Ask the students, “What did the Wildland-urban Fires: 1993 Laguna Fire and 2003 Cedar Fire Case Study reveal about the factors encouraging or limiting the ICS?” (See Slide 6.43)  
A. The Wildland-Urban Fires: 1993 Laguna Fire and 2003 Cedar Fire Case Study revealed that implementation of the ICS was 

1. encouraged when… 

iii. relationships and trust between individuals and organizations involved within the ICS structure in incident response were in place prior to the incident.

2. limited when…

i. there were not enough resources;

ii. the incident’s scope rapidly expanded;

iii. there were jurisdictional disagreements;

iv. individuals work outside of the incident command structure/chain of command; and

v. responders did not have sufficient training and experience using the ICS.

II. Ask the students, “What did the 1995 Oklahoma City Bombing Case Study reveal about the factors encouraging or limiting the ICS?” (See Slide 6.44)
A. The 1995 Oklahoma City Bombing revealed that the implementation of the ICS was 

1. encouraged when…

i. the disaster was limited in geographic scope;

ii. there was a limited number of tasks associated with the response effort;

iii. victims did not have a wide variety of needs;

iv. there was agreement about who should be in charge of the incident;

v. there were enough resources;

vi. responders involved in the response effort were well-practiced and well-trained in the ICS; and

vii. there were pre-existing horizontal (e.g. within responding groups) and vertical (e.g. between levels of government) relationships and trust. 

2. limited when…

i. resources converged without a formalized resource management system; and, 

ii. volunteers emerged. 

III. Ask the students, “What did the 2001 Attack on the Pentagon Case Study reveal about the factors encouraging or limiting the ICS?” (See Slide 6. 45)
A. The 2001 Attack on the Pentagon revealed only positive factors that encouraged the successful implementation of the ICS. These factors included

1. the limited geographic scope of the incident; 

2. the small number of victims; 

3. the incident site was easily accessible; 

4. there were enough resources; 

5. the types of tasks generated by the incident were familiar to responders; 

6. incident command was established without debate; 

7. the system was used flexibly; 

8. the ICS had been used by responders during many smaller-scale incidents on a day-to-day basis; and,

9. pre-existing relationships and trust existed between individuals and organizations involved in the response.

IV. Ask the students, “What did the Hurricane Katrina 2005 Case Study reveal about the factors encouraging or limiting the ICS?” (See Slide 6.46)
A. Hurricane Katrina 2005 revealed the implementation of the ICS was limited when…

1. the geographic scope of the incident was widespread;

2. there were a large number of incident-related tasks;

3. there was a lack of resources, 

4. the communication systems and facilities needed to coordinate the response effort were unusable;

5. there were many individuals and organizations involved in the response and many of the individuals and organizations involved worked outside of the ICS;

6. neither incident command or unified command were established;

7. responding organizations were themselves overwhelmed;

8. there was a significant lack of knowledge about and training in the ICS among responding individuals and organizations;

9. there was a lack of accountability; and,

10. there was a lack of preexisting vertical and horizontal relationships and trust.

V. Ask the students, “Is there a pattern of encouraging or limiting factors across the case studies?” (See Slide 6.47)
A. Moynihan determined that there was a pattern of conditions that when present encouraged the implementation and effectiveness of the ICS and when absent limited the effectiveness and implementation of the ICS. 
B. The conditions encouraging the use of the ICS according to Moynihan (2006) included

1. a limited number of tasks;

2. geographically limited incidents;

3. limited time pressure;

4. a manageable number of organizations involved in the response;

5. responders have experience with the ICS model;

6. high capacity and adequate resources; and,

7. preexisting relationships.

VI. Ask the students, “What did Moynihan conclude about the ICS?” (See Slide. 6.48)
A. Moynihan (2006) concluded that “The cases make clear that responders cannot control perhaps the most important influence on the success of an ICS: the nature of the crisis faced” (p. 34).

B. Ask the students, “What are the implications of Moynihan’s (2006) findings for the ICS?”

1. The notion that there could be conditions capable of encouraging or limiting the implementation of the ICS implies that there are issues influencing the success of the system that the system itself cannot correct. In other words, simply using the system is not enough to bring about an efficient effective response.
2. Because so much depends on the nature of the incident, we can expect variation in implementation and effectiveness of the system from incident-to-incident.

3. Should Moynihan’s (2006) findings hold true in other research then we will have gone a long way towards explaining why the ICS may be evidenced to different degrees (e.g. fully used, partially used, misused, not used at all) in incidents as well as be able to predict whether or not a given jurisdiction will be able to effectively implement the system. 

VII. Moynihan (2008) went beyond his (2006) findings when he declared that the success of ICS is contingent on both “management and crisis variables and the interaction of these variables” (p. 224). (See Slide 6.49)
VIII. Specifically, his study found that the nature of the crisis and lack of experience with the ICS limited the system’s application, but that the use of standard operating procedures, the existence of interagency trust, the incident’s long duration and limited scope were factors encouraging the system’s effectiveness. 

Required Exercise:

Compare Moynihan’s analysis of the factors affecting implementation of the ICS with the list of potentially positive and negative attributes made by the class and discussed thus far in the session. 

Ask the students, “To what extent is the list developed by the class similar or dissimilar to the factors identified by Moynihan (2006)?”

Remarks:

I. Other researchers have also found that preconditions might be important to successful implementation of an ICS during an incident. Furthermore, the limitations identified by Moynihan (and others) have been echoed in the literature.

II. The remaining discussion of the literature will be broken into two sections; first, a review of the academic literature and then an examination some of the findings from the fire discipline.

III. Similar to Moynihan (2006, 2008), Buck et al. (2006) found that a series of preconditions have to be met for the ICS to be effective as an incident management tool. (See Slide 6. 50)
A. Buck et al. (2006) found that one of the preconditions for the ICS included incident-related tasks that responders “are familiar with through training and experience” (p. 11).

1. They suggested that the ICS works better when “tasks are straightforward, the environment is stable so as to make the organizational services or products appropriate, and personnel are knowledgeable about what to do and can be directed and supervised on behalf of the collective goals that are desired” (p. 14).

B. Furthermore, they suggested that preexisting relationships and trusted leadership were important preconditions.

1. They stated that, “For ICS to be effective as a tool to coordinate the response it must be used by a community of official responders who through training and shared experiences, over years of public service develop technical confidence and interpersonal trust in each other” (p. 14).
C. Echoing Moynihan’s findings, Buck et al. (2006) found that the ICS can be effective, but that incident characteristics are important. 

1. As they stated, “ICS can and often is an effective way to organize the response for common community emergencies such as accidents and fires. These events are more or less repetitive, limited in their operative goals, scope, duration, and are often events for which community organizations have trained together and devised a predetermined division of labor and a set of formal and informal procedures that facilitate their successful implementation.” (p. 14)

D. Buck et al. concluded that the ICS is not an inherently flawed system; instead, they found that faulty implementation impedes the system’s effectiveness. 

E. Despite their conclusion that the system is not flawed in and of itself, they determined the system is limited in its usefulness, 

1. Buck et al. (2006) wrote, “Given the previous research findings regarding the  limits and fluctuations in material and political support that would be required to provide the training, exercises and joint planning activities needed to create a national and international matrix of ICS response, it is doubtful that the system will be effectively adopted by all actors and in all disaster contexts” (p. 21)

2. They also stated, “ICS is useful not as a universal management system for responding to the entire spectrum of disaster-related processes and agency-generated demands. Rather it is an effective set of principles for coordinating the activities of well-trained and integrated communities of first responder organizations in emergencies and in some but not all aspects of disaster response where social and cultural emergence is at a minimum” (p. 14).
IV. Perry (2006) too argued that there are a series of preconditions to effective implementation including (See Slide 6.51)
A. “an accurate assessment of agent-generated and response-generated demands for the range of threats likely to be faced”;

B. responders well-trained in the ICS;

C. appropriate resources to the hazard involved; and, 

D. jurisdictional capacity to effectively manage resources. (p. 408)
V. While Moynihan, Buck et al., and Perry concluded the ICS is not flawed by design, Wenger et al. (1990) found differently. Wenger et al. concluded that there may be a problem with the system itself, and that the system may contribute to already challenging incident conditions (p. 12).  (See Slide 6.52)
A. In their examination of fire departments, Wenger et al. (1990) found that 

1. the ICS was interpreted and implemented differently from department to department; 

2. the ICS does not deal well with small scale disasters in a limited geographical area (Note: This finding is not mirrored in other research);

3. there were issues with both incident command and transfer of command; 

4. the system was too “fire-centric”, or in their words, “the system is centered on certain distinctive aspects of fire departments which inhibits the interfacing of activities with relevant local and outside organizations” (p. 11);

5. the system did not integrate organizations into the ICS well (particularly emergency management offices, voluntary agencies, and volunteers);
6. implementation of the system depends on significant experience through practice; and,

7. that the complex nature of disasters is not conducive to the application of a standardized model.

B. Wenger et al. (1990) noted many of the same issues with the implementation of the ICS as other researchers we have discussed thus far; however, Wenger et al. (1990) remain the only researchers to state that the ICS may be flawed. 

C. Ask the students, “What did Wenger et al. (1990) conclude?”

1. They concluded, “We would urge that the ICS model be critically evaluated and empirically validated before not only its advocation but implementation in too many jurisdictions. This requires systematic and unbiased studies…” (p. 12).

2. Critical evaluation and empirical validation of the ICS did not occur prior to the inclusion of the ICS in the NIMS mandate. In fact, to this day very little academic research on the topic of the ICS exists. 

VI. The notable lack of academic research on the ICS does not mean that no one has examined the limitations and obstacles to implementation beyond the few pieces already discussed in this session. 

VII. The National Fire Academy Fire Executive Officer (EFO) Program requires participants to complete an applied research project for each course that the participants take. Many of these (more than 60) applied research projects have been done on the ICS. (See Slide 6.53)
A. While all of the EFO papers supported the ICS and its use as a standard for incident management, many depict the same limitations and obstacles to implementation as cited in the academic literature. The trends across these reports are reviewed due to the large number of projects available. 
1. Many of the EFO papers revealed issues related to ICS and working with other jurisdictions and agencies/organizations. 

i. The issues noted fell into two areas: concerns related to other jurisdictions and agencies not using the system at all, and recommendations as to how to incorporate other jurisdictions and organizations into the ICS. 
2. Similar to the academic literature, many EFO papers addressed resource issues in the use of the ICS. 

i. The resource issues also revolved around two themes: obstacles to the implementation of the ICS when resources converged on-scene and obstacles to implementation of the system due to a lack of resources.
3. The majority of EFO papers addressing impediments to the implementation of the ICS noted issues related to how departments (or other organizations) used the system.
i. The papers revealed implementation issues when one or more organizations or jurisdictions participating in a response effort misused the system or only utilized parts of the system. 

ii. The papers also revealed usage issues related to when organizations and/or jurisdictions modified or adapted the ICS model.
iii. Some papers argued that modification and adaptation of the system was necessary to fit the needs of different departments, jurisdictions, and/or incidents (e.g. structural vs. wildland fires) while others argued that modifications and adaptations of the system were problematic for response. 
iv. Those arguing that system modifications and adaptations were an issue often recommended standardization of the system regionally, statewide, or, in some cases, nationally. 
4. Many of the papers addressed the issue of the ICS’s appropriateness for volunteer and small fire departments. 

i. Some of the papers contended that the system needed significant modification and adaptation in order to be useful to volunteer and small fire departments while other papers argued that the system was equally effective for all departments regardless of size or pay status.
5. Issues related to command and the ICS were present in many of the EFO papers.
i. The papers referred to issues establishing command and control on-scene and implications for response when command and control was not established. Several of the papers discussed obstacles to effectively implementing the system when there were jurisdictional or interdepartmental disagreements over who should be in command.
6. A final theme seen in a review of the papers was a discussion of how jurisdictions should structure and operate emergency operations centers (EOCs) vis-à-vis incident command posts (ICPs).
i. The papers tended to either recommend that the ICS be utilized in EOC environments and/or observe the ICS being utilized in EOCs.
ii. A number of papers related difficulties stemming from the use of different systems by the EOC and ICP.

B. The EFO papers also revealed conditions to successful implementation that are similar to those suggested in the academic literature. (See Slide 6.54)
1. The conditions suggested in the EFO papers include
i. buy-in as a prerequisite for adoption and implementation; 
ii. training in the system and positions within the system;
iii. approaching implementation from a regional perspective to ensure that neighboring jurisdictions are working from the same “play book”;  

iv. the importance of funding and resources to being able to train, practice, and implement the system;
v. the critical role of practice within and across jurisdictions that may be called upon to work within the ICS in an incident; and, 

vi. the importance of using the system on a daily basis in order to be able to use it in small and large-scale incident response. 
C. Although the ICS originated in of the fire discipline, has had a long tradition of use within the discipline, and enjoys wide support from the discipline, the EFO papers showed that there could be issues that hinder the system’s effectiveness and or implementation. 
D. Ask students, “How are the issues and preconditions noted by the EFO papers similar or dissimilar to those noted in the academic literature?”
VIII. Ask the students, “What might be some of the implications for the ICS (and the emergency management system) from the literature reviewed?” (See Slide 6.55 and 6.56)
A. From the limited amount of research conducted on the use of incident command    systems it appears that there may be factors both within and beyond the control of responders and jurisdictions that affect the effectiveness of the system or the ability of responders and jurisdictions to implement the system. 

4. Some of these factors are within control such as training, education, practice, resource management, and generating buy-in and commitment. 

5. Some of these factors may be beyond control like resources, incident characteristics, victims’ needs, the number and kind of tasks generated by the incident, and whether or not the organizations and jurisdictions that may participate within the ICS have trained, practiced, and are committed to using the ICS. 

6. Furthermore, the literature has suggested that successful implementation of the system may be dependent on a number of preconditions. If these preconditions are not present, then effective implementation of the incident command system can be challenging—if not impossible. 

B. Based on the literature reviewed and the discussion in this session, it seems safe to say that the ICS is not a “cure-all” for some pervasive preparedness and response-related issues. The system itself is not a substitute for training and education, practice through drills and exercises, and resource management. Nor is the system a substitute for developing relationships and trust between the organizations and jurisdiction that may be participants within an ICS prior to an incident. 

1. The incident command system can, and has been, used successfully to facilitate command and control, communication, and coordination, but simply requiring the system’s use does not mean that training and education, practice through drills and exercises, and relationships are at the level required for the system to be implemented effectively. 

2. Ensuring that training and education are to the level necessary to implement the system is easier said than done. As discussed earlier in the session, the resources and commitment necessary to train, educate, practice, and build relationships to make the ICS an effective tool for incident management vary significantly across the country and across time. 

3. Even if training and exercise opportunities are provided, there will always be a disparity between the experience of first responders with the ICS and the experience of other participants who would typically only participate within a disaster situation. The disparity in experience with the system could be anticipated to pose a long-term obstacle to effective implementation of the system. 

C. The ICS represents a theoretical construct (i.e. if these structures, processes, and terminology are used, then effective response will result). None of the literature discussed has stated (notable exception being Wenger et al.) that the ICS is a flawed construct, rather what has been seen is that organizations and jurisdictions tend to either modify or adapt the system, misuse the system, or use only parts of the system. 

1. A critical issue to address through continued dialogue in the emergency management, academic, and policy communities is why organizations and jurisdictions perceive the need to adjust the system when the system itself is premised on the standardization. Issues related to usage may pose the greatest obstacles to implementation faced by the system.

D. The ICS is currently the required system for on-scene incident management, and the system has a considerable amount of support from within the emergency management community. There is no reason to believe that the system should be eliminated.
E. The discussion of limitations and obstacles to implementation has been in the spirit of thinking critically so that organizations and jurisdictions can foster the conditions for success of the system where possible and be aware of the possible obstacles to the system’s implementation and effectiveness by conditions that may be beyond their control. Furthermore, increased understanding of how the ICS operates within a context greater than any one part of that system (i.e. individuals, organizations, jurisdictions, levels of government) can be incorporated into future revisions of the ICS. 

F. Going forward beyond this session it is important to note that more empirical research must be done before any sweeping conclusions can be made about the system’s universal applicability, and the variables, or factors, affecting the effectiveness or use of the system (as well as how they interact). 

Supplemental Considerations:

The instructor can illustrate many of the issues introduced in this objective by inviting a guest speaker or panel of speakers to talk about their experiences using the ICS. The speakers could address what makes the ICS work well for them, experiences they have had using the ICS in small and large-scale incidents, as well as any issues they have encountered when attempting to utilize the ICS. 

Ideally, a panel of representatives from the fire discipline, law enforcement, emergency medical services, public works, utilities companies, voluntary agencies, and/or local emergency management offices would participate; however, a speaker from any one of these organizations would be an excellent supplement to course discussion. 

Furthermore, the National Fire Academy Executive Fire Officer Program papers are an excellent supplement to the assigned readings for this session on the topic of the Incident Command System. The projects are accessible through the National Emergency Management Training Center Learning Resource Center’s Online Catalog. Projects submitted from 1997 to 2006 are available to download in Adobe pdf format at http://www.lrc.fema.gov/starweb/lrcweb/servlet.starweb. Projects submitted prior to 1997 may be requested through interlibrary loan. Use of the keywords incident command system and selection of EFO papers as document type resulted in a return of 247 documents—68 focus solely on the incident command system.

Objective 6.4 Understand how to utilize information about the ICS 

Requirements:

Challenge students to think about how the discussion from this session may be of future use to them in their first job where ICS training is required, as a professional in the field of emergency management, and as a student. Lead a class discussion incorporating both student thoughts and the “Remarks” below.

Required Exercise (See Slide 6.57):
Ask students to take 5 minutes to think and write down some notes about how the information and discussion from this session might affect them in
A. their first job where ICS training and implementation is required;

B. as a professional in the field of emergency management; and,

C. as an emergency management student.
Lead a class discussion utilizing the “Remarks” below to supplement student observations.

Remarks:

I. Ask students, “How might the information presented in this session help you in your first job where ICS training and implementation is required?” (See Slide 6.58)
A. In their first position where students may have to be trained and work within an ICS, students will…

1. …be better able to manage their expectations for the system’s performance.

i. Students will know that the system might not work perfectly every time, but that does not mean that it cannot work or that it will not work.

2. …be better able to manage their personal performance within the system.

i. Students will know how important it is that they (and the organization they work for) play their part (i.e., obtaining additional training as necessary, practicing whenever possible, and operating within the incident command structure).
3. …be able to recognize where obstacles may exist and work with other stakeholders to overcome those obstacles.

i. For example, students will understand that buy-in is important and that individuals and organizations have to be committed for the ICS to be implemented effectively. Where buy-in does not exist, students can be part of generating the commitment necessary for effective implementation.

4. …understand that there may be factors beyond the control of the impacted jurisdiction(s) that may limit the jurisdiction’s ability to implement the ICS effectively.

i. For example, the nature of a sudden onset tornado may mean that the jurisdiction is not able to implement the full ICS in the immediate aftermath of the tornado, but instead achieves full implementation during the transitional period from response to short-term recovery.

II. Ask students, “How might the information presented in this session help you as a professional in the field of emergency management?” (See Slide 6.59)
A.        Even if a student is in a position that would not require them to work within an ICS during an incident, the issues discussed within the scope of this session should still be useful to them as a professional in the field of emergency management. As a professional in the field, students will…
1. …have a better understanding of some of the factors and underlying issues that might make the implementation of the ICS more or less effective during the management of particular incidents.

2. …understand that some of the factors and underlying issues may be able to be controlled and some may not.

3. …understand the evolving nature of the emergency management system, and that systems, such as the ICS, policies, mandates, and plans will be replaced and/or refined over time. 
i. The version of the ICS we use now will benefit from future modifications incorporating lessons learned as the system in utilized in more large-scale incidents. This will require students, as professionals, to be accepting and welcoming of change.
4. …know that when changes are required training, practice, and buy-in are critical (and controllable) conditions for mandate/policy implementation. As professionals, they may be in a position to ensure these preconditions are met, and/or advocate for the resources necessary to ensure they are met.

III. Ask students, “How might the information presented in this session help you as a student in emergency management?” (See Slide 6.60)
A. The discussions from this class should impact students, as students of emergency management, in the following ways:

1. Students should understand the contributions that empirical research and testing can and needs to make in the development of emergency management policy. 

i. The ICS might be the best possible solution for on-scene incident management, but, best or not, the system will always operate within several contexts including different jurisdictions, incidents, and periods of time, as well as different social, political, and economic conditions. The effectiveness and implementation of the system is inextricably tied to its surrounding contexts.
ii. The studies discussed in this session represent nearly all of the empirical work done on the ICS to date. Clearly, more research is required before any conclusions can be drawn about the limitations of the system and obstacles to its implementation. Perhaps a student from this class will choose to conduct research in this area. 

2. Students should be able to connect the disaster literature pertaining to human behavior in disasters, emergency management organization, the preparedness and responses phases, and the ICS.

3. Students should be able to utilize the way we have critically analyzed the ICS within the scope of this session and apply this type of analysis to other emergency management issues.

Supplemental Considerations:
None.

Optional Assignments:

The instructor can supplement their discussion and interaction with students at the end of this objective by giving the students one of the following assignments. 
Assignment 1
In a 1-3 page essay, address how you could utilize knowledge of one or more of the potential limitations or obstacles to the ICS discussed within the scope of this session… 
a) …in your first position where you might participate with an ICS; 
b) …as a professional in the field; or, 
c) …as a student in the discipline of emergency management. 
Assignment 2

In 1-3 pages, propose a research design for empirically studying the ICS (pre or post implementation). Address the following questions, 

a. What research question would you explore?

b. What variables or factors would you examine?

c. What research method would you use?

d. What might you anticipate your findings contributing to the field and/or discipline of emergency management?
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