Session No. 5


Course Title: National Incident Management Systems

Session Title: The Incident Command System (ICS)
Time: 3 hours


Objectives:

5.1 Define the Incident Command System (ICS), Justify its Need, and Describe How ICS Became Integrated Into Standard Emergency Management Practice

5.2 Explain the Basic Features that Exist in the Incident Command System

5.3 Understand the Functions and Roles of Command ICS Staff

5.4 Understand the Functions and Roles of General ICS Staff

5.5 Explain the Six Basic ICS Facility Types


Scope:

During this session, the Instructor will provide students with an overview of the incident command system.  The lecture will include an historical account of ICS beginning with its early roots leading up to its inclusion in NIMS.  The instructor will dedicate the remainder of the session to explaining the function of ICS, including its basic features, the functions and roles of command and general staff, and finally the six basic ICS facility types.  

Readings: 

Student Reading: 

FEMA. 2008. ICS-100.A: Introduction to ICS. Student Guide Version 2.0. April. http://training.fema.gov/EMIweb/IS/IS100A/ICS100_SG.pdf 

Instructor Reading: 

FEMA. 2008. ICS-100.A: Introduction to ICS. Instructor Guide Version 2.0. April. http://training.fema.gov/EMIweb/IS/IS100A/ICS100_IG.pdf.


General Requirements:

A significant portion of this course is adapted from the standard FEMA ICS training resources in order to ensure consistency in training messages.   However, it has been modified for use in a higher education classroom setting.  It is recommended that the modified experiential learning cycle be completed for objectives 5.1 – 5.5 at the end of the session. 


Objective 5.1: Define the Incident Command System (ICS), Justify the its Need, and Describe How ICS Became Integrated Into Standard Emergency Management Practice
Requirements: 

Facilitate a lecture and discussion about the importance of the Incident Command System, and explain why and how the system was integrated into the daily operations of almost every emergency services and emergency response agency in the United States. 

Remarks:

I. Session 4 described the historical evolution of the Incident Command System (ICS) following a particularly devastating firestorm in southern California that occurred in 1970. 
 


II. It was recognition that widespread duplication of efforts, a lack of coordination, and problematic communication hindering all agencies responding to the expanding fires that brought about this action. 


III. A lesson learned from these events was that a difficult issue in any response operation (especially in the case of events as large as the 1970 fires) is the determination of who is in charge of the overall response effort.
  


IV. It was recognized that a key to the success of any national incident management system is the existence of a subcomponent system through which incident command and control is standardized.  In the United States, it is the Incident Command System (ICS) that fulfills this role.

V. The main purpose of ICS is to allow for the establishment of a set of planning and management systems that help the various agencies that respond to disasters to work together in a coordinated and systematic approach. The step-by-step process is ultimately what enables the numerous responding agencies to most effectively combine and utilize their resources and personnel to respond to those in need (Power Point Slide 3).

VI. ICS is effective because it provides for effective operations in the three distinct incident types (in terms of the number of jurisdictions affected by the disaster, and the number of jurisdictions responding) (Power Point Slide 4):

A. Single jurisdiction and/or single agency


B. Single jurisdiction with multiple agency support


C. Multi-jurisdictional and/or multi-agency support. 


VII. The organizational structure of ICS is also adaptable to a wide variety of emergencies of any hazard origin, which include natural, technological, or intentional, or a combination of hazards from one or more of these categories.  In that sense, it is truly all-hazards.

VIII. ICS is so important to the success of response and recovery efforts of all sizes because it allows its users to adopt an integrated organizational structure to match the complexities and demands of single or multiple incidents without being hindered by jurisdictional boundaries.  


IX. Without ICS in place, there often exists (Power Point Slide 5):


A. A lack of accountability


B. Poor communication


C. A lack of a planning process


D. Overloaded incident commanders


E. No method to integrate interagency requirements


X. Ask the Students, “What are the potential negative effects of each of these five problems that could occur in the absence of ICS?”  This session will discuss how each of these issues (accountability, interoperable communications, planning, ample incident command, and integration of interagency requirements) plays a role in the successful response to an incident.


XI. Emergencies are clearly not the time for individual responding agencies to be solving compatibility problems, and ICS therefore provides the necessary solutions.  In doing so, ICS minimizes problems associated with:


A. The safety of responders and others


B. The achievement of tactical objectives

C. The efficient use of resources

XII. There are multiple functions within the ICS system, which will be detailed in this session. They include:


A. A common use of terminology


B. Integrated communications


C. A unified command structure


D. Resource management


E. Action planning. 


XIII. By 1980, parts of ICS had been used successfully on several major wildland and urban fire incidents. It was formally adopted by the Los Angeles Fire Department, the California Department of Forestry and Fire Protection (CDF), and the Governor's Office of Emergency Services (OES), and endorsed by the State Board of Fire Services.


A. By 1981, ICS was widely used throughout Southern California by the major fire agencies. 


B. Several “ field tests ” had shown that the system was so effective at standardizing coordination to wildfire events, that departments began to apply its methods to other events unrelated to wildfires. 


C. Although FIRESCOPE ICS was originally developed to assist in the response to wildland fires, it was quickly recognized as a system that could help public safety responders provide effective and coordinated incident management for a wide range of situations, including floods, hazardous materials accidents, earthquakes, and aircraft crashes. It was flexible enough to manage catastrophic incidents involving thousands of emergency response and management personnel. 

D. The planned set of ICS directives included assigning one coordinator to manage the infrastructure of the response and assigning personnel, deploying equipment, obtaining resources, and working with the numerous agencies that respond to the disaster scene. 


E. According to ICS, the local authority is maintained as mandated and as required.  The local fire chief or fire commissioner is designated the incident commander in the vast majority of ICS events.


F. ICS is scalable, which is key to its incorporation by agencies of all sizes and in their response to events of all magnitudes. 


XIV. The FIRESCOPE board of directors and the NWCG eventually recommended national application of ICS.  In 1982, all FIRESCOPE ICS documentation was revised and adopted as the National Interagency Incident Management System (NIIMS) (Power Point Slide 7). 


A. By introducing relatively minor terminology, organizational, and procedural modifications to FIRESCOPE ICS, the National Interagency Incident Management System (NIIMS) Incident Command System (ICS) became adaptable to an all-hazards environment. 


B. While tactically each type of incident may be handled somewhat differently, the overall incident management approach still utilizes the major functions of the Incident Command System. 


C. In the years since FIRESCOPE and the NIIMS were blended, the FIRESCOPE agencies and the NWCG have worked together to update and maintain the Incident Command System Operational System Description (ICS 120-1). This document would later serve as the basis for the NIMS ICS.


XV. The National Commission on Terrorist Attacks Upon the United States (more commonly known as the 9/11 Commission) identified ICS as an answer to many of the coordination problems that arose during the response to the September 11 attacks, and recommended a national adoption of ICS to enhance command, control, and communications capabilities during disaster response.

XVI. When NIMS was developed, ICS was integral to the process.  The following describe the NIMS Relation to ICS:


A. NIMS represents a core set of doctrine, principles, terminology, and organizational processes to enable the management of disasters at all government levels. One very important aspect of this new framework is that it recognized the value of an existing system, the Incident Command System (ICS), and stressed the importance of effective incident command as a way of better managing disaster events. 


B. Although NIMS was built upon this ICS system, the new system extends far beyond the initial scope of ICS. This is to be expected, of course, considering the exponentially-greater size of the incidents regularly managed under NIMS (despite that NIMS was designed to be effectively used to manage small, single-jurisdictional events such as house fires or automobile accidents), and the wider range of functions addressed by NIMS. 

C. NIMS establishes standardized incident management processes, protocols, and procedures that all responders, whether they are Federal, State, tribal, or local, can use to coordinate and conduct their cooperative response actions. Using these standardized procedures, it is presumed that all responders will be able to share a common understanding, and will be able to work together with very little mismatch. 


D. The following list of key NIMS components illustrates how ICS falls within this framework:

1. Incident Command System (ICS). NIMS established ICS as a standard incident management organization with its five functional areas — command, operations, planning, logistics, and finance/administration — for management of all major incidents. To ensure further coordination, and during incidents involving multiple jurisdictions or agencies, the principle of unified command was universally incorporated into NIMS. This unified command not only coordinates the efforts of many jurisdictions, but also provides for and ensures joint decisions on objectives, strategies, plans, priorities, and public communications.


2. Communications and Information Management. Standardized communications during an incident are essential, and NIMS prescribes interoperable communications systems for both incident and information management. NIMS recognizes that responders and managers across all agencies and jurisdictions must have common access to the full operational picture, thereby allowing for efficient and effective incident response.


3. Preparedness. Preparedness incorporates a range of measures, actions, and processes accomplished before an incident happens. NIMS preparedness measures include planning, training, exercises, qualification and certification, equipment acquisition and certification, and publication management. NIMS stresses that each of these measures helps to ensure that pre-incident actions are standardized and consistent with mutually agreed-on doctrine. NIMS further places emphasis on mitigation activities to enhance preparedness. Mitigation includes public education and outreach, structural modifications to reduce the loss of life or destruction of property, code enforcement in support of zoning rules, land management, and building codes, and flood insurance and property buy-out for frequently flooded areas. 


4. Joint Information System (JIS). The Joint Information System provides the public with timely and accurate incident information and unified public messages. This system employs Joint Information Centers (JICs) and brings incident communicators together during an incident to develop, coordinate, and deliver a unified message. This is performed under the assumption that it will ensure Federal, State, and local levels of government are releasing the same information during an incident. 


5. NIMS Integration Center (NIC). To ensure that NIMS remains an accurate and effective management tool, a NIMS NIC was established by the DHS Secretary to assess proposed changes to NIMS, capture and evaluate lessons learned, and employ best practices. The NIC provides strategic direction and oversight, supporting both routine maintenance and continuous refinement of the system and its components over the long term. It also develops and facilitates national standards for NIMS education and training, first responder communications and equipment, typing of resources, qualification and credentialing of incident management and responder personnel, and standardization of equipment maintenance and resources. Finally, the NIC continues to use the collaborative process of Federal, State, tribal, local, multidisciplinary, and private authorities to assess prospective changes to NIMS.


E. The NRF, which guides the Federal support of State, country, tribal, and local response to disasters, was built on the NIMS framework. Together, these three coordinated concepts have helped to further eliminate coordination problems that may have existed before in the absence of such complementary systems.

F. The NIMS provides a systematic, proactive approach guiding departments and agencies at all levels of government, the private sector, and nongovernmental organizations to work seamlessly to prepare for, prevent, respond to, recover from, and mitigate the effects of incidents, regardless of cause, size, location, or complexity, in order to reduce the loss of life and property, and harm to the environment.


G. ICS is only one facet of NIMS. NIMS integrates existing best practices into a consistent, nationwide approach to domestic incident management that is applicable at all jurisdictional levels and across functional disciplines in an all-hazards context.


XVII. ICS Benefits (Power Point Slide 9)


A. ICS is designed to be interdisciplinary and organizationally flexible.

B. ICS meets the needs of incidents of any kind or size, and allows personnel from a variety of agencies to meld rapidly into a common management structure. 


C. ICS provides logistical and administrative support to operational staff.


D. ICS is cost effective by avoiding duplication of efforts.

XVIII. Ask the students, “The development and widespread application of ICS has been seen as one of the most important milestones in the advancement of the emergency management profession.  Can you think of any other benefits of using ICS to manage incidents of all sizes other than those just mentioned?”

XIX. Ask the students to consider the following scenario, “An unexpected flash flood has struck a small community. As a result, the following has occurred or is occurring:

A. “Homes, schools, and the business district have been evacuated.


B. “Critical infrastructure has been damaged including contamination of the water supply, downed power lines, and damaged roads.


C. “Perimeter control and security in the business district are needed.
Mutual aid is arriving from several surrounding communities.”


D. Students should be able to identify challenges that would be presented to an incident commander in charge of managing this event.

Supplemental Considerations:

The following links will provide additional material pertaining to this objective:

· FEMA. N/d. NIMS and the Incident Command System. http://www.fema.gov/txt/nims/nims_ics_position_paper.txt 

· Kirkwood, Skip. 2008. NIMS and ICS: From Compliance to Competence. EMSResponder.Com. http://www.emsresponder.com/print/EMS-Magazine/NIMS-and-ICS--From-Compliance-to-Competence/1$7052 


Objective 5.2 Explain the Basic Features that Exist in the Incident Command System.

Requirements: 
Provide a lecture and facilitate a discussion on the basic features that exist in the Incident Command System, which include Standardization; Command, Planning/Organizational Structure; Facilities and Resources; Communications/Information Management; and Professionalism.

Remarks: 

I. ICS draws its benefits from six primary ‘features’. These features, which will be expanded upon below, include (Power Point Slide 10):


A. Standardization, including:


1. Common Terminology


B. Command, including:


1. Establishment and transfer of command


2. Chain of command and unity of command


3. Unified Command


C. Planning/Organization Structure, including:


1. Management by objectives


2. Incident Action Plan (IAP)


3. Modular organization


4. Manageable span of control


D. Facilities and Resources, including: 


1. Comprehensive resource management


2. Incident locations and facilities


E. Communications/Information Management, including:


1. Integrated communications


2. Information and intelligence management


F. Professionalism, including: 


1. Accountability


2. Dispatch/Deployment


II. The first feature of ICS is Standardization, and the Use of Common Terminology (Power Point Slide 11)


A. Key to the integration of response resources at an emergency event is the use of common terminology.  


B. Despite that there has been great standardization across emergency management agencies in the last few decades, there still exist many differences in the way commands are issued, equipment is requested, and radio communications are transmitted, for example.  


C. By applying a common terminology to incident response, emergency management agencies are able to better define:


1. Organizational functions.


2. Incident facilities.


3. Resource descriptions.


4. Position titles.


D. Ambiguous codes and acronyms, which are rampant in many professions including emergency management, have proven to be major obstacles to incident response and recovery communications. 


E. Agencies often have a variety of codes and acronyms that they use routinely during normal operations. Not every “ten code”, for instance, is the same in every community, nor does every acronym have the same meaning.


F. The use of such codes or acronyms in response to an incident, especially those with multiple agencies that have not worked together previously, more often than not confusion is the result. 


G. For example, consider the following definitions for the same acronym:


1. EMT = Emergency Medical Treatment


2. EMT = Emergency Medical Technician


3. EMT = Emergency Management Team


4. EMT = Eastern Mediterranean Time (GMT+0200)


5. EMT = Effective Methods Team


6. EMT = Effects Management Tool


7. EMT = El Monte, CA (airport code)


8. EMT = Electron Microscope Tomography


9. EMT = Email Money Transfer


H. The National Incident Management Systems (NIMS), for this reason, requires that all responders use “plain English,” also referred to as “clear text.”


I. Ask the students, “Can you think of other examples where ‘codes’ or ‘jargon’ could be misunderstood by responders from different agencies?  What is the danger of failing to use common terminology?


III. The second feature of ICS is Command (Power Point Slide 12)


A. Command is the second of six ICS features, and includes the following three components:


1. Establishment and transfer of command


2. Chain of command and unity of command


3. Unified Command


B. Command, under NIMS, is defined as the act of directing, ordering, or controlling by virtue of explicit statutory, regulatory, or delegated authority.


1. At an incident scene, the Incident Commander has the authority to assume command, even if they are not the highest ranking officer responding to the scene of the event.  


2. The Incident Commander must have the level of training, experience and expertise to serve in this capacity. 


C. Chain of command is an orderly line of authority within the ranks of the incident management organization.


D. The process of moving responsibility for incident command from one Incident Commander to another is called transfer of command.


1. Transfer of command includes a ‘transfer of command briefing’.  This may be oral, written, or a combination of both.


2. A transfer of command occurs when any of the following occurs:


i. A more qualified person assumes command.


ii. The incident situation changes over time, resulting in a legal requirement to change command.


iii. There is normal turnover of personnel on extended incidents.


iv. The incident response is concluded and responsibility is transferred to the home agency.


E. Unity of Command is an ICS concept that states that personnel report to only one supervisor, and maintain formal communication relationships only with that supervisor.


1. Unity of command means that every individual has a designated supervisor to whom they report at the scene of the incident.


2. Together the principles of chain of command and unity of command help to clarify reporting relationships and eliminate the confusion caused by multiple, conflicting directives. 


3. Incident managers at all levels must be able to control the actions of all personnel under their supervision.


4. Unity of command should not be confused with Unified Command.


F. Unified Command is a feature of ICS that enables all responsible agencies to manage an incident together by establishing a common set of incident objectives and strategies.


1. This allows Incident Commanders to make joint decisions by establishing a single command structure.


2. Unified command is what helps to maintain unity of command.  Under this structure, each employee only reports to one supervisor.


3. Consider the following key points about Unified Command:


i. Unified Command is an important element in multi-jurisdictional or multi-agency domestic incident management. It provides guidelines to enable agencies with different legal, geographic, and functional responsibilities to coordinate, plan, and interact effectively.

ii. As a team effort, the Unified Command overcomes much of the inefficiency and duplication of effort that can occur when agencies from different functional and geographic jurisdictions, or agencies at different levels of government, operate without a common system or organizational framework. 


iii. All agencies with jurisdictional authority or functional responsibility for any or all aspects of an incident and those able to provide specific resource support participate in the Unified Command structure and contribute to the process of determining overall incident strategies; selecting objectives; and ensuring that joint tactical planning occurs.


iv. No agency's legal authorities are compromised or neglected within ICS under the Unified Command structure.


G. Ask the students to consider the following scenario, “An intercity transit bus is involved in an accident on the bridge divided between two adjacent counties.  Most of the bus is in County A, while a small part of the bus lies in County B.  In light of the concept of Unified Command, how might ICS be used to manage this incident?


1. Because this accident spans two counties, there will be at least two responsible agencies involved in incident response.


2. Unified Command will allow all responsible agencies to manage the incident together by establishing a common set of incident objectives and strategies.


IV. The third feature of ICS is Planning and Organizational Structure.  This includes (Power Point Slide 13):


A. Management by objectives


1. ICS is managed by objectives.  Objectives are communicated throughout the entire ICS organization through the incident planning process.


2. There are six steps for establishing incident objectives, including”


i. Step 1: Understand agency policy and direction


ii. Step 2: Assess incident situation


iii. Step 3: Establish incident objectives


iv. Step 4: Select appropriate strategy or strategies to achieve objectives


v. Step 5: Perform tactical direction


vi. Step 6: Provide necessary follow-up


3. Incident objectives are established based on the following priorities:


i. First Priority: Life Safety


ii. Second Priority: Incident Stabilization


iii. Third Priority: Property Preservation


4. Ask the students to list examples of objectives that might arise in real-life scenarios that would fall under each of these priorities.

i. Consider the following scenario to supplement this discussion:

a) An unexpected flash flood has struck a small community. As a result: 


(a) Homes, schools, and the business district have been evacuated. 


(b) Critical infrastructure has been damaged including contamination of the water supply, downed power lines, and damaged roads. 


(c) Perimeter control and security in the business district are needed.


(d) Mutual aid is arriving from several surrounding communities.


b) Have students list what they would consider the top three incident management objectives.  These could include:


(a) Securing food and drinking water 


(b) Finding temporary shelter


(c) Ensuring the proper distribution and use of aid arriving from surrounding communities 


(d) Resumption of power and repair of transportation infrastructure 


B. Every incident, under ICS, must have an Incident Action Plan (IAP).  This is the second component of Planning and Organizational Structure.


1. The IAP does the following:


i. Specifies the incident objectives.


ii. States the activities to be completed.


iii. Covers a specified timeframe, called an operational period.


2. Other than in the case of HAZMAT incidents, the IAP may be oral or written.


3. The IAP serves to answer the following questions:


i. What do we want to do?


ii. Who is responsible for doing it?


iii. How do we communicate with each other?


iv. What is the procedure if someone is injured?


C. The third aspect of the Planning and Organizational Structure feature of ICS is that ICS is organized in a modular fashion.  


1. ICS’s modular organization means that ICS:


i. Develops in a top-down, modular fashion


ii. Is based on the size and complexity of the incident


iii. Is based on the hazard environment created by the incident


2. When required, separate functional elements can be established, each of which may be further subdivided to enhance internal organizational management and external coordination.  


3. Employing a modular organization means that:


i. Incident objectives determine the organizational size


ii. Only functions/positions that are necessary will be filled


iii. Each element must have a person in charge


4. In the ICS organization:


i. There is no correlation with the administrative structure of any other agency or jurisdiction


ii. The modular organization’s uniqueness helps to avoid confusion over different position titles and organizational structures


iii. For instance, someone who serves as a chief every day may not hold that title when deployed under an ICS structure


D. The fourth aspect of the Planning and Organizational Structure feature of ICS is that there exists a Manageable Span of Control.


1. Span of control: 


i. Pertains to the number of individuals or resources that one supervisor can manage effectively during an incident


ii. Is key to effective and efficient incident management


2. Supervisors must be able to adequately supervise and control their subordinates, as well as communicate with and manage all resources under their supervision.  Span of control facilitates this.  


3. Span of control considerations are influenced by the:


i. Type of incident


ii. Nature of the task


iii. Hazards and safety factors


iv. Distances between personnel and resources


4. ICS span of control for any supervisor:


i. Is between 3 and 7 subordinates


ii. Does not exceed 5 subordinates unless such a wide span of control is necessary


5. The ICS modular organization can be expanded or contracted to maintain the optimal span of control according to these standards.


6. Ask the students, “Can you describe what types of situations might require a more narrow span of control (e.g., 1:3 instead of 1:7)?  


i. There are no incorrect answers to this question, it is asked more to prompt a discussion to illustrate the importance of span of control.  


ii. Incidents that pose a great threat to the safety of responders or victims might be one example of a situation where there should be a lower ratio of supervisors to responders.


iii. The ICS feature of modular organization exists in order to maintain the optimal span of control, and this optimal level may not be determined until the event response is well underway.  


iv. Because the ICS organization develops in a top-down modular fashion, Incident Commanders can add positions as the needs of the incident grow, while maintaining an optimal span of control.

V. The fourth feature of ICS is Facilities and Resources (Power Point Slide 14).  This includes comprehensive resource management and incident locations and facilities.

A. Resources at an incident must be managed effectively. Maintaining an accurate and up-to-date picture of resource utilization is a critical component of incident management. 


1. Resource management includes processes for:


i. Categorizing resources


ii. Ordering resources


iii. Dispatching resources


iv. Tracking resources


v. Recovering resources

2. In ICS, resources are defined as personnel, teams, equipment, supplies, and facilities.


3. Resource management also includes processes for reimbursement for resources, as appropriate. 


4. ICS identifies resources as tactical or support resources. These are defined as: 


i. Tactical Resources: Personnel and major items of equipment used in the operation.


ii. Support Resources: All other resources required to support the incident (e.g., food, communications equipment, or supplies).


5. ICS classifies tactical resources into one of three categories, including:


i. Assigned - Currently working on an assignment under the direction of a supervisor 


ii. Available - Ready for immediate assignment and has been issued all required equipment


iii. Out-of-Service - Not available or ready to be assigned (e.g., maintenance issues, rest periods)


B. Various types of operational locations and support facilities are established in the vicinity of an incident to accomplish a variety of purposes, such as decontamination, donated goods processing, mass care, and evacuation. 


1. ICS uses pre-designated incident facilities. 


2. The Incident Commander establishes these facilities based on the requirements and complexity of the incident. 


3. Facilities may include:


i. Incident Command Post (ICP): The field location at which the primary tactical-level, on-scene incident command functions are performed. The ICP may be collocated with the incident base or other incident facilities. 


ii. Base: The location at which primary Logistics functions for an incident are coordinated and administered. There is only one Base per incident. The Incident Command Post may be collocated with the Base. 


iii. Staging Area: Location established where resources can be placed while awaiting a tactical assignment.


iv. Camp: A geographical site, within the general incident area, separate from the Incident Base, equipped and staffed to provide sleeping, food, water, and sanitary services to incident personnel.


VI. The fifth feature of ICS is Communications and Information Management (Power Point Slide 15).  This includes integrated communications and information and intelligence management.


A. Integrated communications allow officials from multiple agencies to talk to each other.  Because of differences in radio frequencies, equipment compatibilities, and other issues, integrated communications can be very difficult to achieve.  


B. Incident communications are facilitated through:


1. The development and use of a common communications plan.

2. The interoperability of communication equipment, procedures, and systems.

C. It is vital that an integrated voice and data communications system (equipment, systems, and protocols) is developed before an incident occurs for effective incident communication to take place.


D. The three elements of effective ICS communications include:


1. Modes: The "hardware" systems that transfer information


2. Planning: Planning for the use of all available communications resources.


3. Networks: The procedures and processes for transferring information internally and externally.


E. The following communication resources are available to responders during an incident: 


1. Radio Systems and Frequencies, which include stationary and mobile radios, dispatch consoles, handheld radios, pagers, repeater systems, satellites, dishes, infrared systems, low and high band frequencies, and all the supporting equipment needed to maintain a system. 


2. Telephone Systems, which include digital and analog hardwired systems, wireless cellular and satellite systems, and telephone line-dependent adjuncts such as computers and fax machines.


3. Computers have great value in ensuring a common operating picture is created, as well as the secure transfer of complex information, pictures, and data. Mass amounts of data can be stored and transferred. Reports, documents, spreadsheets, and forms can be quickly assembled and shared. Messaging can be done quickly and can be shared with other computers, cell phones, and other personal handheld devices. Video and online meetings are also possible. Resource tracking, ordering, and dispatching have been greatly improved through the use of computers. Geospatial analysis and site maps make intelligence gathering, planning, and creating a common operating picture much easier.


4. Message Runners, Coding, and Signaling. While often forgotten forms of communications, these remain viable options for communications when other systems fail.


F. The management of information and intelligence is another important component of this ICS feature. 


1. Incident management organizations must establishes a process for gathering, sharing, and managing incident-related information and intelligence.


2. There are several types of information and intelligence that are used to manage a disaster incident.  Examples include: 


i. Risk assessments


ii. Medical intelligence (i.e., surveillance)


iii. Weather information


iv. Geospatial data


v. Structural designs


vi. Toxic contaminant levels


vii. Utilities and public works data


VII. The sixth and final feature of ICS is professionalism (Power Point Slide 16).  Professionalism includes accountability and dispatch / deployment.


A. Effective accountability during incident operations is essential. Individuals must abide by their agency policies and guidelines and any applicable local, State, or Federal rules and regulations. 


1. Responding officials must adhere to the following principles to ensure accountability:


i. Check-In. All responders must report in to receive an assignment in accordance with the procedures established by the Incident Commander.


ii. Incident Action Plan. Response operations must be coordinated as outlined in the IAP.


iii. Unity of Command. Each individual will be assigned to only one supervisor.


iv. Span of Control. Supervisors must be able to adequately supervise and control their subordinates, as well as communicate with and manage all resources under their supervision.


v. Resource Tracking. Supervisors must record and report resource status changes as they occur.


B. Dispatch / Deployment


1. Another key component of professionalism is the importance of managing resources to adjust to changing conditions. 


2. At any incident, the following statements are true:


i. The situation must be assessed and the response planned.


ii. Managing resources safely and effectively is the most important consideration.


iii. Personnel and equipment should respond only when requested or when dispatched by an appropriate authority.


3. Ask the Students, “Why is important that only those resources and personnel that have been requested by the incident commander respond to the incident scene?” 


i. Uncontrolled and uncoordinated arrival of resources at emergencies can cause problems with maintaining accountability


ii. Self-dispatched resources cause safety risks to responders, civilians, and others who are operating within the parameters of the Incident Action Plan 


iii. Chaos at the scene can occur, which in turn creates additional risks


iv. Emergency access routes can be blocked preventing trained responders from gaining access to the site or not allowing critically injured personnel to be transported from the scene

Supplemental Considerations


N/a


Objective 5.3: Understand the Functions and Roles of Command ICS Staff

Requirements

Provide a lecture on the functions and roles of the ICS staff that hold command authority in the response to an emergency or disaster event.  Facilitate student discussions on various aspects of the lecture.

Remarks

I. According to ICS, the responding official who holds the highest rank (when arriving at the scene of the incident) either assumes command, maintains command as is, or transfers command to a third party.


II. In some situations, as explained in Objective 5.2, a lower ranking but more qualified person may be designated as the Incident Commander.


III. All incident responses begin by establishing command, which is facilitated through the ICS structure.  


IV. It is critical that command be established from the earliest point in incident operations because of the following (and other) reasons:


A. Lack of command becomes a safety hazard for responders.


B. Size up and decision-making is impossible without a command structure.


C. It is difficult to expand a disorganized organization if the incident escalates. 


V. The Incident Commander performs all major ICS command and staff responsibilities unless these functions are delegated and assigned. 


VI. ICS organization may be expanded to include (Power Point Slide 17):


A. Command Staff, including (addressed in this objective): 


1. Public Information Officer


2. Liaison Officer


3. Safety Officer


B. General Staff, including (addressed in Objective 5.4): 


1. Operations Section Chief


2. Planning Section Chief


3. Logistics Section Chief


4. Finance/Administration Section Chief


C. Under ICS, not all Command and General Staff positions are filled in every incident.  


1. ICS allows for the filling of these positions only when the incident calls for them.


2. In situations where positions aren’t or can’t be filled, ICS also allows for the incident commander to assume those roles and responsibilities attached to the positions.  


VII. Role of the Incident Commander and Deputy Incident Commander


A. The Incident Commander is specifically responsible for the following (Power Point Slide 18):


1. Assessing the need for staff 


2. Establishing incident objectives


3. Directing staff to develop an IAP


4. Ensuring incident safety


5. Providing information services to internal and external stakeholders


6. Establishing and maintaining liaison with other agencies participating in the incident


B. In some situations, it may be necessary for the Incident Commander to designate a Deputy Incident Commander.  This individual is responsible for the following (Power Point Slide 19):


1. Performs specific tasks as requested by the Incident Commander


2. Performs the incident command function in a relief capacity


3. Represents an assisting agency that shares jurisdiction


C. If a Deputy Incident Commander is assigned, this official must be fully qualified to assume the Incident Commander’s position.


D. Ask the Students, “What situations might arise that would require an Incident Commander to assign a deputy?”  Student answers might include:


1. The incident commander may be called away from the scene of the incident


2. The incident could be very large in scale


3. The incident could be complex in scope


4. Students may be able to add other answers based upon their knowledge or experience


VIII. Changes in Command


A. Incident command may require change in order to meet the needs of the incident.  Examples of when this occurs include (Power Point Slide 20):


1. The incident scale has expanded or contracted


2. There has been a change in jurisdiction or discipline


3. The incident has become more or less complex


B. Changes in command cannot be conducted in a haphazard manner,  Under ICS, there are standard procedures for command changes that include:


1. A transfer of command briefing for the incoming Incident Commander


2. Notification to all personnel that a change in command is taking place


C. Ask the Students, “Why is it so important that there be a command briefing for the incoming incident commander, and a notification to all incident personnel when a change in command has occurred?”


IX. Command Staff


A. Under ICS, certain conditions at the incident may mandate that the Incident Commander designate certain command staff positions.  


B. Officials filling these command positions report directly to the Incident Commander, and provide information, liaison, and safety services for the entire organization.


C. Under ICS, the Command Staff includes the following positions:


1. Public Information Officer (PIO) (Power Point Slide 21)


i. The Public Information Officer (PIO) serves as the conduit for information to internal and external stakeholders. 


ii. The PIO is responsible for the following:


a) Advises the Incident Commander on information dissemination and media relations


b) Obtains information from and provides information to the Planning Section


c) Obtains information from and provides information to the community and media


iii. The Incident Commander approves all information before it is released by the PIO 


2. Safety Officer (Power Point Slide 22)


i. The Safety Officer monitors safety conditions at the incident scene and ensures the safety of responding officials. 


ii. The Safety Officer is responsible for the following:


a) Advises the Incident Commander on issues regarding incident safety


b) Works with the Operations Section to ensure the safety of field personnel


c) Ensures safety of all incident personnel


3. Liaison Officer (Power Point Slide 23)


i. The Liaison Officer serves as the primary contact for supporting agencies assisting at an incident. 


ii. The responsibilities of the Liaison Officer include:


a) Assisting the Incident Commander by serving as a point of contact for agency representatives who are helping to support the operation


b) Providing briefings to and answers questions from supporting agencies


X. Ask the Students to consider the following scenario, which was presented in the last objective:


A. An unexpected flash flood has struck a small community. As a result:


1. Homes, schools, and the business district are being evacuated


2. Critical infrastructure has been damaged including contamination of the water supply, downed power lines, and damaged roads


3. Perimeter control and security in the business district are needed


4. Mutual aid is arriving from several surrounding communities


5. Media representatives are arriving at the scene


B. Ask the Students to identify which Command Staff positions, as detailed in this objective, would likely be assigned, and ask the students to explain why in light of the scenario presented.


C. The instructor can use the following as examples:


1. The Public Information Officer may be assigned to work with the media to ensure that evacuation orders are communicated to affected citizens, or to prepare press/information releases about the damages or security situation in the business district


2. The Liaison Officer can work to coordinate with leaders from neighboring communities that are providing mutual aid, or with private and nongovernmental organizations that are responding to the incident


3. The Safety Officer can work to ensure the safety of incident personnel from occupational hazards, which could include hazardous materials, fatigue from long response hours, or other potential hazards that exist in the affected area


Supplemental Considerations

N/a


Objective 5.4: Understand the Functions and Roles of General ICS Staff

Requirements:

Provide a lecture on the functions and roles of the general staff involved in emergency or disaster response under the ICS structure.  Facilitate student discussions on various aspects of the lecture.
Remarks:

I. As incidents expand under the ICS structure, there is often a need to add supervisory layers to the organizational structure (Power Point Slide 24).


II. Through ICS, the Incident Commander has the ability to add one or more of four sections to the incident command structure.  These sections include:


A. Operations


B. Planning


C. Logistics


D. Finance / Administration


III. Operations Section


A. The Operations Section is responsible for directing and coordinating all incident tactical operations.


B. This section is characterized by the following:


1. Operations is typically one of the first organizations to be assigned to the incident


2. Operations develops from the bottom up


3. Operations has the most incident resources


4. Operations may have Staging Areas and special organizations


C. The Operations Section Chief heads is responsible for management of the section.  This official is responsible for developing and implementing strategy and tactics to carry out the incident objectives. They organize, assign, and supervise all of the tactical field resources assigned to an incident, including air operations and those resources in a Staging Area.  They also very closely coordinate activities with the other members of the Command and General Staff.


D. The Operations function is where the tactical fieldwork is done. Therefore, most incident resources are assigned to the Operations Section. Because the most hazardous activities are carried out through the Operations Section, it is necessary to carefully monitor the number of resources that report to any one supervisor. 


E. The following supervisory levels are added to by the Operations Section Chief to help manage the span of control in the Operations Section (Power Point Slide 26):


1. Divisions 


i. Divisions are used to divide an incident geographically. 


ii. Divisions are labeled using the letters of the alphabet (e.g., A, B, C). Other identifiers may be used as long as Division identifiers are known by assigned responders. 


iii. Each division is managed by a Division Supervisor.


2. Groups


i. Groups are used to describe functional areas of operation.


ii. Groups are established based on the needs of an incident, and are labeled according to the job that they are assigned (e.g., Health and Safety Group, Public Works Group).


iii. Groups are managed by a Group Supervisor.


iv. Groups work wherever their assigned task is needed and are not limited geographically.


v. Divisions and Groups can be used together on an incident.  These resources are equal in terms of organizational level (i.e., one does not supervise the other.) 


3. Branches


i. If the number of Divisions or Groups exceeds the span of control, it may be necessary to establish another level of organization within the Operations Section, called the Branch.


ii. Branches have a functional or geographical responsibility for major parts of incident operations.


iii. Branches are identified by Roman numerals or their functional name (e.g., Law Enforcement Branch, Emergency Services Branch)


iv. Branches are managed by a Branch Director.


F. There are three distinct structures of assets that operate under the Operations Section.  These include the following (Power Point Slide 27):


1. Operations Task Forces


i. Task Forces are a combination of mixed resources with common communications operating under the direct supervision of a Task Force Leader.


2. Operations Strike Teams


i. A Strike Team contains a set number of resources of the same kind and type with common communications operating under the direct supervision of a Strike Team Leader.


3. Operations Single Resources


i. Single Resources may be:


a) Individuals


b) A piece of equipment and its personnel complement


c) A crew or team of individuals with an identified supervisor 


IV. Planning Section


A. The second ICS Section is the Planning Section.  This section is responsible for the following (Power Point Slide 28):


1. Maintains resource status


2. Maintains and displays situation status


3. Prepares the Incident Action Plan


4. Develops alternative strategies


5. Provides documentation services


6. Prepares the Demobilization Plan


7. Provides a primary location for Technical Specialists assigned to an incident


B. The Planning Section can be further staffed with four Units (Power Point Slide 29):


1. The Resources Unit, which does the following:


i. Conducts all check-in activities and maintains the status of all incident resources


ii. Plays a significant role in preparing the written Incident Action Plan


2. The Situation Unit, which does the following:


i. Collects and analyzes information on the current situation


ii. Prepares situation displays and situation summaries


iii. Develops maps and projections


3. The Documentation Unit, which does the following:


i. Provides duplication services, including the written Incident Action Plan


ii. Maintains and archives all incident-related documentation


4. The Demobilization Unit, which does the following:


i. Assists in ensuring that resources are released from the incident in an orderly, safe, and cost-effective manner


C. The Planning Section may also include Technical Specialists who provide special expertise.  Technical Specialists may be assigned to work in the Planning Section or in other Sections.


V. Logistics Section


A. The Incident Commander determines if there is a need for a Logistics Section based on the size of the incident, complexity of support needs, and incident length


B. The Logistics Section is responsible for the following (Power Point Slide 30):


1. Communications


2. Medical support to incident personnel


3. Food for incident personnel


4. Supplies


5. Facilities


6. Ground support


C. The Logistics Section can include two Branches and six Units, which are (Power Point Slide 31):


1. The Service Branch, which may include the following Units:


i. Communications Unit, which:


a) Prepares and supports the Incident Communication Plan (ICS Form 205).


b) Distributes and maintains communications equipment.


c) Supervises the Incident Communications Center.


d) Establishes adequate communications over the incident.


ii. The Medical Unit, which:


a) Develops the Medical Plan (ICS Form 206).


b) Provides first aid and light medical treatment.


c) Prepares procedures for a major medical emergency.


iii. The Food Unit, which:


a) Supplies the food and potable water.


b) Obtains equipment and supplies to operate food service facilities.


2. The Support Branch, which may include the following units:


i. Supply Unit, which:


a) Assists in determining the type and amount of supplies needed to support the incident. 


b) Orders, receives, stores, and distributes supplies.


c) Services nonexpendable equipment.


d) Places all resource orders.


e) Maintains inventory of supplies and equipment.


ii. The Facilities Unit, which:


a) Sets up and maintains facilities.


b) Provides managers for Base and Camps.


c) Provides facility security and maintenance services (sanitation, lighting, cleanup).


iii. The Ground Support Unit, which:


a) Prepares the Transportation Plan.


b) Arranges for, activates, and documents the fueling and maintenance of ground resources.


c) Arranges for transportation of personnel, supplies, food, and equipment.


VI. Finance / Administration Section


A. The Finance/Administration Section is responsible for the following incident tasks:


1. Contract negotiation and monitoring


2. Timekeeping


3. Cost analysis


4. Compensation for injury or damage to property


B. The Finance/Administration Section may include several units.  Descriptions of these units follow.


1. The Time Unit, which is responsible for incident personnel time recording.


2. The Procurement Unit, which is responsible for administering all financial matters pertaining to:


i. Vendor contracts


ii. Leases


iii. Fiscal agreements


3. The Compensation/Claims Unit, which is responsible for management and direction of administrative matters pertaining to:


i. Compensation for injury

ii. Claims-related activities kept for the incident


iii. The Cost Unit, which:


a) Collects all cost data


b) Performs cost effectiveness analyses


c) Provides cost estimates


d) Makes cost savings recommendations

Supplemental Considerations

N/a


Objective 5.5: Explain the Six Basic ICS Facility Types

Requirements:

Provide a lecture on the six basic ICS facility types, and facilitate student interactions to further illustrate various points discussed in the lecture.

Remarks:

I. In order for ICS to be utilized in response to an emergency, the incident commander needs to stand up one or more specific Incident Facilities (Power Point Slide 33).


II. Incident facilities that are established by the Incident Commander are dictated by the complexity of the incident or event.


III. Incident facilities are activated only when needed. 


IV. The standard list of incident facilities are listed and defined in this objective.  There are other facilities not included in this standard list that may be required in some incidents.


V. The standard list of Incident Facilities includes:


A. The Incident Command Post (ICP) (Power Point Slide 34)


1. The Incident Command Post is the location from which the Incident Commander oversees all incident operations.


2. The incident commander may need to change the location of the ICP during the event as needs or situations change.


3. The ICP does not need to be located within a building – it can be located within a vehicle, trailer, tent, or other informal structure.


4. To be effective, the ICP should be positioned outside of the present and potential hazard zone but close enough to the incident to maintain command.


5. During the response to the attack on the Pentagon on September 11th, for instance, the Incident Command Post was located under a highway overpass immediately adjacent to the Pentagon building.


6. Every incident must have some form of an Incident Command Post under ICS.


7. Ask the Students, “What considerations are important when deciding where to locate the Incident Command Post?” Student responses may vary, but the following examples may be used to spur discussion: 


i. Upwind from any hazardous materials releases


ii. Somewhere easily accessible to responders


iii. Somewhere likely to have sustained communications systems and power


B. The second Incident Facility is the Staging Area (Power Point Slide 35).


1. Staging Areas are temporary locations at an incident where personnel and equipment are kept while waiting for tactical assignments. 


2. There may be more than one Staging Area at an incident.  


3. Like is true with the ICP, staging areas should be located close enough to the incident for a timely response, but far enough away to be out of the immediate impact zone.


4. Staging areas may be collocated with other incident facilities, including the ICP, Bases, Camps, Helibases, or Helispots.


5. Resources in the Staging Area are always considered “available”. Therefore, any responders that are resting or sleeping, or equipment that is out of service, should not be in the Staging Area.


C. The third Incident Facility is the Base (Power Point Slide 36).


1. The Base is the location from which primary logistics and administrative functions are coordinated and administered. 


2. There is only one Base per incident, and it is designated by the incident name.


3. The base, which is established and managed by the Logistics Section, may be collocated with the Incident Command Post.


4. Resources maintained at the Base are always considered “out of service”.


D. The fourth Incident Facility is the Camp (Power Point Slide 37).


1. Camps are temporary locations within the general incident area that are equipped and staffed to provide food, water, sleeping areas, and sanitary services. 


2. Camps are where resources may be kept to support incident operations if a Base is not accessible to all resources. 


3. Multiple Camps may be used in a single incident, but not all incidents will have Camps.


4. Camps are designated by geographic location or number.


5. A hotel or feeding area can be a camp. 


E. The fifth Incident Facility is the Helibase (Power Point Slide 38).


1. A Helibase is the location from which helicopter-centered air operations are conducted.


2. Helibases are generally used on a more long-term basis and include such services as fueling and maintenance.


F. The sixth and last standard Incident Facility is the Helispot (Power Point Slide 39)


1. Helispots are more temporary locations at the incident, where helicopters can safely land and take off. 


2. Multiple Helispots may be used in a single incident.


G. Power Point Slide 40 presents an illustration of an Incident Facilities Map, with all appropriate facilities symbology, that provides one example of how ICS facilities may be located in an actual incident.

Supplemental Considerations

N/a

Resources: 

FEMA. 2008. ICS-100.A: Introduction to ICS. Student Guide Version 2.0. April. http://training.fema.gov/EMIweb/IS/IS100A/ICS100_SG.pdf 

FEMA. 2008. ICS-100.A: Introduction to ICS. Instructor Guide Version 2.0. April. http://training.fema.gov/EMIweb/IS/IS100A/ICS100_IG.pdf.
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