Session No. 4


Course Title: National Incident Management Systems

Session Title: A History of Incident Command and Coordination

Time: 2 hours


Objectives:

4.1 Describe Completed and Ongoing Efforts to Provide Standard Performance Measures for the Emergency Management Profession

4.2 Describe Incident Command and Control Prior to the Emergence of the Incident Command System (ICS)

4.3 Define and Explain “Incident Command” and “Incident Coordination” Systems

4.4 Review the Historical Development of Incident Command Systems in the US.

Scope:

This session will address the historical roots of incident command systems, and present different forms of incident management that have developed throughout the world.  Special consideration will be given to the United States’ experience.


Readings: 

Student Reading:

Harrald, John. 2006. “Agility and Discipline: Critical Success Factors for Disaster Response.” 

The ANNALS of the American Academy of Political and Social Science. Vol. 604, No. 1, 256-272 

Perry, Ronald. 2003. “Incident Management systems in Disaster Management.” Disaster 

Prevention and Management 12(5) pp.405-412 

Buck, Dick, Joseph Trainor, Benigno Aguirre.2006. A Critical Evaluation of the Incident 

Command System and NIMS

Instructor Reading:

Wenger, Dennis, Quarantelli, E.L. and Dynes, Russell R. 1990. “Is the Incident Command 

System a Plan for All Seasons and Emergency Situations?” Hazard Monthly. 10. March

NIMS and the Incident Command System. http://www.fema.gov/txt/nims_ics_position_paper.txt

General Requirements:


Objective 4.1: 
Describe completed and ongoing efforts to provide standard performance measures for the emergency management profession

Requirements:

Explain the justification for developing and applying emergency management standards.  Provide and describe examples of emergency management standards that exist in the United States and elsewhere in the world.  Facilitate a discussion about the usefulness of emergency management standards and the quality and applicability of the standards that already exist.

Remarks:

I. In the United States, local and state emergency services and emergency management organizations and agencies until recently have developed largely independent of each other.  


II. The result of this has been significant diversity in the organizations – their makeup, their culture, their components, their terminology, equipment, operating procedures and principles, and many other distinguishing factors.


III. Organizational diversity in and of itself is not inherently a bad thing.  Experience has proven that an organization and its organizational structure cannot be simply transplanted from one jurisdiction to another.  For example, an organizational framework that works well in rural North Carolina would not work well in any of that state’s, or any other state’s, urban centers. The vulnerabilities, geography, funding streams, governmental structures and policies, hazards and risks, capacities, employment structures, and many other factors would make this an unwise and unsuccessful effort.


IV. Organizational makeup, however, is not an indicator of capability.  Two very different organizations can have exactly the same capabilities, and can therefore achieve the same outcome – even if by very different means.  One of the most important components in the advancement of emergency management, therefore, is the development of baseline capabilities.


V. In order for an emergency management organization or agency (of any type and at any administrative level) to better understand their capacity to manage disaster events, they must first be able to measure their capabilities and achievements.  


A. For years, the only measure that could do this was the response to an actual disaster.  If the organization was able to manage consequences, their capabilities were sufficient – otherwise, they were lacking.


B. To allow for a measurement of capacity in the absence or in advance of actual disaster events, several nations (including the United States) and several international organizations have developed emergency management standards.  


C. Emergency management standards gave the profession, and likewise emergency management organizations of any type (including private sector agencies such as corporations and small businesses), a more concrete picture of what they needed to do and achieve prior to a disaster in order to meet the requirements likely to confront them in an actual disaster response.


D. The following details several of these efforts: (See Slide 4-4)


1. NFPA 1600


i. The US-based National Fire Protection Agency (NFPA) Standards Council, in association with the American National Standards Institute (ANSI), develops and maintains standards dealing with firefighting and fire safety.  



ii. The NFPA began working in 1991 to develop a standard relating to preparedness for, response to, and recovery from all-hazards disasters.  


iii. In 1995, NFPA presented to their membership the NFPA 1600 series standards titled Recommended Practice for Disaster Management.  


iv. In 2000, this document was further modified such that it represented true standards, and applied not only to the emergency management community but to businesses as well.  


v. This document provided a standardized basis for emergency management planning and business continuity programs in the private and public sectors by providing the following: 


a) Common program elements


b) Techniques


c) Processes


vi. The NFPA provides provisions for enhanced capabilities for emergency management and business continuity programs so that the impacts of a disaster can be mitigated and life and property protected.


vii. The latest edition of these standards were released in 2007, which incorporates several recommended changes – including the introduction of ‘prevention’ to the common four emergency management phases mitigation, preparedness, response, and recovery.


2. EMAP


i. The Emergency Management Accreditation Program (EMAP) is a FEMA-funded voluntary accreditation process for state, regional, territorial, tribal, county and municipal government emergency management programs. 


ii. Despite its association with the federal government, maintains its status as an independent public nonprofit organization.  


iii. The primary purpose of EMAP is develop “excellence and accountability” in emergency management and homeland security programs by establishing credible standards applied in a peer review accreditation process.


iv. EMAP accreditation is based on demonstration that an emergency management program meets a minimum set of criteria as established in the organization’s Emergency Management Standard.  

v. The Emergency Management Standard describes all of the programs, plans, and other components that an emergency management program should have in place to be prepared to deal with hazards and threats.  


vi. EMAP accreditation includes a self-assessment phase as well as an on-site assessment by an independent review, or "assessor" team.


vii. EMAP accreditation considers the following topical areas:


a) Program Management, including:


(a) Program Administration


(b) Program Coordinator


(c) Advisory Committee


(d) Program Plans and Evaluation


b) Program Elements


(a) Finance and Administration


(b) Laws and Authorities


(c) Hazard Identification, Risk Assessment, and Consequence Analysis


(d) Hazard Mitigation


(e) Incident Prevention


(f) Planning


(g) Incident Management


(h) Resource Management and Logistics


(i) Mutual Aid


(j) Communication and Warning


(k) Operations and Procedures


(l) Facilities


(m) Training


(n) Exercises, Evaluations, , and Corrective Actions


(o) Crisis Communications, Public Education, and Information


3. AS/NZS 4360:2004


i. The governments of Australia and New Zealand have developed and maintained a standard for the practice of risk management.


ii. This standard divides the risk management process into several interrelated steps, including:


a) Establish the risk management context


b) Identify the risks


c) Analyze the risks


d) Evaluate the risks


e) Treat the Risks


iii. The Australia / New Zealand standard guides governments at all administrative levels in conducting an assessment of their risk and in taking action to mitigate either the consequences of the likelihood of those risks.  


iv. The Australia / New Zealand risk management standard is the basis of the FEMA EMI Higher Education course Hazard Risk Management, found at: http://training.fema.gov/EMIWeb/edu/hram.asp 


4. ISO 31000


i. The International Organization for Standardization (ISO) is a worldwide federation of national standards bodies.


ii. In 2007, ISO developed a standard ISO 31000, “Risk Management – Guidelines on Principles and Implementation of Risk Management”


iii. ISO 31000 was intended for all organizations, not just emergency management organizations or governmental organizations.  However, like the AS/NZS 4360:2004 standard, ISO 31000 provides a coordinated and consistent methodology by which hazards (risks) are identified and reduced.


iv. ISO 31000 applies the same five steps encountered in the AS/NZS document, though the terminology is slightly different.


5. ISO IWA 5:2006


i. In 2006, the International Organization for Standardization published ISO IWA 5:2006, a standard that described Emergency Preparedness.


ii. ISO IWA 5:2006 was created at a workshop organized by the American National Standards Institute (ANSI) and New York University's International Center for Enterprise Preparedness (InterCEP) in response to a call within the standards community for standards guidance in the area of emergency preparedness.


iii. This standard, which is an International Workshop Agreement (IWA), is intended to serve as an interim solution until a formal ISO standard is developed for the topic.  IWAs allow for a more immediate response to issues that the international community feels need urgent action.


iv. According to ANSI, ISO IWA 5:2006 establishes a list of essential elements of emergency and business continuity management that the technical committee developing the permanent standards should use as the basis of an international family of standards (including crisis communications and resource management, incident management systems and hazard identification, mitigation and prevention.)


6. These are just a representative sample of the international and national standards that have been developed to guide various aspects of crisis, risk, and emergency management.  Many other standards within ISO and the national standards organizations (those listed and others) can be found that address the topic.


7. Ask the Students, “Do you see a value in the existence of these standards?  If so, what is their value?  What limitations do these standards have?”


i. Standards help to drive a common lexicon, common organizational frameworks and cultures, and a common operational foundation.  The more that different organizations subscribe to standards, the higher integration that can be achieved during inter-organizational responses to major disasters.


ii. Standards are not the answer to all problems related to coordination, however.  They are rarely mandated, they must be sufficiently vague to meet the needs of all stakeholders, and they can be interpreted in many different ways.  

Supplemental Considerations


Students can view all NFPA Standards at http://www.nfpa.org/aboutthecodes/list_of_codes_and_standards.asp 

Objective 4.2 – Describe Incident Command and Control Prior to the Emergence of the Incident Command System (ICS)

Requirements: 

 This section will briefly examine the emergency management context of incident command structures, addressing how emergency management incident response was structured before incident command and coordination systems emerged.  This section will also address the logic behind standardized adoption of an ICS system. 

Remarks

I. In previous sessions we have discussed some of the reasons why national coordination is needed in planning efforts.   This section begins by discussing some of the complexities of coordination during actual disaster responses. These complexities provide the context in which command and coordination systems operate. There are a number of seemingly contradictory demands that disaster systems must be able to meet in order to effectively facilitate coordination among policy makers, response agencies, and the general public and creates better protection of lives and property.


II. As events get larger and demands increase the number of actors also increases. As Kendra and Wachtendorf (2003) point out there are many types of people and organizations that converge on disaster sites for a number of different reasons. This reality points to the importance of systems that can integrate those that can provide value added to a response. It is important to recognize that this level of diversity brings a number of issues that do not occur in other types of responses. 


A. Ask the students to identify examples of each type of actor listed below:


1. Governmental


2. Non-profit


3. For Profit


4. Emergent 


III. We need to recognize that disasters are a dynamic task environment.  By this we mean that disaster scenes are constantly changing as more information becomes available. This will mean that early assumptions and information might be wrong; new situations will arise; and over time the demands of the situation will continue to change.  


A. Ask the students to think about how a disaster response might change over time


1. How might the required tasks change?


2. How might situational awareness change?


IV. Disasters also are characterized by a need for fast action. The demand for activity is important because the threat to life, health, and property creates a situation where time-to-think is often judged as an inacceptable option. Organizations are often faced with situations where they must be simultaneously acting and planning for future actions.


V. Given all of the conditions above, success is often measured by the ability to mobilize and use resources (See Slide 4-5). As a result it is common for different organizations to work together in disaster situations.  

VI. Before formal command and coordination systems existed these responses emerged in an ad-hoc manner.  This means that the system and the way of operating were created during a response.  There was little pre-planning or predetermined structure involved in such operations.  As a result of their emergent nature, time was lost trying to overcome differences in design, titles, training, and procedures. 


A. Ask the student to think about some of the difficulties of an ad hoc system. List their suggestions on a board.   See if you can prompt them to list some of the following that have often been noted: Be sure to list those that are missed and have a discussion about these items.


1. Lack of a common organization


2. Poor on-scene and inter-agency communication


3. Inadequate joint planning 


4. Lack of valid and timely information


5. Differences in terminology


6. Inadequate resource management


7. Limited predictive capability


8. Unclear authority


VII. The oft-made suggestion is that the difficulties have been increasing as the number of “relevant” organizations increases and the complexities of modern events increase. Given this reality many have suggested that these emergent systems were not structured enough in order to be helpful for emergency responses. It has been suggested that ICS systems provide three important contributions (Lindell, Perry, and Pratter 2005)


A. They facilitate Training because materials can be shared


B. They increase reliability by reducing the likelihood that key functions will be over looked.


C. They replace emergent networks with standardized networks which can reduce lost time.


VIII. In many ways the issue of how to manage emergency responses can be reduced to the dynamic between structure and emergence or flexibility that has long been studied by disaster researchers. Results suggest that it is vital that response systems be created that balance planning and emergence/improvisation (See Wachtendorf 2004.)  In the words of another scholar the systems must be both disciplined and agile. (Harrald, 2006)  While emergent systems are highly agile it has been suggested that they lack in discipline. 


IX. It is important to note that although most recognize that ad hoc systems were not structured enough others have also suggested that the current NIMS system is over structured and focuses too much on the creation of an artificial organization.  


A. There is an implicit implication that “ordinary” institutions are not able to deal with an emergency. In some ways this assumption may be unfounded.


1. It underestimates the power of individuals to respond


2. It makes response overly reliant on paramilitary organizations such as police and firefighters


3. It makes other kinds of response units such as families and voluntary organizations less relevant than the should be

B. Regardless of critics contentions it must be recognize that NIMS and ICS are the US’s national system. These issues should be considered, but it is also important to understand the current system.
Objective 4.3: Define and explain “Incident Command” and “Incident Coordination” systems.

Requirements: 

Facilitate a lecture that clarifies the relationship, differences, and similarities between incident command and incident coordination systems and highlights the importance and interdependence of both types of systems.

Remarks:

I. This session shifts the focus from pre-planned coordinative mechanisms to the organizational systems used to integrate activities and decision-making during disaster response. 


II. The general recognition is that, while we can reduce disagreement through pre-planning, most responses involve multiple agencies, organizations, and or governmental levels and are likely to produce a need for inter-organizational command and coordination mechanisms.  


III. Where planning documents are designed to reduce the number of disagreements before an event these organizational systems are designed to minimize and manage disagreements during events.  


A. Officials at responding organizations may not be familiar with one another, disputes over authority and resources “almost inevitably arise” (Quarantelli 1988, 380), and there may be a lack of consensus on the nature of the problem and on what to.


B. Drabek’s (1990, 222) study of emergency managers led him to conclude that [t]he fundamental function of emergency managing is to facilitate interagency coordination because coordination in the midst of crisis is not easy. 


C. Rosenthal et al. (1989, 459) argue, “it is time to do away with persistent myths about harmony and cooperation as the dominant trends in governmental reactions to crisis.” 


D. Kettle (2007) provides some important insight into some of the reasons that these coordinative complications exist. (p40-45)


1. Bureaucratic Autonomy- In a multi-organizational setting it is difficult for one organization to exert authority over another.


2. Mission Conflict- It is often the case that multiple agencies will have overlapping tasks and assignments that each will want to control


3. Different Cultures- Organizations approach problems differently and often see problems in different terms which causes confusion


4. Technological and geographical distance


E. Ask the students to think of a situation where different agencies might see an incident from unique perspectives.  Examples could include:


1. Fire fighting vs. policing perspective on a terrorist attack site. Firefighters see it as a rescue operation while police see it as a crime scene.


2. EPA vs. Construction Company. EPA sees the site as a hazardous area construction company sees it as a work site that needs to be cleared.


IV. Incident Command and Coordination Systems are the two different types of organizational tools designed to encourage compliance and/or collaboration between multiple agencies and levels of government.  While these two types of systems are very closely related, they should not be seen as the same or as completely different.  


A. Incident Command Systems are tactical level tools used to organize the process of completing tasks once it has been decided what should be done


1. Incident Command Systems are a set of management tools that apply uniform rules to the uncertain and often chaotic responses. 


2. They provide a set of rules and practices to guide the actions of the various organizations responding to disaster, a division of labor, and coordination mechanisms. 


3. Many of the policies in incident command systems focus on enforcing authority relationships and on incident action planning. 


4. Can be put in place by an individual, unified, or area command. 


5. The underlying assumption of all ICS systems is that although tactically each incident may be somewhat different, the overall management approach still utilizes the same major functions: command, logistics, operations, finance, and planning 


B. Common Examples of Incident Command Systems include (an extended discussion of the Incident Command Systems is reserved for later in this session):


1. ICS


2. NIIMS


3. IMS


C. Incident Coordination Systems are strategic level tools used to help diverse actors come to an agreement about what needs to be done.


1. These systems provide the architecture to support coordination for incident prioritization, critical resource allocation, communications systems integration, and information coordination. The elements of multiagency coordination systems include facilities, equipment, personnel, procedures, and communications


2. They involve all of the agencies and disciplines working together in a coordinated effort in order to facilitate decisions for overall emergency response activities.  


3. The most common form of coordination system is an EOC. This form of organization pre-dates ICS systems and was initially developed in the 50’s with civil defense.


4. These systems are focused on consensus building and problem solving in support of operations and typically provide the following 


i. Collect information and conduct situation assessments

ii. Help prioritize multiple incidents.

iii. Support development of priorities and strategies  

iv. Manage resources

v. Provide Coordination between agencies and stakeholders 

vi. Support executive decision making

5. Despite the degree of focus on ICS, FIRESCOPE has long held that the MACS element is a vital part of mutual aid coordination that has made the system work. 
6. Common Examples of Incident Coordination Systems 

i. EOC (Emergency Operation Centers)- multi-agency coordination is generally that which takes place among agencies within a jurisdiction. For example, between. police, fire, and public works departments working together at an EOC. 
ii. MACS (Multi-Agency Coordination Systems)-Inter-agency coordination is generally that which takes place between agencies in different jurisdictions or between agencies at different levels. For example, a county sheriff municipal police and national guard. 
V. Similarities between these systems 

1. Explicitly designed for the incorporation of multiple internal and external resources into a response network

2. Created for incidents where resources often come from distinct locations and there is an important need for coordination. 

3. Logistics, operations, planning, and finance are the key functional areas 

VI. Differences between these systems 


A. Incident coordination systems serve a support and prioritization function


B. Incident command systems are more administrative and guide the process of completing tasks

VII. The Relationship between Incident Command and Incident Coordination
A. It is important to remember that any multi-organizational response system will need both command and coordination systems. In order to be successful, both should be addressed. 

B. The “planning function” is central to the implementation of incident command and incident coordination systems. Planning is the glue that holds an operation together and is a central aspect to the management by objectives approach. The planning cycle creates specific goals to attend during each operational period. In it there is a strategic or campaign plan and a tactical or action plan. In the action plan, objectives are set for each

Supplemental Considerations:

If you identify a recent disaster event it will be useful in order to illustrate the differences between incident command and incident coordination systems.

A. Ask students to make a list of organizations that might have been involved in the response to this event. 

B. Ask students to list tasks that might have need to be completed.

C. Choose a task from the list that will allow you to help students see the following: 

1. See that a single task might involve multiple organizations (chemical clean- up might involve HAZMAT, State, and federal EPA)

2. See that a task might rely on the successful completion of a different task. (police secure a site for cleanup) 

3. Prompt to the students to explain how this task might be facilitated by an incident command system. 

4. Prompt the students to explain how the coordinative system might help in priority setting between this and some other task. (resources devoted to cleanup vs. evacuation)

5. Explain how the coordinative system might support that task. 
(how might an EOC facilitate the flow of personnel and resources for a site clean-up)
Objective 4.4 – Review the Historical Development of ICS in the US

Requirements: 

Facilitate a lecture that explores the history of ICS in the USA.  This will also help the instructor explain the modification and spread of ICS principles developed by FIRESCOPE to other functional areas and the eventual process of convergence back into NIMS.

Remarks:

I. Although people talk about ICS as a single approach, it is important to recognize that prior to NIMS there was no official single ICS system in the USA.  There have been several versions that can be thought of as variations on a theme.

II. FIRESCOPE - Firefighting Resources Organized for Potential Emergencies is considered by most to be the intellectual and historical foundation of ICS in the US and around the world. 

A. The FIRESCOPE ICS system was developed by a number of stakeholders in the wildfire fighting community in concert with a group of systems engineers. 

B. Initially developed by a group of seven fire agencies who came together in the aftermath of the disastrous 1970 wildfire season in California.


1. During a 13-day period in 1970, 16 lives were lost, 700 structures destroyed, and over ½ million acres were burned in California. It was determined that multiple agencies and jurisdictions struggled to work together because of inconsistent communication systems, terminologies, and management approaches. 

2. In 1972, the U.S Congress approved funding for the U.S Forest Service Research to develop a system for multi-agency coordination of fire suppression resources when that exceeded the capabilities of any single jurisdiction were exceeded or multiple-fires existed

3. The FIRESCOPE (Firefighting Resources Organized for Potential Emergencies) coalition was charged with a national mandate to create that systems (FEMA, 1987).

4. The original seven "Partner Agencies" were: California Department of Forestry and Fire Protection, California Office of Emergency Services, Los Angeles City Fire Department, Los Angeles County Fire Department, Santa Barbara County Fire Department, Ventura County Fire Department and the U.S. Forest Service. 

5. Unlike many of its descendents the FIRESCOPE program explicitly included both an incident command system (ICS) and an incident coordination system (MACS.) MACS is a combination of personnel, facilities, equipment, procedures, and communications integrated into a common system. 
6. The system has the responsibility for coordinating and supporting response agencies in a multi-agency or multi-jurisdictional environment.Even at that time they recognized the importance of both approaches. 

C. FIRESCOPE represented a significant departure from previous large-scale emergency coordination methods where ad hoc networks were put together and had to work through their differences on-site.
D. FIRESCOPE ICS- Incident Command System 

1. ICS is the Incident command element developed in FIRESCOPE. 

2. The agencies within the system formally agreed on common terms and organizational principles that would be included in the system. 

3. In the late 1970’s the FIRESCOPE ICS system was tested in a number of exercises and live events. In 1980 it was formally adopted by the California department of Forestry and Fire Protection and the Governor’s Office of Emergency Services.  

4. By the mid 1980’s The National Wildfire Coordinating Group (NWCG) performed an analysis of ICS for possible national application. With a limited number of changes in terminology and organizational procedure FIRESCOPE ICS was adapted for “all hazards response” under the title National Inter-agency Incident Management System (NIIMS.) FIRESCOPE ICS was then updated to integrate these changes so that the two are essentially the same system. 

5. It is important to note that FIRESCOPE also recognized the importance of incident coordination and developed MACS (multi-agency coordination system) to address this issue. 
III. FGC-Fire Ground Command System

A. With support from the National Fire Protection Association, Alan Brunacini (1985) took a number of the basic concepts of FIRESCOPE ICS and developed the Fire Ground Command System (FGC).  

B. The FGC system was optimized for structural fires, EMS, rescues operations and other “urbanized emergencies, in general these were short incidents, in a limited area, with relatively fewer resources required when compared to the wildfire community.

C. A major advantage of Brunacini’s (1985) work was that it meant IMS would be used on all incidents under the hypothesis that daily use would enhance the effectiveness of the system when it had to be used in more rare, extremely large incidents. 

D. FGC was designed for the integration of multiple resources under the authority of single individual. As a result, the concepts of FGC were similar to FIRESCOPE ICS, but there were some important differences in terminology and in organizational structure 

E. In FGC “sectoring” was a critical component. The principle suggested that when 1) the demand of supervising arriving resources overloaded the commander or 2) an incident exceeded the commander’s span of control or 3) units were operating in areas isolated from the commander.  It was possible to divide the incident into pieces and appoint a sector commander to control each piece under the supervision of the incident commander. These pieces could represent geographical areas (north, south, east, west) or functional concerns (safety, public information).

F. Where FIRESCOPE integrated both incident command and incident coordination systems FGC was a purely Incident Command System. One of the key differences between FGC and FIRESCOPE ICS was the assumption of only one commander, working on a single type of incident (structural fire). 

IV. The re-convergence of FIRESCOPE ICS and FGC in the Incident Management System (IMS.)

A. By the 1980’s, both FIRESCOPE ICS and FGC had become well established, but different incident command systems 

1. The National Fire Protection Association adopted Fire Ground Command and published several related training materials. These included the textbook “Fire Ground Command” authored by Chief Brunacini, as well as video and slide training programs. In addition, Chief Brunacini had taught a very popular multi-day FGC workshop for many years throughout the country.
2. In addition to having the very strong support of responders in California from both the wild fire and municipal companies urban fire departments nationwide began to apply the system to structural fires and other urban emergencies. This was reinforced by the fact that ICS was adopted by National Fire Academy in 1982 for its incident command training programs.

B. Ask the students to think about how different ICS systems might affect operations 

1. Prompt students to think about how assuming common terms, organization, and procedures might affect operations. 

2. Prompt student to think about the implications of incidents at the urban/wildfire interface.

C. As a result several attempts to "blend" the various incident command systems into a single approach. One early effort happened in 1987 when the National Fire Protection Association (NFPA) undertook the development of NFPA 1561, then called Standard on Fire Department Incident Management System. 

1. The NFPA committee quickly recognized that the majority of the incident command systems in existence at the time were similar. The differences among the systems were mostly due to variations in terminology for similar components or foci depending on their functional concerns.

2. The 1987 NFPA standard, later revised to its present title: Standard on Emergency Services Incident Management, provides tips for organizations on how to adopt or modify existing systems to suit local requirements or preferences as long as they meet specific performance measurements.

D. Throughout the 1980’s, fire service leaders debated the benefits of each system and the possibilities of merging the best components of the two into a single system. 

E. Recognizing the continuing challenges occurring in the fire service in applying a common approach to incident command, the National Fire Service Incident Management System (IMS) Consortium was created in 1990. Its purpose was to evaluate an approach to developing a single command system. 

1. The Consortium developed as a result of the 1989 International Association of Fire Chiefs annual conference in Indianapolis, where a panel discussion was conducted on the merger possibilities. Based on comments from the audience, there appeared to be strong support for a merger. 

2. The consortium consisted of many individual fire service leaders, representatives of most major fire service organizations and representatives of federal, state and local agencies, including FIRESCOPE and the Phoenix Fire Department.

3. In July 1990, the Phoenix Fire Department hosted the first of a series of AdHoc Committee meetings with Phoenix and FIRESCOPE representatives, with staff assistance from the National Fire Academy. Additional AdHoc committee meetings were held at the National Fire Academy (September 1990) and Sacramento, California (January 1991).. As additional meetings occurred, more and more fire service organizations participated, thus increasing representation.

4. During the August 1991 meeting in Chesterfield, Virginia, the AdHoc Committee was re-organized into a more formalized organization. The organization selected the title “National Fire Service Incident Management System Consortium” to better describe the organization’s mission. An organizational chairperson was elected and committee chairpersons were assigned to three working committees.

5. During the February 1993 meeting in Houston, Texas, the Consortium made some adjustments in the organization structure and officers and completed its Constitution and By-Laws and initiated the process of incorporation. Also at the Houston Meeting, the Consortium completed the successful merger of ICS and FGC. The title “Incident Management System (IMS)” was chosen to identify the merger. Shortly thereafter, the incorporation was complete. The Consortium is incorporated as a 501(c)(3) non-profit corporation in the State of Texas.

6. In 1993, the IMS consortium completed its first document:  Model Procedures Guide for Structural Firefighting.  FIRESCOPE incorporated the model procedures, thereby enhancing its organizational structure with operational protocols. These changes enabled the nation's fire and rescue personnel to apply the same ICS regardless of what region of the country they were assigned to work.  

F. One of the significant outcomes of the consortium's work was an agreement on the need to develop operational protocols within ICS, so that fire and rescue personnel would be able to apply the ICS as one common system.  

1. Out of the IMS consortium the Incident Management System evolved.  IMS is the basis on which the ICS components of NIMS were built. 

2. The National Fire Academy (NFA), which had already adopted the FIRESCOPE ICS in 1980, incorporated this material into its training curriculum as well.

3. In 2000, the IMS was officially recognized and recommended by the National Fire Protection Association through its standard setting process.

G.  IMS is now widely used in the American, Canadian, British and Australian fire services (Buckle et al., 2000).

V. NIMS- National Incident Management System

A. Although it is important to recognize that NIMS is a more broad approach to emergency management operations it is vital that we recognize that one of the key elements of NIMS is the incident command system.

B. While in most ways NIMS Incident command system is the same as IMS, it is important to note that NIMS allows for the creation of an intelligence function in many ways related to the restriction and control of information. It is important to note this difference and think about the implications of it. 

Supplemental Considerations:

It may help students understand how ICS applies to different disciplines is they look through the training documents target at different audiences. Instructors should consider asking the students to research and report on the similarities and differences in the many other versions of ICS that exist. 

ICS for Law Enforcement http://training.fema.gov/EMIWeb/IS/is100LEa.asp
ICS for Hospitals http://training.fema.gov/EMIWeb/IS/is100HC.asp
ICS for Higher education http://training.fema.gov/EMIWeb/IS/IS100HE.asp
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