Session No. 17


Course Title: National Incident Management Systems

Session Title: Ongoing Management and Maintenance



Time: 2 hours


Objectives: (See Slide 17.2)

17.1 
Discuss HSPD-5 management and maintenance requirements

17.2 Discuss Management and maintenance concepts and principles

17.3 Review the activities of the National Integration Center (NIC)

17.4 Review NIMS Training and Exercise Programs


Scope:

In this session, the instructor will describe the management and maintenance requirement for NIMS in Homeland Security Presidential Directive-5 and how these requirements have been translated into the management and maintenance concepts and principles.  The class will review and discuss the activities and function of the NIMS Integration Center (NIC) and its role in supporting NIMS activities.  The class will discuss those training and exercise programs that have been developed and implemented for NIMS.

Readings: 

Student Reading: 

Homeland Security Presidential Directive HSPD-5. The White House. February 23, 2008.

http://www.dhs.gov/xabout/laws/gc_1214592333605.shtm#1
Department of Homeland Security. 2008. National Incident Management System (NIMS). NIMS Guidance Document. Pp. 75-79. http://www.fema.gov/pdf/emergency/nims/NIMS_core.pdf 

Instructor Reading: 

Homeland Security Presidential Directive HSPD-5. The White House. February 23, 2008.

http://www.dhs.gov/xabout/laws/gc_1214592333605.shtm#1
Department of Homeland Security. 2008. National Incident Management System (NIMS). NIMS Guidance Document. Pp. 75-79. http://www.fema.gov/pdf/emergency/nims/NIMS_core.pdf

General Requirements:

The instructor will facilitate a lecture using the remarks provided in this session and outside materials provided through the internet or otherwise (as indicated in this session).   The instructor will lead interactive discussions with students that call upon their personal knowledge and experience and from facts they have recalled from the assigned readings.  It is recommended that the modified experiential learning cycle be completed for objectives 17.1 – 17.4 at the end of the session. 


Objective 17.1: Discuss HSPD-5 management and maintenance requirements
Requirements: 

Conduct a quick review of materials presented in Session 7 concerning the key components of HSPD-5: purpose, policy and taskings given the DHS Secretary and others to develop NIMS. Introduce through lecture the HSPD-5 management and maintenance requirements. Facilitate student interactions to discuss and expand upon certain points within the topic of this objective. 

Remarks:

I. Purpose for HSPD-5 (See Slide 17.3) – “To enhance the ability of the United States to manage domestic incidents by establishing a single, comprehensive national incident management system.” 

II. Policy components: 

A. Coordination across all levels of government – HDPS-5 states, “The objective of the United States Government is to ensure that all levels of government across the Nation have the capability to work efficiently and effectively together, using a national approach to domestic incident management.”
B. Crisis management versus consequence management – “In these efforts, with regard to domestic incidents, the United States Government treats crisis management and consequence management as a single, integrated function, rather than as two separate functions.”

C. Designation of Secretary of Homeland Security as in charge – “The Secretary of Homeland Security is the principal Federal official for domestic incident management…responsible for coordinating Federal operations within the United States to prepare for, respond to, and recover from terrorist attacks, major disasters and other emergencies.” 
D. Conditions for when the DHS Secretary “shall coordinate the Federal Government's resources utilized in response to or recovery from terrorist attacks, major disasters, or other emergencies 
E. Roles and responsibilities of State and local authorities in “domestic incident management.

F. Private sector and nongovernmental roles “in preventing, preparing for, responding to, and recovering from terrorist attacks, major disasters, and other emergencies. 
G. Criminal jurisdiction and the role of the Attorney General. 

H. Coordination of Overseas Disasters.

I. White House Coordination.
J. DHS Reporting Requirements

K. Instructions and Exceptions for other Federal departments and agencies

III. Tasking Components 

A. Federal Departments and Agencies will cooperate.
B. DHS Secretary will create NIMS
C. The Secretary shall develop the National Response Plan.

IV. Management and Maintenance Requirements (See Slide 17.4)

A. HSPD-5 tasks the Secretary of the Department of Homeland Security with the development, implementation, management and maintenance of the National Response Framework (NRP) and the National Incident Management System (NIMS).

1. HSPD-5 notes, “The NRP will include rigorous requirements for continuous improvements from testing, exercising, experience with incidents, and new information and technologies.”

2. As part of the implementation of NIMS, HSPD-5 tasks the Secretary of the Department of Homeland Security to, “establish a mechanism for ensuring ongoing management and maintenance of the NIMS, including regular consultation with other Federal departments and agencies and with State and local governments.”

3. HSPD-5 instructs all Federal departments and agencies to adopt and maintain NIMS and “provide support and assistance to the Secretary in the development and maintenance of the NIMS.”

4. Ask the students: In reviewing HSPD-5, how much emphasis is placed on the management and maintenance of the National Response Framework (NRF) and the National Incident management System (NIMS)?  Do you think there is an appropriate degree of emphasis on the management and maintenance components or will these two components be considered an afterthought once the NRF and NIMS were implemented?

Objective 17.2: Discuss Management and maintenance concepts and principles
Requirements: The instructor will lead a brief discussion of the underlying concepts and principles for the management and maintenance component of the National Incident Management System (NIMS).

Remarks:

I. The NIMS document published in December 2008 states, “The Ongoing Management and Maintenance component of NIMS contains two subsections: the National Integration Center (NIC) and Supporting Technologies.”

II. Supporting Technologies were discussed in Session 15 of this course.

III. This Session will focus on the activities of the National Integration Center.

IV. The NIMS document published in December 2008 states, “The process for managing and maintaining NIMS ensures that all users and stakeholders—including all levels of government, functional disciplines, NGOs, and the private sector—are given the opportunity to participate in NIC activities. 

V. “The NIMS management and maintenance process relies heavily on lessons learned from actual incidents and incident management training and exercises, as well as recognized best practices across jurisdictions and functional disciplines.” (See Slide 17.5)

VI. The NIMS document identifies the following as “emergency management/response personnel: (See Slide 17.6)

A. Federal, State, territorial, tribal, substate regional, and local governments, 

B. Nongovernmental organizations, 

C. Private-sector organizations, 

D. Critical infrastructure owners and operators, 

E. All other organizations and individuals who assume an emergency management role.”

V. Ask the students: Does the NIMS document identify all of the parties that play a role in disaster response in this country?  If not, what other parties should be included in the list of response personnel involved in NIMS?

VI. NIMS Document Revision and Updating. (See Slide 17.7)

A. According to the NIMS document, “The NIMS document will be reviewed on a 2-year cycle and revised to incorporate new Presidential directives, legislative changes, and procedural changes based on lessons learned from exercises, actual incidents, and planned events. Proposed changes to NIMS will be submitted to the NIC (National Integration Center) for consideration, approval, and publication.

B. “The (DHS) Secretary is responsible for publishing revisions and modifications to NIMS-related documents, including supplementary standards, procedures, and other materials, and will do so with regular consultation with other Federal departments and agencies and State and local governments.

C. Ask the students:  What revisions and/or updates do they think will be included in future revisions of the NIMS document?

Objective 17.3: Review the activities of the National Integration Center (NIC)

Requirements:  The instructor will lead a discussion of the purpose of the National Integration Center (NIC), NIC responsibilities in the management and maintenance of NIMS and what components comprise the NIC.

Remarks:

I. Purpose of the National Integration Center (NIC): (See Slide 17.8)

a. According to the NIMS document, “The (DHS) Secretary established the NIC to serve as an informational assistance resource for government agencies at all levels, NGOs, and the private sector that are implementing NIMS. 

b. “The NIC provides strategic direction for and oversight of NIMS, supporting routine maintenance and continuous refinement of the system and its components over the long term. 

c. “The NIC solicits participation from Federal departments and agencies; State, tribal, and local governments; and emergency management/response personnel including those from NGOs and the private sector. 

d. “Revisions to NIMS and other issues can be proposed by all NIMS users (including Federal, State, tribal, substate regional, and local governments, as well as the private sector, voluntary organizations, academia, nonprofit organizations, and other NIMS-related professional associations).

e. “Additionally, the NIC administers NIMS compliance requirements, facilitates the development of guidance standards for typing and credentialing, supports NIMS training and exercises, and manages the publication of various NIMS-related materials.”

f. Ask the students: Why centralize all of the above functions in the NIC?
II. NIC Responsibilities: (See Slide 17.9)

a. The NIMS document identifies four areas of responsibility for the NIC:

i. Administration and Compliance

ii. Standards and Credentialing

iii. Training and Exercise Support

iv. Publication Management

b. Administration and Compliance: (See Slide 17.10)

i. The NIMS document outlines a series of objectives that the NIC is responsible for in order to “manage ongoing administration and implementation of NIMS, including specification of compliance measures, the NIC is responsible for working toward the following:

1. “Developing and maintaining a national program for NIMS education and awareness, including specific instruction on the purpose and content of this document and NIMS in general.

2. “Promoting compatibility between national-level standards for NIMS and those developed by other public, private, and professional groups.

3. “Facilitating the establishment and maintenance of a documentation and database system related to qualification, certification, and credentialing of emergency management/response personnel and organizations that includes reviewing and approving discipline-specific requirements (with input from Federal, State, tribal, local, private-sector, nongovernmental, and national professional organizations, as appropriate).

4. “Developing assessment criteria for the various components of NIMS, as well as compliance requirements and timelines for Federal, State, tribal, and local governments regarding NIMS standards and guidelines.

5. “Integrating into the national research and development (R&D) agenda—in coordination with the Department of Homeland Security (DHS) Under Secretary for Science and Technology—the NIMS-related science and technology needs of departments, agencies, disciplines, NGOs, and the private sector operating within NIMS.”

ii. Ask the students: How does the Department of Homeland Security (DHS) and the Federal Emergency Management System (FEMA) effectively fulfilled above stated responsibilities?
c. Standards and Credentialing: (See Slide 17.11)

i. According to the NIMS document, “The NIC will work with appropriate standards development organizations (SDOs) to ensure the adoption of common national standards and credentialing systems that are compatible and aligned with the implementation of NIMS. 
ii. “Identification, adoption, and development of common standards and credentialing programs include the following: 

1. “Facilitating the development and publication of national standards, guidelines, and protocols for the qualification, licensure, and certification of emergency management/response personnel, as appropriate.

2. “Reviewing and approving discipline-specific qualification and certification requirements (with input from Federal, State, tribal, local, nongovernmental, private-sector, and national professional organizations, as appropriate).

3. “Establishing a data maintenance system to provide incident managers with the detailed qualification, experience, and training information needed to credential personnel for prescribed national incident management positions.

4. “Coordinating minimum professional certification standards and facilitating the design and implementation of a nationwide credentialing system.

5. “Facilitating—with input from Federal, State, tribal, local, nongovernmental, private-sector, and national professional organizations—the establishment of standards for the performance, compatibility, and interoperability of incident management equipment and communications systems, including the following:

a. “Facilitating the development and publication of national standards, guidelines, and protocols for equipment certification, including the incorporation of existing standards and certification programs used by incident management and emergency response organizations nationwide.

b. “Reviewing and approving lists of equipment that meet these established equipment certification requirements.

c. “Collaborating with organizations responsible for emergency-responder equipment evaluation and testing.

6. “Facilitating the development and issuance of national standards for resource typing.

7. “Facilitating the definition and maintenance of the information framework required for the development of NIMS information systems, including the development of data standards.

8. “Coordinating the establishment of technical and technology standards for NIMS users in concert with the DHS Under Secretary for Science and Technology and recognized SDOs.”

9. Ask the students: What role does the NIC play in the development and promotion of national standards incident command and emergency response?

Supplemental Information

According to the NIMS document, “The NIC recommends that State and local governments voluntarily adopt the following National Fire Protection Association (NFPA) standards: NFPA 1600, “Standard on Disaster/Emergency Management and Business Continuity Programs,” and NFPA 1561, “Standard on Emergency Services Incident Management System.” These standards, if adopted by the jurisdiction, can assist in NIMS implementation. For information regarding the latest NIC-recommended standards, please visit the NIMS guidance section of the NIC Web site. Other standards may be issued periodically by the NIC and recommended for voluntary adoption.”

NFPA 1600 - http://www.nfpa.org/assets/files/pdf/nfpa1600.pdf
NFPA 1561 - http://www.nfpa.org/AboutTheCodes/AboutTheCodes.asp?DocNum=1561&cookie%5Ftest=1


Supplemental Information

NIMS Standards Development
A fundamental responsibility of the NIC Incident Management Systems Integration (IMSI) Division is to adopt existing standards that are consistent with NIMS doctrine and recommend those standards for voluntary adoption to State and local jurisdictions as guidance in fully implementing NIMS. 

The IMSI Division's standard review process is conducted by a multidisciplinary field-based Practitioner Working Group (PWG) and Technical Working Group (TWG) to ensure the adopted NIMS standards are relevant, implementable, and useful in implementing NIMS. Results of the PWG and TWG review processes are captured in the NIMS Recommended Standards List (RSL). 

By adopting these voluntary consensus standards and recommending their adoption by State and local governments, the IMSI Division provides guidance and direction to first responders by further defining NIMS and providing established standards to build their incident management policies and programs around.

Coordination with standards development organizations (e.g., ANSI, ASTM, OASIS, etc.), the DHS Science and Technology Directorate (S&T) Office for Standards, Testing, and Evaluation, and DHS S&T Office for Command, Control, and Interoperability are key to the IMSI Division's success in standards and interoperability work.

DHS S&T maintains a National Standard List, which is populated by standards used by and in support of DHS program offices. As standards recommended for use in implementing NIMS are added to the NIMS RSL, they are usually submitted to S&T for consideration as DHS adopted standards. The list of standards adopted by DHS can be found at the following Web site: www.dhs.gov/xfrstresp/standards/editorial_0420.shtm
· NG 0004: National Incident Management System (NIMS) Communications and Information Management Standards [01/09] (PDF 251KB)

· NG 0005: National Incident Management System (NIMS) Preparedness and Incident Management Standards [1/08] (PDF 270KB, TXT 5KB)

· NG 0006: General Standards Overview [7/08] (PDF 67KB, TXT 13KB)

· NIMS Recommended Standards List [01/09] (PDF 174KB)

NIMS Standards Case Studies:

· Emergency Dispatch in Alameda County, CA [8/08] (PDF 482KB, TXT 12KB)

· Responder Authentication [8/08] (PDF 464KB, TXT 16KB)

· Houston Regional Information Sharing [8/08] (PDF 480KB, TXT 13KB)

· Los Angeles Regional Interoperability [7/08] (PDF 1000KB, TXT 17KB)

NIMS Standard Quarterly Briefs:

· NIMS Standard Quarterly Briefs [12/08] (PDF 549KB)

· NIMS Standard Quarterly Briefs [9/08] (PDF 363KB, TXT 7KB)

· NIMS Standard Quarterly Briefs [6/08] (PDF 380KB, TXT 7KB)

· NIMS Standard Quarterly Briefs [3/08] (PDF 388KB, TXT 14KB)

Source: FEMA, http://www.fema.gov/emergency/nims/OngoingMngmntMaint.shtm

d. Training and Exercise Support (See Slide 17.12)

i. The NIMS document states, “To lead the development of training and exercises that further appropriate agencies’ and organizations’ knowledge, adoption, and implementation of NIMS, the NIC will coordinate with them to do the following:

1. “Facilitate the definition of general training requirements and the development of national-level training standards and course curricula associated with NIMS, including the following:

a. “The use of modeling and simulation capabilities for training and exercise programs.

b. “Field-based training, specification of mission-essential tasks, requirements for specialized instruction and instructor training, and course completion documentation for all NIMS users.

c. “The review and recommendation (in coordination with Federal, State, tribal, local, nongovernmental, private-sector, and national professional organizations) of discipline-specific NIMS training courses.

2. “Facilitate the development of national standards, guidelines, and protocols for incident management training and exercises, including consideration of existing exercise and training programs at all jurisdictional levels.

3. “Facilitate the development of training necessary to support the incorporation of NIMS across all jurisdictional levels.

4. “Establish and maintain a repository for reports and lessons learned from actual incidents, training, and exercises, as well as for best practices, model structures, and processes for NIMS-related functions.”

ii. Ask the students: What is the difference between what the NIC does involving training and exercise support and the work done by training and exercise personnel working in a state emergency management agency?
e. Publication Management (See Slide 17.13)
i. According to the NIMS document, “Publication management for NIMS includes:

1. “The development of naming and numbering conventions, 

2. “The review and certification of publications, 

3. “Development of methods for publications control, 

4. “Identification of sources and suppliers for publications and related services, 

5. “management of publication distribution, and

6. “Assurance of product accessibility.

ii. “NIMS publication management includes the following types of products:

1. “Qualifications information.

2. “Training course and exercise information.

3. “Task books.

4. “Incident Command System training, forms, and templates (and other necessary forms).

5. “Job aids and guides.

6. “Computer programs.

7. “Audio and video resources.

8. “Best-practices manuals/models/recommendations.

iii. “To manage NIMS-related publications, the NIC will coordinate with appropriate agencies and organizations and take the lead on the following:

1. “Facilitating the establishment and maintenance of a publication management system for NIMS-related publications and materials, including the development or coordination of general publications for all NIMS users.

2. “Issuing documents or information by means of the NIMS publication management system.

3. “Facilitating the development and publication of standardized templates and materials, such as supplementary documentation and desk guides, to support the implementation and continuous refinement of NIMS.

4. “Reviewing discipline-specific publication management requirements (with input from Federal, State, tribal, and local governments, as well as nongovernmental, private-sector, and national professional organizations).”

iv. Ask the students: Why is it important that NIMS related publications be easily available and accessible to the emergency management community?

III. NIC Functions (See Slide 17.14)

a. According to the FEMA website, the NIC’s key functions include:
i. “Ensures management and maintenance of the National Incident Management System (NIMS) and the National Response Framework (NRF).

ii. “Develops training curricula guidelines, exercise conduct and evaluation guidance, and approve subcomponent procedures.

iii. “Institutionalizes training.

iv. “Integrates and coordinates training and exercise missions, programs, and activities across FEMA to ensure emergency management and response personnel are prepared to respond to all-hazards incidents.

v. “Provides internal coordination for the National Preparedness Directorate, the Federal Emergency Management Agency, and the Department of Homeland Security.

vi. “Provides training and exercise technical assistance to stakeholders at the Federal, State, and local levels.

vii. “Conducts training and exercises and ensure lessons learned from these activities are applied in future preparedness efforts.

viii. “Operationalizes the requirements of Homeland Security Presidential Directive # 5 and #8, including conducting executive outreach to align nationwide capabilities to focus on national priorities.”

b. According to FEMA, “The NIC accomplishes its mission and functions through the following five component offices:
i. Incident Management Systems Integration (IMSI)
1. “Oversees response policy by maintaining, revising, and disseminating the National Incident Management System (NIMS), the National Response Framework (NRF), and related materials”

2. This function serves as a repository of information concerning NIMS including:

a. Information and Documents

b. NIMS Components

c. NMS Implementation & Compliance Guide

d. Briefings, Trainings and Other Resources

3. Included in the Information and Documents section are:

a. About the National Incident Management System (NIMS)

b. NIMS Document

c. NIMS Brochure

d. National Response Framework Resource Center

e. Related Guides, Annexes and Documents (See Supplemental Information)


Supplemental Information

Supporting Guides and Documents
· Emergency Responder Field Operating Guide (ERFOG) [08] (PDF ?MB, TXT ?KB) [coming soon]

· FEMA Comprehensive Preparedness Guide, CPG 101 [8/08] 

· ICS Core Competencies - Final [9/07] (PDF 2618KB, TXT 153KB) 

· National Emergency Communications Plan 

· National Incident Management System (NIMS) Basic Guidance for Public Information Officers (PIOs) [11/07] (PDF 385KB, TXT 40KB) 

· National Preparedness Guidelines [9/07] (PDF 560KB) 

· National Strategy for Homeland Security [10/07] 

· NIMS Appendix B: Incident Command System [12/08] (PDF 2419KB)

· NIMS Five-Year Training Plan [2/08] (PDF 529KB, TXT 147KB)

· NIMS Implementation Plan Template for Federal Departments and Agencies (DOC 201KB, TXT 26KB) 

· NIMS Recommended Standards List [1/08] (PDF 41KB, TXT 10KB)

· NG 0001: National NIMS Resource Typing Criteria [3/07] (PDF 88KB, TXT 11KB) 

· NG 0002: National Credentialing Definition and Criteria [3/07] (PDF 359KB, TXT 9KB) 

· NG 0004: National Incident Management System (NIMS) Communications and Information Management Standards [1/08] (PDF 50KB, TXT 14KB)

· NG 0005: National Incident Management System (NIMS) Preparedness and Incident Management Standards [1/08] (PDF 270KB, TXT 5KB)

· NG 0006: General Standards Overview [7/08] (PDF 67KB, TXT 13KB)

· Proclamation Implementing the NIMS, Pennsylvania [12/04] (PDF 715KB, TXT 3KB) 

· Sample NIMS Executive Order - California (TXT 4KB) 

Source: NIMS Resource Center, http://www.fema.gov/emergency/nims/RelatedDocuments.shtm

4. Included in the NIMS Components section are:

a. Preparedness

b. Communications & Information Management

c. Resource Management

d. Command & Management

e. Ongoing Management & Maintenance

5. Included in the NIMS Implementation & Compliance Guidance section are:

a. Implementation and Compliance Guidance by FY

b. Implementation and Compliance Guidance for Stakeholders

c. NIMS Compliance and Systems Support Tool (NIMSCAST)

d. Grants Information

6. Included in the Briefings, Trainings and Other Resources section are:

a. NIMS Briefings

b. NIMS Alerts  (See Supplemental Information) and FAQs

c. NIMS Training

d. ICS Resource Center

e. Smart Practices and Lessons Learned (See Supplemental Information)


Supplemental Information

Examples on NIMS Alerts Disseminated from 2007-2009

2009:
· NIMS Alert 08-09: All-Hazard Position-specific Train-the-Trainer Announcement and the Five-Year NIMS Training Plan [10/09] (PDF 28KB, TXT 3KB)

· NIMS Alert 07-09: Vendor-provided NIMS ICS Course and Instructor Validation and Certification [10/09] (PDF 25KB, TXT 2KB)

· NIMS Alert 06-09: NIMS and Use of Plain Language [9/09] (PDF 208KB, TXT 3KB)

· NIMS Alert 05-09: Guidance for NIMS Resource Typing of Law Enforcement Patrol Teams (Strike Teams) [7/09] (PDF 168KB, TXT 3KB)

· NIMS Alert 04-09: Five-Year NIMS Training Plan and Fiscal Year 2009 NIMS Implementation [6/09] (PDF 22KB, TXT 1KB)

· NIMS Alert 03-09: Updated Emergency Medical Services (EMS) Resource Typing Definitions and Job Titles [3/09] (PDF 212KB, TXT 2KB)

· NIMS Alert 02-09: The National Preparedness Directorate Release of Public Health and Medical Resource Typing Definitions and Job Titles [01/09] (PDF 27KB, TXT 3KB)

· NIMS Alert 01-09: NIMS Supporting Technology Evaluation Program (NIMS STEP) [01/09] (PDF 27KB, TXT 3KB)

2008:
· NIMS Alert 08-08: NIMS ICS Simulation Exercise Program for Multi-Discipline Emergency Responders [8/08] (PDF 36KB, TXT 3KB)

· NIMS Alert 07-08: FY2008 and FY2009 NIMS Implementation Objectives for Healthcare Organizations [6/08] (PDF 47KB, TXT 3KB)

· NIMS Alert 06-08: NIMS Compliance Objectives States and Territories: Correction [3/08] (PDF 25KB, TXT 1KB)

· NIMS Alert 05-08: NIMS Draft Intelligence/Investigations Function Guidance Document and Field Operations Guide [3/08] (PDF 23KB, TXT 1KB)

· NIMS Alert 04-08: FY 2008 NIMS Compliance Objectives and Metrics [2/07] (PDF 32KB, TXT 2KB)

· NIMS Alert 03-08: Online Training for National Response Framework [2/08] (PDF 40KB, TXT 3KB)

· NIMS Alert 02-08: National Incident Management System Incident Resource Inventory System (NIMS-IRIS) Update Release – Version 2.1 [2008] (PDF 34KB, TXT 2KB)

· NIMS Alert 01-08: NIMS Communications and Information Management Standards [1/08] (PDF 33KB, TXT 1KB)

2007:
· NIMS Alert 36-07: Updated IS-100 and IS-200 Classroom-Delivered Final Exams [12/07] (PDF 26KB, TXT 1KB)

· NIMS Alert 35-07: Basic Guidance for Public Information Officers (PIOs) [12/07] (PDF 32KB, TXT 2KB)

· NIMS Alert 34-07: FY2007-2008 NIMS Compliance [12/07] (PDF 25KB, TXT 2KB)

· NIMS Alert 33-07: Proposed Credentialing Job Titles for the Medical and Public Health Disciplines [12/07] (PDF 24KB, TXT 1KB)

· NIMS Alert 32-07: Updated Animal Emergency Response Credentialing Job Titles [10/07] (PDF 28KB, TXT 6KB)

· NIMS Alert 31-07: NIMS Clarity [9/07] (PDF 23KB, TXT 2KB)

· NIMS Alert 30-07: NIMS IRIS Update [9/07] (PDF 26KB, TXT 2KB)

· NIMS Alert 29-07: NIMS Five-Year Training Plan [9/07] (PDF 24KB, TXT 1KB)

· NIMS Alert 28-07: Finalized ICS Core Competencies [9/07] (PDF 24KB, TXT 1KB)

· NIMS Alert 27-07: Basic Guidance for Public Information Officers (PIOs) [8/07] (PDF 24KB, TXT 1KB)

· NIMS Alert 26-07: NIMS Intrastate Mutual Aid Course - Now Online [8/07] (PDF 36KB, TXT 1KB)

· NIMS Alert 25-07: The Incident Management Systems Division Releases Updated Bomb Squad and SWAT/Tactical Team Resource Typing Definitions [8/07] (PDF 24KB, TXT 1KB)

· NIMS Alert 24-07: Updated Emergency Medical Services (EMS) Job Titles [7/07] (PDF 25KB, TXT 2KB)

· NIMS Alert 23-07: NIMSCAST Updated Features [7/07] (PDF 35KB, TXT 2KB)

· NIMS Alert 22-07: Public Information Officer NIMS Implementation Workshops Postponed [7/07] (PDF 24KB, TXT 1KB)

· NIMS Alert 21-07: New Animal Emergency Response Job Titles [7/07] (PDF 29KB, TXT 6KB)

· NIMS Alert 20-07: Release of the IRIS [6/07] (PDF 29KB, TXT 2KB)

· NIMS Alert 19-07: IS-100.SC Introduction to the Incident Command System, I-100 for schools [6/07] (PDF 32KB, TXT 1KB)

· NIMS Alert 18-07: Updated Public Works Credentialing Job Titles [6/07] (PDF 31KB, TXT 6KB)

· NIMS Alert 17-07: The Incident Management Systems Division Releases the draft Emergency Responder Field Operating Guide [6/07] (PDF 24KB, TXT 2KB)

· NIMS Alert 16-07: New Job Titles for FireHazmat Personnel [5/07] (PDF 26KB, TXT 2KB)

· NIMS Alert 15-07: Pathfinder Task Forces [5/07] (PDF 31KB, TXT 6KB)

· NIMS Alert 14-07: NIMS Implementation Workshop [12/06] (PDF 39KB, TXT 6KB)

· NIMS Alert 13-07: NIMSCAST and Corrective Action Plan NIMS Guide Release [4/07] (PDF 45KB, TXT 4KB)

· NIMS Alert 12-07: NIMS Guides [3/07] (PDF 24KB, TXT 2KB)

· NIMS Alert 11-07: Credentialing [3/07] (PDF 25KB, TXT 2KB)

· NIMS Alert 10-07: Resource Typing [3/07] (PDF 24KB, TXT 2KB)

· NIMS Alert 09-07: NIMS ICS-300 and ICS-400 Training Requirements [3/07] (PDF 43KB, TXT 9KB)

· NIMS Alert 08-07: Revised Bomb Squad Resource Typing Definitions [3/07] (PDF 27KB, TXT 5KB)

· NIMS Alert 07-07: Revised SWAT/Tactical Team Resource Typing [3/07] (PDF 27KB, TXT 5KB)

· NIMS Alert 06-07: Electronic Certificates [3/07] (PDF 32KB, TXT 3KB)

· NIMS Alert 05-07: Compliant Courses [3/07] (PDF 26KB, TXT 2KB)

· NIMS Alert 04-07: National Incident Management System (NIMS) Integration Center Announces ICS Core Competencies [2/07] (PDF 40KB, TXT 7KB)

· NIMS Alert 03-07: National Incident Management System (NIMS) Integration Center NIMS Compliance requirements for Local Emergency Planning Committee's [3/07] (PDF 33KB, TXT 2KB)

· NIMS Alert 02-07: NIMS Implementation Workshop Postponed [2/07] (PDF 27KB, TXT 4KB)

· NIMS Alert 01-07: NIMS Recommended Standards Fact Sheet [1/07] (PDF 26KB, TXT 3KB)

Source: NIMS Resource Center, http://www.fema.gov/emergency/nims/NIMSalerts.shtm


Supplemental Information

Smart Practices and Lessons Learned

· NIMS Smart Practices in Kentucky: A Focus on Law Enforcement, Homeland Security, NIMS and ICS [3/06] (PDF 22KB, TXT 6KB)

· NIMS Compliance Law Enforcement Training in Kentucky (WMV 7MB, Transcript (TXT) 10KB)

· NIMS Smart Practice from Allegany County, MD [5/06] (PDF 47KB, TXT 6KB)

· Harris County, Texas, Citizen Corps Response to Hurricane Katrina/Lessons Learned [8/06] (PDF 199KB, TXT 14KB)

NIMS Standards Case Studies:

· Emergency Dispatch in Alameda County, CA [8/08] (PDF 482KB, TXT 12KB)

· Responder Authentication [8/08] (PDF 464KB, TXT 16KB)

· Houston Regional Information Sharing [8/08] (PDF 480KB, TXT 13KB)

· Los Angeles Regional Interoperability [7/08] (PDF 1000KB, TXT 17KB)

Source: NIMS Resource Center, http://www.fema.gov/emergency/nims/SmartPracticesLessonsLearned.shtm

f. Forms/Job Aids. Tools & Templates

g. Glossary/Acronyms

h. Additional Resources

ii. Training and Exercise Integration (TEI) Division
1. “Responsible for coordinating NIC training, education, and exercise functions across FEMA, DHS, and the Federal Interagency”

2. National Training Program

a. “The National Training Program (NTP) provides an organized approach to training for emergency managers and emergency response providers across the Nation that supports the National Preparedness Guidelines. 
b. “The NTP will provide policy, guidance, and tools that address training design, development, delivery, and evaluation, as appropriate. 
c. “The NTP will support the development, promulgation, and regular updating, as necessary, of national voluntary consensus standards for training; and ensure that the training provided under the NTP is consistent with the standards.”
3. FEMA Training Organizations

a. “The Emergency Management Institute (EMI) serves as the national focal point for the development and delivery of emergency management training to enhance the capabilities of federal, state, local, and tribal government officials, volunteer organizations, and the public and private sectors to minimize the impact of disasters.

b. “Training and Exercise Integration/ Training Operations (TEI/TO) serves the Nation's first responder community, offering more than 125 courses to help build critical skills that responders need to function effectively in mass consequence events. 

i. “TEI/TO primarily serves state, local, and tribal entities in 10 professional disciplines, but has expanded to serve private sector and citizens in recognition of their significant role in domestic preparedness. 

ii. “TEI/TO draws upon a diverse group of training providers, also referred to as training partners, to develop and deliver TEI/TO approved training courses. 

iii. “These training providers include the National Domestic Preparedness Consortium (NDPC), the Rural Domestic Preparedness Consortium (RDPC), the Naval Postgraduate School (NPS), and Center for Domestic Preparedness (CDP), among others. 

iv. “TEI/TO also provides oversight to the Competitive Training Grants Program (CTGP) which awards funds to competitively selected applicants to develop and deliver innovative training programs addressing high priority national homeland security training needs.

c. The National Fire Academy (NFA) is the training delivery arm of the United States Fire Administration (USFA).

4. Search capabilities for training programs including:

a. By Audience
i. Individuals (Citizens, homeowners, pet owners)

ii. Emergency Managers (Emergency Personnel, Government Personnel)

iii. Businesses and Farmers
iv. Teachers
v. Tribal Representatives
vi. Volunteer Agencies
b. By Topic
i. Continuity of Operation (COOP)
ii. Cooperating Technical Partners (CTP)
iii. Emergency Management
iv. Environment and Historic Preservation (EHP)
v. Exercises
vi. Flood Hazard Mapping (FHM)
vii. Floodplain Management
viii. HAZUS
ix. National Dam Safety Program (NDSP)
x. National Earthquake Hazards Reduction Program (NEHRP)
xi. National Flood Insurance Program (NFIP)
xii. National Incident Management System (NIMS)
xiii. Natural Hazards Mitigation Planning
xiv. Tribal
iii. National Exercise Division (NED)
1. “Provides exercise and evaluation policy and planning support to FEMA, DHS, the Federal Interagency, as well as State and local stakeholders.”

2. Homeland Security Exercise and Evaluation Program

a. “The Homeland Security Exercise and Evaluation Program (HSEEP) is a capabilities and performance-based exercise program that provides a standardized methodology and terminology for exercise design, development, conduct, evaluation, and improvement planning. 

b. “The Homeland Security Exercise and Evaluation Program (HSEEP) constitutes a national standard for all exercises. 

c. “Through exercises, the National Exercise Program supports organizations to achieve objective assessments of their capabilities so that strengths and areas for improvement are identified, corrected, and shared as appropriate prior to a real incident.

d. “The HSEEP is maintained by the Federal Emergency Management Agency’s National Preparedness Directorate, Department of Homeland Security.”

e. Additional information concerning HSEEP is provided in Objective 17.4 of this Session. 


iv. Center for Domestic Preparedness (CDP)
1. “Federal training center responsible for the delivery of high-quality, comprehensive preparedness training for the Nation’s emergency responders”

2. “The CDP develops and delivers training for emergency response providers from state, local, and tribal governments and, when appropriate, the federal government, foreign governments, and private entities.
3. “The CDP’s interdisciplinary resident and nonresident training courses promote greater understanding among the following diverse responder disciplines: 

a. Emergency Management, 

b. Emergency Medical Services, 

c. Fire Service, 

d. Governmental Administrative, 

e. Hazardous Materials, 

f. Healthcare, 

g. Law Enforcement, 

h. Public Health, 

i. Public Safety Communications, and 

j. Public Works.  

4. “At the Chemical, Ordnance, Biological and Radiological Training Facility (COBRATF), the CDP offers the only program in the nation featuring civilian training exercises in a true toxic environment, using chemical agents. 

5. “The advanced, hands-on training enables responders to effectively respond to real-world incidents involving chemical, biological, explosive, radiological, or other hazardous materials. 

6. “Responders from all 50 states, the District of Columbia, and all U.S. territories have trained at the CDP. The scope of training includes preparedness, deterrence, and response.  

7. “On March 31, 2007, the Noble Training Facility (NTF) was integrated into the CDP training center. In 1999, the former Noble Army Hospital was converted into a training site for health and medical education in disasters, to include both acts of terrorism and manmade disasters. The NTF is the only hospital facility in the United States dedicated to training hospital and healthcare professionals in disaster preparedness and response.”
v. Emergency Management Institute (EMI)
1. “Maintains responsibility for emergency management training by developing and conducting courses for Federal officials, first responders, and the public.”

2. “EMI promotes integrated emergency management principles and practices through application of the National Response Framework, National Incident Management System, and an all hazards approach. 

3. “EMI offers a full spectrum emergency management curriculum with more than 400 courses available to the integrated emergency management community, which includes: 

a. FEMA staff and disaster employees; 

b. Federal partners; State, Tribal, and local emergency managers; 

c. Volunteer organizations; and 

d. First responders from across the Nation. 

4. “EMI supports international emergency management with more than 50 countries participating in EMI’s training and educational activities through the years, both in residence and through internationally deployed training teams.

5. “EMI also enjoys close relations with several nationally recognized professional emergency management and related organizations and has interfaced with them through training, conferences, and exercises. Some of these significant organizations include:

a. The International Association of Emergency Managers (IAEM), 

b. National Emergency Management Association (NEMA), 

c. Association of State Flood Plain Managers (ASFPM), 

d. American Public Works Association (APWA), 

e. American Society of Civil Engineers (ASCE), and 

f. American Society of Engineering Management (ASEM). 

6. “EMI is fully accredited by the International Association for Continuing Education and Training (IACET) and the American Council on Education (ACE). 

7. “In 2007, EMI delivered 514 resident courses at the NETC campus training 14,565 individual students. 

8. “The EMI Independent Study (IS) Program, a Web-based distance learning program open to the public, delivered extensive online training from 62 courses and trained more than 2.8 million individuals. 

9. “The EMI IS Web site receives 2.5 to 3 million visitors a day. Nineteen new courses were added to the curriculum this past year alone. 

10. “A vital asset to FEMA’s disaster operations is the Disaster Field Training Operation (DFTO), implemented by EMI. In 2007 alone, the DFTO trained 24,950 disaster response employees and volunteers directly at disaster sites throughout the United States.”

11. Examples of the types of courses offered at EMI are presented in the Supplemental Information section.

12. Ask the Students: In the future will all EMI courses be taught on-line? Why or why not?


Supplemental Information

Examples of Recent New Course Offerings at the Emergency Management Institute (EMI)

EMI Course and Reference Material News

1/27/10 Training Opportunity 823 - E361 Multi-Hazard Emergency Planning for Schools 

1/27/10 Training Opportunity 824 - E155 Building Design for Homeland Security 

1/27/10 Bulletin 825 - G-434.A Earthquake Safety for Schools 

1/15/10 IS-703.a NIMS Resource Management Course 

12/10/09 2009 EMI Gram 821: Course: National Incident Management System (NIMS) Incident Command System (ICS) All-Hazards Position Specific Class Offerings 

12/10/09 2009 EMI Gram 820: Course: E170 HAZUS Multi-Hazard (MH) for Hurricane 

12/9/09 2009 EMI Gram: G291 – Joint Information System/Joint Information Center Planning for Tribal, State and Local Public Information Officers 

12/9/09 2009 EMI Gram: G289 – Public Information Officer (PIO) Awareness Course 

12/9/09 2009 EMI Gram: G290 - Basic Public Information Officer Training 

12/7/09 IS-701.a NIMS Multiagency Coordination System (MACS) Course 

11/24/09 Recruitment Notice - Course: E361 Multi-Hazard Emergency Planning for Schools 

11/23/09 IS-547.a Introduction to Continuity of Operations 

11/13/09 Course: E124 – Emergency Management Accreditation Program (EMAP) Assessor Training 

11/13/09 Course: E123 – Emergency Management Accreditation Program (EMAP) Accreditation/Assessment Manager Orientation 

11/3/09 2009 EMI Gram: 813 - Course: E/L 581 Emergency Management Operations for Tribal Governments 

Source: FEMA, http://training.fema.gov/

IV. Tools and Information Resources 

a. Lessons Learned Information Sharing (LLIS) – “A national on-line network of lessons learned and best practices designed to support emergency response providers and homeland security officials.  LLIS.gov enhances national preparedness by allowing response professionals to tap into a wealth of validated front-line expertise on effective planning, training, equipping, and operational practices for homeland security.”

b. Responder Knowledge Base (RKB) - Provides emergency responders, purchasers, and planners with a trusted, integrated, on-line source of information on products, standards, certifications, grants, and other equipment-related information.    

17.5 Objective 17.4: Review NIMS Training and Exercise Programs (See Slide 17.16)

Requirements:  The instructor will lead a review of NMS Training and Exercise Programs.

Remarks: 

I. FEMA’s Five-Year NIMS Training Plan
A. According to FEMA, “A critical tool in promoting the nationwide implementation of NIMS is a well-developed training program that facilitates NIMS training throughout the Nation, growing the number of adequately trained and qualified emergency management/response personnel. 

B. “Closely related to the training, core competencies will form the basis of the training courses’ learning objectives and personnel qualifications that validate proficiency. 

C. “The Incident Management Systems Integration Division is charged with the development of NIMS core competencies, training courses, and personnel qualifications. 

D. “Released in February 2008, the Five-Year NIMS Training Plan describes:

1. “The operational foundations of these efforts; 

2. “Defines NIMS core competencies, training courses, and personnel qualifications as part of the National Training Program for NIMS; 

3. “Assembles and updates the training guidance for available NIMS courses (organized as a core curriculum); and 

4. “Lays out a plan for the next five years to continue development of the National Training Program.

E. “The Five-Year NIMS Training Plan compiles the NIC’s existing and ongoing development of NIMS training and guidance for personnel qualification. Previous guidance on NIMS training has been updated and is issued as appendixes of this document. 

F. “The National Training Program for NIMS will develop and maintain a common national foundation for training and qualifying emergency management/response personnel. To accomplish this, the Five-Year NIMS Training Plan describes a sequence of goals, objectives, and action items that translates the functional capabilities defined in NIMS into positions, core competencies, training, and personnel qualifications.”

G. FEMA offers a full suite of NIMS training courses both in the classroom at EMI and on-line.  In addition, state training programs provide NIMS training courses.  Topics covered include:

1.  IS-100.a - Introduction to the Incident Command System
2. IS-100.HC - Introduction to the Incident Command System for Healthcare/Hospitals
3. IS-100.LEa - Introduction to the Incident Command System for Law Enforcement
4. IS-100.PWa - Introduction to the Incident Command System for Public Works Personnel
5. IS-100.SCa - Introduction to the Incident Command System for Schools
6. IS-200.a - ICS for Single Resources and Initial Action Incidents
7. IS-200.HC - Applying ICS to Healthcare Organizations
8. IS-700.A - National Incident Management System (NIMS), An Introduction
9. IS-701 - NIMS Multiagency Coordination System
10. IS-702 - NIMS Public Information Systems
11. IS-703 - NIMS Resource Management
12. IS-706 - NIMS Intrastate Mutual Aid, An Introduction
13. IS-800.B - National Response Framework, An Introduction

Supplemental Information

NIMS Courses
To determine what level of training an individual needs according to his or her level of responsibility during a multijurisdiction, multiagency, multidiscipline incident, refer to the NIMS Five-Year Training Plan [2/08] (PDF 529KB, TXT 147KB).

Fact Sheets:
· ICS-100 Fact Sheet [3/07] (PDF 28KB, TXT 2KB)

· ICS-200 Fact Sheet [3/07] (PDF 28KB, TXT 3KB)

· ICS-300 Fact Sheet [3/07] (PDF 28KB, TXT 2KB)

· ICS-400 Fact Sheet [3/07] (PDF 28KB, TXT 2KB)

· IS-700.A NIMS Fact Sheet [3/07] (PDF 16KB, TXT 3KB)

· IS-701 NIMS Multiagency Coordination System Fact Sheet [3/07] (PDF 16KB, TXT 3KB)

· IS-702 NIMS Public Information Systems Fact Sheet [3/07] (PDF 16KB, TXT 3KB)

· IS-703 NIMS Resource Management Fact Sheet [3/07] (PDF 16KB, TXT 3KB)

ICS-300 and ICS-400 courses are courses conducted in a classroom. Both the Emergency Management Institute and the National Fire Academy sponsor NIMS-compliant ICS-300 and 400 training. Please contact your local or State Emergency Management Agency or State Fire Academy for details about when and where these courses will be available. 

Emergency Management Institute
The Emergency Management Institute (EMI), located at the National Emergency Training Center in Emmitsburg, MD, offers a broad range of NIMS-related training.

NIMS-related courses offered online by EMI include:

· IS-100.a - Introduction to the Incident Command System
· IS-100.HC - Introduction to the Incident Command System for Healthcare/Hospitals
· IS-100.LEa - Introduction to the Incident Command System for Law Enforcement
· IS-100.PWa - Introduction to the Incident Command System for Public Works Personnel
· IS-100.SCa - Introduction to the Incident Command System for Schools
· IS-200.a - ICS for Single Resources and Initial Action Incidents
· IS-200.HC - Applying ICS to Healthcare Organizations
· IS-700.A - National Incident Management System (NIMS), An Introduction
· IS-701 - NIMS Multiagency Coordination System
· IS-702 - NIMS Public Information Systems
· IS-703 - NIMS Resource Management
· IS-706 - NIMS Intrastate Mutual Aid, An Introduction
· IS-800.B - National Response Framework, An Introduction
For more information on the Emergency Management Institute, please visit www.training.fema.gov.

United States Fire Administration - National Fire Academy
The National Fire Academy (NFA) offers a broad range of training that addresses key elements of NIMS within an all-hazards environment. The numerous command and control courses, for example, support provisions of the NIMS ICS. NFA also has courses that address incident-specific areas, including hazardous materials and terrorism emergency response and emergency medical services. NFA offers courses in preparedness planning, training, and management as well as resident, field, and self-study courses.

The NFA offers the following NIMS-compliant courses online:

· Q-462 ICS-100, Introduction to ICS for Operational First Responders

· Q-463 ICS-200, Basic ICS for Operational First Responders

They are located at: www.usfa.dhs.gov/training/
Source: FEMA, http://www.fema.gov/emergency/nims/NIMSTrainingCourses.shtm

II. Homeland Security Exercise and Evaluation Program (HSEEP)

A. According to DHS, “The Homeland Security Exercise and Evaluation Program (HSEEP) is a capabilities and performance-based exercise program.  The intent of HSEEP is to provide common exercise policy and program guidance capable of constituting a national standard for all exercises.  

B. “HSEEP includes consistent terminology that can be used by all exercise planners, regardless of the nature and composition of their sponsoring agency or organization.  

C. “The HSEEP Volumes, a series of program and reference manuals, integrate language and concepts from:

1. “The National Response Framework (NRF), 

2. “The National Incident Management System (NIMS), 

3. “The National Preparedness Guidelines, 

4. “The Universal Task List (UTL), 

5. “The Target Capabilities List (TCL), 

6. “Existing exercise programs, and 

7. “Representative prevention and response protocols from all levels of government. 

D. “The HSEEP policy and doctrine is organized into the following volumes:

1. “HSEEP Volume I: HSEEP Overview and Exercise Program Management provides guidance for building and maintaining an effective exercise program and summarizes the planning and evaluation process described in further detail in Volumes II through V. 

2. “HSEEP Volume II: Exercise Planning and Conduct helps planners outline a standardized foundation, design, development, and conduct process adaptable to any type of exercise.

3. “HSEEP Volume III: Exercise Evaluation and Improvement Planning offers proven methodology for evaluating and documenting exercises and implementing an improvement plan. 

4. “ HSEEP Volume IV: Sample Exercise Documents and Formats provides sample exercise materials referenced in HSEEP Volumes I, II, III, and V.  

5. “HSEEP Volume V: Prevention Exercises contains guidance consistent with the HSEEP model to assist jurisdictions in designing and evaluating exercises that test pre-incident capabilities such as intelligence analysis and information sharing.

E. “HSEEP reflects lessons learned and best practices of existing exercise programs and can be adapted to a variety of scenarios and events (e.g., natural disasters, terrorism, technological disasters). 

F. “A consistent terminology and methodology for exercises is critical to avoiding confusion, and to ensuring that entities can exercise together seamlessly.

G. “Exercise Types - There are seven types of exercises defined within HSEEP, each of which is either discussions-based or operations-based. 

1. “Discussion-based Exercises familiarize participants with current plans, policies, agreements, and procedures, or may be used to develop new plans, policies, agreements, and procedures. Types of Discussion-based Exercises include: 

i. “Seminar. A seminar is an informal discussion, designed to orient participants to new or updated plans, policies, or procedures (e.g., a seminar to review a new Evacuation Standard Operating Procedure). 

ii. “Workshop. A workshop resembles a seminar but is employed to build specific products, such as a draft plan or policy (e.g., a Training and Exercise Plan Workshop is used to develop a Multi-Year Training and Exercise Plan). T

iii. “Tabletop Exercise (TTX). A tabletop exercise involves key personnel discussing simulated scenarios in an informal setting. TTXs can be used to assess plans, policies, and procedures. 

iv. “Games. A game is a simulation of operations that often involves two or more teams, usually in a competitive environment, using rules, data, and procedure designed to depict an actual or assumed real-life situation. 

2. “Operations-based Exercises validate plans, policies, agreements and procedures; clarify roles and responsibilities; and identify resource gaps in an operational environment. Types of Operations-based Exercises include: 

i. “Drill. A drill is a coordinated, supervised activity usually employed to test a single specific operation or function within a single entity (e.g., a fire department conducts a decontamination drill). 

ii. “Functional Exercise (FE). A functional exercise examines and/or validates the coordination, command, and control between various multi-agency coordination centers (e.g., emergency operation center, joint field office, etc.). A functional exercise does not involve any "boots on the ground" (i.e., first responders or emergency officials responding to an incident in real time). 

iii. “Full-Scale Exercises (FSE). A full-scale exercise is a multi-agency, multi-jurisdictional, multi-discipline exercise involving functional (e.g., joint field office, emergency operation centers, etc.) and "boots on the ground" response (e.g., firefighters decontaminating mock victims). 

H. Exercise Documentation – “The list below briefly describes the important document types associated with most exercises.

1. “A Situation Manual (SitMan) is a participant handbook for discussion-based exercises, particularly TTXs. It provides background information on exercise scope, schedule, and objectives. It also presents the scenario narrative that will drive participant discussions during the exercise. 

2. “The Exercise Plan (ExPlan), typically used for operations-based exercises, provides a synopsis of the exercise and is published and distributed to players and observers prior to the start of the exercise. The ExPlan includes the exercise objectives and scope, safety procedures, and logistical considerations such as an exercise schedule. The ExPlan does not contain detailed scenario information. 

3. “The Controller and Evaluator (C/E) Handbook supplements the ExPlan for operations-based exercises, containing more detailed information about the exercise scenario and describing exercise controllers' and evaluators' roles and responsibilities. Because the C/E Handbook contains information on the scenario and exercise administration, it is distributed only to those individuals specifically designated as controllers or evaluators. 

4. “The Master Scenario Events List (MSEL) is a chronological timeline of expected actions and scripted events (i.e., injects) to be inserted into operations-based exercise play by controllers in order to generate or prompt player activity. It ensures necessary events happen so that all exercise objectives are met. 

5. “A Player Handout is a 1-2 page document usually handed out the morning of an exercise which provides a quick reference for exercise players on safety procedures, logistical considerations, exercise schedule, and other key factors and information. 

6. “Exercise Evaluation Guides (EEGs) help evaluators collect and interpret relevant exercise observations. EEGs provide evaluators with information on what tasks they should expect to see accomplished during an exercise, space to record observations, and questions to address after the exercise as a first step in the analysis process. In order to assist entities in exercise evaluation, standardized EEGs have been created that reflect capabilities-based planning tools, such as the Target Capabilities List (TCL) and the Universal Task List (UTL). The EEGs are not meant as report cards. Rather, they are intended to guide an evaluator's observations so that the evaluator focuses on capabilities and tasks relevant to exercise objectives to support development of the After Action Report/Improvement Plan (AAR/IP). 

7. “An After Action Report/Improvement Plan (AAR/IP) is the final product of an exercise. The AAR/IP has two components: an AAR, which captures observations and recommendations based on the exercise objectives as associated with the capabilities and tasks and an IP, which identifies specific corrective actions, assigns them to responsible parties, and establishes targets for their completion. The lead evaluator and the exercise planning team draft the AAR and submit it to conference participants prior to an After Action Conference (see below). The draft AAR is distributed to conference participants for review no more than 30 days after exercise conduct. The final AAR/IP is an outcome of the After Action Conference and should be disseminated to participants no more than 60 days after exercise conduct. 

I. Planning and After Action Conferences - The HSEEP methodology defines a variety of planning and after action conferences. The need for each of these conferences varies depending on the type and scope of the exercise. They include: 

1. Concepts and Objectives Meeting 

2. Initial Planning Conference (IPC) 

3. Mid-Term Planning Conference (MPC) 

4. Master Scenario Events List (MSEL) Conference 

5. Final Planning Conference (FPC) 

6. After Action Conference (AAC) 

J. “HSEEP Compliance - HSEEP compliance is defined as adherence to specific processes and practices for exercise program management and exercise design, development, conduct, evaluation, and improvement planning. Four specific performance requirements are established in the HSEEP Policy and Guidance documentation:

1. “Conduct an annual Training and Exercise Planning Workshop (TEPW), and maintain a Multiyear Training and Exercise Plan (TEP). An annual TEPW provides an opportunity to develop, review, or update an entity’s Multiyear TEP. The TEPW also provides a forum for determining how an entity will execute its multiyear plan in a given year. The purpose of the TEPW and the Multiyear TEP is to translate strategic goals and priorities into specific training and exercise activities and to coordinate and deconflict all training and exercise activities on a schedule. While all exercises conducted by an entity are not required to be included in its Multiyear TEP, the entity should follow the guidance and priorities established during its TEPW.

2. “Plan and conduct exercises in accordance with the guidelines set forth in HSEEP policy. HSEEP policy guidance includes an overview of exercise planning and conduct. Specific areas for compliance include the use of various types of planning conferences and exercise documentation. The number of conferences and types of documentation required are flexible and depend on the full scope of the exercise being completed. HSEEP also provides sample documents for all potential presentations and manuals for all types of exercises.

3. “Develop and submit a properly formatted After Action Report/Improvement Plan (AAR/IP). An AAR/IP is used to capture events as they occurred during an exercise, provide analysis of the events relative to exercise objectives, and suggest development actions to either further enhance or improve agencies’ planning and response capabilities. It also evaluates achievement of the selected exercise objectives and demonstration of the overall capabilities being validated. The IP portion of the AAR/IP includes corrective actions for improvement, along with timelines for their implementation and assignment to responsible parties.

4. “Track and implement corrective actions identified in the AAR/IP. Once recommendations, corrective actions, responsibilities, and due dates are identified in the IP, the exercising entity ensures that each corrective action is tracked to completion. Exercising entities review all exercise evaluation feedback and resulting IPs to assess progress on enhancing preparedness. This analysis and information are incorporated into the capabilities-based planning process because they may identify needs for additional equipment, training, exercises, coordination, plans, or procedures that can be validated through future exercises. Continual IP tracking and implementation should be part of a corrective action program within each participating entity.”

References:

Center for Domestic Preparedness, https://cdp.dhs.gov/
NIMS Resource Center, http://www.fema.gov/emergency/nims/index.shtm
FEMA Training, http://www.fema.gov/prepared/train.shtm
Homeland Security and Exercise Program, https://hseep.dhs.gov/pages/1001_HSEEP7.aspx
Emergency Management Institute, http://training.fema.gov/
NIMS Training, http://www.fema.gov/emergency/nims/NIMSTrainingCourses.shtm
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