Session No. 14


Course Title: National Incident Management Systems

Session Title: National Incident Management Components: Resource Management 

Time: 2 hours


Objectives:

14.1 Define the Emergency Management Function of Resource management 

14.2 Explore Resource Management Within NIMS


Scope:

In this session, the instructor will explore the emergency management and incident management function Resource Management.  Resource Management is defined and discussed in both a general sense and specifically in relation to the response to major emergencies.  The instructor will also explain the importance of and related tasks and concepts of Resource Management within the realm of that National Incident Management System (NIMS), and discuss various components of NIMS Resource Management as detailed in the NIMS doctrine. 
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General Requirements:

The instructor will facilitate a lecture using the remarks provided in this session and outside materials provided through the internet or otherwise (as indicated in this session).   The instructor will lead interactive discussions with students that call upon their personal knowledge and experience and from facts they have recalled from the assigned readings.  It is recommended that the modified experiential learning cycle be completed for objectives 14.1 – 14.2 at the end of the session. 


Objective 14.1: 
Requirements: 

Introduce through lecture the topic of emergency management resource management.  Expand upon this topic by focusing on various individual components involved in the resource management function. Facilitate student interactions to discuss and expand upon certain points within the topic of this objective. 

Remarks:

I. Resource management is loosely defined as the efficient and effective deployment of an organization’s resources when they are needed.  This includes not only the management of the resources themselves, but also of their utilization (see slide 14-3).  Resources can come in a wide range of categories, including:

A. Financial resources (e.g., cash)

B. Human resources (employees, volunteers)

C. Supplies

D. Facilities

E. Equipment

F. Vehicles

II. One of the greatest challenges in any major disaster is the coordination of emergency response resources by and among the different response agencies involved. 

III. Resource Management in the emergency management profession, as defined by FEMA, is, “Coordinating and overseeing the application of tools, processes, and systems to provide incident managers with timely and appropriate resources during an incident.” (FEMA, n/d) (see slide 14-4)  

A. Resources, according to this definition, include (see slide 14-5):

1. Personnel

2. Teams

3. Facilities

4. Equipment

5. Supplies

IV. Resource management is a complex function, as will be described throughout this session.  However, the bulk of the function boils down to the following four task groups (see slide 14-6):

A. Establishing systems to describe, inventory, request, and track resources

B. Activating these systems before and during an incident

C. Dispatching resources before and during an incident

D. Deactivating and recalling resources during or after an incident

V. In small-scale emergency events, which are typically contained entirely at the local level by a single jurisdiction or emergency response agency, there are few difficulties encountered in managing emergency response resources.  


A. The management of resources in small incidents is characterized as follows (see slide 14-7): 

1. Resources are generally owned by the agencies that use them

2. Resources are generally maintained by the agencies that use them

3. Common terms are generally used by all of a jurisdictions agencies to describe the resources


4. Reimbursement of resources is not typically necessary, and if it is, the systems are already in place to allow for such transactions


5. Tracking of resources is centralized and widely understood by all agencies


6. The appropriate officials are trained in the use of resources and the SOPs involved in their request, use, and tracking


7. Plans account for the kinds and amounts of resources available


8. Knowledge and familiarity about resources is relatively uniform across the response agencies

B. In fact, at the local level it can be said that a great amount of the emergency planning conducted, the drills and exercises accompany planning, and the chosen structure of the emergency management organization, are focused upon the identification, acquisition, allocation, tracking, and replenishment of response resources.  


1. Clearly, understanding what resources are needed in what circumstances, by whom, and from whom they are acquired, and how they are accounted for, is central to a jurisdiction being able to manage their adverse events efficiently and effectively.


C. However, once an emergency event either exceeds the abilities of a jurisdiction to respond, or is of such great size as to include multiple jurisdictions responding in conjunction with each other, the picture changes considerably.  


1. Even when all agencies from all the different jurisdictions have taken the time to plan and practice on their own, the confluence of so many people, equipment, and resources causes significant complications for emergency managers and incident commanders.  


2. Mobilizations that are uncontrolled and uncoordinated with each other can lead to response failure, and even increased risk to the population and the responders themselves.  


3. The resource management failures that occurred in the response to the September 11, 2001 terrorist attacks in New York City, for example, were directly blamed on the loss of life of over 340 emergency responders.  


i. There was little understanding at that time of the complexities of such a high-profile event involving the response difficulties encountered in the response to a high-rise building fire – and as such, plans and procedures reflected this shortage of understanding.  


ii. Scores of fire departments from surrounding communities and states self-responded to the event, causing resource management to become overwhelmed and ultimately to break down.  Many firefighters who had the day off, or who were on vacation, self mobilized to the event without notifying the incident commander, or even their own department leadership.


iii. Incident commanders, as a result, were unable to account for all of the fire and police officials who self-responded, and were likewise unable to effectively evacuate all of them from the towers once it was known that collapse was imminent.  


iv. The following passage, taken from the 9/11 Commission Report, describes the events surrounding these events:


a) “By 9:15, the number of FDNY personnel en route to or present at the scene was far greater than the commanding chiefs at the scene had requested. Five factors account for this disparity. 

b) “First, while the second fifth alarm had called for 20 engine and 8 ladder companies, in fact 23 engine and 13 ladder companies were dispatched. 

c) “Second, several other units self-dispatched. 

d) “Third, because the attacks came so close to the 9:00 shift change, many firefighters just going off duty were given permission by company officers to "ride heavy" and became part of those on-duty teams, under the leadership of that unit's officer. 

e) “Fourth, many off-duty firefighters responded from firehouses separately from the on-duty unit (in some cases when expressly told not to) or from home. The arrival of personnel in excess of that dispatched was particularly pronounced in the department's elite units. 

f) “Fifth, numerous additional FDNY personnel-such as fire marshals and firefighters in administrative positions-who lacked a predetermined operating role also reported to the WTC.” (National Commission on Terrorist Attacks Upon the United States, 2002) 


VI. “Disasters” are defined as events that exceed the ability of a jurisdiction (which could be a local jurisdiction, a county, a state, or even the entire nation) to meet the response requirements of the adverse event.  


A. A major component of meeting response requirements is ensuring that the incident commander is able to effectively manage the response resources required.


B. Managing resources means not only having enough resources to do the job and knowing how to best allocate those resources, but also understanding where the request for resources should end, and limiting requests for outside assistance at that point. (See slide 14-8)


C. There is a significant response obstacle referred to as “Over-Response” (see slide 14-9).  


1. Over-response occurs when too many resources are brought to bear upon the scene of a disaster incident, and the incident commander is unable to manage them effectively, as was described above in reference to the events of September 11, 2001.  


2. Another characteristic of over-response is when the excess of response resources actually hinders the ability of appropriate response resources to fulfill their responsibilities.  


3. The excess that occurs in over-response makes coordination and communication both extremely difficult functions to perform.


4. The Center of Excellence in Hawaii describes two situations where over-response resulting from poor incident management practices severely impeded the ability of appropriate responders to carry out their jobs.  These include (Auf der Heide, 1989): 

i. Example 1: Nine minutes after a tornado hit, an ambulance was dispatched to the scene. The EMT on board was asked to make an assessment and report back. After asking a couple of questions of people at the scene, the EMT estimated there were 150 injuries and radioed back, saying, "Send everything available; it's a big one." This assessment was made in 2 minutes, and ambulances arrived from all over the state. However, the estimate was totally wrong, and outside ambulances were not needed at all. Three times the ambulances necessary arrived, many of which got flat tires and blocked the roadways (Quarantelli, 1983).

ii. Example 2: Coliseum explosion, Indianapolis, Indiana, October 31, 1963. "Literally hundreds of nurses, doctors, first aid volunteers, wreckers, cranes, station wagons ... outside the fairgrounds made it difficult to get inside the Coliseum. A mass of humanity and equipment had converged and filled almost all the space within and just outside the building ...... Finally, the Chief of Police gave the order to bar any further traffic, including ambulances and first aid personnel, from entering the fairgrounds." (Drabek, 1968:19)

5. Over-response is something that also results when people unaffiliated with formal emergency management agencies donate their time or their non-monetary resources to an event they have witnessed or have heard about.  These are the result of Spontaneous Volunteers, and Unsolicited Donations.


6. Spontaneous Volunteers


i. Spontaneous volunteers - also called ‘convergent’, ‘unaffiliated’, or ‘walk-in’ volunteers - are people who are not associated with any recognized disaster response agency, but who appear at the scene of a disaster (or who call a response center) eager to offer assistance.  


ii. Almost without exception, spontaneous volunteers will appear when a major disaster occurs.  Media coverage, and the graphic images of the destruction it transmits, spurs to action people living in neighboring counties and states, and sometimes even   those impacted themselves who were less-severely affected by the disaster.  


iii. Hundreds, or even thousands of people find themselves drawn to the disaster through compassion for the impacted population in order to offer assistance in any way they see fit.  

iv. As a group, these volunteers possess a wide range of training, skills and experience that cannot be overlooked by those managing the disaster response.  


v. It is very difficult to narrowly define the spontaneous volunteer.  Their only common trait is that they arrive unsolicited at the disaster scene.  Otherwise, they may or may not be a resident of the affected community, they may or may not have disaster management experience or training, and they can be of any age or background.  They may arrive on foot, drive to the disaster site, or fly in from outside jurisdictions, and even from other countries.  


vi. Oftentimes, the help of spontaneous volunteers is counterproductive to the emergency response because the organizations to which they present themselves are unprepared to utilize their assistance; or because the volunteers’ lack of disaster-specific training is actually a liability to the organization’s overall operation.  


vii. It has been found in several past disaster response efforts that poor management of spontaneous volunteers led to confusion, interference, and what has been termed a ‘disaster within the disaster’.  

viii. Planning for this process involves both human and material resources, and requires strong partnerships with community leaders, local media, and other organizations.  


ix. In addition to a designated center for volunteers to converge upon, there must be qualified, available staff to welcome, interview, place, train, and assign them once they arrive.  


x. Material resources must be in place to accommodate these large numbers of people, and the environment into which they are thrust must be relatively safe.  


xi. Information about volunteering processes, sign-up locations, and other considerations, (such as what to bring, appropriate clothing, etc.) must be transmitted in a timely manner through the use of press releases or interviews.  And most importantly, all staff responsible for managing these volunteer resources must be properly trained and able to fulfill the demands of their positions.  


7. Unsolicited Donations

i. Donations of all kinds are provided in the aftermath of large disasters.  Individuals, families, communities, businesses, civic association, religious groups, and a whole range of other public and private entities all give generously to accommodate the perceived needs of disaster victims.  


ii. The response to the September 11th attacks serves as the penultimate example of American generosity.  In the days and weeks following that disaster, as many as three of every four Americans responded by giving money, food, clothing, blood, or their time as a volunteer.  Over $2.25 billion in cash was raised, and 176,000 volunteers were mobilized.  


iii. The resource management task of managing disaster donations is guided by a complex and elaborate array of tasks and functions.  


iv. Experience has proven that without an effective mechanism to accept, catalogue, transport, inventory, store, and distribute charitable donations, the presence of unsolicited donations can actually create what is referred to as “the second disaster” and “the disaster within the disaster’.  


v. Unfortunately, when it comes to knowing precisely what to give and how to give it, there is little citizens can do to inform themselves about the dynamic and immediate response and recovery environment.  Only with cash can an unaffiliated individual or organization accurately match what they have to offer with what is needed by victims.  


vi. Without proper donations management mechanisms in place, the generosity of citizens will quickly overwhelm the response effort through the provision of unneeded and unusable goods.  


vii. Donations must be processed in an appropriate, systematic way.  A donations management capacity is what allows response organizations to guide citizens in their giving, provide a place or means for them to give, and best direct those donated resources to the organizations and victims who need them most.  


viii. Stories of disasters where recovery teams received used dentures, winter coats in the summer, spoiled food, expired medications, and other inappropriate items, are surprisingly common.


ix. Coordination helps to avoid situations where too much of one item is provided, while another need goes unfulfilled.  Donations management teams help to control the flow of goods and services into a disaster area, which in turn prevents unnecessary interference with ongoing disaster response operations. 


VII. Resource management in the emergency management discipline is built upon six underlying concepts.  They include (see slide 14-10):


A. Consistency


1. In order for there to be effective and efficient emergency management, there must exist a consistent method by which all response agencies perform the following tasks:

i. Identify resources


ii. Acquire resources


iii. Allocate resources


iv. Track resources


2. When incident management systems used by different organizations – namely those who are providing assistance and those that are accepting it – there can be major obstacles in performing the tasks listed above. 


i. Different accounting and management systems might not interface well with each other, and the results can manifest themselves as delays, communication breakdowns, improper or incorrect requests, data losses, and failures related to reimbursement or billing.


ii. Each response agency, organization, and jurisdiction must understand how the systems with which they interface will work in order for them to effectively offer or accept assistance.  By ensuring consistency between all systems that interface in an emergency event, these systems are able to link into each other much more effectively.


iii. For example, in California, the California State Emergency Management System (SEMS) is a system that is similar yet is not identical to the National Incident Management System.  California emergency management officials performed a crosswalk in 2005 and 2006 to ensure that resource management systems and tasks under SEMS were consistent with those of NIMS so that the two systems could effectively interface in the event of a disaster requiring outside response resources (State of California, 2005).


B. Standardization


1. The management of resources is dependant upon the terminology that is used to classify each resource.


2. For instance, a response may require search and rescue resources. 


i. However, there are many distinct reasons search and rescue is required.  


a) For instance, an area may have flooded, leaving victims stranded on the upper floors or roofs of their homes.   


b) If an area has been affected by an earthquake, the victims may be inside collapsed or damaged structures


ii. These two examples represent two very different search and rescue requirements, which in turn represent different skill sets and equipment.


iii. Moreover, the amount of search and rescue resources required can differ significantly from incident to incident.  


3. To address problems associated with the terminology used to classify different response resources, standard resource typing has been utilized to a growing degree.


i. Resource typing, or classification, improves the ability of agencies to assist each other through mutual aid agreements and assistance agreements.


ii. Jurisdictions can be sure that they will receive the resources they have requested if it is commonly understood that all agencies are using the same terms to describe resources of specific type and size.  


C. Coordination


1. Coordination is a concept that spans all emergency management functions, resource management included.


2. Management of response resources utilized to address response requirements must be performed in a coordinated manner.  The resource management function is highly reliant upon the interagency, and inter-jurisdictional coordination of those resources in an emergency response.


3. Incident coordination includes activities to ensure that all organizations and agencies responding are able to interface effectively.  Examples of coordination activities include:


i. Adjusting agency budgets, policies, and work priorities to make funds and resources available


ii. Facilitating interagency decision making


iii. Coordinating interagency public information


iv. Dispatching interagency resources


4. Coordination takes place in a number of entities and in all levels of government.  Coordination entities might include, for instance:


i. A local or regional dispatch center


ii. The emergency operations center


iii. A Regional Response Coordination Center


iv. A Joint Field Office


5. Coordination entities manage resources by establishing priorities, making resources available, and providing resource support, among other actions as will be described later in this session.


D. Use


1. The concept of use involves the incorporation of available resources from all levels of government, nongovernmental organizations (NGOs), and the private sector, where appropriate, in a jurisdiction’s resource management planning efforts.


2. Mutual aid agreements are based on the recognition that individual jurisdictions, and state emergency management agencies, will better be able to identify capabilities if they can include those resources promised by their neighbors and partners in their emergency planning and management efforts.  


3. It does not matter where a jurisdiction gets resources from to address response requirements.  What matters is that it is able to acquire and use the right resources to address the challenges faced.


E. Information Management


1. Information management is defined as, “The collection, organization, and control over the structure, processing, and delivery of information from one or more sources and distribution to one or more audiences who have a stake in that information” (FEMA, 2008).


2. Resource management relies upon the ability of response agencies to manage information that informs them about the source of resources, resource types, the status of resources, and other key information.  


3. Agencies must be capable of integrating communications and information management elements into resource management organizations, processes, technologies, and decision support in order to meet resource management demands. 


4. Information management systems are used by response agencies to:


i. Collect, update, and process data


ii. Track resources


iii. Display the readiness status of resources

5. Information management is tightly linked to the ability of organizations to coordinate with each other.  Information management systems enhance information flow and provide real-time data in the time-constrained emergency response environment where different jurisdictions and functional agencies are managing different aspects of the incident life cycle and must coordinate their efforts.


6. Examples of resource management information management systems include: 


i. Geographic Information Systems (GIS)


ii. Logistics calculators


iii. Transportation tracking systems


iv. Resource tracking and inventory systems


v. Warehouse inventory systems


7. There are several information management systems that are in wide use in the emergency management field today.  These include, for instance:


i. Web EOC


ii. Virginia Interoperability Picture for Emergency Management (VIPER)


iii. Response Vision


iv. NIMS Incident Resource Inventory System (IRIS)


v. The Gap Analysis Program (GAP) Data Collection and Analysis Tool (DCAT)


vi. Resource Order and Status System (ROSS)
 

F. Credentialing


1. It is critical to an emergency response operation that human resources include people who are both certified and credentialed.


2. Certification is a process by which a responder’s qualifications are measured against professional standards.  These standards typically relate to: 


i. Training and education


ii. Experience


iii. Performance 


3. The purpose of credentialing is to ensure and readily validate the identity and attributes (such as affiliations, skills, or privileges) of an individual. 


i. Credentialing is critical to the incident management community so it can plan for, request, and trust resources needed for emergency assistance, receive personnel resources that match requests, and appropriately manage officially dispatched responders. 


ii. Credentialing provides confidence that the personnel and resources provided in an incident match the request; both parties, requester and supplier, are using the same criteria to identify knowledge, skills, and abilities. 


iii. Credentialing relies upon the basic principles of identity, qualification/affiliation, and invitation.


VIII. In the event of an emergency, resource management begins by tapping into existing resources within the community (see slide 14-11).


A. Despite that the community has been impacted, including the emergency services themselves, it is rare that these emergency resources are fully knocked out or are unavailable to the incident commander.


B. In fact, there is often a surge capacity that exists only in emergency events that bolsters the available resources normally available from within the community.  Examples of how and why this occurs are as follows:


1. Emergency service agencies (police, fire, EMS, public health, hospitals, and others) have shift workers.  Each of these agencies is able to mobilize off-duty staff, thereby allowing a doubling or tripling of immediately-available staff.  

2. Organizations may be able to back-fill some of the non-emergency duties of emergency staff with volunteer or other regular staff in order to free up more emergency personnel for the incident commander.

3. Community members (individuals, NGOs, businesses, faith-based organizations, civic organizations, etc.) are much more likely to give freely of their time and their resources (money, food, clothing) when their community is directly impacted by an event.  The incident commander can tap directly into this community resource as an additional store of human and material resources when a major disaster occurs.  Oftentimes, people with skills and expertise that are specific to their everyday jobs can translate those skills to meet the needs of an emergency, including leadership, management, medical and first aid skills, engineering and assessment skills, and others.


4. Businesses that operate within the community that store supplies, equipment, and resources, can meet emergency surge requirements. This includes medical supplies, construction equipment, communications equipment, and others.


IX. Resource management requires a highly-defined set of skills and knowledge to be performed effectively.  


A. These skills include (see slide 14-12):


1. Incident Management


2. Volunteer Management


3. Donations Management


4. Logistics Management


5. Warehouse Management


6. Accounting


7. Human Resource Management


B. Ask the Students, “Are there any other skills that would be valuable for a resource manager to possess?  What are they, and why would they be valuable?”


X. The Needs Assessment (see slide 14-13)


A. Resource management is dependent upon a timely and accurate assessment of needs.


B. Needs assessments are the result of damage and consequence assessments.  Damage assessments establish the response requirements of an event.  Response requirements include such things as shelter spaces needed, number of people requiring evacuation, amount of debris to be cleared or removed, number or injured or killed, number of homes damaged or destroyed, number of people requiring food or water, and much more.


C. Based upon the needs assessment, the response organization is able to begin comparing what resources are available within the community to meet these needs.  The difference between what is needed and what is available is called the ‘resource gap’.  This gap is what determines what is requested from outside organizations and agencies.


D. Needs assessments are not one-time products.  Rather, in recognition that needs change as the disaster progresses, needs assessments are conducted periodically and maintained by the incident commander.


E. The Center of Excellence states that there are two reasons to perform needs assessment: Situation Analysis and Resource Analysis.  They describe these as follows:


1. Situation Analysis


i. The responsibility for situation analysis in disasters often is not clearly delineated. Even when situation analysis is carried out in disasters, it is usually done by individual organizations that seek out primarily that information of importance to their own organization's activities. Often, critical information possessed by one organization and needed by another is not shared. 

ii. Disaster situation analysis may be accomplished by the use of multi-disciplinary damage assessment teams.  Alternatively, radio reports of situation data from each agency can be collected at a central point where it is collated and analyzed. The overall situation analysis is then composed into a report, including appropriate maps, which is made available to all responders.  Additional sources of information may include:

a) Software for forecasting fire spread, flood involvement, or spread of leaking hazardous materials

b) Weather predictions and satellite data from the National Weather Service

c) Air reconnaissance information 

d) Computer databases with information on geographic features such as topography, access routes, helicopter landing sites, vulnerable structures, special features at risk (hospitals, nursing homes), and special hazards such as oil storage tanks, dams, and chemical storage sites

iii. Types of information needed for situation analysis include:

a) Present conditions: Important information related to location and severity of damage; existing threats; numbers, locations, types, and severities of injuries; and numbers and locations of trapped victims

b) Expected conditions: Examples of factors that might influence expected conditions include: rate of fire spread; rate of river rise; seismic aftershocks; tsunami likelihood; hazardous spills due to earthquake; duration of the incident; weather influences; and downed power lines after storms

c) Impact of expected conditions: Examples of impacts of expected conditions include: evacuation areas; public shelter and feeding; need for sandbagging; possibility of further casualties; need for replacement personnel and reinforcements; need for feeding, sleeping, and sanitation facilities; need for fuel; and vehicle and equipment maintenance or replacement.

2. Resource Analysis

i. Information needed for resource analysis includes data on what objectives need to be accomplished, what resources are needed to accomplish them, what resources are present and/or assigned, and what resources are available. 

ii. When the situation analysis is complete, the results should identify those general problems that have to be tackled (incident objectives). These are broken down into specific tasks that are delegated to the various organizations present and their subdivisions. 

iii. For each delegated task, the group responsible for accomplishing it must then indicate the resources it needs to do so. The indicated resource needs are then compared with resources present to assess the resources that need to be requested or reassigned.

iv. Incident commanders must be able to understand (see slide 14-14): 

a) What resources are required

b) Where these resources can be found

c) How they can acquire them, and 

d) How they can utilize them to address one or more response requirements

v. Staging or mobilization areas are ways that incident commanders are able to track response resources before they converge upon the actual scene response.  The person in charge of the check-in area has the responsibility for keeping track of those who arrive and conveying that information to the incident command post.  As the responders are needed at the disaster site, they are requested from the check-in area by the command post. 

vi. Mutual aid and Emergency Management Assistance Compacts (EMAC) are a way for emergency managers to quickly determine what they can expect from their response partners from outside jurisdictions.  They can use these agreements, and other similar tools, to locate and acquire special skilled personnel, equipment, and resources, such as search and rescue teams, cranes, communications equipment, and others.

XI. Resource Allocation (see slide 14-15)

A. Once located and acquired, resources must then be utilized in the most effectively way to address the overall (big-picture) response requirements of the incident.  

B. There will always be competing needs for the response resources controlled by the incident commander, but the response priorities for the incident must always dictate how resources are allocated.  This generally means dedicating resources in such a way as to maximize the saving and sustaining of life, followed by the saving of property.

C. Incident commanders must understand the interdependencies of resources in order to achieve these priorities.  In many cases, one lifesaving factor cannot be performed until some other response action has been conducted.  The Center for Excellence describes these “sequential interdependencies”, including, for instance, surgery, which cannot be initiated on a disaster victim unless that victim first reaches the hospital alive, which further depends upon the paramedics ability to gain access to the victim who may have to first be rescued by search and rescue organizations. The search and rescue organization may require a crane to remove the entrapping rubble, which must be obtained by the fire department from a private construction firm.

XII. Command and Control (see slide 14-16)

A. Resource management is dependent upon the ability of an incident commander to make key decisions that determine resource acquisition and allocation.

B. The incident commander, operating from within the command post, is viewed by the resource management operation, as the final say in these decisions.  

1. The incident commander must ensure that they are available and accessible for resource management to function.

2. The incident commander relies upon a set of informational needs through which they make their decisions.  Their decision-making is only as good as the information they receive, giving credence to the adage, “garbage in, garbage out.”

C. Support decisions relative to resource management are conducted at the emergency operations center, which take a wider view of response needs and resource allocation priorities.

D. The EOC establishes priorities for the distribution of resources among different incident locations (when there are multiple sites), and handles concerns that are considered “off-site” from immediate response operations.  This could include shelter management, acquisitions management, and mutual aid, EMAC, and other inter-jurisdictional assistance. 




Supplemental Considerations

N/a


Objective 12.2: Explore Resource Management Within NIMS
Requirements:

Facilitate a lecture about Resource Management within the NIMS construct.  Lead class discussions about the material discussed within this objective.

Remarks: 

I. NIMS consists of five major components, namely (See Slide 12-14):


A. Preparedness


B. Communications and Information Management


C. Resource Management


D. Command and Management


E. Ongoing Management and Maintenance


II. These NIMS components were not designed to stand alone, but rather to work together in a flexible, systematic manner to provide the national framework for incident management. 

III. The third of these components is Resource Management, which forms the basis of this Objective.


IV. NIMS allows for the effective management of resources by accomplishing the following (see slide 14-17):


A. Providing a uniform method of identifying, acquiring, allocating, and tracking resources


B. Ensuring efficient mobilization of resources


C. Providing a record of resources from when they are dispatched to the time they are finally demobilized 


D. Incorporating mutual aid, federal and state assistance, third-party resources, contract resources, volunteers, and donations


V. Within NIMS, resource management is based on five principles.  These include

A. Planning 

1. Coordinated planning, training to common standards, and inclusive exercises provide a foundation for the interoperability and compatibility of resources throughout an incident. 


2. NIMS doctrine recommends that jurisdictions work together in advance of incidents to develop plans for identifying, ordering, managing, and employing resources. 


3. Through planning, jurisdictions should identify resource needs based on the threats to and vulnerabilities of the jurisdiction, and there should be an effort to develop alternative strategies to obtain the needed resources. 

4. Planning can include the creation of new policies to encourage positioning of resources near the expected incident site in response to anticipated resource needs. These plans should anticipate conditions or circumstances that may trigger a specific reaction, such as the restocking of supplies when inventories reach a predetermined minimum. 

B. Use of Agreements 

1. In order to enable more effective and efficient resource management during an incident, as was described in the previous objective, there must exist agreements among all parties providing or requesting resources.


2. This includes developing and maintaining standing agreements and contracts for services and supplies that may be needed during an incident. 


3. While it is possible to form agreements in the midst of an event, their effectiveness pales in comparison to those that are created in the low-stress pre-disaster environment when time constraints do not hamper quality.

4. Formal pre-incident agreements are established between parties (both governmental and nongovernmental) that might provide or request resources during emergencies. This ensures the efficient deployment of standardized, interoperable equipment and other incident resources during incident operations.

5. Examples of formal emergency management agreements include: 


i. Emergency Management Assistance Compacts (EMACs), between States


ii. Mutual-aid agreements, between local jurisdictions or between a jurisdiction and a nongovernmental organization (NGO)


iii. Standby contracts, between a local jurisdiction and a commercial supplier of critical resources

C. Categorizing Resources 

1. Resources can be organized by category, kind, and type, including size, capacity, capability, skill, and other characteristics. 


2. When agencies and organizations categorize their resources, the resource-ordering and dispatch process within and across jurisdictions, and among all levels of governments, NGOs, and the private sector, becomes more efficient.  This helps to ensure that needed resources are received.


3. When these categories are standardized across all agencies, confusion about what a resource is can be minimized or even eliminated entirely.

D. Resource Identification and Ordering 

1. The resource management process uses standardized methods to identify, order, mobilize, and track the resources required to support incident management activities. 


2. Those with resource management responsibilities perform these tasks either at the request of the Incident Commander (IC) or in accordance with planning requirements. Identification and ordering of resources are intertwined. 


3. In some cases, the identification and ordering process is compressed, where an IC has determined the resources necessary for the task and specifies a resource order directly. However, in larger, more complex incidents, the IC may not be fully aware of resources available. At this point, the IC may identify needs based on incident objectives and use the resource management process to fill these needs. 


4. It is key to resource management that these processes exist, and that they are both accessible and familiar to those using them.

E. Effective Management of Resources 

1. Resource management involves acquisition procedures, management information, and redundant systems and protocols for ordering, mobilizing, dispatching, and demobilizing resources.  These include:

i. Acquisition Procedures: 
Acquisition procedures are used to obtain resources to support operational requirements. Examples include mission tasking, contracting, drawing from existing stocks, and making small purchases. Material resources may be acquired in advance and stockpiled or obtained “just in time” through appropriate pre-incident contracts. Another important part of the process is managing inventories with shelf-life or special maintenance considerations. Strict reliance on stockpiling raises issues concerning shelf life and durability; however, strict reliance on “just in time” resources raises its own concerns related to timely delivery. 

ii. Management Information Systems:
These systems are used to provide decision support information to managers by collecting, updating, and processing data, and tracking resources. They enhance resource status information flow and provide real-time data in a fast-paced environment where different jurisdictions, emergency management/response personnel, and their affiliated organizations are managing different aspects of the incident and should coordinate their efforts. Examples of management information systems include resource tracking, transportation tracking, inventory management, reporting, and geographical information systems. 

iii. Redundant Information Systems:
Those with resource management responsibilities should be able to identify and activate backup systems to manage resources in the event that the primary resource management information system is disrupted or unavailable. This includes, for example, having sufficiently redundant and diverse power supplies and communication capabilities.

iv. Ordering, Mobilization, and Demobilization Protocols:
Protocols are followed when requesting resources, prioritizing requests, activating and mobilizing resources to incidents, and returning resources to normal status. Preparedness organizations develop standard protocols for use within their jurisdictions. Examples include tracking systems that identify the location and status of mobilized or dispatched resources, and procedures to demobilize resources and return them to their original locations and status.


VI. To implement these concepts and principles in the primary tasks of resource management, NIMS includes standardized procedures, methodologies, and functions in its seven-step resource management process. This process reflects functional considerations, geographic factors, and validated practices within and across disciplines and is continually adjusted as new lessons are learned. 


A. Resource maintenance is important throughout all aspects of resource management. 


1. Maintenance prior to resource deployment ensures availability and capability


2. Maintenance during the deployment phase ensures continued capabilities, such as adequate fuel supplies during use


3. Post-operational inspection and maintenance ensures future availability


4. The resource management process can be separated into two parts:


i. Resource management as an element of preparedness 


ii. Resource management during an incident


5. Resource management preparedness activities, which include resource typing, credentialing, and inventorying, are conducted on a continual basis to help ensure that resources are ready to be mobilized when called to an incident. 


6. Resource management during an incident is a finite process, as shown in slide 14-19, with a distinct beginning and ending specific to the needs of the particular incident.


VII. NIMS identifies seven distinct steps in the management of resources during an actual incident.  These include: 


A. Step 1: Identify Requirements (see slide 14-20)


1. When an incident occurs, those with resource management responsibilities continually identify, refine, and validate response resource requirements. 

2. This involves accurately identifying: 

i. What is needed

ii. How much is needed

iii. Where it is needed

iv. When it is needed

v. Who will be receiving or using it. 

3. Resources to be identified in this way include equipment, supplies, facilities, and personnel or emergency response teams. 


4. When a requestor is unable to describe an item by resource type or classification, those with resource management responsibilities provide technical advice to enable the requirements to be defined and translated into a specification. This is what allows for effective allocation of resources through interagency, inter-jurisdictional, and other agreements.  

5. Resource availability and requirements will constantly change as the incident evolves. Consequently, all emergency management/response personnel and their affiliated organizations participating in an operation must closely coordinate throughout the process. 

6. In instances when an incident is projected to have major disaster implications, such as a large flood or hurricane, states and/or the Federal Government may pre-position resources in the anticipated incident area. 

7. In cases where there is time to assess the requirements and plan for a large-scale incident, the Federal response will be coordinated with State, tribal, and local jurisdictions, and the positioning of Federal resources will be tailored to address the specific situation. 

8. The instructor can show students slide 14-21 to illustrate the flow of requests and assistance within NIMS.

B. Step 2: Order and Acquire (see slide 14-22)


1. Whenever resources that are requested to address response requirements cannot be obtained locally, requests for such resources must be submitted using standardized resource-ordering procedures to external sources (as determined through preparedness efforts described above). 


2. Requests for resources are generally forwarded first to adjacent jurisdictions, and then to the State. 


3. Oftentimes, the decision cycles for placing and filling resource orders are different for field and incident personnel with resource management responsibilities and the resource coordination processes that are used (such as the Multi-Agency Coordination System (MACS)). 

i. The incident commander develops resource requests based on priorities that consider current and successive operational periods. 

ii. Decisions about resource allocation are based on organization or agency protocol and possibly the resource demands of other incidents. 

iii. Requested resources are mobilized only with the consent of the jurisdiction that is being asked to provide the resources. 

iv. For these systems to work effectively, any discrepancies between requested resources and those available for delivery must be communicated to the requestor.

C. Step 3: Mobilize (see slide 14-23)


1. Emergency management and response personnel begin mobilizing when notified through established channels. 


2. At the time of notification, they are given:


i. The date, time, and place of departure


ii. The mode of transportation to the incident


iii. Estimated date and time of arrival


iv. Reporting location (address, contact name, and phone number)


v. Anticipated incident assignment


vi. Anticipated duration of deployment


vii. Resource order number


viii. Incident number


ix. Applicable cost and funding codes


3. The resource-tracking and mobilization processes are directly linked under NIMS. 


i. When resources arrive on scene, they must be formally checked in. This starts the on-scene check-in process and validates the order requirements. 


ii. Notification that the resources have arrived is made through the appropriate channels. 


4. The mobilization process may include deployment planning based on: 


i. Existing interagency mobilization guidelines


ii. Equipping


iii. Training


iv. Designating assembly points that have facilities suitable for logistical support


v. Obtaining transportation to deliver resources to the incident most quickly, in line with priorities and budgets


5. Obviously, some resources are fixed facilities, such as laboratories, hospitals, EOCs, shelters, and waste management systems.  This fact is accounted for in resource management plans. 


i. Fixed facilities assist operations without moving into the incident area in the way that other resources are mobilized. 


ii. Plans and systems to monitor resource mobilization status must be flexible enough to adapt to both types of mobilization. 


6. Managers should plan and prepare for the demobilization process at the same time that they begin the resource mobilization process. Early planning for demobilization facilitates accountability and makes the transportation of resources as efficient as possible—in terms of both costs and time of delivery.

D. Step 4: Track and Report (see slide 14-24)

1. Resource tracking is a standardized, integrated process conducted prior to, during, and after an incident by all emergency management/response personnel and their affiliated organizations, as appropriate. 

2. This process does the following: 

Provides a clear picture of where resources are located

Helps staff prepare to receive resources

Protects the safety and security of equipment, supplies, and personnel

Enables their coordination and movement


3. Those with resource management responsibilities use established procedures to track resources continuously from mobilization through demobilization. Managers should follow all procedures for acquiring and managing resources, including reconciliation, accounting, auditing, and inventorying.

E. Step 5: Recover and Demobilize (see slide 14-25)


1. Recovery involves the final disposition of all resources, including those located at the incident site and at fixed facilities. 


2. During this process, resources may be: 


i. Rehabilitated or repaired


ii. Replenished


iii. Disposed of


iv. Retrograded


3. Demobilization is the orderly, safe, and efficient return of an incident resource to its original location and status. It can begin at any point of an incident, but should begin as soon as possible to facilitate accountability. 


4. The demobilization process should coordinate between incident(s) and MACS to reassign resources, if necessary, and to prioritize critical resource needs during demobilization. 


i. Under NIMS, a Demobilization Unit in the Planning Section develops an Incident Demobilization Plan containing specific demobilization instructions as part of the Incident Action Plan. 

ii. Demobilization planning and processes should include provisions addressing the safe return of resources to their original location and status, and notification of return. 

iii. Demobilization should also include processes for tracking resources and for addressing applicable reimbursement. 

iv. Furthermore, documentation regarding the transportation of resources should be collected and maintained for reimbursement, if applicable. Demobilization provisions may need to meet specific organizational requirements.

5. Nonexpendable Resources 

i. Nonexpendable resources (e.g., personnel, fire engines, durable equipment) are fully accounted for both during the incident and when they are returned to the providing organization. 

ii. The organization then restores the resources to fully functional capability and readies them for the next mobilization. 

iii. Broken or lost items should be replaced through the appropriate re-supply process by the organization with invoicing responsibility for the incident, or as defined in existing agreements. 

iv. Fixed-facility resources, described above, must also be restored to their full functional capability in order to ensure readiness for the next mobilization. 

v. For human resources, such as Incident Management Teams, recovery comes in the form of adequate rest and recuperation.  

6. Expendable Resources 

i. Expendable resources, such as water, food, fuel, and other one-time-use supplies, must be fully accounted for. 

ii. The incident management organization typically bears the costs of expendable resources, as authorized in financial agreements executed by preparedness organizations. 

iii. Restocking occurs at the point from which a resource was issued. Returned resources that are not in restorable condition, whether expendable or nonexpendable, must be declared as excess according to established regulations and policies of the controlling jurisdiction, agency, or organization. 

iv. Waste management is of special note in the process of recovering resources, as resources that require special handling and disposition (e.g., biological waste and contaminated supplies, debris, and equipment) are handled according to established regulations and policies.

F. Step 6: Reimburse (see slide 14-26)


1. Reimbursement provides a mechanism to recoup funds expended for incident-specific activities. 

2. Processes for reimbursement play an important role in establishing and maintaining the readiness of resources and should be in place to ensure that resource providers are reimbursed in a timely manner. 

i. These processes include mechanisms for:

a) Collecting bills

b) Validating costs against the scope of the work

c) Ensuring that proper authorities are involved

d) Accessing reimbursement programs

ii. Reimbursement mechanisms should be included in preparedness plans, mutual aid agreements, and assistance agreements. 

G. Step 7: Inventory (see slide 14-27)


1. Resource management uses various resource inventory systems to assess the availability of assets provided by jurisdictions. 


2. Preparedness organizations inventory and maintain current data on their available resources. The data are then made available to communications/dispatch centers and EOCs and organizations within MACS. 


3. Resources identified within an inventory system are not an indication of automatic availability, however. The jurisdiction and/or owner of the resources maintain the final determination on availability. 

4. Inventory systems for resource management must be adaptable and scalable, and should account for the potential of double-counting personnel and/or equipment. 


5. In particular, resource summaries should clearly reflect any overlap of personnel across different resource pools. Personnel inventories should reflect single resources with multiple skills, taking care not to overstate the total resources. 


i. For example, many firefighters also have credentials as emergency medical technicians (EMTs). 


ii. A resource summary must not mistake this resource and count a firefighter as both a firefighter and as an EMT. 


iii. The total should reflect the number of available personnel, not simply the sum of the firefighter and EMT counts. 

6. Deployable resources have different inventory, ordering, and response profiles depending on their primary use during the response or recovery phases of an incident. 

i. Planning for resource use, inventory, and tracking should recognize the fundamental difference in resource deployment in the response and recovery phases. 

ii. The response phase relies heavily on mutual aid agreements and assistance agreements, while recovery resources are typically acquired through contracts with NGOs and/or the private sector.

7. Inventory systems are especially useful if they allow resource managers to analyze: 

i. The urgency of the need

ii. Whether sufficient quantities are on hand

iii. Whether sufficient quantities can be obtained in time to meet the demand

8. An inventory system can help establish consumption rates for expendable supplies, such as how much of a supply is used per day of response. 


i. Knowing consumption rates can assist in resource requirement futures planning for the next 24, 48, and 72 hours. 


ii. Additionally, an inventory system can provide historical data that can be referenced back to during future events.


iii. Another important part of the process is managing inventories with shelf-life or special maintenance considerations. These systems will help resource managers to build sufficient funding into their budgets for: 


a) Periodic replenishments


b) Preventive maintenance


c) "Surge" stocking

d) Capital improvements

9. Credentialing (see slide 14-28)

i. Under NIMS, the credentialing process entails the objective evaluation and documentation of an individual’s:


a) Current certification, license, or degree


b) Training and experience


c) Competence or proficiency to meet nationally accepted standards, provide particular services and/or functions, or perform specific tasks under specific conditions during an incident. 

ii. For the purpose of NIMS, credentialing is the administrative process for validating personnel qualifications and providing authorization to perform specific functions and to have specific access to an incident involving mutual aid. 


iii. The DHS National Integration Center (NIC) recommends that emergency management organizations adhere to the following process for credentialing under NIMS: 


a) When a request for mutual aid is received, the potential supporting department or agency evaluates its capacity to accommodate the anticipated loss of the resources that would be deployed without compromising mission performance

b) If the potential supporting department or agency determines that it can accommodate the requested deployment of resources, it must next identify specific personnel who will be deployed


c) The department or agency then submits applications for each member selected for deployment to an authorized accrediting agency identified by the credentialing authority of the State to which the mutual aid will be provided


d) The accrediting agency evaluates each application and determines whether the applicant meets the established criteria for the positions required by the mission


e) Applications that the authorized accrediting agency determines fail to meet established criteria are returned to the submitting department or agency, and may be resubmitted with additional documentation or when the applicant’s qualifications change


f) For applications that are approved by the authorized accrediting agency, the following steps are taken: 

(a) The applicant’s department or agency is notified


(b) A record is created on the individual in the official credentialing database


(c) An identification card or other credential is issued to the individual


(d) Information on the applicant is uploaded to the incident management infrastructure


g) While credentialing includes the issuing of identification cards or credentials, it is separate and distinct from the incident badging process - when access to a site is controlled through special badging, the badging process must be based on verification of identity, qualifications, and deployment authorization

h) Organizations utilizing volunteers, especially spontaneous volunteers, are responsible for ensuring each volunteer’s eligibility to participate in a response. These organizations must develop protocols governing the activation and use of volunteers


i) Careful coordination is required to ensure the provision of services is not hindered by un-addressed safety and security considerations or legal or regulatory issues.

j) The NIC released the document, “NG0002: National Credentialing Definition and Criteria” in March of 2007 in order to better explain the criteria by which these definitions were established.  This document can be found at: http://www.fema.gov/pdf/emergency/nims/ng_0002.pdf  

iv. The instructor should distribute the handout entitled, “Emergency Medical Services Job Titles” to the Students.

a) This handout includes a description of the various credentialing components of EMS professionals under NIMS.

b) Ask the Students, “How does a credentialing document like this help resource managers?”  


c) Ask the Students, “Is this process effective, or is there too much or too little detail in these job titles?  Explain your answer.”

10. Identifying and Typing Resources (see slide 14-29)

i. Resource typing is categorizing, by capability, the resources requested, deployed, and used in incidents, which are commonly exchanged through mutual aid agreements.


ii. Measurable standards identifying resource capabilities and performance levels serve as the basis for categories. 


iii. Resource users at all levels use these standards to identify and inventory resources. 


iv. Resource kinds may be divided into subcategories to define more precisely the capabilities needed to meet specific requirements. 


v. Resource typing is a continuous process designed to be as simple as possible; it facilitates frequent use and accuracy in obtaining needed resources. 


vi. To allow resources to be deployed and used on a national basis under NIMS, the National Integration Center (NIC) (with input from Federal, State, tribal, local, private-sector, nongovernmental, and national professional organizations) is responsible for facilitating the development and issuance of national standards for resource typing and ensuring that these typed resources reflect operational capabilities.

a) The NIC Incident Management Systems Integration (IMSI) Division has developed and published over 120 resource typing definitions, and has established new working groups to create more resource types for the ongoing initiative. 

b) To better explain NIMS resource typing, the NIC published “NIMS Guide 0001, National Resource Typing Criteria”, dated March 27, 2008http://www.fema.gov/pdf/emergency/nims/ng_0001.pdf. This guide can be found at:  

vii. Resource Category: This is the function for which a resource would be most useful. Examples of categories used in a national resource-typing protocol include: 


a) Transportation 


b) Communications 


c) Public works and engineering 

d) Firefighting 


e) Information and planning 


f) Law enforcement and security 

g) Mass care 


h) Resource management


i) Health and medical 

j) Search and rescue 


k) Hazardous materials response 

l) Food and water 


m) Energy 


n) Public information 


o) Animals and agricultural issues 

p) Volunteers and donations


viii. Resource Kind: Refers to broad classes that characterize like resources, such as teams, personnel, equipment, supplies, vehicles, and aircraft.  Resource Kind is subcategorized by Resource Components, and Resource Measures.

a) Components are the elements that make up a resource. For example, an engine company may be listed as having the following eight components :


(a) Pump


(b) Hose 2.5”


(c) Hose 1.75”


(d) Hand Tools


(e) Water Tank


(f) Ladder


(g) Master Stream


(h) Personnel


b) As another example, urban search and rescue teams consist of two 31-person teams, four canines, and a comprehensive equipment cache. The cache is divided into five separate color-coded elements and is stored in containers that meet specific requirements.


c) Measures are standards that identify capability and/or capacity. 


d) The specific measures used will depend on the kind of resource being typed and the mission envisioned. 


e) Measures must be useful in describing a resource’s capability to support the mission. 


f) As an example, one measure for a disaster medical assistance team is the number of patients it can care for each day it is mobilized.


g) An appropriate measure for a hose might be the number of gallons of water per hour that can flow through it. 

ix. Resource Type: Refers to the level of resource capability. 


a) Type under NIMS increases as the ‘type’ number decreases.  For example, assigning the Type 1 label to a resource implies that it has a greater level of capability than a Type 2 of the same resource, and so on to Type 4. 


b) Typing provides managers with additional information to aid in the selection and best use of resources. 


c) In some cases, a resource may have fewer than or more than four types; in such cases, either additional types will be identified, or the type will be described as “not applicable.” 


d) The type assigned to a resource or a component is based on a minimum level of capability described by the identified measure(s) for that resource. For example, the U.S. Coast Guard has typed oil skimmers based on barrels per day, as follows:


(a) Type 1 = 9,600 barrels per day


(b) Type 2 = 2,880 barrels per day


(c) Type 3 = 480 barrels per day


(d) Type 4 = n/a 


x. Additional Information: The national resource-typing protocol also provides the capability to use additional information that is pertinent to resource decision-making.  For example, if a particular set of resources can be released to support an incident only under particular authorities or laws, the protocol should alert responsible parties to such limitations.

xi. The instructor should distribute the handout entitled, “Typed Resource Definitions: Search and Rescue Resources” to the Students.

a) This handout includes a description of the various typing components of search and rescue services under NIMS.

b) Ask the Students, “How does a resource tying help resource managers?”  


c) Ask the Students, “Is this process effective, or is there too much or too little detail in these resource type descriptions?  Explain your answer.”

VIII. The Resource Manager (see slide 14-30)

A. Clearly the role of the resource manager is an important one.

B. A dedicated resource manager ensures that there is an ongoing effort to identify, refine, and validate resource requirements throughout the incident life cycle.


C. In line with the lessons of this objective, it should be clear that the role of the resource manager is also to identify and analyze:


1. Supplies


2. Equipment


3. Facilities


4. Incident management personnel and/or response teams


D. If a requestor is unable to describe an item by resource type or classification system, resource managers provide technical advice to enable the requirements to be defined and translated into a request for an appropriate resource.


E. Because resource availability and requirements will constantly change as the incident evolves, the role of a resource manager is to ensure that all participating entities coordinate closely in this process, beginning as early in the incident life cycle as possible.
Supplemental Considerations

The instructor can guide the students to other NIMS training courses available on the internet that specifically address NIMS Resource Management.  These include:

· FEMA Independent Study Course IS-703: “NIMS Resource Management”  http://training.fema.gov/EMIWeb/IS/is703.asp 


· FEMA Independent Study Course IS-706: “Intrastate Mutual Aid”  http://training.fema.gov/EMIWeb/IS/IS706.asp 


Resources: 

Auf der Heide, Erik. 1989. Disaster Response: Principles of Preparation and Coordination. The Center of Excellence. http://orgmail2.coe-dmha.org/dr/static.htm 


Drabek, T.E. 1963. Disaster in aisle 13: a case study of the coliseum explosion at the Indiana State fairgrounds. Disaster Research Center. University of Delaware, Newark, 1968.

Federal Emergency Management Agency. N/d. NIMS Resource Management. Emergency Management Institute. IS-703. 


Federal Emergency Management Agency. 2008. NIMS Core Document. http://www.fema.gov/pdf/emergency/nims/NIMS_core.pdf 


National Commission on Terrorist Attacks Upon the United States. 2002. The 9/11 Commission Report. Chapter 9: Heroism and Honor. http://govinfo.library.unt.edu/911/report/index.htm 

Quarantelli, E.L. 1983. Delivery of emergency medical care in disasters: assumptions and realities. New York. Irvington Publishers, Inc.

State of California. 2005. SEMS/NIMS Crosswalk. Governor’s Office of Emergency Services. http://www.oes.ca.gov/Operational/OESHome.nsf/PDF/SEMS-NIMS%20Toolkit/$file/SEMSNIMSCroswalk92305.pdf  
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